(5 Grassvalley

Aurora Browse

MEDIA ASSET MANAGEMENT PLATFORM

Installation and Configuration Guide

OO
D O (
OO

D O (

——e—— SOFTWARE VERSION 6.0b

071-8518-00
SEPTEMBER 2006

OO

WAWAWAUAVAWAVAVAVAUAY,

D O0O000000O0O0O0OOC
OlOI0I0I0I0I0101010101010

D OO000000O0O0OOOC
OI0I01010I010101010101010.

THOMSON )
images & beyond)"

ElEREEE

EjjEEEEEE ]

O 01 CIOeee

O 1 LI | L]

O rr e

EEEE

(]



Copyright

Trademarks

Disclaimer

U.S. Government
Restricted Rights
Legend

Revision Status

Copyright © 2006 Grass Valley, Inc. All rights reserved. Printed in the United States of America.
Portions of software © 2000 — 2006, Microsoft Corporation. All rights reserved.

This document may not be copied in whole or in part, or otherwise reproduced except as
specifically permitted under U.S. copyright law, without the prior written consent of Grass
Valley, Inc., P.O. Box 59900, Nevada City, California 95959-7900

This product may be covered by one or more U.S. and foreign patents.

Grass Valley, K2, Aurora, Turbo, M-Series, Profile, Profile XP, NewsBrowse, NewsEdit,
NewsQ, NewsShare, NewsQ Pro, Aurora, and Media Manager are either registered
trademarks or trademarks of Grass Valley, Inc. in the United States and/or other countries.
Other trademarks used in this document are either registered trademarks or trademarks of the
manufacturers or vendors of the associated products. Grass Valley, Inc. products are covered
by U.S. and foreign patents, issued and pending. Additional information regarding Grass
Valley, Inc. trademarks and other proprietary rights may be found at
www.thomsongrassvalley.com.

Product options and specifications subject to change without notice. The information in this
manual is furnished for informational use only, is subject to change without notice, and should
not be construed as a commitment by Grass Valley, Inc. Grass Valley, Inc. assumes no
responsibility or liability for any errors or inaccuracies that may appear in this publication.

Use, duplication, or disclosure by the United States Government is subject to restrictions as set
forth in subparagraph (c)(1)(ii) of the Rights in Technical Data and Computer Software clause
at DFARS 252.277-7013 or in subparagraph c(1) and (2) of the Commercial Computer
Software Restricted Rights clause at FAR 52.227-19, as applicable. Manufacturer is Grass
Valley, Inc., P.O. Box 59900, Nevada City, California 95959-7900 U.S.A.

Rev Date Description

January 31, 2003 Release to part number 071-8217-00

July 21, 2003 Release for software version 1.5 to part number 071-8217-01

May 25, 2004 Release for software version 2.0. Part number 071-8307-00.

December 16, Release for software version 2.7. Added information about

2004 Advanced Encoder, FlashNet archive, and DIVArchive. Part number
071-8307-01.

August 2, 2005 Release for software version 3.0. New content for NewsShare NAS.

Part number 071-8424-00.

April 27, 2006 Release for software version 3.1. Part number 071-8424-01.
September 22, Release for Aurora software version 6.0b. Part number
2006 071-8518-00.

Aurora Browse Ingtallation and Configuration Guide September 22, 2006



Contents

Chapter 1

Chapter 2

Chapter 3

September 22, 2006

System Overview

Functional desCriPioN ..........oiiiiiiiiiiie e
System diagram - K2 storage

Design considerations - Aurora Browse with Aurora Edit..............cccccoeiieeenee 12
LEOACY SYSLEIMS ... .ttt e et e e e e e e e st e ettt teeaeaeeeeeeasassa s nnenennnrnnees 13

Installing Aurora Browse

Rack-mount hardware COMPONENTS ........ccccoiiiiiiieeiiiiiee e eeiiie e e sirar e e eraraee e

About cabling hardware COMPONENTS ..........ooiiiiiiiiiiieee e

Cable hardware: MediaFrame SUPPOIT........ccooiiiuiiiaaiiieiea e e e eieeeae s
MediaFrame server instructions: XRE-2 platform
MediaFrame server instructions: HAFT-2 platform
MDI Server instructions

Cable hardware: ProXy SUPPOIT.........ciieiiiiiiiee e i ettt e e e esitiriee e et eae e s ssiraaree e s e saaaeee s
Advanced Encoder instructions
SmartBin Encoder instructions ..............

NAS instructions - Fastora...................

About Aurora Browse software..................

Install software for K2 SUPPOI........ceiiiiiiiiieee ettt e e eaaare e
Install the StorNext File SYStem .......c..eviiiiiiiiiee e
Installing the Generic iISCSI Client Software

Other software installation coONSIAerations............ccoooiiiieiiii e

Configuring the system
Configuration overview - K2 StOrage ........uveieeiiiiieie e et e et e e 32
Establish conventions
Machine Naming CONVENTION ........couuuuiiia et e et ee e e e earieeee e eeee
MDI and Encoder logical names CONVENLION ............ooeiiiiiiiiieeiiiiie e eciiieee e
Ports and services mapping
Configure network - K2 Storage
Set up IP addresses and name resolution
Configure network settings on Production network machines
Configure HAFT PlatfOrm ... ..o
Configure network settings on Client network machines
Firewall coNSIderations ............ccueiieriiiiiiiee e
Prepare for core configuration stages
Prepare DSM ... ... ittt e e
Prepare SMartBinsS .......cc.vuviiiiiiiiie et
Prepare Advanced encoders..........cccocceeeviiiieeeeennnns
Add encoders to the K2 Storage System
Configuring encoders with the K2 System Configuration application ............ 41
Calculating encoder bandwidth..............cccocieiiiiiiii e, 45
Prepare NAS - WINAOWS FaSstOra ..........cecoiiiiiiiiiiiiiiee e eireee e 45
Verify NAS access
About the Nbadmin ACCOUNT..........c..uuiiiiii e
ACCESSING SEIVICES ...eiiiiiiieiiiie it e et ettt ettt e st e e e e e e aneeennee
Accessing system configuration pages
StOp SEIVICES ....ovvveiiiiiereeeiis
MediaFrame stage
Configure Media Frame ASK: Register components
Prepare MDI SEIVET ........oooi it e e
Configure ASK Location: MDI server....
Configure ProXy MDI .......ccviiiiiieiieie e

Aurora Browse Installation and Configuration Guide

3



Contents

CoNfIGUIE K2 MDIS ...ttt e e e eaeaeeee e e anees

Configure Profile MDIS ... e e

ConfiguIe NEWS MDIS ....cociiiiiiiiie sttt e s e e e s e e e e e ennes

Configure M-Series MDls

Test: MediaFrame stage

Checklist: MediaFrame Stage ...........uiiaiiiiiiiiee et e e

SmartBin encoder Stage.........oocceeiieriiiieiee e
Configure ASK Location: SmartBin encoder
Configure Media Frame Core ASK: SmartBin encoder ....................
Configure SmartBin Encoder CONrol........cueviiiiiiiiiiee e
Configure Proxy Asset (NAS): SmartBin €nCOder..........ccccveeeeiviiiiiieeeiiiiieeee e
Configure MPEG encoder: SmartBin encoder ..............
Test: SmartBin encoder.........c.oeeeiiiiiiiiiieiieee e
Checklist: SmartBin stage

Advanced encoder stand-alone stage
Configure ASK Location: Advanced eNCOUET ..........cccevviivieeeeiiiiiieee e ciireeee e s
Configure Advanced Encoding Control

Configuring ENCOder MOGE ...........oiiiiiiiiiie e

Configure Proxy Asset (NAS): Advanced encoder.........cccueeeeeiiiiiieeeeiiiiieeeeeae

Configure MPEG encoder: Advanced enCOEr ...........coovvverrieriieeiniee e

Test: Advanced encoder stand-alone stage - high-res source...........cccccveeeen.

Test: Advanced encoder stand-alone stage - MPEG proxy source

Checklist: Advanced encoder stand-alone Stage ..........ccccveeeeviiviiieeeecciiieee e

Advanced enCoder + SEIVEN STAGE .........uiiiiieeiieee e
Configure Media Frame Core ASK: Advanced encoder
Configure Rules Automation: Advanced encoder

About configuring ruleS..........coocveeiiiiiiiee e
Tips for configuring FUIES .......cooiiiiiiie e

Configure ASSEE MANAGET .......cciiiiiiiie e e et e e e e e e rre e e s e e e e s satbaeeaeeeaees

ADOUL EXPIrEd BSSELS ....cceiiviiieiiiiiiriee s

Test: Advanced encoder + Server stage - high-res source

Checklist: Advanced encoder + Server Stage ........cocvvevvveerniveeenne.

EDL Export, Save, CONfOrmM StAgE .......cccoiiiiiiieei e
Configure Profile MDI: Conform to air settings
Configure NTFS MDI .....cooooiiiiiiieeicciieeececceee e
Configure Media Frame Core ASK: NTFS ..o
Configure CoNfOrmM SEIVICES .......oiiiiiii et
CoNnfigure EXPOIt SEIVICES. .. ..ccciiiiiiiiiieiieiesiee et e e
Configure Save EDL SELHNGS .....cooiuiiiiieiiiiie et eereee et
Test: EDL stage
ChecCKIiSt: EDL SAQGE ...ccuvvieiiiieeiiiee ettt ettt ettt siiee sttt s sie e sneeeesraeeeene

ATCRIVE STAOE ....veeiiiie et
Add archive MDI.............ccc......

Verify archive preparations
Avalon archive preparations..................
FIashNet Preparations ..........cccoiiiie i
DIVA PIreParationNs .......ccocueeiiieeeiiieeeiieeeaiieeeiieesnneeeessaeeesneeesneeessneeeesneeesnees
Network connectivity - all archive types....................

Configure ASK Location: Archive MDI host..................

Configure Media Frame Core ASK: Archive.................

Configure Avalon Archive MDI ........ccooiiiiiiiiie e

Configure FIAShNEt MDI .........ooiiiiiiiiiie ettt neee

Configure DIVA MDI

Configure ArChiVe SEIVICES. ...c..uiiiiiiieiiee et 99

TESt AFCNIVE SEAQE ... eeieieiie ettt et 929

CheckIist: ArChIVE SAgE .......veiiiiie et 100

Deploy remaining machines for full SyStem..........cccocueviiiiiieiiiie e 101

4 Aurora Browse Ingtallation and Configuration Guide September 22, 2006



Chapter 4

Chapter 5

Appendix A

Appendix B

September 22, 2006

Test system level INEracCtioNS ..........c.eeiiioiiiieii e 101
MUILIPIE SCAVENGE ST ....cii et e et ee e e e
PUIGE ESE ..ot

Add Aurora Browse Clients
Connect server and NAS to customer LAN
SELUP ClIENEPCS ..ottt e e et e e e e saraeee s
Configure Aurora Browse Licenses..........c.cccccuvuee...

Administering Aurora Browse user acCess....................

Configure Aurora Browse Groups .........ccccveeeeennen.
Configure AUrora BroWSE USEIS........coiiuiiiiiiiiiiiiie ettt eitvea e
Managing Aurora Browse USEr SESSIONS ........ceveeiiiiiiiieeiiiiiiieeesiiiee e e e esivenea e e
Adding custom fields .........cccooiiiiiie
Testing Aurora Browse client operations

Recovery Planning
Encoder failure CONSIAErationNS ..........oocuueeiiiiieiiie e
Server failure considerations...........ccccoveeeeiieeeinneenns
Database maintenance and administration
Repairing a database that is unusable due to transaction log size ................... 112
How to determine the size of the transaction log
Manually controlling transaction 10g growth............cccceeeiiiiee e
Back up the transaction log
Shrink the transaction 10g ..........cooiiiiiiie i
Setting up a database maintenance plan ...........cccooiiii e
Database RESIOIAtION ........oiiiiiiiei et ee e ea e e e

Troubleshooting the system

TroublesShoOtiNg tOOIS .......c.coiiiiiee e 117
MediaFrame troubleshooting tO0IS .........ccccuuiiiiiiiiiiee e 117
Proxy troubleshooting tools . 117

Proxy troubleshooting tips .........ooveeeeeiiiiiiieee e 118

Aurora Browse application troubleshooting tips 120
Component Interaction Diagrams

External INngest APPlCAtiON .......c.uviiii i e
SMABIN INGEST ... e e e e e e e ennnea e e e e e s sasaeens
1= = o = = PRI
SCAVENQE ..ttt ettt e ettt e e e e e e e e e e e e e e e e e b e b r b e e e e e reaaaaaeaaaeeas
EDL EXPOrt @S TEXE FlE ..uuviiiieeiiiiiiie ettt s e e e
EDL Export to Aurora Edit database
EDL BIrOWSE SAVE .....coiiuviiiiiiieiiiee ettt e st et e sttt ettt e ettt e e st e st e s bae e s asbe e s snneeennnes
EDL Conform on Profile .........ooo e
EDL Conform via Aurora Edit.....................

Archive operations on Profile XP................

Archive operations on Aurora system ........

Legacy systems

Three tier System diagram..........oooo e 135
Two tier system diagram VErsion 2.0.......cccuviiiieiiiiieiee s e e e s e e 136
System diagram - Profile XP or Open SAN storage 137
Configuration overview - Profile XP/Open SAN ........... 138
MediaFrame server instructions: Axiom platform ..........ccccooiiiiiiiii e 139
Sequential encoder INSLIUCHONS .......cooiiiiiiiiie it ae s 140
Image Support Server (ISS) INSrUCHIONS .......ocuuiiiiiiiee e 141
Single-channel encoder iNSIIUCLIONS ..........ccooiiiiiiiie e 142

Aurora Browse Installation and Configuration Guide

5



Contents

RS-422 Cable PINOULS .......ooiiiiiiiie et 143
NAS instructions - Serial ATA network platform ... 144
Live monitor encoder instructions

Router Gateway instructions ..............c.ccccuvee..

Prepare Profile Media SEIVEIS .......c..vviiiiiiiiieei ettt

NELTIME SYSTEIM .ottt e e e e e e e ee e e e e e nntbe e e e e annebeeeas

Prepare NetTime........cccccceeeeeeee.
Prepare NetTime servers .......
Prepare NetTime clients...........ccccvveeeeeenne

Prepare NAS - Serial ATA network platform

Prepare NAS - Linux Fastora

Host table files.........cccceeeeiinnee.

Encoder stand-alone Stage ...........cccceveeiiiiieeeeiiiiieee e
Configure ASK Location: Single-channel encoder ....
Configure Ingest Control: Single-channel encoder............cccccoooiiiivieiiiiiiiieee e,
Configure Proxy Asset (NAS): Single-channel encoder ...........cccccceeiviiieieeeiin,
Configure media server: Single-channel encoder
Configure MPEG encoder: Single-channel encoder ...........cccocueeeeieiiiiieeeennnine
Test: Encoder stand-alone Stage .........ccooeiiiiiiieiiiiiieee e
Checklist: Encoder stand-alone Stage..........ccveovviriireeeniieeniie e

ENCOAEr + SEIVEI STAGE ...eeiiuiiieiiiie ittt ettt et e e e entbee e
Configure ASK Location: MediaFrame server
Configure Media Frame Core ASK: Single-channel encoder
Configure Ingest Scheduler: MediaFrame SEerver..........cocccvveriiee e e s
Set up Aurora Browse client for configuration stage tests
Test: Encoder + Server stage.........cccccvee.ne
Checklist: Encoder + Server stage

Router Gateway stand-alone Stage..........cocvviiiiiiiiiiei e
Add ROULET GAIEWAY ......vvvveiiee ettt e et e e e st ae e e e et aa e e e e e e eranneeeas
Configure ASK Location: Router Gateway ...................
Configure Router Gateway ...........cceeevererireeeiineeeenneennns
Test: Router Gateway stand-alone stage
Checklist: Router Gateway stand alone Stage .........ccceecvvvieeeiiiiiiie e

Router Gateway + SEIVEE SLAJE ... ..uuuriuiiiiiiieiiiiiettieeeee e e s sisss e rrrraeaaaeaaaeees
Add Router Gateway to Ingest Scheduler
Test: Router Gateway + Server STAQgE .......c.uvvveeirciiieee e
Checklist: Router Gateway + Server Stage ........ccccoveeeririeniieeniee e
Configure Profile MDI: Conform to air SEttiNgS.........ccevirrererciieiiee e

Add [iVe MONITOr ENCOUETS.....coiiiiiiieie et

Proxy troubleshooting tools

Browse controlled iNGESE L .......cceiiiiiiiiiiie et

Browse controlled iNQESt 2 ..........vviiiiie e

Browse Ingest: Proxy MPEG Creation ...........cccocvveeiiiieinieee e

6 Aurora Browse Ingtallation and Configuration Guide September 22, 2006



Preface

This Aurora Browse Installation and Configuration Guide is part of afull set of
support documentation, described as follows:

Aurora Browse Installation and Configuration Guide — Provides explanations and
procedures for installing and configuring the system at a customer site. Includes
recovery planning and troubleshooting sections. This document is available in
printed form as part of the product bundle when you receive your new system. Itis
also available in electronic form (PDF file) on the Aurora Browse Application
CD-ROM.

* Aurora Online Help — On the Aurora Help menu thereis online documentation for

each of the Aurora applications.

* Aurora manuals — Each of the Aurora products has its own documentation set.

September 22, 2006

Refer to product manuals as follows:
- Aurora Edit
- AuroraBrowse
- Auroralngest
- Aurora Playout

- Aurora Transfer

Aurora Browse Installation and Configuration Guide
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Preface

Grass Valley Product Support

To get technical assistance, check on the status of problems, or report new problems,
contact Grass Valley Product Support via e-mail, the Web, or by phone or fax.
Contact Grass Valley first regarding problems with third party software on Grass

Valley products, such as the Microsoft® Windows® operating system and SQL
Server™.
Web Technical Support

To access support information on the Web, visit the product support Web page on the
Grass Valley Web site. Y ou can download software or find solutions to problems by
searching our Frequently Asked Questions (FAQ) database.

World WideWeb:  http://www.thomsongrassvalley.com/support/
Technical Support E-mail Address. gvgtechsupport@thomson.net.
Phone Support

Use the following information to contact product support by phone during business
hours. Afterhours phone support is available for warranty and contract customers.

United States (800) 547-8949 (Toll Free) France +33(1) 34207777
Latin America (800) 547-8949 (Toll Free) Germany +49 6155 870 606
Eastern Europe +49 6155 870 606 Greece +33(1) 34207777
Southern Europe +33(1) 342077 77 Hong Kong +852 2531 3058
Middle East +33(1) 342077 77 Italy +39 06 8720351
Audtralia +61 1300 721 495 Netherlands +31 35 6238421
Belgium +32 23349031 Poland +49 6155 870 606
Brazil +55 11 5509 3440 Russia +49 6155 870 606
Canada (800) 547-8949 (Toll Free) Singapore +656379 1390
China +86 106615 9450 Spain + 3491512 0350
Denmark +45 45968800 Sweden +46 87680705
Dubai + 9714 299 64 40 Switzerland +41 (1) 487 80 02
Finland +35 9 68284600 UK +44 870 903 2022

Authorized Support Representative

A local authorized support representative may be available in your country. To locate
the support representativefor your country, visit the product support Web page on the
Grass Valley Web site.

8 Aurora Browse Ingtallation and Configuration Guide September 22, 2006
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END-OF-LIFE PRODUCT RECYCLING NOTICE

Grass Valley’s innovation and excellence in product design also extends to the programs we’ve established to
manage the recycling of our products. Grass Valley has developed a comprehensive end-of-life product take back pro-

gram for recycle or disposal of end-of-life products. Our program meets the requirements of the European Union’s
WEEE Directive, the United States Environmental Protection Agency, and U.S. state and local agencies.

Grass Valley’s end-of-life product take back program assures proper disposal by use of Best Available Technology.
This program accepts any Grass Valley branded equipment. Upon request, a Certificate of Recycling or a Certificate
of Destruction, depending on the ultimate disposition of the product, can be sent to the requester.

Grass Valley will be responsible for all costs associated with recycling and disposal, including freight. However,
you are responsible for the removal of the equipment from your facility and packing the equipment to make it
ready for pickup.

For further information on the Grass Valley product take back system please contact Grass Valley at

+ 800 80 80 20 20 or +33 1 48 25 20 20 from most other countries. In the U.S. and Canada please
call 800-547-8949 or 530-478-4148, and ask to be connected to the EH&S Department. Additional in-
formation concerning the program can be found at: www.thomsongrassvalley.com/environment
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Chapter 1

System Overview

Aurora Browse is amedia management and editing system. Aurora Browse supports
the complete newsroom workflow — from ingest to editing to distribution to archive.

This chapter includes the following topics:

» “Functional description” on page 11

e “System diagram - K2 storage” on page 12
* “Legacy systems’ on page 13

Functional description

Aurora Browse alows desktop browsing of |ow-resolution proxy copies of both SD
and HD high-resolution video materia. Aurora Browse provides arich metadata
search engine that allows you to search for clips using various criteria. Y ou can aso
use the Aurora Browse application to edit stories using the low-resolution proxy,
which is accessible from the journalist’ s desktop. Aurora Browse creates various
low-resolution proxy formats for high-resolution material. Proxy formats include
MPEG-1, video thumbnails, and storyboards. From the Aurora Browse application
you can also archive and restore high-resolution material. Archived assets are still
visible from the Aurora Browse application.

The system is compatible with the K2 storage architecture. Ingest is controlled by an
ingest application, such as Auroralngest, and incorporatesthe K2 system asthe video
server. The SmartBin encoder transfers an incoming feed into two formats: a proxy
low-resolution (MPEG-1) format stored on the proxy NAS, and a high-resolution
format stored the K2 storage system. Aurora Browse also monitors the K2 storage to
create proxy for new high-resolution material. In thisway Aurora Edit master clips,
subclips and sequences are represented in the system for editing and manipulation.
The EDL export feature creates a sequence directly in the Aurora Edit target bin.

For descriptions of the machines used as platformsfor the system, refer to Chapter 2,
Installing Aurora Browse on page 15.

For descriptions of software components, refer to Appendix A, Component
Interaction Diagrams on page 121.

September 22, 2006 Aurora Browse Installation and Configuration Guide



Chapter 1 System Overview

12

System diagram - K2 storage

Thisdiagram illustrates an example architecture for a system that uses Aurora Ingest
for ingest and that accesses high-resolution media on K2 storage.

Aurora Ingest Aurora Edit Media
Storage**
Ingest —
Media ! Archive
* |
Server DSM Advanced

“ (News MDI server) MDI Server Encoder %
11— ====—=—1 =e—)

0 N Production Network*** (Gb)—— - - - )
=== Conform server Aurora FTP server
* (archive) . — MediaFrame
:IJ_— Server
High-res Audio/Video @
MPEG1 low-res proxy video (O Client Network )

Thumbnail, storyboard ‘ H\
Web application html pages

Aurora Browse Clients

*The Ingest Media Server can be a K2 system or an M-Series system.
**The Media Storage is a K2 system.

***On large systems the Production Network can be separated into two
networks: one for media and one for control.

**** The SmartBin Encoder also bridges between the Edit and
the Browse Proxy systems.

The system illustrated here demonstrates the full range of hardware platform types.
Smaller systems might not include all types of hardware platforms. Consult the
system design for your specific system to determine the hardware platforms you must
install.

Design considerations - Aurora Browse with Aurora Edit

Take the following into considerations when establishing the workflow for your use
of Aurora Browse:

Minimize proxy creation for short-lived material — The editing process generates
multiple pieces of transitional media, but there is no need to create proxy
representations of thistransitional media. To do so creates an unnecessary |oad on the
system and affects performance.

To avoid this, create at |east three designated |ocations in which material resides to
match your workflow, as follows:

* Inbox — Thisisthelocation in which newly acquired material arrives. Use a

Aurora Browse Ingtallation and Configuration Guide September 22, 2006



Legacy systems

SmartBin—or configure Aurora Browse rules—to automatically create proxy for
this material, so you can use Aurora Browse to evaluate and select material for
further editing.

» Workspace — Thisisthelocation in which you store material undergoing the
editing process. Do not configure any AuroraBrowse rulesto create proxy for this
material. This saves encoding resources.

* Outbox — Thisisthelocation inwhich you place material that has been edited and
isusableinitscurrent state. Y ou might have one outbox for on-air material and one
outbox for review material. Configure Aurora Browserulesto create proxy for this
material, so you can use Aurora Browse to select and use this material.

Legacy systems

This manual documents Browse systems using K2 systems for media storage.
Existing systems, such asthose using Profile XP/Open SAN for mediastorage, do not
match the systems documented in this manual .

Y ou can find information about earlier systemsin Appendix B, Legacy systems on
page 135. If you need the entire overview and task flow for working on alegacy
system, you should refer to the version of thismanual that correspondsto the software
version around which your system was originally built. Refer to “ Revision Status’ on
page 2 of this manual for information about previous manual versions.

September 22, 2006 Aurora Browse Installation and Configuration Guide 13
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Chapter 2

Installing Aurora Browse

This chapter providesinstructions for installing the hardware platforms and software
componentsthat support the system. Use the instructionsthat are appropriate for your
system.

Theinstructionsin this chapter are as follows:

» “Rack-mount hardware components’ on page 16

» “About cabling hardware components’ on page 16

» “Cable hardware: MediaFrame support” on page 17

» “Cable hardware: Proxy support” on page 21

» “About Aurora Browse software” on page 24

e “Other software installation considerations’ on page 30

When you are done installing the hardware and software, continue with Chapter 3,
Configuring the systemand Chapter 4, Recovery Planning to completetheinstallation
of your system.

September 22, 2006 Aurora Browse Installation and Configuration Guide 15



Chapter 2 Installing Aurora Browse

Rack-mount hardware components

Follow the instructions you received with the rack-mount hardware to install each
component of the system. One rack-unit spacing is recommended between
components for ventilation.

About cabling hardware components

Refer to the system design for your particular system and the appropriate system
diagram in Chapter 1, System Overview to identify the hardware components and
cabling for your system. Then turn to the appropriate cabling instructions and connect
cables as required.

Be aware of the following as you cable your system:

e Zoning is not required on the Ethernet switch if five or less clients are active. If
more than five clients are using the system, it is strongly recommended that you
use an isolated switch or a shared, zoned switch to isolate the client-side LAN.
Network traffic from theinternal LAN is minimized.

* You may want to postpone cabling to external networks until after configuring
respective | P addresses.

16 Aurora Browse Ingtallation and Configuration Guide September 22, 2006



Cable hardware: MediaFrame support

Cable hardware: MediaFrame support

The following sections provide instructions for hardware pieces that support
MediaFrame components. Use the instructions that apply to your system design.

» “MediaFrame server instructions: X RE-2 platform” on page 17
» “MediaFrame server instructions: HAFT-2 platform” on page 18
* “MDI Server instructions’ on page 20

MediaFrame server instructions: XRE-2 platform
The central component of the system is the MediaFrame server. Depending on the
design of your system, it can host the following software components:
» The Aurora Browse web-application for user interaction
» The Rules Wizard for background processing
» The database and Managed Device I nterface services for holding and relating
assets in the system.

The server connectsto all encoders and the Network Attached Storage viathe
network. Refer to the system diagrams in Chapter 1, System Overview. The client
network is available for access to the web application.

For the MediaFrame server you have the option of the XRE-2 platform, as explained
in this section, or the HAFT-2 platform, as explained in “MediaFrame server
instructions: HAFT-2 platform” on page 18.

Cable asillustrated.

XRE-2 platform (Dell 2850)

| |
| |
| |
| cEmo_oEmo © @ oo o [ S ]

7
Power Power VGA cable Keyboard/mouse LAN port 1
to KVM port to pigtail

to KVM LAN port 2

Cable asillustrated and as follows:

» For systemswith one unified Production Network, connect port 1 to the Production
Network.

» For systems with a Production Network consisting of a media network and a
control network, connect port one to the control network.

» Connect port 2 to the Client Network.

September 22, 2006 Aurora Browse Installation and Configuration Guide 17
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MediaFrame server instructions: HAFT-2 platform

For the MediaFrame server you have the option of the High Availability, Fault
Tolerant (HAFT) platform, also known as the Marathon platform. This platform is
made up of two interconnected servers.

NOTE: Itisnolonger recommended toinstall Windows Media Player on theHAFT
platform because of compatibility problems, so you can not run the Aurora Browse
application locally on the HAFT platform.

HAFT-2 platform (Dell 2850 servers)

_— LAN port 2

—
[ros ALT Es | |// LAN port 1
[pci2 AD [ s |

| | T [ CoServer
Management
o(s)o oo °°°@@@@l port

Power

Z

VGA cable Keyboard/mouse  coserver  CoServer

o KVM ports to pigtail Link port2  Link port 1
to KVM

_— LAN port 2

|

| _— LAN port1

[pcrs AR BB | |
= | ‘
\‘\ CoServer

| |
Management
om0 oo XI=la==

\

port
/

VGA cable Keyboard/mouse  coserver  CoServer

to KVM ports to pigtail Link port 2 Link port 1
to KVM

Cable asillustrated and as follows;

» For systemswith one unified Production Network, connect port 1 and the CoServer
Management port to the Production Network.

» For systems with a Production Network consisting of a media network and a
control network, connect port one and the CoServer Management port to the
control network.

» Connect port 2 to the Client Network.
 Interconnect CoServer Link ports with cross-over cables.
» Connect power cablesto a power supply.

Power supply units are hot-swappable.
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To power up the HAFT platform, use the normal procedures for the server and login
to the Windows operating system as normal. The virtual server runsin afull screen
window. To get to the physical server desktop, press Ctrl + Shift + F12.

To power down the HAFT platform, right-click the system tray icon and select
Manage Endurance Configuration | Shutdown. This does an orderly shutdown of the
virtual server and the physical server.

Also refer to “Configure HAFT platform” on page 38 for network configuration
procedures.
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MDI Server instructions

The MDI server is host for the Managed Device Interface (MDI) services, through
whichthe system getsitsvisibility of the assets on the various machinesin the system.

TheMDI server isan optional component. It runson the XRE-2 platform. On systems
without a M DI server, the M DI services can run on the MediaFrame server or other
Aurora Browse machine.

Cable asillustrated.

XRE-2 platform (Dell 2850)

| |
| |
| |
| OEEo_gmmo 0 @ oo o [N M (]

| | 7
Power Power VGA cable Keyboard/mouse LAN port 1
to KVM port to pigtail
to KVM LAN port 2

Cable asillustrated and as follows;

» For systemswith one unified Production Network, connect port 1 to the Production
Network.

» For systems with a Production Network consisting of a media network and a
control network, connect port one to the control network.

» Connect port 2 to the Client Network.
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Cable hardware: Proxy support

The following sections provide instructions for hardware pieces that support the
processing and storage of proxy media. Usetheinstructionsthat apply to your system
design.

» “Advanced Encoder instructions’ on page 22
* “SmartBin Encoder instructions’ on page 23
* “NASinstructions - Fastora’ on page 24
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Advanced Encoder instructions

The following components are hosted by the Advanced encoder:

» Thomson Proxy Transfer service.
» AuroraFTP service.

The Advanced Encoder does the following:
» Creates MPEG-1 proxy versions of high-resolution video assets that already exist

or are actively being recorded on avideo server

* Processes MPEG-1 proxy content

» Extracts dynamic scene detection images for storyboard/thumbnail creation

The Advanced Encoder processes entirely in the digital domain. The SD Advanced
Encoder runs on the XRE-3 platform. The HD Advanced Encoder runs on the X RE-4

platform.

XRE-3 (Dell 850) platform

Gigabit port 1

© - © o |l | -
®
o @ oSl fmmly B | | °
o 3 | | ©
I ! I
Power Keyboard/mouse  VGA cable  Gigabit port 2
port to pigtail to KVM

to KVM

XRE-4 (Dell 1850) platform

@@@ | o

Io@@\@@ | B

Power Power

KeybAard/mouse
VGA cable port to pigtail
to KVM

to KVM

Cable asillustrated and as follows;

Gigabit port 1
Gigabit port 2

» For systems with one unified Production Network, connect Gigabit port 1 to the

Production network. Gigabit port 2 is unused.

» For systems with a Production Network consisting of a media network and a
control network, connect Gigabit port 1 to the medianetwork and Gigabit port 2 to
the control network.
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SmartBin Encoder instructions

The following components are hosted by the SmartBin encoder:

» Thomson SmartBin Proxy Transfer service. Refer to “ About Aurora Browse
software” on page 24.

* SmartBins Service and Aurora FTP service. Refer to “ Other software installation
considerations’ on page 30.

The SmartBin encoder does the following:

» Creates MPEG-1 proxy versions of high-resolution material

» Processes high-resol ution material

» Extracts dynamic scene detection images for storyboard/thumbnail creation

The SmartBin encoder processes entirely in the digital domain. The SmartBin
encoder runs on the XRE-3 platform. The HD SmartBin encoder runs on the XRE-4
platform.

XRE-3 (Dell 850) platform

Gigabit port 1
|

T o ] 1
@€ 3= 0
o Eep@Em | |
O o [ | ©
| I
Power Keyboard/mouse  VGA cable  Gigabit port 2
port to pigtail to KVM
to KVM

XRE-4 (Dell 1850) platform

o o o I II : :|
: weE @0 oo EE |
|

Power Power VGA (éble KeybAar_d/m_ouse \\Gigabit port 1
to KVM Pooﬁ\t/?vlp'gta” Gigabit port 2

Cable asillustrated and as follows;

» For systems with one unified Production network, connect Gigabit port 1 to the
Production network. Gigabit port 2 is unused.

» For systemswith aProduction network consisting of amedianetwork and acontrol
network, connect Gigabit port 1 to the media network and Gigabit port 2 to the
control network.
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NAS instructions - Fastora

The Network Attached Storage (NAS) unit provides storage for MPEG-1 proxy
video, storyboards, and thumbnails. It may also be configured to store Edit Decision
Lists (EDL) that are saved to the system. Encoders are configured to write to specific
locations on the NAS via 100Tx connections over the network. Client accessis
provided via Gigabit Ethernet uplink to the Client Network.

Aurora Browse Proxy NAS (Fastora 104)

§” ?

I
LAN port 1 LAN port 2 Power Power

Gigabit Ethernet
cable to LAN
or clients
Cable asillustrated and as follows:

» For systems with one unified Production network, connect LAN port 1 to the
Production network.

» For systemswith aProduction network consisting of amedianetwork and acontrol
network, connect LAN port 1 to the media network and LAN port 2 to the control
network.

» Connect Gigabit port 1 to the Client network.
» Connect both power cables from the back of the NAS to a power supply.

Power supply units are hot-swappable. Once power is applied using switches on the
rear panel, use the power switch on the front panel to power down. Failure to use the
front switch will cause the disk array to rebuild on the next power up.

About Aurora Browse software

In anew system, the hardware platforms come from the factory with software
pre-installed, so you should not need to install Aurora Browse software.

If you need to install softwarefor an upgrade, refer to the instructionslisted below for
general information about AuroraBrowse software. For version-specific instructions,
check Aurora Browse Release Notes. Also refer to “ Other software installation
considerations’ on page 30.

Remember to backup up the database before upgrading software, as explained in
Chapter 4, Recovery Planning.

The following installation programs are on the Aurora Browse Application CD:

 ..\SngleChannel Encoder\Setup.exe — Use this setup file to install Aurora
Browse software on a single-channel encoder.

 ..\AdvancedEncoder\Setup.exe — Use this setup file to install Aurora Browse
software on an Advanced encoder.
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About Aurora Browse software

» ..\SmartBinEncoder\Setup.exe — Use this setup file to install Aurora Browse
software on a SmartBin encoder.

o .. \Server\Setup.exe— Usethissetup file to install Aurora Browse software on the
MediaFrame server aswell as other Aurora Browse machines. Thefollowing table
indicates the machines on which the software components are typically installed.
Y ou might install components differently, depending on the design of your

particular system.

Install Components MediaFrame MDI Server Router Gateway | DSM
server
Core Services v
Managed Devices:
FlashNet Archive v
Profile v
Proxy v
NTFS v
Avalon Network Archive v
DIVArchive v
News v
M-Series v
K2 v
Aurora Browse Application v
Ingest v
Router Gateway v

September 22, 2006
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Toinstall the software components listed in the preceding table, run the MediaFrame
server ingtall program and when you arrive at the Custom Setup screen, do the
following:

i MediaFrame Server - InstallShield Wizard x|
Custom Setup w
Select the program Features you want installed, ‘1&?.'2“.

Click on an icon in the lisk below to change how a Feature is installed,

FlashMET Archive :I i Feature Description
Prafile

Procey

MTFS

Avalon Metwork Archive

DIWA Archive This Feature requires 47MB on
Mews vour hard drive,

M Series

=8 This Feature, and all subfeatures, will be installed on local hard drive,

This Feature will be installed when required.
el 1 &

Help ¥ This Feature will not be available. |

If acomponent that you want to install displaysared X, click the component and
select This feature will be installed on local hard drive.

If acomponent that you do not want to install does not display ared X, click the
component and select This feature will not be available.

To upgrade AuroraBrowse software from a previous version, refer to Aurora Browse
Release Notes for version-specific instructions.

NOTE: When upgrading software, read messages and respond carefully. Do not
accept the default “ Yes” when prompted to delete databases.
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Install software for K2 support

If your system includes a K2 Storage System, on Advanced Encoders and SmartBin
encoders you need to install the following software, in this order:

» StorNext File System
» GrassValley Generic iSCSI Client Installation

After ingtalling software, configurationisalso required, asinstructed in the following
sections later in this manual:

» “Prepare SmartBins’ on page 40
» “Prepare Advanced encoders’ on page 40
» “Add encodersto the K2 Storage System” on page 40.

Install the StorNext File System

The StorNext File System softwareislocated on the Aurora Suite CD-ROM. Refer to
release notesto verify the version.

NOTE: Usethe standard SNFSinstaller, not the“simple” installer which is
designed for K2 systems only.

Toingtall the StorNext software:
1. Navigate to the directory that contains the software.
2. Double-click on the setup.exefile.

3. Install the software following these instructions:

On this screen... Do this...

Welcome (2 screens) Click Next.

License Agreement Click Yes.

Choose Destination Accept the default location and click Next.

Location

StorNext File System Select Help Files and Client Files; do not select Server Files.
Components StorNext File System 2.6.1 Build 22

StorNext File System Components

Selsct any or all of the components

Help Files EES
I Server Files oK
Client Files: /K

Destination Folder

’VC.\SNFS Browse. |
Space Requied on C: 2988 K.
S aliEan € 147ET0R K. Dk Spce. |
Irstal Shield
< Back Next> Concel |
Select Program Folder Accept the default location and click Next.

September 22, 2006 Aurora Browse Installation and Configuration Guide 27



Chapter 2 Installing Aurora Browse

28

On this screen...

Do this...

Start Copying Files

Click Next.

Choose Optionsto Complete
the Installation

Leave the checkbox blank and click Next.

File System Name Service
Locations

Enter the name or IP address of the K2 Media Server and
click Next.

Confirm File System Name
Services Host List

Click Next.

Establish StorNext File
System Drive Mapping and
Credentials?

Click No; thiswill be configured automatically when you run
the K2 Configuration application later.

StorNext File System Setup

Click Finish.

4. Reboot the computer when prompted.

Installing the Generic iSCSI Client Software

The GenericiSCSI Client softwareis|ocated on the Aurora Suite CD-ROM. Refer to
release notesto verify the version.

Toinstall the software:

1. Navigate to the directory that contains the software.

2. Double-click on the setup.exefile.

The Microsoft iSCSI Initiator software also installs. When the Microsoft iSCSI
Initiator software install completes, the Generic iSCSI Client software install

continues.

3. Once the Generic iSCS| softwareisinstalled, restart the machine.

4. When the machine comes back up, check the services as follows:

» (GO to Start | Settings | Control Panel | Administrative Tools | Services. The
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Installing the Generic iSCS Client Software

Services Control Panel opens

Services (Local)

Grass Yalley K2 Config

Stop the service
Restart the service

%Fast User Switching. ..

» Make sure that the service named “ Grass Valley K2 Config” is started.

Aurora Browse Installation and Configuration Guide

%Event Log Enables ev...
Provides m...
Enables vo...

%Help and Support Enables He...
S HTTP 551 This servic...
%Human Interface D... Enables ge...

%IIS Admin Allows adm...
484 IMAPT CD-Burning C... Manages C...
%Indexing Service Indexes co...
%Intel MCS MetService  Supports L.,
%IPSEC Services Manages I...
%ListenerManager
%Logical Disk Manager  Detects an...
%Logical Disk Manage... Configures...
Machine Debug Man... Supports lo...
%Messenger Transmits ...
%Microsoft ISCSI Initi... Manages I...

Started

Started

Started

Started

Started

Started

Automatic
Manual
Automatic
Automatic
Automatic
Manual
Disabled
Automatic
Manual
Manual
Manual
Automatic
Manual
Manual
Manual
Automatic
Disabled
Automatic

%MS Software Shado... Manages s... Manual i
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Other software installation considerations
 Make surethat /Aurora FTP isinstalled on the Advanced Encoder.

» To support archive functionality, you must install a unique AuroraFTP on a
platform somewhere in the system. Refer to “ Archive stage” on page 89.

» The standard Aurora Browse application is aweb-based application. Assuch itis
installed on the MediaFrame server and served to individual client PCsviaHTTP.
In contrast, the Advanced Edit application is a Windows executable and it is
installed locally on each client PC. Thereisno requirement to install the Advanced
Edit application on the MediaFrame server. Y ou can find the installation file for
Advanced Edit on the Advanced Edit Installation CD.
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Configuring the system

Y ou can use the topicsin this chapter in the following ways:

« |nitial configuration — After your system components are rack mounted, cabled,
and the physical installation processis complete, continue with the configuration
instructions in this chapter to create aworking system. Y ou can follow the Basic
path or the Advanced path through the core configuration stages, as explained
“Configuration overview - K2 storage” on page 32.

» Customizing — After the system is functioning, you can go back to the
configuration pages and modify the settings documented in this manual as
Advanced v’ to customize the system to fit any special workflow requirements.

Thetopicsin this chapter include the following:

» “Configuration overview - K2 storage” on page 32

» “Establish conventions’ on page 33

» “Configure network - K2 Storage” on page 37

» “Prepare for core configuration stages’ on page 40

» “Stop services’ on page 52

» “MediaFrame stage’ on page 53

* “SmartBin encoder stage” on page 64

» “Advanced encoder stand-alone stage” on page 68

» “Advanced encoder + Server stage” on page 77

» “EDL Export, Save, Conform stage” on page 82

» “Archive stage” on page 89

» “Deploy remaining machines for full system” on page 101
» “Test system level interactions’ on page 101

» “Add AuroraBrowse Clients’ on page 102

» “Administering Aurora Browse user access’ on page 105
» “Adding custom fields” on page 109

» “Testing Aurora Browse client operations’” on page 110
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Configuration overview - K2 storage

¥

Establish
Conventions
- page 33 -

Configure
Network
- page 37 -

Prepare NAS,

Stop
etc

Browse
Services
- page 52 -

Basic Path Advanced Path

- page 40 -

MediaFrame
Stage

- page 53 -

SmartBin
Encoder
Stage

- page 64 -

Add

S.B. Enc.

Adv. Enc.
Stand-alone
Stage

- page 68 -

remaining

page 101

Adv. Enc. +
Server
Stage

- page 77 -

Adv. Enc.

EDL
Stage

- page 82 -

Archive
Stage

- page 89 -

Administer Add System
User Browse Interaction
Access Clients Test

-page 105 -page 102- -page 101-
{

remaining

page 101

Thisflowchart illustrates the major tasks required
for configuring asystem that accesses K 2 storage.

Before beginning thistask flow make surethat the
Aurora Edit system isfully functioning on the K2
storage. Y ou should have at least one SmartBin
Encoder as part of the Aurora Edit/K2 system. In
thisrole, the SmartBin Encoder is not yet being
used as an Aurora Browse machine. Rather, it is
just used to host the SmartBins service.

Core configuration tasks are broken down into
stages. Y ou can work through the configuration
stages in different ways, as follows:

If you are new to the system, follow
the Basic path. At each
configuration page, configure only
those settings documented in this
manual asBasic v'. Thispath allows
you to learn the system and resolve
configuration problems in stages,
with a minima number of
configuration variables and
machines added to the system at
each stage. Then, after you have
gained the understanding to make
each stage of the system work
properly, configure the remainder of
the system and add all machines.

If you are experienced with the
system and you want the fastest
possible configuration, follow the
Advanced path and configure the
entire system in one pass, adding all
machines at each stage. At each
configuration page, you can
configure settings documented as
Advanced v" aswell asthose
documented as Basic V.

Y ou can also choose a combination of Basic and Advanced pathsto suit your level of understanding and
the design of the particular system you are configuring.

Thistask flow assumes the use of the standard Aurora Browse application for testing and verification. If
you are using the Advanced Edit application, refer to the Advanced Edit Readmefile, which you can find

on the Advanced Edit Installation CD.

Refer to the topics in the remainder of this chapter for detailed instructions on each task.
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Establish conventions

Thefollowing conventions are recommended to make your system easier to work on
and understand. Refer to these sections as necessary as you configure your system.

Machine naming convention

Choose aroot name (based on the site, etc.) and use the following convention for
naming machines.

Machine type ‘ Name

MediaFrame machines

MediaFrame server root-nb-svr
Managed Device Interface (MDI) Server root-nb-mdi
Proxy machines

Advanced Encoder root-nb-adv-1...n
SmartBin Encoder root-nb-sbe-1...n
Network Attached Storage (NAS)? root-nb-nas-1...n
Ingest machines

K2 system k2-1...n
Stand-alone Profile Media Server pvs-1l...n

Open SAN Profile Media Server mpvs-1...n
M-SeriesiVDR ivdr-1...n

Legacy machines

Live monitor encoder root-nb-live-1...n
Single-channel encoder root-nb-enc-1...n
Router Gateway root-nb-rtr

2 Some NAS devices have restricted characters for naming. For example, the FastoraNAS can’'t have
underscores, while the Ciprico NAS can’t have dashes.

If you use aUIM in your system, make sure you follow the UIM naming convention.

MDI and Encoder logical names convention

Asyou configure your system you must create and enter |ogical namesfor the various
software components (services) that provide functionality. These logical names
provide a mapping of the functionality of the standard Aurora Browse servicesto the
specific machines in your particular system. For this reason you should take care to
createlogical namesthat are easy to identify andinterpret asthey appear inthevarious
configuration pages.

Itisespecially important that you distinguish between the logical name of a software
component and the hostname of the machineto which the software component rel ates.
In the conventions suggested in this manual, machine names are lower case and
logical names are upper case to make this distinction.

The software components that require logical names are as follows:
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* MDIs— The system uses a Managed Device Interface (MDI) to manage a device
that is not a platform for MediaFrame software. Typically these are the machines
onwhich mediaresides, such asMediaServers, NAS devices, and archive devices.
Each type of device hasits own MDI. The MDI software component is usually
hosted on the MediaFrame server or an MDI server, rather than being hosted on the
same machine that it manages.

» Encoder services— The system uses services to manage the media processing that
takes place on the Aurora Browse encoder machines. Typically these are atype of
“transfer” service, such as the Thomson SmartBin Proxy Transfer service. This
type of software component is hosted on the machine that it manages.

Also refer to “ Ports and services mapping” on page 36.

The following table demonstrates how logical names for software components are
mapped to the machines of your system and provides a suggested naming convention.

Machine type Service that manages MDI/Encoder logical Comments
the machine name(s)

Advanced Encoder Thomson Proxy ADV1, ADV2, Onelogical nameisrequired for each
Transfer ADV3... Advanced encoder.

Avalon Archive Thomson Avalon ARCHIVE1 Most systems have but one archive MDI—of
Archive MDI the appropriate typefor the archive product—

DIVA Archive Thomson DIVA MDI that manages the entire archive system.

FlashNet Archive Thomson FlashNet MDI

K2 Thomson K2 MDI K2-STORAGE1 When this MDI accesses a K2 Storage
System, it manages one of the connected K2
MediaClients. The M DI should be named for
the K2 Storage System.

K2-1, K2-2,K2-3,... When this MDI manages a stand-alone K2
Media Client, thereis one MDI for each K2
Media Client. One logical nameis required
for each stand-alone K2 Media Client system
that integrates with the system.

M-Series Thomson MSeriesMDI | M-SERIES], One logical nameisrequired for each

M-SERIES2, M-SeriesiVDR that integrates with the
M-SERIESS,... system.

News Thomson News MDI NEWS1 Thereis but on News MDI in the system. It
manages the hi-res media storage system for
Aurora assets.

NTFS Thomson NTFSMDI NTFS1 Thereisbut one NTFS MDI in the system. It
manages NTFS storage on one or more
machines—typically the server and the NAS
machines.
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Machine type

Service that manages
the machine

MDI/Encoder logical
name(s)

Comments

Profile Thomson Profile MDI SAN1 When this MDI manages an Open SAN
system, it manages one designated Profile on
an Open SAN. One logical name per Open
SAN system isrequired.

PROFILE1, When this MDI manages a stand-alone

PROFILE2, Profile XP system, there is one MDI for each

PROFILES,... Profile XP. Onelogical nameis required for
each stand-alone Profile XP system that
integrates with the system.

Proxy Thomson Proxy MDI PROXY1 Thereisbut one Proxy MDI in the system. It

managesthe storagelocationson all the NAS
machines.

SmartBin Encoder

Thomson SmartBin
Proxy Transfer

SBE1, SBE2, SBES...

One logical nameis required for each
SmartBin Encoder.

NOTE: If you are exporting EDLsto Aurora Edit, the Aurora Edit workstation
must be ableto resolvethe Profile MDI name (presentin the EDL) tothel| P address
of the Profile XP system to which the MDI connects. The recommended solution is
to map the MDI nameto the Profile | P addressin the Aurora Edit workstation’s
host table. Another option isto name the Profile MDI namethe same asthe Profile
host name, but thisisonly an option for systemsin their initial configuration,

before any customer assets have been added.
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36

Ports and services mapping

Aurora Browse software components run as Windows services, which communicate
over designated ports. Asyou configure the system, you must correctly designate port
numbers. Topics later in this manual provide specific instructions for entering port
numbers on each configuration page. Do not create your own convention for port
usage. Designate ports as specified in the following table:

Services ‘ Port ‘ Comments

MediaFrame Services

Thomson Ask 9010 —
Thomson Asset Manager 9022and | —
9023

Thomson Avalon Archive MDI 9120 —

Thomson DIVA MDI 9122 —

Thomson FlashNet MDI 9124 —

Thomson Metadata 9014 Not visible on a configuration page

Thomson M Series MDI 9140 The service manages a number of host processes, one for each M-Series
iVDR that is being managed. These host processes require ports 9140 -
9149. Stopping/starting the service stops/starts all of the host processes.

Thomson K2 MDI 9160 The service managesanumber of host processes, onefor each K2 system
that is being managed. These host processes require ports 9160 - 9169.
Stopping/starting the service stops/starts all of the host processes.

Thomson News MDI 9150 —

Thomson NTFS MDI 9115 —

Thomson Profile MDI 9130 The servicemanagesanumber of host processes, onefor each Profilethat
is being managed. These host processes require ports 9130-9139.
Stopping/starting the service stopg/starts all of the host processes.

Thomson Proxy MDI 9110 —

Thomson Resolver 9016 Not visible on a configuration page

Proxy Services

Thomson Proxy Transfer 9230 Starting range for first control.

Thomson RulesWizard 9018and | Not visible on aconfiguration page

9019
Thomson SmartBin Proxy Transfer | 9230 —

These services are distributed on different machines in the system. They would not
normally run on any one machine, as explained in “ Accessing services’ on page 50.

The system also depends upon Microsoft Internet Information Services (11S) and SQL
services. SmartBin encoders also need vbrCacheService and vbrSmartBinsService
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Configure network - K2 Storage

Unless otherwise indicated, all information in this chapter refers to the two tier
network architecture for Aurora Browse on K2 storage. Also refer to the system
diagram in Chapter 1, System Overview.

Set up IP addresses and name resolution

The following instructions apply for systems that do not use the classic workgroup/
host table networking.

Systems may use Microsoft DNS for name resolution. The domain controller should
providethisservice. If the system does not have adomain controller, another machine
may be configured to provide this service. Properly configuring all client network
interfaces is extremely important to make DNS name resolution work correctly.

The following applies to the control network on systems expanded to contain two
networks—control and media:

» The control network should be set to use Dynamic Host Configuration Protocol
(DHCP) to assign network |P addresses. All interfaces on this network should be
configured to register connections with DNS automatically.

Thefollowing appliesto the media network on control/media network systemsand to
the Production network overall on systemswith asingle, unified Production network:

» Network interfaces should be configured with static | P addresses. These interfaces
must also be configured not to automatically register their connectionswith DNS;
each interface on the medianetwork should be manually added asahost entry with
“ he0” appended to the host name. These entries ensure that high-priority network
traffic is routed over this network.

NOTE: If you are exporting EDLsto Aurora Edit, the Aurora Edit workstation
must be ableto resolvethe Profile MDI hame (presentin the EDL) tothel P address
of the Profile XP system to which the MDI connects. The recommended solution is
to map the MDI name to the Profile | P address in the Aurora Edit workstation’s
host table.

When configuring networks, you should consider K2 Storage System networking as
well. For example, the K2 Storage System “media’ network is actually the iSCS|
network. Thisis not the same as the Aurora Browse “media’ network. Also, if host
tables and fixed | P addresses are required on parts of the K2 Storage System, make
sure DHCP/DNS is configured to allow the fixed | P addresses.

Refer to “Host table files’ on page 153 for an example of a host table.

Configure network settings on Production network machines

Usetheinstructionsin this section to configure Production network machines, which
are all those of the following types:

» Advanced Encoder
e Smarthin Encoder
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From the factory, the machines are set with static |P and as members of

“WORKGROUP'. Change the IP addresses, using standard Windows procedures.
Configure HAFT platform

To configure the HAFT platform for the Aurora Browse networks, do the following:

1. Oneither CoServer 1 or CoServer 2, configurethevirtual server’ snetwork settings
asfollows:

a. Configure PCI-2 A for the Production network. Thisisthe CoServer
Management port.

b. Configure PCI-2 B for the Production network.
c¢. Configure PCI-1 A for the Client network.
2. Copy these configurations onto the virtual server.

Do not modify the | P addresses of the CoServer Link ports. They are used only for
communication between the servers. Refer to “MediaFrame server instructions:
HAFT-2 platform” on page 18.

Configure network settings on Client network machines

Use the instructions in this section to configure Client network machines, which
include the following types:

* MediaFrame server
» Managed Device Interface (MDI) Server

NAS machines are also on the Client network. Y ou configure NAS machinesin
“Prepare NAS - Windows Fastora’ on page 45.

DHCP/DNS will provide IP addresses and name resolution for the Aurora Browse
devices attached on the client Domain. Refer to “ Set up IP addresses and name
resolution” on page 37.

Y ou will need the following information from the customer's I T department:

» Verify that the subnet mask for the Aurora Browse machines should be
255.255.255.0.

» ExtralP addresses for future growth

* ThelP address for the DNS server and alternate

» The name of the Domain connected on the client side (i.e. mycorp.com)

e ThelP address for the WINS server if applicable

In addition, the customer IT department must add these computers to their Domain.

Proceed with Client network machines as follows. Use standard Windows
procedures:

1. Name computer and add computer to Domain
2. Set IP address for each port, DNS servers
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3. Set DNS settings

Firewall considerations

Some sites require that there be afirewall between the Production Network and the
Client Network. The firewall should alow incoming HTTP (TCP ports 80 and 280)
connectionsfor client and configuration connectionsto the MediaFrame server inside
the private network. Additionally, ports should allow incoming packets so requests to
the Proxy NAS can be properly processed. The port that needs to be open is port 445
for TCP and UDP for Windows and SAMBA shares
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Prepare for core configuration stages

Do the following tasks in preparation for the configuration of core system
functionality.

Prepare DSM

By convention, the News MDI runs on the DSM. If thisistrue in your system, you
must map the V: drive on the DSM. If the News MDI is not on the DSM, you must
map the V: drive on whatever machine is hosting the News MDI.

Prepare SmartBins

If your system has SmartBin encoders, refer to SmartBins Instruction Guide and do
the following:

For K2 systems, make sure SNFS and i SCSI software is correctly installed. Refer
to “Install software for K2 support” on page 27.

Configure the SmartBins service on the AuroraNAS (hi-res) system

Verify that the mapped driveisV:, unlessthere are multiple volumes, in which case
the mapped drivesare V:, W:, X:, Y.

Verify configuration to transfer one stream only.
Create SmartBinsin Aurora Edit

Prepare Advanced encoders

For K2 systems, make sure SNFS and iSCSI software is correctly installed. Refer
to “Install software for K2 support” on page 27.

On your Advanced encoders, in the Aurora FTP configuration, make sure that the
driveis mapped to the K2 or AuroraShare storage. Verify that the mapped driveis
V:, unlessthere are multiple volumes, in which case the mapped drivesare V:, W:,
X, Y.

Add encoders to the K2 Storage System

If your system includes a K2 Storage System, you must add Advanced encoders and
SmartBin encoders to the K2 Storage System, as instructed in this section.

Before you add the encodersto the K2 Storage System, refer to the K2 Sorage System
Instruction Manual and other procedures in this manual as necessary to verify the
following:

» Makesureyou' veinstalled the software required for K2 support on the Advanced

encoders and SmartBin encoders. Refer to “Ingtall software for K2 support” on
page 27.

 Set up the Control Point PC.

NOTE: The Control Point PC cannot be a K2 Media Client, K2 Media Server,
Advanced encoder, or SmartBin encoder, nor can it be part of a computer that is
running any Profile XP software.
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Prepare for core configuration stages

Run the K2 Configuration application to set up the K2 Server and the GigE switch.

Connect the Advanced encoders and SmartBin encoders to the K2 Server viathe
GigE switch. Thisisthe storage connection.

g encoders with the K2 System Configuration application
ou use the K2 System Configuration application wizard to configure each of the

Advanced encoders or SmartBin encoders on the iSCSI network, as follows:
1. On the Control Point PC, open the K2 System Configuration application.

2. At thelogin dialog box, log in with the correct administrator account.

_EL K2 System Configuration
File

By default thisis as follows:
* User name: administrator

e Password: adminK?2

The K2 System Configuration application appears, displaying a hierarchy of
machines with the K2 Media Server at the top, followed by the GigE switch, and
then each of the K2 Clients:

K2 System Dewice Help

Mew

Storage Utility

&

Remove

T8 +d

K2 System | Retrieve Configuration

g 7
T ake Difline Add Device Rename | Server Control Panel

B

= e

]% K2 Media Server ) )
- [Switchl] ISCSI
g8 [I5CSIClient]
g8 [I5CSIClent2] [ Summary
g8 [ISCSIClent3]
g8 [I5CSIClientd]
g8 [I5CSIClients] Description Level 2 Non redundant K2 system
g8 [ISCSIClientE]
b
l¢
le
s
s

g8 [ISCSIClent?]
g8 [ISCSIClientd]
g8 [I5CSIClentd]
Q [I5CSIChent10] Mumber of Ethemet switches 1
g8 [I5CSIClent11]

Mumber of servers : 1

Number of FC switches : ]

Mumber of clients : 11

A

3. To add an Advanced encoder or SmartBin encoder to thelist, do the following:
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a. Select the media server and click Add Device.

—Add Device

Select one of the following devices to add to thiz system

" K2 Media Server

" Ethermet Switch

" Fibre Channel Switch
K2 Media Clist

{* Generic Client

aK Cancel |

b. In the Add Device window, click Generic Client and click OK.
A new client device gets added to the hierarchy.

4. Select the client to be configured in the hierarchy view and click Configure.

¥ client Configuration - Page 1

Hasthame

Enter the hostname ar IP address of the client bo configure : | iron-nb-ady- 1

Storage access
Select the methad by which thiz client will accezs the shared storage v SC5l

= Fibre Channel

< Back I Nest » I Cancel |

5. At the Client Configuration - Page 1 screen, do the following:

a. Enter the machine name of the Advanced encoder or SmartBin encoder you are
configuring (such as iron-nb-adv-1).

b. Select iscsi.

c. Click Next.
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— Metwork, Configuration
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The following list identifies all the Ethernet ports found on this device. You can modify the
@ IP addiezz and subnet of all ports that are not DHCP enabled by zelecting the
appropriate row and clicking the "Modify'' button.

Fort | bHEP

| MAC Address

Fadify... |

| IP Address | Subnet
Port #0 Yes 00:11:431A4C2AF 10165857 255.255.252.0
Port #1 MNa 00:0E:0C:E4:5B: 38 192.168.0.15 255, 255.255.0

< Back I Mest > I

Caticel |

6. At the Network Configuration screen, click Modify to change the | P address and
subnet of network adapters for this machine, and then click Next. Y ou cannot
configure the adapter over which the K2 System Configuration application is

currently communicating.

mFile System Client Configuration

—File syztem client configuration

@ File system server 1

File: spstem drive |etter

File spstem client parameters :

Thiz file system client will connect to the file system zerver(s] listed here.

|i$-:si

m =l

Configured comrectly

Check |

< Back I Hext > I

Cancel |

7. At the File System Client Configuration screen, enter the drive letter you wish to
configure astheiSCSI drive on the encoder machine; click Next. Thisletter should
be the same for al machines that are iISCSI clientsin this K2 Storage System.
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44

[®iscsI Initiator Configuration

—Awailable ISCSI targets

Bridge Server | i5CSI Target IP Address | Bandwidth Subseribed | Bandwidth Available |
iscsi 192.168.0.150 0 100
iscsi 192.168.0.100 0 100

—Bandwidth subscription and target azzignment

Enter thiz client's bandwidth reguirements by clicking the Modify button. Bazed on the bandwidth
input, an appropriate target will be assigned ta this client.

Current bandwidth subscription [MEYSec] : 0 Modify... |
Aszzigned target : I vl

Secondary target : I

< Back I Mext > I Caticel |

Aurora Browse Ingtallation and Configuration Guide

8. At theiSCSl Initiator Configuration screen, enter client bandwidth:

a Click Modify.
i5C5I Client Bandwidth Input

r— B andwidth Input

E ztimate the total bandwidth requirement that thiz client will need. Thiz value iz
uzed to load balance iSCSI clients across multiple iSCSI ports on the K2
Server

E ztimated file system bandwidth [MBYzec] : I 7

Azzign TOE | Cancel |

b. Enter the total bandwidth requirement for this encoder machine. (For
instructions see the next section, “ Calculating encoder bandwidth” on page 45).

c. Click Assign TOE.

9. Click Next.

10. At the Completing the Configuration Wizard screen, click Finish.
The wizard closes and the encoder reboots.

11. Repeat this procedure for each Advanced encoder or SmartBin encoder that is an
iSCSI client on the K2 Storage System.
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Calculating encoder bandwidth

Onefeature of the K2 iSCSI network isits ability to load balance each iSCSI client’s
connection to the K2 storage system. In order to do this, calculate the amount of
bandwidth each client machine will use, using this formula:

(Video Bit Rate in Mbps x Number of Streams) / 8 (to convert to MB)

1. Determine the highest bit rate you use on the Advanced encoder or SmartBin
encoder.

Thebit ratesfor the DV formats are: DV 25 = 28.8 Mbps; DV50 = 57.6 Mbps; and
DV 100 = 115.2 Mbps for the NTSC and PAL video formats.

MPEG bit rates are variable; enter the bit rate set in Aurora Edit.

2. Multiply the highest bit rate by the number of streams that are licensed on this
machine. Only one stream should be configured on a Advanced encoder or
SmartBin encoder (Aurora FTP and SmartBin Serviceif there is one), so for
encoders you always multiply the highest bit rate by 1, which of course does not
change the value.

3. Divide that number by 8 to convert Mbpsto MB.
4. Round the MB number to the nearest integer.

5. Enter this number in the iSCSI Client Bandwidth Input screen in the K2
Configuration application wizard.

6. At the conclusion of the configuration process, the K2 Configuration application
restarts the encoder.
Prepare NAS - Windows Fastora
For the Linux version, refer to “ Prepare NAS - Linux Fastora’ on page 153.

NOTE: Procure | P addresses from the local network administrator prior to
configuring the NAS unit.

When you configurethe Windows FastoraNA Sfor the Aurora Browse networks, you
can make network settings in the following ways:

* UseWindows Remote Desktop Connection, as explained in step 4 of the
following procedure, and then use standard Windows procedures to make all
settings. If you do this, read the subsequent steps in the procedure to identify the
required settings.

» Usethe Fastora configuration pages (Web based), as documented in the
following procedure, and make settings as instructed.

NOTE: If you plan to change the name of the NAS unit and you intend to use the
underscore character, such asin root_nb_nas n, you must do so using standard
Windows procedures via the remote desktop. The Fastora configuration page does
not allow the underscore character.

To configure the Windows FastoraNAS for the Aurora Browse networks, do the
following:

1. From any Production network machine, enable the network to recognizethe NAS
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by adding an |P address within the subnet range of 192.168.50.0.

2. For the first NAS machine (nb-nas-1), open the NAS configuration softwarein
Internet Explorer by entering the following in the browser address bar:

https://192.168.50.31:8098

NOTE: Noticethe sin the https: address. Also, make sure your browser allows
cookies and JavaScript (or JIT).

Subsequent NA S machines (nb-nas-2, nb-nas-3) have IP addresses incremented
accordingly (192.168.50.32, 192.168.50.33).

If you received your NAS unit directly from Fastora, the default Fastoral P address
i$192.168.1.11.

3. Logon asfollows:
Username: administrator
Password: triton

The Fastora Welcome page opens.

Ak Status: Warning

welcome [[EEE res | Maintenance | Help |

Take a Tour | Set Server Name | Set Administrator Password | Set Default Page | Microsoft Communities |

Welcome

‘Welcome to the Web User Interface For Microsoft Windows Server administration, Use the Following tasks to skart using the
SErVEr,

Bﬁj Take a Tour Bﬁ"j Set Server Name
Take & tour to learn how Choose a name so that client
easy it is ko use your server, cormpukers can conneck ko

the server,

fé’j Set Administrator Bﬁ"j Set Default Page
Password Choose which page the
Create a password for the server displays first,
server administrator,
Microsoft

Communities
Conneck to this Web site for

4. Do one of the following:

» Tousetheremote Windows desktop rather than the Fastora configuration pages,
click Maintenance | Remote Desktop. Thisfeature promptsyou to again log onto
the NAS unit, and then allows you to access the Windows desktop. Make
settings with standard Windows procedures.

» To usethe Fastora configuration pages, continue with this procedure.

5. Click set Server Name and, if necessary, change the name, DNS suffix, and
Domain/Workgroup setting. Work with IT at the customer site to add the NASto
aDomain.

If you make a change, click oK.

NOTE: After making changes on a configuration page, you must click OK or else
your changes are |ost.

46 Aurora Browse Ingtallation and Configuration Guide September 22, 2006



Prepare for core configuration stages

6. Click Set Administrator Password.

Take a Tour | Set Server Name | Set Administrator Password | Set Default Page | Microsoft Communities

Administrator Account

User name: |administrat0r

Current password: |

MNew password: |

Confirm new password: |

= 0K K cancel

Set a password according to the customer site requirements. Click OK to save
settings.

7. Click Network | Interfaces. If required by the customer site network, change I P,
DNS, and WINS settings. A recommended configuration isto use the Gigabit port
for the Client network, use LAN Port 1 for the Production network and leave LAN
Port 2 at the default static IP for system maintenance access. For systems with a
Production network consisting of amedianetwork and acontrol network, use LAN
port 1 for the media network and LAN port 2 to for the control network.

8. Click Administration Web Site. |f required by the customer site security policies,
change the | P addresses and/or ports for encrypted and non-encrypted access used
to access the administration Web site. If you make a change, click ok and then
reconnect viathe new port and/or IP address.

9. Click shares | Folders. Share the media directory asfollows:
a. Select New Volume (E:)
b. Click Manage Folders.

c. Select media.

welcome | Status | Metwork | Disks | Users JELE 2Pl Maintenance | Help |

Folders | Shares | Sharing Protocals |

_i Folders in E:

You can manage and share folders.

Search: |FOIder Mame jl b Go
[” Folder Name * Date Modified Attributes Share Type Tasks
W media 105972004 5:11:46 P EEE R
[T RECYCLER 92172004 9:37:46 AM H & e
[T System Volume Infarmat... 10252004 11:37:51 AM H &
Delete
Open
Properties...

Share Falder...

Manage Shares...
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d. Click Share Folder.

e. Enter the following:
Share name: media

f. Click windows Sharing. After a pause, the Windows Sharing tab opens.

. R Maintenance | Help |

Folders | Shares | Sharing Protocals |

New Share
General
windows Sharing Comment: I
UNIX Sharing Users allowed to connect to the share simultaneously:
FTP Sharing & Unlimited
Web Sharing
© Maximum number: |

AppleTalk Sharing

Offline Settings:
|On|y the files and programs that users specify will be available offline ;I

To set permissions, select a user or group from the Users and groups list, and then select
permissions from the Allow and Deny drop-down lists, To add a user or group, select or type a
user or group name and then click Add. User names should be in the form: domainthame or
name@domain.

Users and groups:  Allow: Deny:

Full Control I Maone T l

nbadmin

Add a user or group:

== Ao
CREATOR OWNER
=< Add CREATOR GROUP
DIALUP
— METWORK =l

= 0K K cancel

g. User privileges for the media folder should be as follows:
Everyone — Read only access
nbadmin — Full Control

h. Click oK.
10. Close the NAS configuration pages.

Verify NAS access

Verify Proxy NAS access from production network machines, which are machines of
the following types:

* MediaFrame server
* Advanced encoder
* SmartBin encoder

To verify access, from each production network machine do the following:
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1. Open Windows Explorer and navigate to the mediadirectory onthe NAS. Y ou can
do this with the following path:

\\root-nb-nas-1\M edia

2. Verify basic read/write capabilities by creating, modifying, and deleting a simple
text file.

To verify access from client network machines, choose a machine on the Client
network that can represent a Aurora Browse client PC and that is convenient for
testing. From this machine do the following:

1. Open Windows Explorer and navigate to the mediadirectory onthe NAS. Y ou can
do this with the following path:

\\root-nb-nas-1\Media
2. Verify that Aurora Browse client PCswill have read only rights.

About the nbadmin account

The nbadmin account should be set up by default on Aurora Browse machines that
you receive from the factory. This account is critical for most Aurora Browse proxy
access, as explained in this section.

A local nbadmin account is required on the following machines:
» Proxy NAS machines

» Advanced encoder

* SmartBin encoder

* MDI server

* MediaFrame server

e AuroraDSM

e M-SeriesiVDR

» Profile XPS **4k% Contact Grass Valley
Support for password.

* K2 systems

All NAS machines require that an nbadmin account with apassword of ***** has
permission to the folder on the NAS that the encoders write to, and that the web
service running on the MediaFrame server reads from.

The basic principleisthat any service that requires write access to the Proxy NAS
must run as the nbadmin account. Thisis aloca machine account (NOT adomain
account). Thisincludesall encoders, the MediaFrame server (which createsEDL files
ontheProxy NAS), the News MDI (which writes/del etes atemporary EDL file off of
the Proxy NAS), the Proxy MDI (which deletesfiles off of the Proxy NAS) and the
Profile MDI (which deletes temporary EDLs off of the Proxy NAS).

On K2 systems and M-Series iVDRs, security is invoked, which requires
administrator privilege. This privilege comes from the nbadmin account, which is
another way the nbadmin comes into play on these devices.
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From a Windows networking perspective, when a user account is defined on alocal
computer rather than a Domain Controller, the account isa“local” account, whose
complete name is <computer name>\<username>, rather than
<domain>\<username>. For example, with an encoder named Encoderl, a
MediaFrame server named Serverl, and aNAS named NASL, there are three separate
local accounts; Encoder 1\nbadmin, Server1\nbadmin, and NASL\nbadmin.

The Windows network automatically maps alocal account from one computer onto
the local account of another computer—as long as both the account name and the
password are identical. To enable this mapping to occur, the Windows Domain
Controller “synchronizes’ the local accounts on computers at the time they join the
Domain. Therefore, if the nbadmin account is added to the NAS machine after the
Windows NAS hasjoined the Windows Domain, this synchronization does not occur.
This should not be a problem on factory-prepared Aurora Browse machines, as they
come with the nbadmin account pre-configured. However, if the proper sequenceis
not followed and the problem does occur, the workaround isto remove the NAS from
the Windows Domain and then re-add it immediately thereafter.

Accessing services

Software components are distributed among the machines that make up the system.
These software components run as Windows services. A machine hasthe servicesthat
correspond to the software components it hosts.

When you change the configuration for a particular software component through the
configuration pages, you must restart that software component’ s service to put the
changesinto effect. Click Start | Settings | Control Panel | Administrative Tools |
Services to access the services. All service names start with “Thomson...”, so they
group together in the services list.

Refer to “Ports and services mapping” on page 36 for alist of services.

Accessing system configuration pages

Use Internet Explorer to browse to port 280 of a machine to access its configuration
pages. Y ou must have administrator permissions on the machine. For example, to log
on to the configuration pages on the MediaFrame server with administrator
permissions, use the following:

Username: root-nb-svrinbadmin *erx Contact Grass Valley
Password: ***** Support for password.

The settings you find on a particular computer’s configuration pages depend on the
software installed on the computer. For example, if the Proxy MDI component is
hosted on a single-channel encoder, you find the Proxy Managed Device
configuration settings at port 280 of that single-channel encoder. However, if the
Proxy MDI component is hosted on a dedicated MDI server, you find the Proxy
Managed Device configuration settings at port 280 of the MDI server machine.

Y ou can access a computer’ s configuration pages as follows:

» From the local computer, use the following URL:
http://localhost:280
» For configuration pages on the MediaFrame server, you can also open the Aurora
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Browse launch page and then click the Configuration link. To open the Aurora
Browse launch page, use the following URL.:

http://localhost/nbui
The Aurora Browse launch page resides on the M ediaFrame server only.

» From a network-connected computer, in the URL replace “localhost” with the
network name of the computer hosting the configuration pages. For example, to
accessthe configuration pagesor the AuroraBrowselaunch page on aMediaFrame
server named iron-nb-svr, use the following URLSs:

http://iron-nb-svr:280
http://iron-nb-svr/nbui

Y ou must have network access to open configuration pages. Y ou can access all
AuroraBrowse devices from the M ediaFrame server. However, deviceson the Client
Network, such asaAuroraBrowseclient PC, do not have accessto all AuroraBrowse
devices. From an Aurora Browse client PC you cannot access devices that are on the
Production network only.

To access configuration pages, do the following:

A MediaFrameConfig - Microsoft Internet Exg —1o x|

Ele Edt Wiew Favortes Tools  Help |

=[ == Enter the URL to the configuration page at port 280 and press Enter.

MediaFrame Product Configuration
ASHK Location

‘ Address | http:jjlacalhost: 280

|»

iron-no-—enc—1 Verify the machine name and | P address, to confirm that you are configuring
PRI A2 the correct machine. There can be multiple | P addresses for the different

Host:  localhost networks.

Port: 9010

ASK Service Update

SislzEiEmeEEmr Click links to open configuration pages.

Some pages use Active X controlsthat require special browser settings, such asthe
following:

* Inlinternet Explorer, click Tools | Internet Options. The Internet Options dial og box
opens. Click Security | Local intranet | Custom Level. The Security Settings dialog
box opens. Under “Initialize and Script ActiveX Controls not marked as safe”,
click Enable.
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Stop services

Before beginning your initial core configuration stages, you must make sure all
Thomson services are stopped. This preventsthe creation of corrupt database records
and other errorsthat result from a partially configured system.

Go to each machine and make sure all “Thomson...” services are stopped and set to
manual, as described in “ Accessing services’ on page 50. Then, when you configure
each stage, you start the appropriate servicesto put the settingsinto effect. Thisbrings
the system on-linein an orderly fashion that allows you to verify system interactions
and identify configuration problems.

NOTE: Itisespecially important that the Rules Wizard is not running during
configuration stage tests that create media files. When a test media fileis created,
the Rules Wizard can trigger the creation of various types of proxy media. This
causes problems because the partially configured system is unable to handle the
proxy correctly.
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MediaFrame stage

MDI Server
— =<1

( Production Network )

MediaFrame
Server

M ediaFrame components make up the core platform on which Aurora Browse runs.
The primary MediaFrame components that you need to configure are as follows:

» ASK — The ASK software component runs on the MediaFrame server. It isthe
central registry for all the software components of the system. As software
components carry out tasksin afunctioning system they regularly refer to the ASK
component to establish communication and exchange commands and data. The
configuration pages also refer to the ASK component to populate fields and lists
and to validate the values you enter as you configure the system.

» MDIs— Devices have Managed Device Interfaces (MDIs) which represents the
device' s assetsin away that is understandable by the other components of the
system. Thisallowsthe MediaFrame server to coordinate the activity of the system.

In this configuration stage you add a M DI server and then set up logical names for
software components that manage devices. This brings the machines of your system
on-line as managed devices.

To do the basic configuration and testing of the M ediaFrame software components,
do the following, as appropriate for the devices in your system:

» “Configure Media Frame ASK: Register components’ on page 54
* “Prepare MDI server” on page 56

» “Configure ASK Location: MDI server” on page 57

» “Configure Proxy MDI” on page 58

» “Configure K2 MDIs” on page 59

» “Configure Profile MDIS’ on page 60

» “Configure News MDIs’ on page 61

» “Configure M-Series MDIs’ on page 62

» “Test: MediaFrame stage” on page 63
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http://localhost:280 —> MediaFrameCore —> ASK

Configure Media Frame ASK: Register components

Open this configuration page locally on the MediaFrame server machine.

Domain:  DEFAULTDOMAIN —— All Domain names in the MediaFrame system must be identical.
Port: 9010 —— Port 9010 is required. See “Ports and services mapping” on page 36.
Update T Saées_ changes. Changes are lost if you leave the configuration page without
updating.

For the following settings, use the table below. Add each MDI and/or Encoder
required by your system

MDIEncoder Name:  ADV1

MDIEncoder Type: |Advanced Encoder j

Host Name or IP:  iron-ach-1

Port: 9230

_Add MDI/Ensoder {————————————Click to add an MDI/Encoder.

PROXY1 (Prowy, Iror—nb—mdiz9110) —f——Lists currently added MDIs and Encoders.
SANT (Profile, iron-nb-mdi: 8130}

FPROFILE1 (Profile, iron-nb-mdi 8131} —
PROFILEZ (Profile, iron—nb-mdi: 9132}

El
Dslsts MDI/Encodsr | Validats MDIs/EncosersT—————— Checks M DIs. Refer to “ Test: MediaFrame stage” on page 63

Deletes the currently selected MDI or Encoder.
Always click Update... buttons after making changes

To put changesinto effect, start or restart the ASK service on the MediaFrame
server.

For the conventions mentioned in the following table, refer to “MDI and Encoder
logical names convention” on page 33

When you add an Select “MDI/ Enter “MDI/ Enter “Host Name or Enter “Port” ... Comments

MDI or Encoder Encoder Encoder IP”...

logical name for Type”... Name”...

this type of

machine/device...

A K2 Storage K2 As per Hostname of the machine | 9160 - 9169 These are process ports, as

System (SAN)? convention. hosting the K2 MDls. explained in “Ports and

Typicaly the MDI Server. servicesmapping” on

K2 Media Client - K2 page 36. Assign numbersin

Internal storage arr: intentional sequenﬁe_:, SO
¥ they are easy to match in

(stand-alone) “Configure K2 MDIs’ on

page 59.
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When you add an Select “MDI/ Enter “MDI/ Enter “Host Name or Enter “Port” ... Comments
MDI or Encoder Encoder Encoder IP”...
logical name for Type”... Name”...
this type of
machine/device...
Open SAN Profile® | Profile As per Hostname of the machine | 9130 - 9139 These are process ports, as
convention. hosting the Profile MDls. explained in “Ports and
Stand-alone Profile | Profile Typicaly the MDI server servicesmapping” on
page 36. Assign numbersin
an intentional sequence, so
they are easy to match in
“ConfigureProfileMDIs’ on
page 60.
M-Series M Series Hostname of the machine 9140 - 9149 These are process ports, as
hosting the M-Series explained in “Ports and
MDls. Typically the MDI services mapping” on
server page 36. Assign numbersin
an intentional sequence, so
they are easy to match in
“Configure M-Series MDIs’
on page 62.
Aurora Edit News As per Hostname of the machine Leave field
convention. hosting the News MDls. blank. Correct
This must be the DSM. port number is
automatically
NTFS storage on NTFS NTFSL, asper | MediaFrame server e’r&tsaeﬁi/l(l)gnl )
Windows machines i hostname, as the server is e
convention. the required NTFSMDI | Referto”Ports
host. and services
mapping” on
page 36 to
Advanced encoder | Advanced As per Advanced encoder verify.
Encoder convention hostname
Proxy Proxy PROXY1, as Hostname of the machine
per hosting the Proxy MDI.
convention. Typically the MDI server.
Archive device ... Archive ARCHIVEL, Hostname of the machine
as per hosting the archive MDI
convention.
SmartBin Encoder SmartBin As per SmartBin encoder
Encoder convention. hostname

2 For aK2 Storage System, the MDI manages one of the connected K2 Media Clients. As per convention, name the MDI for the K2
Storage System.

b Enter only one Profile per Open SAN. As per convention, name the MDI for the Open SAN, rather than for the Profile.

NOTE: The MediaFrame server must host the NTFS MDI.

The ASK settings page registers the logical names for the MDIs and Encoders
required by your MediaFrame system with the ASK software component, which runs

on the MediaFrame server.

Note the following distinction when entering “Hostname or IP”:

» For MDIs (K2, Profile, M-Series, News, Proxy, NTFS, Archive) enter the
hostname of the machine hosting the MDI software component, rather than the
hostname of the machine being managed by the MDI.

» For Encoders (Advanced Encoder, SmartBin Encoder) enter the hostname of the
encoder itself.
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Prepare MDI server

A machine that hosts a MDI service takes the role of aMDI server. Refer to the
following to identify the machines in your MediaFrame system that take the role of
MDI server, and make sure that the appropriate MDI services are installed. Refer to
“About Aurora Browse software” on page 24.

Dedicated MDI server — For medium to large MediaFrame systems, most MDI
services are on a stand-alone M DI server machine, to ensure system performance. If
your system has adedicated MDI server, it comesfrom the factory with MDI services
installed, so you do not need to do any further installation. The MDI server requires
only network communication in preparation for its use in the MediaFrame system.

MediaFrame server as MDI server — For small M ediaFrame systems, the MDI services
canreside onthe MediaFrame server. The MediaFrame server comesfrom thefactory
with MDI serviceinstalled, to support these smaller systems, so you do not need to do
any further installation. The MediaFrame server also hasthe NTFS MDI service
installed, asit isrequired to run on the server, regardless of the size of the system.

DSM server as MDI server — For all systems, the News MDI must be hosted on the
DSM. You must ingall the News M DI on the DSM.
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Configure ASK Location: MDI server

o]

o
Z 3  http:/localhost:280 —=> ASK Location Access this page locally on the MDI server.
<
g 3
=3
33 ASK:

Host  iron—nb—svr —— Enter the name of the MediaFrame server
v Port: 9010 —— Port 9010 isrequired. See “Ports and services mapping” on page 36.
Updats } Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
It isnot necessary to restart a service to put these settings into effect.

This pagetellsthe MDI server where to look for the ASK service, which runs on the

MediaFrame server. The function of the ASK isto store the location of the software
components in the system, so the components can find one another.
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Configure Proxy MDI

o]
o
::_ § http:/llocalhost:280 —> Managed Devices —> Proxy MDI Access this page locally on the MDI server.
‘im"j % §
o a<d
4 Domain: DEFAULTDOMAIN —— All Domain names in the MediaFrame system must be identical.
v MDI Name: PRO3XY 1 F4—Must be set to PROXY 1, as per convention.
v Port: 9110 ‘——Port 9110 is required. See “ Ports and services mapping” on page 36.
a4 Update™ Saves changes. Changes are lost if you |eave the configuration page without
updating.

Add Monitored Storage Location

v Monitored Starage Losation: Wiiron—nb-nas—2ihedia —— For each Proxy NAS machine, enter the UNC path to the “Media’ folder. This
is the location to which the system writes the proxy media.?

Add Monitared Location -'7 Click to add as alocation.

Existing Monitored Storage Locations|

Wror-nk-nas—1iadia —— Liststhecurrently added locations. Y ou can add multiplelocations. Y ou should
Wiron—-nb-nas—1\ediaEnc have one or more locations listed for each NAS machine.
Wron-nb-nas—1\wedial\Enc?

Wron-nb-nas—1\Wedia\Scavenge

wron-nb-nas—2\edia

Removs Monitored Location  ——————— Removes the currently selected location.

Always click Update... buttons after making changes

To put changes into effect, start or restart the Proxy MDI Service on the MDI
server.

@ Y ou can define multiplelocations on asingle NAS machine, but for
each location you must enter the complete path.

This page configuresthe Managed Device Interface (MDI) for the NAS machinesthat
storethe low-res proxy. The system depends on the Proxy MDI to make proxy visible
across the system.

For the Proxy M DI, thereisbut one managed device, with thelogical name PROXY 1.
This managed device can have multiple locations. The Mediadirectory on each NAS
machineis entered asalocation. Other directories can be entered aslocations aswell.
In thisway the Proxy MDI knows whereto look for the low-res proxy.
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Configure K2 MDlIs

o)
z g http://localhost:280 —> Managed Devices —> K2 MDI Access this page locally on the MDI Server.
W § 3
232
ool [ MDI Settings |
v MDI Name - K2-2 ~}— SelectaK2 MDI.
v Port - 9161 —— Increment 9160-9169 so each K2 M DI has a unique process port.
v K2 Host Name or IP: iron-k2-2 — Enter a stand-alone K2 Media Client or the one K2 Media Client on aK2
Storage System.
v [ Add 2 Managed Device | Click to add as an existing managed device.
v K2-T:ironk2-1.3160 — Verify the MDIs currently on-line.
v Remove k2 Managed Device | Click to remove the selected managed device.
The following settings specify K2 systems to which assets can be transferred.
v MDI Name | Select the MDI for aK2 system to which assets can be transferred.
v PP Sty il ':SQ':S&?(;;)P — Hostname of the K2 system specified above.
[If more than one FTP Server, enter hostnames sep
FTPSerer3,...]
v v Add Transfer Targef | Click to add as atransfer target. This makes the K2 system available for

selection from the Aurora Browse application as atransfer destination.

Existing Transfer Target

— K2 systems capable of receiving atransfer.

v Remove Transfer Target| Click to remove the selected transfer target.
To put changesinto effect, start or restart K2 MDI Service on the MDI Server.

This page configures the Managed Device Interface (MDI) for a stand-alone K2
Media Client or the one K2 Media Client on a K2 Storage System (SAN).
MediaFrame depends on the K2 M DI to make K2 assets visible across the system.

Asyou configure the K2 MDI make sure that you associate the K2 MDI and K2 host
names correctly.

Multiple K2 MDIsrun on asingle machine (the MDI Server), but they each need their
own process port number. For this purpose, enter incrementing numbers 9160 - 9169
in the “Port” field. The MDIs and their port numbers must match settings asin
“Configure Media Frame ASK: Register components’ on page 54. To make the
configurations easier to read for troubleshooting purposes, add MDI s sequentially so
there is a correlation between the port number and any number in the MDI name.

For K2 systems, add transfer targets as follows:

» For aK2 Storage System (SAN), the hostname of a K2 Media Server that has the
role of FTP server.

» For astand-alone K2 Media Client, the hostname of the K2 Media Client

» Hostname of an AuroraFTP server. Thisisrequired for Aurora Transfer to support
K2/Auroratransfers.
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Configure Profile MDls

o
o
::_ 3 hitp://ocalhost:280 —> Managed Devices —> Profile MDI Access this page locally on the MDI server.
w3
8%
a. Q‘? roiile ettings
\4 Port: 9130 —— Port 9100 is required. See “Ports and services mapping” on page 36.
v Domain: DEFAULTDOMAIN ——— All Domain names in the MediaFrame system must be identical.
2% Update Saves changes. Changes are lost if you leave the configuration page without
updating.
v MDI Name: FPROFILEZ _f— Select aProfile MDI.
v Prafile Host Nams or [P Pve—2 —— Enter the hostname of the Profile for the MDI selected above.

v Secondary Profile Host NamafIP(s) —— For Open SAN systems, enter here the names of the other Profile XP systems
on the Open SAN that are managed by this MDI. Separate hostnames with
commas.

v Asset System Dwell Time (mins): 2 ——Thetime that the Profile MDI waits before it informs the M ediaFrame system
that a clip has finished recording. Leave at 2.

v Port; 9132 ——Automatically increments so each Profile MDI has a unique process port.
v Add Profils Managed Device [~ Click to add as an existing managed device. For stand-alone Profile Media
Servers, add aMDI for each one. For Open SAN Profile Media Servers, add
only one MDI per Open SAN.
0-SANT mpvs—1 2 9130 ——— Verify the MDlIs currently on-line.
1-PROFILET pvs—12 8131

v Remove Profile Managed Device "— Click to remove the selected managed device.

The following settings specify Profiles to which assets can be transferred via
Fibre Channel from other Profiles. Thisis used by Conform-To-Air EDL and
other Fibre Channel transfers. Refer to* Configure ProfileMDI: Conformto air
The transfer operation requires the fibre channel . settl ngs on page 83.
v Profile MDI Name: PROFILE2 _+— Sdlect the MDI for a Profile to which assets can be transferred.
Profile Host Name: [ve—2 —— Hostname of the Profile specified above.

L A i p—— Click to add as atransfer target. This makes the Profile available for selection

from the Aurora Browse application as atransfer destination.
PROFILE1 pvs-1 —— Profiles capable of receiving a Fibre Channel transfer.
v Remane Transfer Targst 4+——————————— Click to remove the selected transfer target.

Always click Update... buttons after making changes
To put changesinto effect, start or restart Profile MDI Service on the MDI
server.

This page configures the Managed Device Interfaces (MDI) for the Profile Media
Servers. Asyou add Profile MDIs make sure that you associate Profile MDIs and
Profile host names correctly.

Multiple Profile MDIs run on a single machine (the MDI server), but they each need
their own process port number. For this purpose the “ Port” field automatically
increments. To use the automatically incremented port numbers, make sure you add
Profile MDIsin the correct sequence. Y ou can also manually enter port numbers. The
MDIs and their port numbers must match settings asin “Configure Media Frame
ASK: Register components’ on page 54.

For configuring the basic MediaFrame stage, do not yet configure transfer targets.
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Configure News MDlIs

o]
o
i:_ § http:/llocalhost:280 —> Managed Devices —> News MIDI Access this page locally on the DSM.

223

20 3

v MDI Mame: NEWS 1 —~}— Select aNews MDI.

v Port: 9150 ——— Port 9150 is required. See “Ports and services mapping” on page 36.
Asset System Dwell Time 5o —— Thetime that the News M DI waits before it informs the M ediaFrame system
(Seronds) that a clip has finished recording. Leave at 2.
v Database Hast Nare ar [P — Enter the machine that hosts the Aurora Edit database (the DSM).
v Conform Server Narme or IP: — Enter the machine that hosts the conform service. Typically the Conform
Server.

2% NAS Shared Location __ Leave blank or enter UNC path to shared storage. See below.
Erter UNC pathname ta high-res media NAS Incation
only it the: following conditions apply:
1 The: Mesws WMDI host i Windows 2003 server
2 The high-tes media storage is not a K2 system
Ctherwise, leave this figld blank
Example: Wmedial shared]
Mite: If there are multiple MAS locations, enter the
path cortesponding to the : drive

v Update - ﬁg\éi rc]:ganges Changes arelost if you leave the configuration page without

Always click Update... buttons after making changes

To put changes into effect, start or restart News MDI Service on the MDI
server.

This page configures the Managed Device Interface (MDI) for the AuroraShare
system. MediaFrame depends on the News M DI to make News assets visible across
the system.

The V: drive must be mapped on the machine that hosts the News MDI. By
convention, the DSM hosts the News MDI.

TheNAS Shared L ocation can beleft blank for most systems. An exampl e of asystem
for which the path must be entered is a AuroraShare NAS system whose DSM (the
News MDI host) has been upgraded to Windows 2003 Server. The path is required
because of enhanced security in the Windows 2003 Server operating system.

Asyou configure the News MDI make sure that you associate the News MDI and
News host names correctly.
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Configure M-Series MDIs

http://localhost:280 —> Managed Devices —> MSeries MIDI  Access this page locally on the MDI server.
MDI Name - M-SERIES 1 o} Select aM-SeriesMDI.
Part: 9140 —— Automatically increments so each M-Series MDI has a unique process port.
M-Series Host Name or [P ¢ ivar-1 — Enter the M-Series managed by the MDI.

Add M-Seriss Managed Devics | Click to add as an existing managed device.

M-SERIEST vd-1 9140 =~ Verify the MDIs currently on-line.

Rernave hi-Series Managed Device  |———— Click to remove the selected managed device.

The following settings specify M-Series systems to which assets can be

transferred.

MDI Name: - Select the MDI for aM-Series system to which assets can be transferred.

FTP Server Host Narme(s) 7 IP
address(es):

Hostname of the M-Series system specified above.

[If more than one FTP Server, enter hostnames sef
FTPSemerd,...]

Add Transfer Target | Click to add as atransfer target. This makes the M-Series system available for
selection from the Aurora Browse application as a transfer destination.

M-Series systems capable of receiving a transfer.

Remave Transfer Target| Click to remove the selected transfer target

Always click Update... buttons after making changes

To put changes into effect, start or restart M-Series MDI Service on the MDI
server.

This page configures the Managed Device Interface (MDI) for the M-SeriesiVDR.
M ediaFrame depends on the M-SeriesM DI to make M -Series assetsvisible acrossthe
system.

Asyou configure the M-Series MDI make sure that you associate the M-Series MDI
and M-Series host names correctly.

Multiple M-Series MDIs run on asingle machine (the MDI server), but they each
need their own process port number. For this purpose the “Port” field automatically
increments. To use the automatically incremented port numbers, make sure you add
M-Series MDlIs in the correct sequence. Y ou can also manually enter port numbers.
The MDIsand their port numbers must match settings asin “ Configure Media Frame
ASK: Register components” on page 54.

For M-Series systems, add transfer targets as follows:
» The hostname of each M-Series system that is atransfer target

* Hostname of aAurora FTP server. Thisisrequired for Aurora Transfer to support
M-Series/Auroratransfers.

Aurora Browse Ingtallation and Configuration Guide September 22, 2006



MediaFrame stage

Test: MediaFrame stage

The following test exercises system functionality exclusive to the MediaFrame core
platform. A successful test verifies that the basic configurations are correct.

Run the test as follows:

On the Ask Settings configuration page, click validate MDIs. The MediaFrame core

system checks MDI mappings and devices for inconsistencies. This can take several
minutes. A report is displayed.

2} MDI validation - Microsoft Internet Explorer 10l =|
J File Edit Wiew Favorites Tools Help |

J 4=Back -~ = - D at | Qhsearch (G Favorites £ #History ||%v =1

JAgdress I@ httpf iton-nib-svrl :280/MediaFrameCore v alidateMDIs, aspx j @Go |JLinks >

K21 iron-nb-svr1:9160

Asset Service  Online

Transfer Service Online

ADV1 iron-nb-svr1:9160

Asset Service  Online

Transfer Service Online

PROXY1 iron-nbsvr1:9110

Asset Service  Online

Transfer Service Online

Fefresh Close |

|@ Daone ’_’_ (2 Local intranet 4

Make sure there are no errors displayed. To troubleshoot errors, check the following:
» Make sure services are running

» Make sure you have configured the correct host name for the MDI service.
» Ping machines to verify network communication.

Checklist: MediaFrame stage

Use the following check list to verify that the basic configuration and testing of the
MediaFrame stage is complete.

L1 All logical MDI names and Encoder service names are registered with ASK.

1 All machines taking the role of MDI server have the appropriate MDI services
installed and running.
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SmartBin encoder stage

Before starting this configuration stage you should have aworking Aurora Edit/K2
system that uses at least one SmartBin Encoder. In thisrole, the SmartBin Encoder is
not yet being used as a Aurora Browse machine. Rather, it isjust used to host the
SmartBins service. Refer to SmartBins Instruction Guide.

For this configuration stage you configure the SmartBin encoder to work together
with theingest video server, the Media storage and the Proxy NAS. MDI servicesare
also required, as configured in the MediaFrame stage. Configuration pages and
procedures are the same for HD and SD Smartbin encoders.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

@ Media
Storage

MDI Server

1= =—1
SmartBin Encoder

MediaFrame Proxy
Server NAS

Refer to “ System diagram - K2 storage” on page 12 for aview of the entire system.
To do the basic configuration and testing of the SmartBin, do the following:

. “Configure ASK Location: SmartBin encoder” on page 65

. “Configure Media Frame Core ASK: SmartBin encoder” on page 65

. “Configure SmartBin Encoder Control” on page 65

. “Configure Proxy Asset (NAS): SmartBin encoder” on page 66

. “Configure MPEG encoder: SmartBin encoder” on page 66

o o0~ W DN P

. “Test: SmartBin encoder” on page 66
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Configure ASK Location: SmartBin encoder

http://root-nb-she-n:280 —> ASK Location

pasuenpy
Ajipow jou oQ

< aiseg

ASK:
Host  iron—nb—svr —— Enter the name of the MediaFrame server
v Port: 9010 —— Port 9010 isrequired. See “Ports and services mapping” on page 36.
v Updats } Saves changes. Changes are lost if you leave the configuration page without
updating.
Always click Update... buttons after making changes
It is not necessary to restart a service to put these settings into effect.
This page tells the SmartBin encoder where to ook for the ASK service, which runs
on the MediaFrame server. The function of the ASK isto store the location of
M ediaFrame components.
Configure Media Frame Core ASK: SmartBin encoder
Make surethe SmartBin encoder isregistered with the ASK software component with
alogical name, asexplained in“ Configure Media Frame ASK: Register components”
on page 54.
Configure SmartBin Encoder Control
5
:g_ 3 http://root-nb-sbe-n:280 —> SmartBin Encoder —» SmartBin Encoder Control
W § 3
%32
ool
v Remote Port: 9230 Port 9230 isrequired. See “Ports and services mapping” on page 36.
v Updlate 4 Always click Update... buttons after making changes
v MOI Hame: NEVWS 1 #—Select the News MDI.

v Days to Expire Asset: 5 — Expired assets are purged from the system after this many days. Definesthe age
of the MPEG asset after which it is automatically deleted from the system the
next time the purge rule runs. Leave blank to never expire. Refer to “ About
expired assets’ on page 80.

4 Update | Always click Update... buttons after making changes
v ¥ MPEG-1 ¥ Storyboard — Select the proxy formats this SmartBin encoder creates.
v Updiate 1 Saves changes. Changes are lost if you leave the configuration page without

updating
Always click Update... buttons after making changes

To put changesinto effect, start or restart the Thomson SmartBin Proxy Transfer
service on the SmartBin encoder.

This page configures the SmartBin encoder.
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Configure Proxy Asset (NAS): SmartBin encoder

http://root-nb-sbe-n:280 —> SmartBin Encoder —> Proxy Asset Information

Configure Proxy Asset Information

MDI Name:  PROXY {

Thereis but one logical Proxy Managed Device in the system, named
PROXY1.2

Default File System Folder Wiron-nb—nas—1\hedia +— Select the path to the folder (\Media) on the l\ll)AS (or other storage location)

Update t

PROXY 1 can have multiple folders (on multiple machines)
defined aslocations for proxy files. These locations are defined
on the Proxy MDI configuration page.

Thislocation is used when in Rules, Proxy Storage Location is
blank (*).

that receives the MPEG this encoder creates.

Validates the current configurations with the Proxy MDI settings and saves
changes. Changes arelost if you leave the configuration page without
updating.

Always click Update... buttons after making changes

To put changes into effect, start or restart the SmartBin Proxy Transfer
service on the SmartBin encoder.

This page specifies the default location (on a NAS machine) in which the SmartBin
encoder placesthe MPEG and storyboard proxy it creates.

When this page opens and when you click a ... button, fields and lists are populated

with valid information as currently defined on the Proxy MDI settings page.

Configure MPEG encoder: SmartBin encoder

http://root-nb-sbe-n:280 —> SmartBin Encoder —> MPEG Encoder

Configure MPEG Encoder

Mpeg bit rate: 1000000 —— Leave at default of 2000000.

Audio Gain Level: |0.0 dB =)

The MPEG encoder audio output. Adjust to calibrate Advanced Edit audio, or
to improve the quality of the desktop audio (i.e. if the sourceis 'too hot')

Update ;

Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
Restart the Thomson Proxy Transfer service on the Advanced encoder.

This page configures the parameters the encoder uses when it creates the MPEG

proxy.

Test: SmartBin encoder

Onthe Aurora Browse launch page, the* Smart Bin Encoder Status’ page displaysthe
status of all Smart Bin Encoders in the system. This page displays thelist of all jobs
attempted by the Smart Bin Encoders. For each job, the following are provided:

- encoder name,

- the source and destination file names,

- the time the job was run,

- job status (with error information if the job was unsuccessful), and
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- job completion percentage (if job is currently running)
Check the Smart Bin Encoder Status page as you run the following test.

Thefollowing test exercises system functionality exclusive creating MPEG and
storyboard proxy from ahigh-res source clip. A successful test verifiesthat the basic
configurations are correct.

ASK configuration, asin “MediaFrame stage” on page 53, isrequired for this test.

Test description: Trigger proxy creation by placing high-res material in the location
monitored by the SmartBin Encoder.

Run the test as follows:
1. Make sure that the system isnot in use.

2. Start the Thomson Resolver service and the Thomson M etadata service on the
MediaFrame server.

. Start the Thomson SmartBin Proxy Transfer service on the SmartBin encoder.
. Click start | Programs | Thomson | Event Viewer t0 open Event Viewer.
. Use Ingest Station to record to a SmartBin.

. Watch Event Viewer and verify that the MPEG and storyboard proxy are created
and copied to the proxy NAS. Also verify that the high-res media goes to the K2
high-res media storage.

o 01 A~ W

Checklist: SmartBin stage

Use the following check list to verify that the basic configuration and testing of the
SmartBin encoder is complete.

1 When high-res material appears in the location monitored by the SmartBin
encoder, MPEG and/or storyboard proxy are created.

L1 SmartBins Service writesto K2 system.
0 SmartBin encoder writesto NAS
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Advanced encoder stand-alone stage

For this configuration stage you configure and test one Advanced encoder and one
Proxy NAS to work together. The Advanced encoder creates storyboard and MPEG
proxy. Configuration pages and procedures are the same for HD and SD Advanced
encoders.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

-

Refer to “ System diagram - K2 storage” on page 12 for aview of the entire system.

To do the basic configuration and testing of a Advanced encoder stand-alone, do the
following:

1. “Configure ASK Location: Advanced encoder” on page 69

2. “Configure Advanced Encoding Control” on page 70

. “Configure Proxy Asset (NAS): Advanced encoder” on page 72

. “Configure MPEG encoder: Advanced encoder” on page 72

“Test: Advanced encoder stand-alone stage - high-res source” on page 72

o U A W

. “Test: Advanced encoder stand-alone stage - MPEG proxy source” on page 74
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Advanced encoder stand-alone stage

Configure ASK Location: Advanced encoder

o)
o
§ http://root-nb-adv-n:280 —> ASK Location
3
=3
< ASK:
Host  iron—nb—svr —— Enter the name of the MediaFrame server

v Port: 9010 —— Port 9010 isrequired. See “Ports and services mapping” on page 36.

Updats } Saves changes. Changes are lost if you leave the configuration page without

updating.

Always click Update... buttons after making changes
It is not necessary to restart a service to put these settings into effect.

This page tellsthe Advanced encoder where to ook for the ASK service, which runs

on the MediaFrame server. The function of the ASK isto store the location of
M ediaFrame components.
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Configure Advanced Encoding Control

o]
o
z 3 http://root-nb-adv-n:280 —> Advanced Encoder —> Advanced Encoding Control
28
@ g3
o o
53 ZF
v Remote Port: 9230 —Port 9230 is required. See “Ports and services mapping” on page 36.
v Update Always click Update... buttons after making changes
v GHF Server Host Mame: localhost ———Usually the Advanced Encoder hoststhe AuroraFTP service, so enter local host.
Otherwise, enter the host name of the Aurora FTP service.
v Max. Startup Delay: 60 —— Enter the maximum time the encoder waits for recording to begin after aclip is
created in the database. 60 seconds is the recommended setting.?
v Stream Timeaut: 50 —_ Enter the maximum time the encoder waitsfor abreak in the mediastream to be
restored. 60 seconds is the recommended setting.
% _ sidoFseer +—————Click to add asa GXF server for this encoder.
P= locahost  Por=0 StarupDelay —— GXF servers currently added for this encoder.
=60:StreamTimeout=60
v __RemoweGxF Sever +————— Removethe currently selected GXF server
Refer to “ Configuring Encoder Mode” on page 70 for the following settings.
v MDI Type: [Prosy —— Select Material to create proxy from a high-res source. Select Proxy to create
additional proxy from an existing MPEG proxy source.
v MDI Name: * 4— The MDI of the device on which the source resides.
v Storage Lacation: * j— The location of the source.
v Update Sa\égs changes. Changes are lost if you leave the configuration page without
updating

Always click Update... buttons after making changes

To put changesinto effect, start or restart the Thomson Proxy Transfer service
on the Advanced encoder.

@ When you create anew clip name in the media database on the K2
system, the encoder is notified and waits for the mediafile to
appear. Set this value to be the maximum time allowed in your
workflow between the creation of aclip name and the
commencement of recording the clip.

b. If the hi gh-res stream for which the encoder is creating proxy
material isinterrupted, the encoder waits thislong for the stream to
continue.

This page configures the connections between the Advanced encoder and the server
from which it gets its media stream.

Configuring Encoder Mode

These settings allow you to set up the Advanced Encoder to generate proxy for
high-priority ingest or edited material. Thisdedicated Advanced Encoder then only
runs scavenge operations when new material appearsin a specific location. That
way you can be assured that your high-priority ingest or edited material is
immediately processed, even if there are multiple other lower priority scavenge
jobs that need to be done at the sametime. Y our other un-dedicated Advanced
Encoders can do the low priority jobs without interfering with the availability of
the dedicated Advanced Encoders.

It is recommended that you dedicate at least one Advanced Encoder to scavenge
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newly edited material that you place in an “Outbox” folder. Refer to “Design
considerations - Aurora Browse with Aurora Edit” on page 12.

To dedicate the Advanced Encoder to afolder, do the following:
» For MDI Type, select Material.

» For MDI Name, select avalid MDI Name (other than“*"). To scavenge material
in an “Outbox” folder on a K2 Storage System, select the News MDI.

» For Storage Location, select avalid Storage Location (other than “*"). To
scavenge material in an “Outbox” folder on a K2 Storage System, select the
specific folder.

Y ou can dedicate the Advanced encoder to a particular Proxy NAS location. This
assumes that for asingle Proxy MDI (PROXY 1) there are multiple NAS locations.

» To configure the Advanced encoder to process proxy mediaon al locations,
enter “*”,

» To configure the Advanced encoder to process proxy media on one location,
select that location as the Proxy Storage Location.

Configuration rules.
» |If the MDI nameis“*”, the Storage Location must be “*”.

« |f the configuration file is manually updated (not recommended) to disable both
Material Source and Proxy Source, the following occurs:

- Proxy Transfer Service will log an error message “ Error: Both Scavenge
Mode and I SS Mode are disabled. This Encoder will not be able to do any
encoding” in the log.

- Onthe Advanced Encoding Control configuration page, red text “Error: Both
Scavenge Mode and | SS Mode are disabled. This Encoder will not be able to
do any encoding” is displayed.
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Configure Proxy Asset (NAS): Advanced encoder

http://root-nb-adv-n:280 —> Advanced Encoder —> Proxy Asset Information

Configure Proxy Asset Information

MDI Name:  PROXY1 —|—Thereis but one logical Proxy Managed Device in the system, named
PROXY1.2

v Default File System Folder Wiron-nb—nas—1\hedia +— Select the path to the folder (\Media) on the NAS (or other storage |location)
that receives the MPEG this encoder creates.?
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Vv Update | Validates the current configurations with the Proxy MDI settings and saves
changes. Changes arelost if you leave the configuration page without
updating.

Always click Update... buttons after making changes

To put changes into effect, start or restart the Proxy Transfer service on the
Advanced encoder.

@ PROXY 1 can have multiple folders (on multiple machines)
defined aslocationsfor assets. Theselocations are defined on the
Proxy MDI configuration page.

b. This location is used when in Rules, Proxy Storage Location is
blank (*).

This page specifies the default location (on a NAS machine) in which the Advanced
encoder placesthe MPEG proxy and storyboard assets it creates.

When this page opens and when you click a ... button, fields and lists are populated
with valid information as currently defined on the Proxy MDI settings page.

Configure MPEG encoder: Advanced encoder

http://root-nb-adv-n:280 —> Advanced Encoder —=> MPEG Encoder

Mpeg bit rate: 1000000 —— Leave at default of 2000000.

Audio Gain Level, [00dB The MPEG encoder audio output. Adjust to calibrate Advanced Edit audio, or
to improve the quality of the desktop audio (i.e. if the sourceis 'too hot')

Saves changes. Changes are lost if you leave the configuration page without
updating.
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Update ;

Always click Update... buttons after making changes
Restart the Thomson Proxy Transfer service on the Advanced encoder.

This page configures the parameters the encoder uses when it creates the MPEG
proxy assets.

Test: Advanced encoder stand-alone stage - high-res source

Thefollowing test exercises Advanced encoder functionality for creating proxy using
News high-res material as the source. A successful test verifies that the basic
configurations are correct.

Test description: New proxy types (MPEG, storyboard) are created from high-res
material and are transferred to a different location.

ASK configuration, asin “MediaFrame stage” on page 53, isrequired for this test.
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NOTE: Run thistest only in the stand-alone stage, with machinesthat have not yet
been added as managed devices (as in the + Server stage). Once the server is
connected, thistest can result in corrupt database records.

Run the test as follows:
1. Make sure that the system isnot in use.

2. Make surethe Rules Wizard Service, Thomson Resolver service, and the Thomson
Metadata service are off on the MediaFrame server.

3. On the Advanced encoder, click Start | Programs | Thomson | Aurora Browse |
Diagnostic Tools | Proxy Transfer Client. The Proxy Transfer Client application

opens.

™ proxy Transfer Client o ]

—Proxy Service Info:

Host: Ichalhast port: Igggg Cnnnectl Get Compatible Type

—Source Type: — | [ Source Info:
*  Material MDI Marme: |NEWS1 | MO Type: |dewcemews j
Location: ||:Iefau|t
& Prow _l
Clip Marne: [Clip2 | Clip Type: |videumews.masterclij

—Destination Info:

¥ MPEG-1 ¥ Stary Board
Update Status | Transfer (Mo Auto-update) | Transfer (ith Auto-update) | Stop Transfer |
Taoken | Source | Destination | Dest Format | State | % |
Ye2614f7-f9. Clip2 Clip2 videofpromy.m... DOME 100
eddadiBe- Clip2 Clip2 stilllmageipro... DOME 100
Teda5aed- . Clip2 Clip2 stilllmage/pro... DORE 100

4. Configure asfollows to check the connection:
e Host: localhost
 Port: 9230

5. Click Connect. Verify that the”...Update...” and “... Transfer...” buttons become
enabled, which means the connection is successful.
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6. Configure as follows to define the source clip on the News hi-res storage:
» Source Type: Select Material.
» MDI Name: Select the logical nhame of the News MDI.
* MDI Type: This should automatically fill in as device/news
» Location: Select the bin on the News hi-res storage that holds the test material.
» Clip Name: Select the test clip.
» Clip Type: This should automaticaly fill in asvideo/news.masterclip
7. Select the following to transfer/transcode proxy:
« MPEG-1
» Story Board

8. Click Transfer (with Auto update). Watch the report in the State column to verify
that the proxy creation is successful. The proxy files are written to the location
configured on the Proxy Asset configuration page as“ Default File System Folder”.

9. Using Windows Explorer, verify the MPEG and storyboard proxy is created. Open
and play the MPEG clip. Validate video and audio.
Test: Advanced encoder stand-alone stage - MPEG proxy source

Thefollowing test exercises system functionality exclusive to configurations for
creating storyboard proxy from MPEG proxy. A successful test verifiesthat the basic
configurations are correct.

Test description: Storyboard proxy is created from MPEG proxy.
ASK configuration, asin “MediaFrame stage” on page 53, isrequired for this test.

NOTE: Run thistest only in the stand-alone stage, with machinesthat have not yet
been added as managed devices (asin the + Server stage). Once the server is
connected, thistest can result in corrupt database records.

Run the test as follows:
1. Make sure that the system isnot in use.

2. Make surethe RulesWizard Service, Thomson Resolver service, and the Thomson
M etadata service are off on the MediaFrame server.
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3. On the Advanced encoder, click Start | Programs | Thomson | Aurora Browse |
Diagnostic Tools | Proxy Transfer Client. The Proxy Transfer Client application

opens.

ﬂgprmﬂr Transfer Client ) ]

—Proxy Service Info;

Host: |Inca|host port: |923[| Cunnectl Get Compatible Type

—Source Type: —— —Source Info;
e waterial MDI Mame: |PROXY1 | wDITye: [ devicernrony =l
Location: |1‘L.irc|n-nas-11media |
f*  Prowy
Clip Mame: ITESH | Clip Type: |\fideoipro}w.mpeg j

—Destination Infa:

I~ | MPEG-1 Iv Story Board
Lpdate Status | Transfer (ko Auto-update) | Transfer (Aith Auto-update) | Stop Transfar |
Taken | Saurce | Destination | Dest Format | State | % |
fO0fc1 2-86... Testl Test1 stilllmagerpra... DOME 100
ShacE813-c.. Test Test1 stilllmagelpro... DOME 100

4. Configure asfollows to check the connection:
¢ Host: localhost
» Port: 9230

5. Click Connect. Verify that the”...Update...” and “... Transfer...” buttons become
enabled, which means the connection is successful.

6. Configure as follows to define the MPEG source on the NAS:
» Source Type: Select Proxy.
» MDI Name: Select the logical name of the Proxy MDI.
» MDI Type: Select device/proxy.
» Location: Select the directory on the NAS that holds the test proxy MPEG.
» Clip Name: Select the test clip.
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» Clip Type: Select video/proxy.mpeg
7. Select the following to transfer/transcode proxy:
» Story Board

8. Click Transfer (With Auto update). Track progressin the State column until it
reports DONE. The proxy files are written to the location configured on the Proxy
Asset configuration page as “Default File System Folder”

9. Using Windows Explorer, verify that the storyboard test files were written to the
proper directory.
Checklist: Advanced encoder stand-alone stage

Use the following check list to verify that the basic configuration and testing of the
stand-al one Advanced encoder is complete.

[J Advanced encoder is connected to NAS
(] Encoder writesto NAS

[ MPEG created

1 MPEG playback with audio

] Storyboard files are created.
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Advanced encoder + Server stage

For this configuration stage you configure the MediaFrame server to work together
with the Advanced encoder and NAS from the Advanced encoder stand-alone stage.
MDI servicesarealso required, asconfigured in the M ediaFrame stage. Configuration
pages and procedures are the same for HD and SD Advanced encoders.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

Aurora Ingest @

Ingest
Media
Server
—_— -~ [[EE====—= 1) Advanced
Encoder
W) ()
(O Production Network )
—— =1 1
MDI Server MediaFrame Server

Refer to “ System diagram - K2 storage” on page 12 for aview of the entire system.
To do the basic configuration and testing of the encoder plus server, do the following:
1. “Configure Media Frame Core ASK: Advanced encoder” on page 77

2. “Configure Rules Automation: Advanced encoder” on page 78

3. “Test: Advanced encoder + Server stage - high-res source” on page 80

Configure Media Frame Core ASK: Advanced encoder

M ake sure the Advanced encoder’ sProxy Transfer serviceisregistered with the ASK
software component with alogical name, as explained in “ Configure Media Frame
ASK: Register components” on page 54.
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Configure Rules Automation: Advanced encoder

http://root-nb-svr:280 —> Media Frame Core —> Rules Automation

Rules Automation Settings

] The following settings define the creation of proxy assets.

Source: | Material ~—— Select Material if thisrule creates proxy from ahigh-res source. Select MPEG-1
if thisrule creates additional proxy from an existing MPEG proxy source. Refer
to “About configuring rules’ on page 79.

MDI bame:  NEWWS1 4 Select the MDI for the machine monitored by the Advanced encoder.
MDI Storage Location: HoldFarReview -+ Enter the location on the machine that the system monitors for new material.
Note: You must use forward slashes for this path.
F Include Subfolders —— Select to also monitor for material in foldersnested in“MDI Storage Location”.
Proxy Types: ¥ MPEG-1 W Storyboard —— Select the proxy typesto be created by thisrule. (MPEG-1 option appears only
if Source = Material above.)
Proxy MDI Name:  PROXY 1 4——Must be PROXY 1. (This option appears only if Source = Material above.)
Proxy Storage Location:  iron-nas-1imedia .F—— Enter the location. Enter * so the system can use any NAS and keep proxy

assets together.2 (This option appears only if Source = Material above.)

Transfar Priority: [Normal ~—— Set all rulesto Normal to ensure all are processed in the order received. Higher
or lower priority settings can cause a delay for the lower priority rules.

Options: ¥ Create whils Recording Select one or both. Refer to “ About configuring rules’ on page 79. (These
I Recreate Proxy if Content is Modified OptiOnS appear Only if Source = Materia abOVe.)

W Expire Assetin 1 Days Expired assets are purged from the system after this many days. L eave blank to
never expire. Refer to “ About expired assets’ on page 80. (This option appears

only if Source = Material above.)

addRule || Update Rule | —— Add Rule adds the above settings as a new Proxy Creation rule.

The Update Rule button only appears if an existing ruleis selected in the
Existing Rules box below, in which case the button putsinto effect any changes
you have made to the existing rule.

Create Proxy Tom materia) MD\ NE —— Displays all currently added rules. When aruleis selected, the options above
y 0 are automatically loaded with the settings for the selected rule. Y ou can then
Creat Frory lom maferil MDY NEWS1 ResioreFomArG modify the rule and update it, or modify the rule and add it as anew rule.

4 |

_ RemoeRue —|— Removesthe currently selected rule

Maxx Mumber Of Retries: 3 —— Specifieshow many timesthe system retries afailed rule. Keep this setting at 3
or below for most rules to prevent degradation of system performance.

Retry Priority: | Increase -——When afailed ruleisretried, itspriority can be changed in relation to other rules
currently being processed. Set to Increase to promote timely processing.
___ Update Retry Policy —|———— Save Retry setting changes

Always click Update... buttons after making changes

Y oumust start or restart the Thomson Rules Wizard service on the MediaFrame
server to put changes into effect, but if you are doing theinitia configuration
of the Advanced encoder + Server stage, don’t start the service until instructed
to do so in the Advanced encoder + Server stage test.

@ When the Rule specifies “*” asthe Proxy Storage L ocation the

78

Default File System Folder is used, as configured in “Configure
Proxy Asset (NAS): Advanced encoder” on page 72

This page defines the rules for an Advanced Encoder creating proxy.

To scavenge newly-edited material in an “ Outbox” folder on aK2 Storage System,
for MDI Name, select the News M DI and location asin “ Configure Advanced
Encoding Control” on page 70.
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The following sections explain rules.

About configuring rules

The Rules Automation Settings page dynamically offers the appropriate options
based on the currently selected source, as follows:

Rules when the source is high-res material

These rules create MPEG and storyboard proxy from high-res material. Thisisalso
known as a “scavenge” operation. Depending on the desired behavior of the system
you may have to create multiple rules for the MPEG creation. There are two types of
rules, asfollows:

 Create while Recording — Thisrule causes MPEG to be created while the system
is still encoding the high-res material.

* Recreate Proxy if Content is Modified — Thisrulewill causethe system to delete the
proxy associated with high-res material if the materia has its content modified. It
will then recreate the MPEG proxy for the material. Thisruleis normally
configured for K2 storage systems.

The following takes place by default with both these types of rules:

» When the Rules Wizard starts up, it traverses a high-res device MDI to seeif there
isany material that does not have MPEG proxy associated with it, according to the
currently configured rules. The Rules Wizard will only check the system once after
startup to see if it needs to create any of this proxy.

» Storyboard e ementsare used for thumbnails, so in effect thumbnail s are generated
by default.

Rules when the source is MPEG proxy

These rules create storyboards from MPEG proxy. Storyboard elements are used for
thumbnails, so in effect thumbnails are generated by default.

Tips for configuring rules

» Configure onerule per folder or “location”. Multiple overlapping rules that access
the same folder can produce looping behaviors and other unexpected results.

 |If using SmartBin Encoders, don’t use Advanced Encoder rules for ingest.
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Configure Asset Manager

o]
o
i:_ 5 http://root-nb-svr:280 —> MediaFrame Core —> Asset Manager
ws 3 -
D38
0w .o =
o a<
v Purge Expired Assets Period: 30 —— Thetime period in minutes Asset Manager service waits before it runs again.
v Asset Policy. 7 Delete asset e When you select this option, if proxy mediais found for which thereis no
L e counterpart high-res material, Asset Manager deletes all associated proxy.
v Update | Sa\égs changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
Restart the Thomson Asset Manager service on the MediaFrame server.

When the Asset Manager servicerunsit looks for expired assets and orphaned assets
that should be purged from the system. It also maintains the assets currently in the
Resolver and if necessary initiates the creation of proxy to keep assetsin synch. This
page configures the frequency and rules by which the Asset Manager carries out its
processes.

About expired assets

When assets are created, they can be assigned a“MetadataExpire” date. Thisisthe
value that you enter on the Rules Automation Setting configuration page or on the
SmartBin Encoder Control configuration page. The “MetadataExpire” dateis set to
the current date plus the number of “Daysto Expire Asset”. If you do not set a“Days
to Expire Asset” value, the asset will never be purged automatically.

The Asset Manager executes a periodic purge task that runs at the frequency (in
minutes) that you configure on the Asset Manager Settings configuration page,
starting from the last time the Asset Manager serviceis started. This task takes the
current time of day date/time stamp and compares it to the “MetadataExpire” date,
and if the date portion of the current timestamp is <= the “MetadataExpire” date, the
Asset Manager will attempt to deletethe asset. Thus, the actual purge period can occur
up to aday earlier than expected.

Recommendation:

Set the “Daysto Expire Asset” to one more than required to ensure that assets are not
deleted sooner than required.

For example, if you want assetsto reside in the system approximately (but not less
than) one day, the “ Daysto Expire Asset” value should be set to 2. Thiswill result in
actual asset lifetimes between 24 and 72 hours in the system. If you require the
maximum period to be closer to 48 hours than 72, decreasing the Purge Period from
1440 (24 hours) to asmaller value should be effective.

Test: Advanced encoder + Server stage - high-res source

The following test exercises system functionality exclusive to the rules for creating
MPEG proxy and storyboard proxy from high-res material. A successful test verifies
that the basic configurations for the rules are correct.

Test description: Trigger rules by creating/modifying ahigh-resclip onthe K2 storage
while the Rules Wizard service is off, then on.
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Run the test as follows:
1. Make sure that the system isnot in use.
2. Make sure the Thomson Rules Wizard serviceis off on the MediaFrame server.

3. Start the Thomson Resolver service and the Thomson M etadata service on the
MediaFrame server.

4. Click start | Programs | Thomson | Event Viewer t0o open Event Viewer.
5. On aK2 system, copy aclip into a bin monitored by the Advanced encoder.

6. Onthe MediaFrame server, start the Thomson Rules Wizard. Watch Event Viewer
and verify that the MPEG and storyboard proxy are created for the clip.

7. On the K2 system, copy another clip into the bin. Watch Event Viewer and verify
that the MPEG and storyboard proxy are created for the clip.

8. Inyou havea“...if content is modified” rule configured for high-res clips, on the
K2 system, modify aclip (rename) in the bin. Watch Event Viewer and verify that
the MPEG and storyboard proxy are created for the modified clip.

9. If you havea*“ Createwhilerecording” rule configured for high-resclips, onthe K2
system, record aclip into abin monitored by the Advanced Encoder. Watch Event
Viewer and verify that the MPEG and storyboard proxy are created (in rea-time)
asthe clip is recorded.

Checklist: Advanced encoder + Server stage

Use the following check list to verify that the basic configuration and testing of the
single-channel encoder plus MediaFrame server is complete.

[J When the Rules Wizard starts up, rules work as configured for the creation of
MPEG and storyboard proxy.

LI When aclip isingested, rules work as configured for the creation of MPEG and
storyboard proxy.

L1 When ahigh-res clip is copied into a monitored bin, rules work as configured for
creation of MPEG and storyboard proxy.

1 When ahigh-res clip is modified, rules work as configured for creation of MPEG
and storyboard proxy.
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EDL Export, Save, Conform stage

For this configuration stage you configure the settings for the following Edit Decision
List (EDL) features. These features are available in the Aurora Browse application
when EDLs are created:

Export — Exports an EDL to a pre-defined location.
Save — Saves the EDL as an asset for future use.

Conform — Creates a high-res asset that matches the EDL on aK2 system. This
functionality is available for M-SeriesiVDRs and Profile XP systems as well.

Conform to Air — Creates a high-res asset that matches the EDL on one K2
system, then transfers the asset to another K2 system. This functionality is
available for M-SeriesiVDRs and Profile XP systems as well.

Conform server requirements are as follows:

V:\ should be mapped to the sharel on the high-res storage system.

Host table should have an entry for the K2 system connection, asin the following
example:

192.168.18.8 iron-k2-1iron-k2-1 he0

If conforming to a M-Series the host table should have an entry for the M-Series
High Speed Ethernet connection, asin the following example:

192.168.20.8 iron-ivdr-1 iron-ivdr-1_he0

If conforming to a Profile the host table should have an entry to the High Speed
Ethernet connection on the UIM, as in the following example:

192.168.18.61  iron-xp-uim-1iron-xp-1-uim_he0

To do the basic configuration and testing of the EDL stage, do the following:

N o o B~ WN P

. “Configure Profile MDI: Conform to air settings’” on page 83
. “Configure NTFSMDI” on page 84

. “Configure Media Frame Core ASK: NTFS’ on page 84

. “Configure Conform Services’ on page 85

. “Configure Export Services’ on page 86

. “Configure Save EDL settings’ on page 87

. “Test: EDL stage” on page 88
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Configure Profile MDI: Conform to air settings

o
o

§ 3 hitp:/localhost:280 => Profile MDI Access this page locally on the MDI server.

23

g%

\4 Port: 9130 —— Port 9100 is required. See “Ports and services mapping” on page 36.
v Domain: DEFAULTDOMAIN —— All Domain names in the MediaFrame system must be identical.
v Update | Saves changes. Changes are lost if you |eave the configuration page without
updating.
Add Profile MDI
MDI Name: FPROFILEZ |.|— Select a Profile MDI.
Profile Host Name ar [P PYE—2 —— Enter the hostname of the Profile for the MDI selected above.?

v Secondary Profile Host Name/|P(s) —— Enter the hostname of the baCkUp Profi |e.b

v Asset Systerm Dwell Time (mins). 2 —— Thetime that the Profile MDI waits before it informs the M ediaFrame system
that a clip has finished recording. Leave at 2.

Port: 9132 —— Automatically increments so each Profile MDI has a unique process port.

v Add Profils Managed Device  +—————— Click to add as an existing managed device. For stand-alone Profile Media
Servers, add aMDI for each one. For Open SAN Profile Media Servers, add
only one MDI per Open SAN.

0- SANT mpve—1 2 9130 — Verify the MDIs currently on-line. A listing for asingle Profile MDI includes
1- PROFILE1 pvs—12 9131 the values from all four “Add Profile MDI” fields above.

v Remave Profile Managed Device "— Click to remove the selected managed device.

Thefollowing settings specify Profilesto which material can betransferred via
Fibre Channel from other Profiles. Thisis used by Conform-To-Air EDL and
other Fibre Channel transfers.
The transfer operation requires the fibre channel .
Profile MDI Name: PROFILE2 _.|—Sdect the MDI for a Profile to which material can be transferred.
Profile Host hams: [pv5—2 —— Hostname of the Profile specified above.
L B — Click to add as a transfer target. This makes the Profile available for selection
from the Aurora Browse application as a transfer destination.
PROFILET pvs—1 —— Profiles capable of receiving a Fibre Channel transfer.
v Rernave Transfer Targst_ +—————————— Click to remove the selected transfer target.

Always click Update... buttons after making changes

To put changesinto effect, start or restart Profile MDI Service on the MDI
server.

aMake sure the Profile name is entered just asit isin the host table.
b-Make sure the Profile name is entered just asitisin the host table.

This page configures the Managed Device Interface (MDI) for the Profile Media
Serversthat record and store the high-resmedia. The MediaFrame system depends on
the Profile MDI to make high-res media assets visible across the system.

For the EDL stage, configure the settings related to the EDL Conform to air feature.
Specify one of more on-air Profiles as the targets to which conformed high-res clips
can be transferred for playout.

For other settings, refer to “ Configure Profile MDIS” on page 60.
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Configure NTFS MDI

http://root-nb-svr:280 —> Managed Devices —=> NTFS MDI

NTFS MDI Product Configuration Settings

MDI Name:  NTFS1 —— Name of NTFS MDI, asregistered with ASK. Refer to “Configure Media
Frame ASK: Register components’ on page 54.

Pot: 9115 —— Port 9115 required. See “Ports and services mapping” on page 36.
Update 4 Saves changes. Changes are lost if you |eave the configuration page without
updating.
File System Folder Location:  Wron-nb—aviTempEDL ——Machine (and folder) managed by the NTFSMDI. Thismust beaUNC path
ExampleLiliHosthlame The machinemust have NTFS storage. Y ou can optionally specify thefolder.

Example2:||HostMame!Folder

Add Location — Adds the machine/folder as managed by the NTFS MDI.

Wiron-nb-nas \EDLS —— Lists currently added machines/folders accessible by the NTFS MDI.
Wron-nb-nas hAudio
Wron—-nb-nas—2\Audio

Existing File System Folder Locations:

_ Remore Location 4———————————— Removes the currently selected machine/folder from the list.
RegisteredType Mappings:  xmil-ecliml —— Defines the types of files accessible by the NTFS MDI. Follow the example
Examplel:txt-textifie wntax.
Example2:way-audiofway
__ AddRegisteredType —|———————— Adds the file-type as accessible the NTFS MDI.
bet-tendfile ——Lists currently added file-types accessible by the NTFS MDI.

Existing RegisteredTypes: wav-audiofvay

__Remave RegisteredType  |———————— Removes the currently selected file-type from the list.

Always click Update... buttons after making changes
Restart the Thomson NTFS M DI Service on the MediaFrame server.

This page specifies the machines, directories, and file types that the NTFS MDI can
access. The Aurora Browse application makes these availabl e as sel ections for saving
and managing assets, including EDLSs.

» Enter alocation for saving EDLs. Typically thiswould be onaNAS machine, such
as\\root-nas-n\EDLSs.

» Enter alocation for temporarily saving EDLSs as they are being conformed.
Typically thiswould be on the MediaFrame server, such as
\\root-nb-svr\TempEDL.

NOTE: Configure different locations for EDL operations. Do not use the same
locations for saving, temporary saving, conforming, and exporting EDLSs.

» Enter alocation for saving audio files. Typically thiswould be on aNAS machine,
such as \\root-nas-n\Audio.

» Enter xml-edl/xml and wav-audio/wav as afile-types.

Configure Media Frame Core ASK: NTFS

Make sure the NTFS MDI isregistered with the ASK software component with a
logical name, as explained in “ Configure Media Frame ASK: Register components”
on page 54.
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EDL Export, Save, Conform stage

Configure Conform Services

http://root-nb-svr:280 —> Aurora Browse Application => Conform Services

When an EDL is conformed it istemporarily stored in the location specified

i by the following settings.
WIDI Name: NTFS 1 _+— Select the name for the NTFSMDI (NTFSL).

Enter a full UNC path to the directory (on a machine with NTFS storage) in
which the EDLs are temporarily stored.?

Update Saves changes. Changes are lost if you leave the configuration page without
updating.

DI Storage Location: Wron-nb-nas-1\TempEDL

The following settings specify a media server used to conform an EDL.
Display Name: Conform Ta K2 —Enter thelabel for display inthe AuroraBrowse application that identifiesthe
location to which the mediais conformed.

Source MDI Name: NEVYS 1 -4+—Select the MDI for the machine that stores the hi-res material.
Target MDI Name: K2-5 _—— The machine managed by this MDI istypically aplay-to-air mediaserver to
which Conform-to-Air high-res assets are transferred.
Target MDI Storage Location: V:Canformed _+— Location (bin) on the play-to-air machine wherethe Conform-to-Air high-res
asset is stored.
NewsOPro Serice: I Enable Select to make the EDL available to NewsQPro.
___ Add Canforn Senice. ———————— Add the service to conform EDLSs.
Conform Ta K2, sve NEWS tgt K2-5 V- Conform —— Currently added services available to conform EDLSs. Y ou can add services

using severa machines, so that they can be selected in the Aurora Browse
application when conforming an EDL.

__Remave Conform Senice ———————— Removes the currently selected EDL service.

Always click Update... buttons after making changes
Restart the Aurora Browse application to put changesinto effect.

@ This directory must be shared so it can be accessed by the

MediaFrame server.

b Thislistis automatically populated by reading the volume and

bin names from the media servers indicated by “Target MDI
Name” above.

This page tells the Aurora Browse application where to store EDL s that are to be
conformed and specifies location to which EDLs are conformed. Y ou can add
multiple machines, each of which is then available for selection from the Aurora
Browse application.

NOTE: Configure different locationsfor EDL operations. Do not use the same
locations for saving, temporary saving, conforming, and exporting EDLSs.

For aConform-To-Air service, theresultant high-res asset istransferred to an On-Air
media server (usually a stand-alone system) for playout. Y ou must define the Aurora
Browse application display name, the media servers, and the locations to make this
type of Conform-to-Air service available in the Aurora Browse application.
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Configure Export Services

http://root-nb-svr:280 —> Aurora Browse Application —> Export Services
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v Display Name: Export to Sports Enter thelabel for display inthe AuroraBrowse application that identifiesthe
location to which EDL s can be exported.
DSM basad: [ —— Select if EDLs are to be accessed by Aurora Edit.
v MDI Name: NEVWS1 _+——Sdect the News MDI.
v Export Location: Yiron—nb-nas-11Sports - Sdlect?®the directory to which the EDLs are exported.? This should be a

working folder, not an “Inbox” or “Outbox” folder. Refer to “Design
considerations - Aurora Browse with Aurora Edit” on page 12.

v _ addExpotlocaton  ———————— Addsthe location as an export location.

Currently added location available for exporting EDLs. Y ou can add several
Expart to News Yiron-nb-nas—1iNews locations, so that they can be selected inthe Aurora Browse application when
exporting an EDL.

v __ Remove Expert Location {————————— Removes the currently selected location.

Always click Update... buttons after making changes
Restart the Aurora Browse application to put changesinto effect.

2 |f the Export L ocation button does not open aBrowse dialog box,
enable the Internet Explorer setting “Initialize and Script
ActiveX Controls...”. Refer to “ Accessing system configuration
pages’ on page 50 for procedures.

b This di rectory must be shared so it can be accessed by the
MediaFrame server.

This page tells the Aurora Browse application the locations available for exporting
EDLs. You can add multiple locations, each of which is then available for selection
from the Aurora Browse application. Name locations and add them according to

workflow needs.

NOTE: Configure different locationsfor EDL operations. Do not use the same
locations for saving, temporary saving, conforming, and exporting EDLSs.
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EDL Export, Save, Conform stage

Configure Save EDL settings

o]
o
§ http://root-nb-svr:280 —> Aurora Browse Application => Save EDL
2
3
EDL Storage Location: Wiror—nb-nas—1\ECLs —— EDLs are saved to this location, usually aNAS machine.
izl Dk o (Expaia A [l —— After thismany days, asaved EDL is deleted. Enter O to never delete.
Updats-] Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
Restart the Aurora Browse application to put changesinto effect.

This page tells the Aurora Browse application where to save EDLs and how long to
keep them in the system.

NOTE: Configure different locationsfor EDL operations. Do not use the same
locations for saving, temporary saving, conforming, and exporting EDLS.

September 22, 2006 Aurora Browse Installation and Configuration Guide

87



Chapter 3 Configuring the system

Test: EDL stage

Thefollowing test exercises system functionality exclusive to the EDL
configurations. A successful test verifies that the basic configurations are correct.

Test description: Using the Aurora Browse application, create an EDL, then export,
save, and conform it.

Run the test as follows:

1
2.
3.

Make sure that the system isnot in use.
Load aclip in the Aurora Browse application.

Mark in/out region of the clip and press the Insert to Timeline button to add to the
timeline. Do this a couple of times with this and other assets.

. Select Save from the timeline control. Enter and take note of the name used for

saving. The save should be successful.

. Refreshtheresultslist by clicking the Go button with no criteriaselected. The EDL

asset name should appear in the results list.

. Select the Export button from the timeline control. Select a destination and choose

export.

. Salect Conform from thetimeline control. Enter and take note of the name used for

conforming. Select atarget (not a Conform to Air target) and choose Conform.

. Select Conform again from the timeline control. Enter and take note of the name

used for conforming. Select a Conform to Air target and choose Conform.

. Toverify export, go to the Aurora Edit system and check for the exported sequence

in the expected location.

Checklist: EDL stage

Use the following check list to verify that the basic configuration and testing of the
EDL functionality is complete.

[J EDL iscreated and saved.
[ Saved EDL available as asset from Aurora Browse application

1 EDL exportsto specified location

88 Aurora Browse Ingtallation and Configuration Guide

September 22, 2006



Archive stage

Archive stage

For this configuration stage you configure your archive MDI, high-res storage, and
the MediaFrame server to work together. This assumes that the archive devices are
aready installed and connected.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

| Media Archive
=& " | Storage

‘ (K2)

(O ( Production Network (Gb) )

— =1

Aurora FTP Server MDI Server MediaFrame Server

To support archive functionality on the News/K2 system, you must install a unique
Aurora FTP on aplatform somewhere in the system.

To configure and test the Archive stage, do the following:

. “Add archive MDI” on page 90

. “Verify archive preparations’ on page 91

. “Configure ASK Location: Archive MDI host” on page 95
. “Configure Media Frame Core ASK: Archive’ on page 95
. “Configure Avalon Archive MDI” on page 96

. “Configure FlashNet MDI” on page 97

. “Configure DIVA MDI” on page 98

. “Configure Archive Services.” on page 99

© 00 N OO O b~ W DN P

. “Test: Archive stage”’ on page 99
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Add archive MDI

The archive MDI software component runs as a service. The archive MDIs that are
available for the different types of archive devices are as follows:

e Avaon Archive MDI — runs as the Thomson Avaon Archive MDI service
¢ FlashNet MDI — runs as the Thomson FlashNet MDI service
* DIVA MDI — runs as the Thomson DIVA MDI service

The archive MDI software component must be installed on a network connected
computer. Similar to the other MDlsin the MediaFrame system, the archive M DI can
beinstalled on aMDI server or on the MediaFrame server, depending on the size and
design of your system.

Y ou can install the archive MDI software component from the MediaFrame server
installation program. Select the component for your archive from the Custom setup

page.
i MediaFrame Server - InstallShield Wizard x|
Custom Setup w
Select the program features you wank installed. o
prog H I““*h

Click on an icon in the list below ko change how a Feature is installed,

Bl Q'I MediaFrarme Solution - Feature Description

=1 - | Core Services
[ = = | Managed Devices

FlashMET Archive

"""" = This feature will be installed on local hard drive,

=I8 This Feature, and all subfeatures, will be installed on local hard drive,

=0 This Feature will be installed when required.

------- ¥ This Feature will not be available,
........ M T DT e — L :

Irisbal 5hield

Help Space « Back I ek = I Cancel
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Verify archive preparations
Be aware of the following when setting up for integration with an archive system:
» Devices support alimited number of concurrent transfers, as follows:

» A single Profile XP (either stand-alone or on a Open SAN system), provides a
maximum of four streams for concurrent transfers (via Fibre Channel).

* Aninternal storage (stand-alone) K2 Media Client provides amaximum of four
streams for concurrent transfers.

» A K2 Media Server provides a maximum of eight streams for concurrent
transfers.

Keep this limit in mind when configuring the archive device for concurrent
transfers. If thearchiveis configured such that it can request more than the number
of supported streams simultaneously from any single system, the additional
transfers will error out.

For thetype of archive device you use, check the following to verify proper operation
with the system.

Avalon archive preparations
Check the following on the machine which runs Avalon IDM Software (Archive):
1. Loginto the machine and go to /avalon/aam/utils
2. Run stataam and verify all services running properly.

3. Makesure host tables are set correctly. Verify for the machine name/IPwhich IDM
will talk to.

4. If archiving from a Profile XP or Open SAN system, make sure the Fiber channel
interfaces are configured so that Avalon IDM can talk to the Profiles.

Consider the following when preparing to integrate Avalon archive with Aurora
Browse:

* Avaon archive has no fixed limit for concurrent transfers.

FlashNet preparations
Check the following on the machine which runs the FlashNet software:
1. Loginto the machine.

2. If archiving from a Profile XP or Open SAN system, verify that you can telnet to
the Profile XP Ethernet IP address on port 8192 (telnet keystone2 1le0
8192).

3. Verify that you can FTP from the FlashNet server to the high-res storage machine:

* If archiving from a Profile XP or Open SAN, verify that you can FTP from the
FlashNet server to the Profile on the Fibre Channel address and login as user
movie.

* If archiving from K2 storage or AuroraShare NAS, verify that you can FTPfrom
the FlashNet server to the K2 storage or AuroraShare NAS on Gigabit Ethernet
and login as user vmfmovie.
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4, Makesurethe“ FlashNet Socket Listener” and “ FlashNet Automation” servicesare
up and running.

5. Use the FlashNet “ Jukebox” application to test that a drive can be successfully
accessed from FlashNet. Refer to “ User Guide for FlashNet running on Windows
NT and Windows 2000 platforms” .

Consider the following when preparing to integrate FlashNet with Aurora Browse:

» The FlashNet MDI does not take any user specified name for afull restore. The
clips arerestored using the original clip name (from archive). The FlashNet MDI
does, however, allow a user specified name for a partial restore.

« |If archiving from a Profile XP or Open SAN system, take the concurrent transfer
limit into consideration. FlashNet’s setting for concurrent transfers applies
globally to all source/destination pairs. There is no setting on a server-by-server
basis. To make the setting for “ maximum number of concurrent transfers’, you use
afile named C:\.dtool _env where you can specify “API_MAX_BACKUPS’ and
“API_MAX_RESTORES’. Thefollowing isan examplefor an eight drive system:

API_MAX_ BACKUPS 2

API_MAX_ RESTORES 4
This example specifies that two concurrent jobs could be used for automation
ingest into the archive, four concurrent jobs could be allowed for automation
restore of archives, leaving two drives spare for emergency use or another function.

» TheFlashNet MDI usesafile cacheto support asset functionality. Asthe FlashNet
device does not have any support for file system updates, the FlashNet M DI
assumes that the MDI isthe only gateway to the entire FlashNet file system. Any
changes made outside the scope of the MDI will not be reflected in MDI
immediately.

* Renaming of an asset is not supported in FlashNet.

» The FlashNet server installation must have the GENERATE UNIQUE NAME
entry set to FALSE. Use Configurator.exe for FlashNet server configuration.

» A restore operation always defaultsto highest “Time Critical” priority and archive
operation defaultsto “normal” priority.

DIVA preparations
Check the following on the machine which runs DIV A software:
1. Loginto the machine.

2. Verify that you can FTP from the DIV A server to the machine with the high-res
online material:

« If archiving from a Profile XP or Open SAN, verify that you can FTP from the
DIV A server to the Profile on the Ethernet | P address and login as user movie.

« If archiving from K2 storage or AuroraShare NAS, verify that you can FTPfrom
the DIV A server to the K2 storage or AuroraShare NA S on Gigabit Ethernet and
login as user vmfmovie.

Consider the following when preparing to integrate DIV A with Aurora Browse:

» TheDIVA MDI does not take any user specified name for afull restore. The clips
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arerestored using the original name (from archive). The DIVA MDI does,
however, alow a user specified name for a partial restore.

* DIVA hasno fixed limit for concurrent transfers.

« |If archiving from a Profile XP or Open SAN system, take the concurrent transfer
limit into consideration. DIV A’ s setting for concurrent transfers appliesto specific
source/destination pairs. With the configuration utility/tool you can specify the
concurrency limit on a server-by-server basis.

» The DIVA MDI makes an the assumption that the MDI is the only gateway to the
entire DIV A file system. Any changes made outside the scope of the MDI will not
be reflected in MDI immediately.

» Renaming of an asset is not supported in DIVA.

» A restore operation aways defaults to highest “Time Critical” priority and an
archive operation defaults to “normal” priority.

» The source name specified in the DIVA configuration utility must be the same as
the host table name of the machine with high-res online material.

» IftheDIVA serverisrebooted, the Thomson DIVA MDI service must be restarted.
Refer to “ Accessing services’ on page 50.

Network connectivity - all archive types
To test network connectivity, ping all machines from all machines.

If archiving to/from K2 Storage or AuroraShare NAS, ping these machines on the
GigaBit network:

* MediaFrame server

» Archive MDI host

* NewsMDI host

» The machine hosting the Aurora FTP service
 Archive machine

» TheK2 storage or AuroraShare NAS system

If archiving to/from Profile XP/Open SAN systems, ping these machines on the
GigaBit network:

* MediaFrame server

e Archive MDI host

* Profile MDI host (MDI server)

* Archive machine

» All Profile XP or Open SAN systems from/to which mediais archived/restored

If archiving to/from Profile XP/Open SAN systems, also use Fibre Channel IP
addresses and ping these machines:

e Archive server
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» All Profile systems from/to which mediais archived/restored
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Configure ASK Location: Archive MDI host

http://localhost:280 —> ASK Location Open this page locally on the machine that hosts the Archive MDI.

ASK Location
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ASK

Host  iron—nb—svr —— Enter the name of the MediaFrame server
Port: 9010 —— Port 9010 isrequired. See “Ports and services mapping” on page 36.
Updats } Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
It isnot necessary to restart a service to put these settings into effect.

This page tells the Archive MDI host where to look for the ASK service, which runs
on the MediaFrame server. If the Archive MDI host isaMDI server or other Aurora
Browse machine this configuration has likely already been done.

Configure Media Frame Core ASK: Archive

Make sure the Archive MDI is registered with the ASK software component, as
explained in “ Configure Media Frame ASK: Register components’ on page 54.
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Configure Avalon Archive MDI

http://localhost:280 —> Managed Devices —> Avalon MDI  Open this page locally from the Avalon Archive MDI host.

Avalon Archive MDI Configuration

MDI Configuration

Host Name: muskrat-idm

[Host name must have -idm appended to it
(eg. ‘archive-idm’, where 'archive' iz the name
of the Server). Note: this must be a Host
and not an [P Address |

—— Name of the Avalon Archive machine. Append -idmto the end of the name.
This name (with -idm appended) must also bein the host table.

Port: 9120 —— Enter 9120. See “Ports and services mapping” on page 36.
Padding (in Seconds). 2 —— Adds mediato the clip to ensure correct long GOP structure. Leave at 2.
Mumber of Instances: 1 —— The number of archive devices controlled by the MDI.
Partial Restare: [~ Select if using partial restore feature.
Update} Saves changes. Changes are lost if you leave the configuration page without
updating.
LR The following settings define FTP for archive sources/destinations.

Select Provided by Managed Device. Requires netsem configuration on

 Provided by Managed Device Avalon. The remainder of this page is disabled.?

Load Balancing: & ; _—
% Round-robin -OR-
Select Round-robin. Requires configuration in the following fields®
MDI Marme: NEVWS1 _+— Select the News MDI name.
(PP (Samue et TRl —— Enter the hostname of the machine hosting the Aurora FTP service. If multiple

1P Add news-ftp 1, news-fip-2, news-ftp-3 _ [
e hostnames, enter with commas separating.®
[if more than one FTP Server, enter Host Names separated by commas

(eg., FTPServer!, FTPServer2, FTPServerd, .).]

Add 4 Adds aFTP server as a source/destination for archive operations.

NEWS1 (news-fip1, news-fip-2, news-fim—— Currently added FTP servers.

Configured FTP
Semvers:

Remove | Deletes the currently selected device.

Always click Update... buttons after making changes

To put changes into effect, start or restart the Thomson Avalon Managed
Device service.

@ With Avalon configuration, you define FTP Servers and load

balance when you configure netsem, so it is not necessary to enter
any information on this page.

b. i you do not use Avalon configuration, you must define FTP

servers and load balance on this page.

C This defines the load balancing. The order of servers entered here

isthe order inwhich the MDI seeks an open channel for an archive

Open this page locally on the machine that hosts the Avalon Archive MDI software
component. In this example settings are shown for archiving to/from a AuroraShare
NAS. This page tells the Avalon Archive MDI whereto look for FTP transfer of
high-res material.

Typically load balancing is configured using Round Robin on this page. If load

balancing is provided by the managed device, when configuring netsem, make sure
the netsem FTP server logical name matches the same FTP server MDI name.
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Configure FlashNet MDI

http://localhost:280 —> Managed Devices —> FlashNet MDI  Open this page locally from the FlashNet MDI host.

Flashnet MDI Settings
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MDI Configuration

MDI Name: Archive

Part: 9124

MDI Settings

Flashnet Server Host Name”gr nb-flashnet-1

- The name of the FlashNet MDI.

—— Enter 9124. See “Ports and services mapping” on page 36.
—— Name or |P address of the FlashNet machine.

Saves changes. Changes are lost if you leave the configuration page without

Update 4

FTP Server Settings

Load Balancing: © Provided by Managed Device

@ Round-robin

MDI Name: NEWYS1

FTP Server Host Name(s)f fto-1
IP Address(es): NEWS-TP-

[if more than one FTP Server, enter Host Names separated by commas
(eg., FTPServer!, FTPServer2, FTPServerd,

updating.
The following settings define FTP for archive sources/destinations.

Load ba ancing settings are disabled as only Round Robin is supported.

_F—Select the MDI name for the News MDI.
— Enter the hostname of the machine hosting the Aurora FTP service.

)]
Adds a FTP server as a source/destination for archive operations.

|
Add

Remove FTP Server Settings

NEWST (newis-ftp-1)

Configured FTP
Servers:

—— Currently added FTP servers.

Deletes the currently selected device.

Rem

Always click Update... buttons after making changes

Open this page locally on the machine that hosts the FlashNet MDI software
component.

Thispagetellsthe FlashNet MDI whereto ook for FTP transfer of high-res material.
In this exampl e settings are shown for archiving to/from a AuroraShare NAS. For K2
storage or AuroraShare NAS systems, archive transfers are handled by asingle FTP

server.
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Configure DIVA MDI

o)
o
2 3 http:/llocalhost:280 —> Managed Devices —> DIVA MDI Open this page locally from the DIVA MDI host.
28
w8 3
83
5ol
v MDI Name: Archive 1 =+— Name of the DIVA MDI.
v Port: 9122 — Enter 9122. See “Ports and services mapping” on page 36.
v DIVA Host Name or IP: nb-diva-1 —— Name of |P address of the DIV Archive machine.
v DIvA Manager Port: 9000 —— Theport at which DIVA Manager listensfor any active connection. By default
this port is set to 9000.
v Disk Aray Names: Online-storage —— Specify the name of the disk arrays that are currently configured with the
[Enter comma separated disk array names DIVA system.a
that is configured with DIVA e.g., Array1 Array2]
v Timeout: 180 —— Thetimeout value that controls any communication with the DIVA manager.
(Mumber of seconds the MDI will try to connect Default valueis set to 180 seconds.
befare timing out)
v v Update] Saves changes. Changes are lost if you leave the configuration page without
updating.
: The following settings define FTP for archive sources/destinations.
Load Balancing: . rovided by Managed Device Load balancing settings are disabled as only Round Robin is supported.
& Round-rabin
v MDI Name: NEVYS 1 _4— Select the News MDI name.
[Fu= SEWEVIPHE dﬁ;ﬁ”;(eég_’ news-fp-1 ——Enter the hostname of the machine hosting the Aurora FTP service.
[If rnore than one FTP Server, enter Host Names separated by commas
(ey., FTPServer!, FTPSerer2, FTPSeverd, ...).]
v Add 4 Adds aFTP server as a source/destination for archive operations.
MEWS1 (news-ftp-1) —— Currently added FTP servers.
Configured FTP
Servers:
v Remave | Deletes the currently selected device.

Always click Update... buttons after making changes
@ Anarray designatesacollection of disks designated by their name
asthey are declared in the DIV Archive configuration.

Open this page locally on the machine that hosts the DIVA MDI software component.

This page tells the DIVA MDI where to look for FTP transfer of high-res media
assets. In this exampl e settings are shown for archiving to/from a AuroraShare NAS.
For K2 storage or AuroraShare NAS systems, archive transfers are handled by a
single FTP server.
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Configure Archive Services.

o]
o
Zg_ 3 http://root-nb-svr-n:280 —> Aurora Browse Application => Archive Services
<
23
22
R
Display Mame:  Madia NAS —— Enter name for restore location, for display in the Aurora Browse application.
MDI Mame:  MEWYS1 __—— Select the MDI for the high-res system that gets the restored clips.
Storage Location:  V/ /Restore _.}—— Sdlect alocation on the high-res system that gets the restored clips.2
v I¥ Enabile Mirared Destination for ths————— Select if restoring to mirrored high-res systems. Thisopensthefollowing fields
Restore Location for mirrored restore operations.
v Mirored MDI Name:  NEWS2 .}—— Select the MDI for the mirrored system that gets the restored clips.
v Mirrorad Storags Location  V:/Restore .| Select alocation on the mirrored system that gets the restored clips.
__ AddRestors Losation +————— Cllick to add as arestore location.
Media NAS, NEWS1, V./Restore Lists currently added restore locations.
v

_ Remane Restore Location Click to remove the currently selected restore location.

Restart the Aurora Browse application to put changesinto effect.

@ Profile location lists are automatically populated by reading bins
and volumes, asin Media Manager, from the Profile whose MDI
is selected from the field above.

This page tells the Archive MDI where to place high-res assets as they are restored
from the archive device.

When you select “Enable Mirrored Destination...”, you can then enter the MDI and
location for the mirrored high-res system. This allows you to define the pair of
mirrored systems as a single restore location. When thissingle location is selected in
the Aurora Browse application, clips are restored or deleted on both high-res systems
simultaneously.

Test: Archive stage

Thefollowing test exercises archive functionality. A successful test verifiesthat the
archive configurations are correct.

Test description: Using the Aurora Browse application, archive and restore high-res

media.

Run the test as follows:

1. Make sure that the system isnot in use.

2. From the MediaFrame server, open the Aurora Browse application.

3. From the Find tab, load an asset. After a short pause, the asset appearsin the
application interface.

4. Ontherelated tab, verify that online media islisted as a Related Asset Component.

5. On the mgmt tab, verify the presence of the following links:

» Modify Group Membership
» Archive Selected Asset
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The following links might also be present if the asset has already been archived:
* Restore Selected Asset

* Delete from Archive

Archive and Restore links are not present if the user currently logged on is not
assigned Archive and Restore roles. See “ Configure Aurora Browse Users’ on
page 106.

6. Onthemgmt tab, click Archive Selected Asset. The Archive Selected Asset settings
are displayed on the tab.

7. Select an Archive Group. Thislist comes from the archive device. Thisisthe
location to which the high-res clip isarchived.

8. Select delete online media following archive.
9. Click submit, then Yes to confirm and Close.

10.0n the Aurora Browse launch page, click Archive Status to track the progress of
the transfer. Once the transfer is complete the status reports as DONE and 100%.

11.0Onthe Aurora Browse application Find tab, click Go. The asset list reloads. Verify
that an amber dot islisted with the asset. Select the asset to reload it, then click the
related tab and verify that offline media is now listed.

12.0nthemgmt tab, click Restore Selected Asset. The Restore Selected Asset settings
are displayed on the tab.

13.Select from the Restore to Location list. Thisisthe location to which the archived
clip istransferred.

14.Click Submit, then Yes to confirm and Close.

15.0n the Aurora Browse launch page, click Archive Status to track the progress of
the transfer. Once the transfer is complete the status reports as DONE and 100%.

16.0n the Aurora Browse application Find tab, click Go. The asset list reloads. Verify
that theamber dot isnolonger listed with the asset. Select theasset to reload it, then
click the related tab and verify that both online media and offline media are now
listed.
Checklist: Archive stage

Usethefollowing check list to verify that the configuration and testing of the archive
stage is compl ete.

1 High-res material transfers (archives) to archive device.

I High-res material transfers (restores) from archive device to restore location.
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Deploy remaining machines for full system

For the basic configuration path, after you have worked through all the configuration
stages and verified functionality at each stage, you deploy your remaining Aurora
Browse machines.

Do the following tasks to deploy your remaining Aurora Browse machines, as
appropriate for the machines included in your particular system. For instructions,
refer to the applicable configuration stages early in this chapter.

» Deploy remaining Advanced encoders. Refer to “ Advanced encoder stand-alone
stage” on page 68 and “ Advanced encoder + Server stage” on page 77.

» Deploy remaining SmartBin encoders. Refer to “ SmartBin encoder stage” on
page 64.

Test system level interactions

Run the following tests to verify that all machines are available and will function
correctly, especialy during times of heavy system activity.

Multiple scavenge test

Thistest verifiesthat scavenge operations can simultaneously control all Advanced
encoders to optimize performance during times of heavy proxy asset creation.

To test multiple scavenge operations, do the following:

1. Onthe machine from which high-resmediais scavenged, prepare aquantity of test
clips, such that you have one moretest clip than the number of Advanced encoders
inyour system. For example, if you havefour Advanced encoders, preparefivetest
clips. You must prepare the test clips without triggering the system to create any
proxy assets. Y ou can do this by recording media with a channel that is not
associated with the system for ingest, or by copying existing clipsto adifferent bin
or folder. In any case, the bin or folder in which these test clipsare initially placed
must not be abin that is currently monitored by the system for scavenge operations.
Make the test clips at least aminute long.

2. On the MediaFrame server, open Thomson Event Viewer.

3. Prepare abin or folder (preferably one that is currently empty) for monitoring by
the system for scavenge operations. On the Advanced encoders, define rulesto
create MPEG proxy for high-res material that appears in the scavenge folder.

4. On the machine from which high-res mediais scavenged, simultaneously copy all
the test clips into the prepared bin.

5. InEvent Viewer, verify that scavenge activities occur for each channel, and that all
advanced encoders are encoding MPEG simultaneously.

6. With Advanced Edit or the Aurora Browse application, validate MPEG assets.

Purge test

1. Select an asset from the results list to load details. Take note of the components
associated with this asset. This can be done by looking at the Related tab in the
detail s page. By using the mouseto hover over the entriesin therelated tab you can
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derive where the asset components exist in the system.

2. From the general tab on the details page edit the expiration date and select a date
in the past.

3. The purge process polls at configured intervals. To expedite testing go to the
Windows services panel and restart the Asset Manager process. Thiswill causethe
cycle to be reset and assets meeting expiration criteriawill be processed
immediately.

4. Refresh the search results list by pressing the go button with no criteria specified.

5. Verify that asset components noted earlier no longer exist in the system. Y ou will
haveto look at the NASfor the specific paths to proxy asset components. The asset
on the high-res storage should also be removed.

Add Aurora Browse Clients

The sections in the remainder of this chapter apply to the use of the web-based
SD-only Aurora Browse application. If you are using the SD/HD Advanced Edit
application, also refer to the Advanced Edit Readme file, which you can find on the
Advanced Edit Installation CD.

Do the following tasks to enable PCs to act as a Aurora Browse clients and run the
Aurora Browse application.

» “Connect server and NAS to customer LAN” on page 102
» “Set up client PCS’ on page 103
» “Configure Aurora Browse Licenses’ on page 104

» “Testing Aurora Browse client operations’ on page 110

Connect server and NAS to customer LAN

The MediaFrame server and NA S machines must have network accessto the external
LAN of the Aurora Browse client PCs. Work with the IT personnel at the customer
site to configure Domain, DNS suffix, or any other settings required by the site’'s
LAN.

Also, make sure that permissions are correct for access to the MediaFrame server
website, which serves the Aurora Browse application. The website uses Integrated
Windows Authentication.

Continue with the next procedure “ Set up client PCs’.
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Set up client PCs
The requirements for a Aurora Browse client PC are as follows:
» Network access to the MediaFrame server

» Network accessto NAS machines. Refer to “Prepare NAS - Windows Fastora’ on
page 45 for test procedures.

» DirectX 9.0c or higher. Enable “Download signed ActiveX controls’ in Internet
Explorer.

» NetTimeisrequired if Aurora Browse controlsingest on Profile XP/Open SAN.

It is no longer necessary to install Live Feed Filter or Flash Player. They are now
bundled together with the Aurora Browse Clip Player. Live Feed Filter and Flash
Player automatically download when the application first runs.

To set up a PC to satisfy these requirements, do the following:

1. From aclient PC, open Internet Explorer 6 and click Tools | Internet Options. The
Internet Options dialog box opens.

2. Click Security | Local intranet | Custom Level. The Security Settings dialog box
opens.

3. Under “Download signed ActiveX controls’, click Enable.

4. Browse to the following URL to open the Aurora Browse launch page:
http://root-nb-srv/nbui.

5. From the Aurora Browse Launch page, click Client Setup. Follow the Client Setup
on-screen instruction for Browser, DirectX, and (if necessary) for NetTime. Also
refer to “Prepare NetTime” on page 148. For K2 storage or AuroraShare NAS
systems, NetTime is not required on Aurora Browse client machines.

After installation be sure to clear the browser cache on client machines to insure
updated components are downloaded. To clear the browser cachein Internet Explorer
gotoTools | Internet Options, from the General tab select the Delete Files button, check
Delete all offline content, and click OK.

If the PC runsthe Aurora Browse Advanced Edit application, additional requirements
are asfollows:

» The PC must have avideo card that supports DirectX 9.0c and that has 32 MB to
128 MB DDR. Recommended video cards that meet this requirement are as
follows:

- GeForce FX 5200 AGP (Note: Use for Dual Monitor Support)

- ATI Radeon 7500

- ViewSonic G771 nVidea Quadro PCI-E Series (Quadro NV S 280)
- PNY Verto GeForce FX5500 Graphics Adapter AGP

- PNY Verto GeForce FX5500 Graphics Adapter PCI

- Asus Extreme N6600 Graphics Card
An incompatible video card displays the following symptoms upon launch of
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Advanced Edit:

- TheTimdine Video Display is grayed out. No clips can be loaded into the

Timeline or Source Tool.

- TheTimeline Video Display is black even after aclip isloaded into the

Source Tool or aTimeline EDL is opened from the bin.

Also refer to the Advanced Edit Readme file, which you can find on the Advanced

Edit Installation CD.

Continue with the next procedure “ Configure Aurora Browse Licenses’.

Configure Aurora Browse Licenses

Y ou must configure the MediaFrame server as per your Aurora Browse license to

allow user accessto Aurora Browse application features.

To configure for Aurora Browse licenses, do the following:

1. From the Aurora Browse Launch page, click License & User Management. This

requires that you log in as Aurora Browse administrator.

e Login: root-nb-srv\nbadmin

o Password: *****
The License Manager page opens.

**xk% Contact Grass Valley
Support for password.

/3 License Management - Microsoft Internet Explorer o =10l =]
Browse. MediaManager |
Active Sessions Browse. IngestManager
view and manage Browse. Ingest'iew
current sessions Browse. ArchiveTransfer
Browse. ArchiveRestare
nbadmin  127.0.0.1 Browes e View 4/29/2004  4/25/2004  drop
Users LiteEdit. Editor 4:39:26 4:40:12
specify licensed Browse.Logger P P
users and associate Browse MediaManager
ther to roles Browse. IngestManager
and groups Browse. Ingestview
Browse. ArchiveTransfer
Browse. ArchiveRestare
Manage Groups  nhadmin  10.16.37.51 Browse IngestManager 4/29/2004  4/30/2004  drop
Establish groups Browse. Ingestyiew 21943 9:17:29
for asset visibility Browse. View Phd A
LiteEdit. Editor
; Browse. Logger
: Licenses Browse.MediaManager
view and manage Browse ArchiveTransfer
available licenses Firrawca ArchivaRactnra =l

2. Click Licenses. The Licenses page is displayed.
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Licenses

License Roles Session Count
Browse Wiew 30 Set Session Count
MediaManager
Logger
IngestManager
Ingestview
ArchiveTransfer
ArchiveRestore
LiteEdit Editor 20 Set Session Count

AdvancedEdit  Editor 20 Set Session Count

3. Click set Session Count next to the applicable license. The Set Session Count for
... pageis displayed.

Set Session Count for AdvancedEdit License

License Mame: AdvancedEdit
Roles: Editor

Current Session Count: 20 Update |
MNew Session Count: PU Cancel |

Authorization: I

4. Enter the appropriate number of licenses purchased (be sure to include any
previousdly purchased license counts). Y ou must provide the proper password to
change thisvalue. Click Update to save changes.

5. On the MediaFrame server, restart |SS services. Click Start | Run and run
issrestart.

Users must be set up to allow accessto the Aurora Browse application from a Aurora
Browseclient PC. To do this, you must continue with the next section “ Administering
Aurora Browse user access’.

Administering Aurora Browse user access

The Aurora Browse administrator sets up Aurora Browse users and can restrict their
accessto AuroraBrowse application features and assets, as explained in thefollowing
procedures:

» “Configure Aurora Browse Groups’ on page 105
» “Configure Aurora Browse Users’ on page 106

e “Managing Aurora Browse User sessions’ on page 108

Configure Aurora Browse Groups

The purpose of Aurora Browse groups is to manage a user’s access to assets. The
Aurora Browse administrator can create groups and assign the groupsindividually to
users. Using the Aurora Browse application, groups can also be assigned to individual
assets. In thisway each user’s accessis restricted to the assets in their assigned
groups.

September 22, 2006 Aurora Browse Installation and Configuration Guide 105



Chapter 3 Configuring the system

Configuring Aurora Browse groupsis optional. If you do not configure Aurora
Browse groups, users and assetsare all assigned to the default group, so all usershave
access to al assets.

To configure Aurora Browse groups, do the following:

1. From the License Manager page, click Manage Groups. The Groups pageis

displayed.

Groups

Mask Bit

L I ) & I S ey e |

w0

10
11
12
13

Name

default

test

Sparts
Creernight stories
Wieather
Entertainment
10pm

-

-

Change the values of the
fields to reflect the group
names used for asset visibility
and click update.

YWARNING: Changing group
names does not change
group membership for users
or assets. If an existing
group's name is removed, the
group's mermbership for users
and assets will continue to
exist but may not be used.

2. Enter names to define groups according to the workflow with which the system is

used.

3. Click update to save changes.

Continue with the next procedure “Configure Aurora Browse Users’.

Configure Aurora Browse Users

Y ou must add Aurora Browse users before using the Aurora Browse application from
any AuroraBrowse client PC. The Aurora Browse application only allows access by
users that have been added, as explained in the following procedure.

1. From the License Manager page, click Users. The Users pageis displayed.
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User Name
critesh

frankah

Roles

Browse. View

Browse. MediaManager
Browse. Logger
Browse. Ingesthanager
Browse. Ingestview
Browse ArchiveTransfer
Browse ArchiveRestore
Browse. View

Browse MediaManager
Browse. Logger
Browse. IngestManager
Browse. Ingestview
Browse ArchiveTransfer
Browse ArchiveRestore

Groups

0:default Edit/Rermove

0:default Edit/Rermove

LiteEdit. Editor

hadley

Browse. View

0:default Edit/Rernove

Browse. MediaManager
Browse. Logger

Add a User | Brinter friendly view

2. To add new Aurora Browse User, click Add a User. To modify an existing Aurora
Browse user, click the Edit/Remove link for the user. The Update User pageis

displayed.

Update User

Username
[enter name here]

=
-
-
-
-
-
-
-
-

3. Enter the following:

September 22, 2006

Roles Groups
Browse. View [~ O default
Browse MediaManager [~ 1 test Add

Browse. Logger
Browse. Ingesthanager
Browse. Ingestview
Browse. ArchiveTransfer

Delete |
Cancel |

Browse ArchiveRestore
LiteEdit. Editor
AdvancedEdit. Editar

Username — This must match the account with which the Aurora Browse client
accesses the Aurora Browse application.

Roles — Select the Aurora Browse application functionality to which the user
will have access. The Roles listed are dependent upon current licensing.The
following table defines the Roles:

Role Description

Browse.View Lets you browse for video clips and view them.

Browse.MediaManger Also lets you change the metadata including clip expiration; you can
schedule and execute purge.

Browse.L ogger Also lets you modify custom fields and keywords.

Browse.|ngestM anager

L etsyou schedul e recording events. Thisisonly used with the Browse
controlled ingest used on earlier Profile XP/Open SAN systems.

Browse.IngestView

Letsyou view the Ingest schedule in list view and in graphic view.
Thisis only used with the Browse controlled ingest used on earlier
Profile XP/Open SAN systems.
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Role

Description

Archive.SendToArchive

Letsyou transfer high-res assets from a Profile system to an archive
device and optionally delete the high-res assets from the Profile
system.

Restore.RestoreFrom
Archive

Letsyou restore high-res assets from an archive device to a Profile
system.

LiteEdit.Editor

Letsyou do cuts-only editing.

AdvancedEdit.Editor

Lets you use the Advanced Edit program, which lets you use the
editing features of Aurora Edit.

If you assign a Role to more usersthan the session count for which it islicensed,
the Roleis not available to all users at times when sessions exceed the count.

» Groups — Select the groups for which the user will be allowed to access media

assets.

4, Click Add for new users, or Update to modify existing users. Y ou can also click
Delete to remove a user from the Aurora Browse system.

5. Repeat the previous two steps to add additional users.

6. Click update to save changes.

7. On the MediaFrame server, restart |SS services. Click Start | Run and run

issrestart.

Managing Aurora Browse User sessions

The Aurora Browse administrator can view the current users with active sessions and
force a session to be dropped, as follows:

1. From the License Manager page, click Active Sessions. The Active Sessions page

is displayed.

3 License Management - Microsoft Internet Explorer

License Manager
Active Sessions

Active Sessions
view and manage
current sessions

nbadmin
Users
specify licensed
users and associate
ther to roles
and groups

Manage Groups  phadmin
Establish groups
for asset visibility

Licenses
view and manage
available licenses

127.0.0.1

10.16.37.51

Browse. MediaManager
Browse. IngestManager
Browse. Ingest'iew
Browse ArchiveTransfer
Browse ArchiveRestore
Browse. View

LiteEdit. Editor

Browse. Logger

Browse MediaManager
Browse. IngestManager
Browse. Ingestview
Browse ArchiveTransfer
Browse ArchiveRestore
Browse. IngestManager
Browse. Ingestyiew
Browse. View

LiteEdit. Editor

Browse. Logger
Browse. MediaManager
Browse ArchiveTransfer

Proweco ArchivaPactnra

4£29/2004
4:39:26
P

4£29/2004
A lEral)
P

4£29/2004
4:40:12
P

443072004
9:17:29
A

=10l x|

B

drog

drog

L
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2. Click the drop link to drop a user’s current active session.

Adding custom fields

The purpose of custom fieldsis to enhance site-specific management of assets. The
Aurora Browse administrator defines a custom field to create an asset metadata-type
that uniquely fitsthe site’ sworkflow. The user of the Aurora Browse application can
then assign metadata to an asset by entering text or making a selection in the custom
field.

Adding custom fields is optional.
To configure custom fields, do the following:

1. From the Aurora Browse Launch page, click Asset Management Administration.
Thisrequires that you log in as Aurora Browse administrator.

e Login: root-nb-srv\nbadmin [#** Contact Grass Valley

o Password: %% Support for password.

The Asset Management Administration page opens.

Custom Fields

Custom Field Field Name  Type Options Add Field
ustom Fields
add/rernove customn fields il dffiz_Wweed) (deiie %I Fiald Mame:

Suitability text Documentary Delete | I

Investigative
Huran Interest
Type:

edit options
Refresh Page | Rating number Deleta | * text

" number
" date

Add Field |

2. For each custom field you add, do the following:
a. Enter afield name.
b. Select the type of field as follows:

- Text — A free-entry text field or adrop down list of selections that you
define, as explained in the next step in this procedure.

- Number — A field in which only numbers can be entered.

- Date— A field that, when clicked, opens a calendar from which a date can
be selected.

c. Click Add Field.
3. If you are adding atext field, you have the following options:

» Toallow text to be freely entered in the field, no further configurations are
necessary. Skip to the next step in this procedure.
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» Toprovideapre-defined list of selectionsfor thefield, click Edit Options for the
field. The Update Field Options page opens.

Update Field Options
Update Options for field: Suitability

Field Option
Documentary  delete
Investigative delete
Huran Interest delete I

Option “alue:

=

=

Add

Dane |

For each selection that isto be on the list, enter itstext and click Add. You can

also click Delete to remove a selection from the list. When the list is complete,
click Done.

4. Click Add Field and Delete as necessary to complete your custom fields. To view
your latest changes, click Refresh Page.

5. Open the Aurora Browse application, select an asset, and click Custom. Y our
custom fields are available to assign metadata to the asset.

Testing Aurora Browse client operations

To perform aquick check that the web and database services are accessibleto aclient
PC, do the following:

1. Loginto aclient machine.

2. Open Internet Explorer 6 and browse to the following URL :
http://iron-nb-svr/nbui.

In this example, iron-nb-svr isthe host name or IP address of the MediaFrame
server.

3. Click Launch Aurora Browse Application. Y ou are now logged into the Aurora
Browse application website and should have assets available for browsing.
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Establish arecovery plan in the event a Aurora Browse machine fails, so that Aurora
Browse services can be re-configured rapidly to minimize impact.

Encoder failure considerations

Encoders provide redundancy through numbers. A plan should identify the critical
encodersin the system and alternate encoders that can be reconfigured to substitutein
the case of failure. There are no automated fail-over capabilities with Aurora Browse
components. It isimportant to identify which machine(s) host Managed Device
Interface services. These services can be pre-installed on secondary devices, although
the server should not be configured to monitor them unless afailure of the primary
service occurs. Managed Device Interface services can exist on any encoder and the
server need only to be reconfigured to point to the new machine in case of failure.

Encoding jobs can be assigned to any available Advanced Encoder. N+1 redundancy
is achieved by adding an extra Advanced Encoder.

Server failure considerations

The SQL database should be backed up on aregular basisand stored in asafe location.
In the case of server failure the database can then be restored to minimize dataloss. If
an off-line backup server is purchased it should be pre-configured to operate in the
system soin case of primary server failure, minimal timewill be spent bringing up the
backup system. The backed up database could be restored to this backup server on a
regular basis.

Newer systems have redundant power supplies and mirrored disksto further protect
the integrity of the system.

Database maintenance and administration

Aurora Browse utilizes the SQL full recovery model and a maintenance planis
essential to keeping the database in working order. Not only does the database need
to be backed up but the accompanying transaction log needs to be backed up aswell.
Failureto back up thetransaction |log can cause the database to becomeinoperable due
to the transaction log file growing too large.

Thetransaction log is responsible for keeping track of all the edits to data until it
reaches what is known as a checkpoint. Once the checkpoint is reached, the data
should be permanently committed to the database. Problems arise when this
checkpoint is reached, datais not committed to the database, and the transaction log
continues to grow. If the transaction |og reaches the capacity of growth it can render
the database inoperable. In the event that the database has been rendered inoperable,
amanual truncation of the transaction log will need to be performed, as explained in
“Repairing a database that is unusable due to transaction log size” on page 112.

Adopt the following practices to keep the database healthy:
» Daily monitor the growth of the transaction log daily, as explained in “How to
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determine the size of the transaction log” on page 112.

* When necessary, manually back up the database and the transaction log, then
shrink the transaction log file to release disk resources to the operating system, as
explained in “Manually controlling transaction log growth” on page 113.

» Set up adatabase maintenance plan. This automatically backs up the transaction
log and the database. Refer to “ Setting up a database maintenance plan” on
page 113.

Repairing a database that is unusable due to transaction log size

If the database is rendered inoperable due to the transaction log becoming too large,
itishighly likely that the transaction log has never been backed up, a database
maintenance plan has not been enabled on the system, or the SQL Server agent is not
running to implement your maintenance plan. The following steps should resolve the
problem:

1. Open SQL Query Analyzer

2. Make sure the database in question is selected in the top tool bar. (For thisexample
the MediaFrame database will be used.)

3. First try to backup the transaction log without truncating it by running the
following command:

BACKUP LOG MediaFrame TO Disk = 'filePath\fileName.trn’

Where filePath and fileName is user specified, (e.g. D:\Emergency
Backups\MediaFrame_tran_12052003.trn) if the file does not aready exist, you
will need to createit. If the transaction log isfull it islikely that this command will
fail but it isimportant to try it to maintain database integrity.

4. Regardlessif the previous command passes or fails, execute the following
command to clear the transaction log:

BACKUP LOG MediaFrame WITH TRUNCATE_ONLY

5. To free unused resources to the operating system execute the following command:
DBCC SHRINKFILE(MediaFrame log, 2)

How to determine the size of the transaction log

When SQL isinstalled the space that it is allotted on the operating system is divided
into two parts: 50% is given to store transaction logs and 50% isreserved for data. To
identify the amount of space the transaction logsis taking up, open SQL Query
Anayzer and execute the following command.

DBCC sqlperf(logspace)

This command will return the amount of space each database' s transaction log is
taking up and the percentage of space the transaction log is using. The column that
liststhe percent of spacethetransaction log istaking up ismiseading. AuroraBrowse
databases set the transaction log growth limit to 500MB. If one of the databases
transaction logsis larger than 350MB, then follow the steps in the next procedure
“Manually controlling transaction log growth”.
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Manually controlling transaction log growth

Use this procedure when the transaction log is approaching its size limit. First back
up the database and the transaction log to keep arecord of its current state. Then flush
and shrink the transaction log file to reduce its size. To do this open SQL Enterprise
Manager and manually backup the database and transaction log of the database in
guestion. The stepsto do this are as follows:

Back up the transaction log

The following procedure uses the default location of the transaction log backup,
which isasfollows:

C:\Program Files\Microsoft SQL Server\MSSQL\BACKUP\< database name>\
If your transaction log backups are in adifferent location, substitute the different path.
1. Open Start | Programs| Microsoft SQL Server | Query Analyzer.

2. Connect to the SQL Server which is hosting the M ediaFrame database. An empty
guery automatically opens.

3. To back up the transaction logs, type the following commands. In these examples
the number string at the end of the command indicates May 31, 2005 at 12:00.
Enter the actual year, month, date, hour, and minute in the indicated
YYYYMMDDHHMM format.

» Toback up the MediaFrame transaction log, type:
BACKUP LOG MediaFrame

TO DISK='C:\Program Files\Microsoft SQL
Server\MSSQL\BACKUP\MediaFrame\ tlog 200505311200’

4. Continue with the next procedure “ Shrink the transaction log”.

Shrink the transaction log

Thismust be done very soon after backing up the transaction log. Thiswill reduce the
transaction log to the size specified; the log will then grow as needed.

Use Query Analyzer, asin the previous procedure.

The command to shrink the MediaFrame transaction log fileis:
DBCC SHRINKFILE (MediaFrameLog, 10)

Setting up a database maintenance plan

The best way to control the growth of transaction logsisto simply back them up, once
aday at thevery least. SQL 2000 makesit very easy to set up a database maintenance
schedule. Before you begin implementing a database mai ntenance plan using the SQL
2000 Database Maintenance Planner wizard make sure that the
SQLSERVERAGENT serviceis started and its properties are set to auto start for a
local system account. If the SQLSERVERAGENT is not running, the database
maintenance plan will not run. The following steps describe how to launch and
configure the SQL 2000 Database Maintenance Planner:

1. Open SQL 2000 Enterprise Manager.
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2. Expand Microsoft SQL Servers, expand the SQL Server Group and select the SQL
server.

. On the Tools menu, click Database Maintenance Planner...
. After the wizard launches click the Next> button.
Select These databases radio button and select the MediaFrame database.

. Click the Next> button to navigate to the Update Data Optimization Information page.

N~ o oM W

. Select the Update statistics used by query optimizer. Sample check box and set it to
10% of the database.

8. Check the schedule to verify that the time scheduled will not conflict with peak
usage of the system. If ascheduletime changeisneeded, click the Change... button
to modify the time. This option can be run daily but once aweek is good.

9. Click the Next> button to navigate to the Database Integrity Check page.
10.Select the Check database integrity check box.

11.Select the Include indexes radio button.

12.Select the Perform these checks before doing backups check box.

13.Check the schedule to verify that the time scheduled will not conflict with peak
usage of the system. If ascheduletime changeisneeded, click the Change... button
to modify the time. This option can be run daily but once aweek is good.

14.Click the Next> button to navigate to the Specify the Database Backup plan page.

15.Select Back up the database as part of the maintenance plan check box.
NOTE: Do not select “ Attempt to repair any minor problems”.

16.Select Verify the integrity of the backup when complete check box.

17.Select the Disk radio button

18.Change the schedule from once aweek to daily by clicking the Change... button.
19.Select the Daily radio button and set the interval to Every 1 day(s).

20.Select the Occurs once at radio button. If the default time of 2:00:00 AM is not
good, change it to a more suitable time.

21.Make sure that the Start Date is today's date and that the No end date radio buttons
are selected.

22.Click the oK button and verify the schedule.
23.Click the Next> button to navigate to the Specify Backup Disk Directory page.

24.Select the Use the default backup directory radio button, except if the site hasa
specific folder for database backup files. If that is the case, then select the Use this
directory radio button and enter in the specified path. (Note: SQL can only seelocal
drives and cannot see shared directories or disksthat are not native to the machine.)

25.Select the Create a subdirectory for each database check box.

26.Select the Remove files older than check box and set the value to 1 week(s).
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27.The backup extension should be set to BAK.

28.Click the Next> button to navigate to the Specify Transaction Log Back up Plan
page.

29.Select Back up the transaction log as part of the maintenance plan check box.
30.Select Verify the integrity of the backup when complete check box.

31.Select the Disk radio button.

32.Click the change... button to set the transaction log schedule.

33.Select the Daily radio button and set the interval to Every 1 day(s).

34.Select the Occurs every radio button and set the interval to every 6 hours.

35.Make sure that the Start Date is today's date and that the No end date radio button
is selected.

36.Click the oK button and verify the schedule.

37.Click the Next> button to navigate to the Specify Transaction Log Backup Disk
Directory page.

38.Select the Use the default backup directory radio button, except if the sitehasa
specific folder for database backup files. If that isthe case, then select the Use this
directory radio button and enter in the specified path. (Note: SQL canonly seelocal
drives and cannot see shared directories or disksthat are not native to the machine.)

39.Select the Create a subdirectory for each database check box.

40.Select the Remove files older than check box and set the value to 1 week(s).
41.The backup extension should be set to TRN.

42 Click the Next> button to navigate to the Reports to Generate page.
43.Click the Next> button to navigate to the Maintenance Plan History page.

44 Click theNext> button to navigate to the Completing the Database Maintenance Plan
Wizard page.

45.Enter Aurora Browse for the name of the schedule.

46.Click the Finish button. (Note: If an error occurs, it is most likely that your
SQLSERVERAGENT was not started. Start the service and start over.)

If the SQLSERVERAGENT isever stopped, so isyour maintenance plan. Make sure
that the serviceis set to auto start in case of areboot.
Database Restoration

When Aurora Browse isinstalled, a maintenance plan should be implemented to
schedule backups of the MediaFrame database and transaction logs. The rule of
thumb in restoring the database is to restore the last successful database backup and
transaction log backups preceding system failure. Below isagiven scenario of a
system failure and the steps necessary to recover.

e 2:00:00 AM database back up performed by the maintenance plan
» 8:00:00 AM transaction log is backed up by the maintenance plan
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» 2:00:00 PM transaction log is backed up by the maintenance plan
e 2:30:00 PM system failure occurs

The basic steps to recover are as follows:

1. Restore the database backup done at 2:00:00 AM

2. Restore the transaction backup done at 8:00:00 AM

3. Restore the transaction backup done at 2:00:00 PM

With a database maintenance schedule in place, SQL already recognizes the most
recent database backup aswell asthe sequence of transaction log backups. To restore
the Aurora Browse databases to the most current state before failure occurred, open
SQL Enterprise Manager, expand the SQL Servers, expand the SQL Server Group,
expand the server node, expand the databases directory and do the following:

1. Right mouse click the MediaFrame database
2. Select All Tasks.
3. Select Restore Database...

4. Select the Database radio button.

SQL automatically selects most recent database backup file and sequence of
transaction logs.

5. Verify the date and time stamp.
6. Click the oK button.

SQL will first restore the database, then restore the first transaction log backup, then
restore the proceeding transaction logs up until the point of failure. After restore has
completed the database will be restored to the point in time of the last backed up
transaction log.

116 Aurora Browse Ingtallation and Configuration Guide September 22, 2006



Chapter 5

Troubleshooting the system

Troubleshooting tools

The following troubleshooting utilities can be found on Aurora Browse machinesin
the Windows menu Start | Programs | Thomson.

MediaFrame troubleshooting tools

LogViewer — This utility isavailable on all Aurora Browse machines and providesa
log of information and errors for services running on that particular device.

Asset System Client — This utility on the MDI server provides aview of the events
generated by Managed Device Interface services configured in the system.

Configuration Tool — Thistool can check network connectivity (ping) from the
MediaFrame server to al the machinesin the system. Open the configuration tool on
the MediaFrame server at Start | Thomson | Aurora Browse | Utilities.

Remoting Host Controller — This utility onthe MDI server manages Profile Managed
Device processes.

Aurora Transfer — Thisis an application by which you have visibility viathe MDIs
to the mediafiles on managed devices. Y ou can do a manual drag-and-drop transfer
between devicesin Aurora Transfer. Refer to the Aurora Transfer Instruction
Manual.

Proxy troubleshooting tools

Transfer Client — This encoder utility is used to test scavenge and transcode
operations. Refer to “ Test: Advanced encoder stand-al one stage - high-res source” on

page 72.

Smart Bin Encoder Status — On the Aurora Browse launch page, this page displays
the status of all Smart Bin Encodersin the system. This page displaysthelist of all
jobs attempted by the Smart Bin Encoders. For each job, the following are provided:

e encoder name

» the source and destination file names

the time the job was run
* job status (with error information if the job was unsuccessful)

 job completion percentage (if job is currently running)
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Proxy troubleshooting tips

Use the following table to identify and resolve problems related to the creation and
storage of low-res proxy assets.

Symptom

Solution

An operational Browse scavenge
system (on an Open SAN)
suddenly stops working or thereis
adropin scavenge performancefor
more than an hour.

Debug as follows:

1. Copy and paste a short test clip into the scavenge folder, note the name and time.

2. ProfileMDI stage: Usethe Browse event viewer on the machine running the Profile
MDI, verify that the Profile MDI service reports the creation of the new clip. Look
for a CREATE_CL OSE message.

- If the message doesn’t show up, or there are errorsin the MDI’ s log, restart the
Profile MDI service.

3. RulesWizard Stage: Look at the events on the NB server. You'relooking for a
message from the rules wizard that it received a CREATE_CL OSE message from
the Profile MDI. Y ou should then see follow-up messages as anew job is being
created and sent to the Sequential encoder.

- If the message does not arrive, or the Rules Wizard does not send the job, restart
the Rules Wizard service.

4. Sequential Encoder: Look at the events on the Sequential encoder. You'll seea
new job showing up and the sequential encoder starting.

- If the job does not arrive, restart the Proxy Transfer Service.

5. Server: If thejob arrives, but the sequential encoder can't start, check the connection
to thetarget Profile:

a. Ping the Profile host name, make sure the ProLink server is running, make sure
no other application (i.e. VdrPanel or ConfigManager) istrying to use the playout
channel.

b. If the connection the Profile appears okay, restart the ProxyTransfer service and
run the test again with anew test clip.

c. If scavenge till fails, there are a couple of possibilities:

- Profileistoo busy to respond to request. This can happen if severd
MediaManager sessions are running in full refresh mode. If so, shut down these
sessions.

- ProNet is wedged. Restart the Profile.

In general, don’t reboot the system components such as the encoder or the NB server

until you’ ve tried the above

The Aurora Browse client browse
comes up with results but
thumbnails are missing (broken
link indicators where thumbnails
should be). Video isalso
inaccessible.

Check Ethernet connections from NAS to the client network.

Check that the client account exists on the NAS. Thisis the account used to log into
the client browse machine.

The Aurora Browse client play
back video but scrubbing is poor.

Thereistoo much traffic on the network. Try to isolate Aurora Browse from other
network activity.

Use a switch rather than a hub for connectivity.

Recording does not start as
scheduled for ingest.

Check that encoder, server and client workstation PC clocks are synchronized to house
timecode feed (reference NetTime setup instructions).

Check that all Thomson services are running on server and encoders (use windows
services panel from administrative tools).

Aurora Browse Ingtallation and Configuration Guide
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Symptom Solution

Storyboard displays permissions Check that the server has permissions to access the NAS.
denied error.Timecode does not

display with video in dlip player. Make an initial connection from the server to the NAS by mapping adrive. This

establishes the connection for subsequent use - the mapped driveis not used directly.

Video doesnot load/play intheclip | Check that MPEG-1 existsby navigating tothe“related” tabinthedetailsdisplay area.
player. If an MPEG link appears, click onit. If video playstheninstall the“livefeedfilter” on
the client. This can be found from the Client setup link on the Aurora Browse launch
page. If video does not display, check that the client has permissions on the NAS.
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Aurora Browse application troubleshooting tips

Use the following table to identify and resolve problems related to the access and
operation of the Aurora Browse user interface.

Symptom

Solution

Problem accessing the Aurora
Browse application with Internet
Explorer - cannot find server or
DNSerror.

Check the server name or | P address used in the browse address.
Check that the server is running.

Check that the server is connected to the client network.

Check that connections are secure.

Check that 11S is running on the server.

Web applicationisaccessibleusing
IP address but not server name

Host tables or DNS entries must be set to map name to | P address. This should be
coordinated with facility IT personnel.

Problem Accessing the Aurora
Browse application - permission
denied

Check that the account used to log into the client workstation al so exists on the server.
Thisis done through the windows administrative tools.

Genera Browser Issues (esp. after
reinstall).

Be sure to clear the browser cache by selecting Tools > Internet Options from the
menu. Then from the General tab select the Delete Files button. Check the Delete all
offline content checkbox and click OK.

Also be sure to update components from the client setup page provided with the
Aurora Browse application. The client setup page can be accessed from the Aurora
Browse launch page.

Aurora Browse Ingtallation and Configuration Guide
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Appendix A

Component Interaction Diagrams

This appendix provides diagrams and explanations of how the system software
components interact.

External Ingest Application

®

TC
i ¢
" <<Fibre Channel>> uiM <<GigE IP>>
L
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External =3 : — . <<Pronet>>
ingest . — ccpP prowoco” Profile XP Ingest
A —— -« Interaction
application = “EMPprotocorss \-Series or K2
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SmartBin Ingest

DSM
Aurora Edit
Database News MDI
External
Ingest
Application /
Interaction
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SmartBin Encoder

SmartBin K
Service

Xfer Service

Storage
(NAS or

:: K2)

Hi-Res
Storage

Storage
(NAS)

Proxy
Storage
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Server

Metadata
Interaction

Resolver

2. Transfer service initiates proxy creation.
The transfer service pulls the media from the
SmartBin cache via FTP and from it creates
mpeg, thumbnail, storyboard, and RealVideo
proxy, which is stored on the NAS. The transfer
service then notifies the Resolver, which
associates the proxy and hi-res material. The
transfer service also notifies the Metadata
Interaction.
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Scavenge

1. Material Created.
The MDI monitors the
high-res system (Profile
XP or News DSM).
When hi-res material
creation is detected the
MDI notifies the Rules
Wizard. If rules apply to
the high-res material
location, the Rules
Wizard checks to see if
the material already has
proxy associated with it.
If not, a job is created
and stored in the
database.

The Proxy MDI can also
trigger this interaction
by notifying the Rules
Wizard of proxy MPEG
creation.

2. Rules Wizard Initiates Transfer. When an
appropriate Advanced encoder becomes
available, jobs are pulled from the Rules Wizard
database and a transfer is initiated. The transfer
service streams (via FTP) the asset from the hi-
res system and creates proxy (depending on the
configured rules) to a configured storage
location. If rules dicatate, this proxy creation

Server 3.3: update list

of material

=11

monitor material location =3

o

Resolver

3.2: get alist

of proxy

Rules Wizard
Database

@
il

*MDls can alternatively reside on encoders,
ISS platforms, or a dedicated MDI server.

3. Startup. At server startup, the Rules
Wizard gets from the MDls a list of the
material on the hi-res system and on the
proxy system, to account for any
material created when the server was
not running. The Resolver is updated
and if related proxy does not exist as
defined by the Rules Wizard, jobs are
created and stored in the Rules Wizard
database.

Advanced
Encoder

2.2: MPEG

2.3: thumbnail
2.4: storyboard
2.5: RealVideo

%

Xfer
Service

occurs while the high-res material is still
recording. Then the transfer service
communicates to the Resolver to associate the
proxy and hi-res material. Once the proxy is
created the transfer service notifies the Proxy

MDI.
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EDL Export as Text File

EDL Export as Text File

This export functionality simply writes atext file (XML ) to a hard drive. After the
export, the applications, such as Aurora Browse and Aurora Edit, have no knowledge
of the text file.

Server

—
Browse
Client

Web
application
(ns)

| Storage
(NAS)

-

EDL Export =
Location Edit
Client

The Exported EDL is not considered part of the
managed assets within Browse.
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EDL Export to Aurora Edit database

This export functionality converts the Aurora Browse EDL into a Aurora Edit
sequence. After the conversion the EDL is available to Aurora Edit for modification.

DSM

Resolver

ews MDI 3. —_—
// Edit

Client

Browse
Client

Aurora Edit database
1.3:use ;\
—>
4o . L
< La, 4ot /C)
e N A1

Web
application
s)

Conform
Web Service

NTFS MDI

2. ldentify as Browse asset. The Aurora Edit
database notifies the News MDI of the EDL. The
News MDI updates the Resolver so the EDL
asset, now on Edit, is visible to Browse. The
EDL is also available to Edit.
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EDL Browse save

Thissavefunctionality retainsthe EDL inthe Browse domain for further modification
with the Aurora Browse application.

Server

Resolver

—_—
Metadata
Browse Service
Client

Web
application
ns)

Storage
(NAS)

EDL Save
Location*
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EDL Conform on Profile

Thisconform functionality convertsthe EDL into aProfile XP complex movie. Inthe
AuroraBrowse application, the user can select adesignated on-air destination, which

places the finished complex movie on the on-air Profile XP.

Server

p=——=N
—_—

Browse
Client

*Profile MDI can
reside on a separate
machine, such as the
MDI server.
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EDL Conform via Aurora Edit

This conform functionality converts the EDL into a Aurora Edit EDL and
automatically placesit on the designated on-air video server.

v

Server

2. Transfer to server. The FTP server

— o
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Archive operations on Profile XP

Profile XP

Server
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1.8:initiate archive operations —3»
I

such as the MDI server. MDI*

<€—2.3.1:.update—

Archive
Device

1. Archive operation control. In the Browse application, the
user selects an asset, navigates to the management tab, and
selects the archive option. The system queries the ASK for
available archive devices. (Also filters out for hi-res material
that already exists in archive by querying the Resolver). The
user then chooses an available archive. The system queries
the archive MDI to obtain a list of available tape groups. The
user then selects the target tape group and initiates the archive
operation. IS accepts the request and submits a transfer job to
the Archive MDI. The Archive MDI gets details about the
affected material from the Profile MDI. The Archive MDI intiates
the archive operation on the archive device.

Aurora Browse Ingtallation and Configuration Guide

2.Transfer material. The archive device initiates the
transfer of material to/from the Profile XP. Once the
transfer is complete, the Archive MDI updates the
Resolver to link the newly transfered hi-res material
to the existing metadata record in the system. The
MDI optionally initiates the removal of the online hi-
res material from the Profile XP if the option to do so
was initially selected.

During the archiving process the system displays the
archive status which is retrieved from the Archive
MDI.
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Archive operations on Aurora system

Server

1.1:select an asset
1.3:select an archive
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such as the MDI server. MDI*
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1. Archive operation control. In the Browse
application, the user selects an asset, navigates to
the management tab, and selects the archive option.
The system queries the ASK for available archive
devices. (Also filters out for hi-res material that
already exists in archive by querying the Resolver).
The user then chooses an available archive. The
system queries the archive MDI to obtain a list of
available tape groups. The user then selects the
target tape group and initiates the archive operation.
IIS accepts the request and submits a transfer job to
the Archive MDI. The Archive MDI gets details about
the affected material from the News MDI. The
Archive MDI intiates the archive operation on the
archive device.
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2.Transfer material. The archive device initiates the
transfer of material to/from the News system. Once
the transfer is complete, the Archive MDI updates the
Resolver to link the newly transfered hi-res material
to the existing metadata record in the system. The
MDI optionally initiates the removal of the online hi-
res material from the Aurora system if the option to

do so was initially selected.

During the archiving process the system displays the
archive status which is retrieved from the Archive

MDI.
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Purge
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*MDIs can alternatively reside on encoders,
ISS platforms, or a dedicated MDI server.

2. Delete Asset. For each asset
component the Asset Manager
communicates the appropriate MDI to
initiate a delete. The MDI communicates to
the appropriate hi-res system (K2, Media
NAS, etc.) to complete the delete.

Purge removes all associated components
of an asset. The metadata record is the
last component deleted, so that if for any
reason any component fails to delete, its
record is still intact and the component is
visible to the Browse application.
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Consolidate

Consolidate

Edit
Client

Server
Resolver News MDI*

- 2.2:delete original — <€——— 2.L:delete original

Aurora Edit
Database

*MDIs can alternatively reside on encoders,
ISS platforms, or a dedicated MDI server.

2. Delete original clip. After the updates to the
Resolver and metadata are complete, the
Aurora Edit database communicates to the

Metadata
Interaction

Rules e fhic
Wizard News MDI that the original clip is deleted. The

News MDI updates the Resolver and removes
the record of the original clip. Since the original
clip's proxy is now re-associated with the new
clip, the proxy is not deleted.

1. New master clip from original master clip. On Aurora Edit,
the user creates a new master clip from an exisiting master clip
and then consolidates the media, which deletes the original clip.
The Aurora Edit database communicates to the News MDI about
the new clip. The News MDI notifies the Rules Wizard and passes
along information about how the new clip relates to the original
clip, including temporal references. The Rules Wizard updates the
Resolver, associating the original clip's existing proxy** with the
new clip while remapping temporal references and thumbnails so
that the proxy correctly represents the new clip. The Rules Wizard
also triggers the Metadata Interaction so the new clip has the
correct metadata.

**|f the original clip has no existing proxy, the Rules Wizard triggers
the creation of proxy, as in the Scavenge Interaction. (not shown)
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Appendix B

Legacy systems

This appendix documents system architectures, hardware platforms, and software
componentsthat are no longer recommended for new systems, but that areretained in

existing systems.

Three tier system diagram

@ @ Audio/Video & Windows streaming
media
() @) Timecode (house time for live
Video encoder) & PC clock sync'd to house
e Router Server time
E ]Controller MPEG1 proxy video (with timecode
| information)
—@ Production Network ) ) ) Thumbnail, storyboard and/or Real
video
Web application html pages
— . Router - Sequential » 1-Channel R
Server =E===—1 D D [ESES===10 g nnort
Gateway E PP
y ncoder ® | @ Encoder 0 Server
| E— (O NewsBrowse Private Network
@ NewsBrowse

Live Monitor Encoder

Client Network

I

—

Systems that are upgrading from Aurora Browse version 1.5 to version 2.0 or higher
can use the three tier network architecture. Aurora Browse version 1.5 required the
threetier network, while Aurora Browse version 2.0 and higher supports either atwo

tier or athreetier network.

The system illustrated here includes all hardware platform types. Smaller systems
might not include all types of hardware platforms. Consult the system design for your
specific system to determine the hardware platforms you must install.
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Two tier system diagram version 2.0

1-Channel B . _ _Image
Encoder e I Support
* Server

Live Monitor o\ Server

Encoder

n Network Attached
Storage

===1) NewsBrowse Server

(O I Client Netlwork I )

@ High-res Audio/Video & Windows
streaming media
@ @ Timecode (house time for live
encoder) & PC clock sync'd to house
time
e — e — . .
: : : : @ MPEG1 low-res proxy video (with

timecode information)

@ Thumbnail, storyboard and/or Real
video

Web application html pages

@ Media Frame Core communications, such
as between MDls, ASK, and Resolver

This diagram illustrates the recommended architecture for Aurora Browse version
2.0. It includes devices that are no longer supported.
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System diagram - Profile XP or Open SAN storage

This diagram illustrates the architecture for a system that uses Aurora Browse for
Profile XP ingest and that access high-resolution material on a Profile XP or Open

Archive
Router = Profile f ]
Gateway : 4 video
— =l onver MDI Server
el ] =====m1cChannel | [ i (Qpen [ ——1)] [E=E====7 Advanced
Encoder SAN) k Encoder
0 Production Network H I - )

High-res Audio/Video & Windows

. . ; MediaFrame
streaming media o —f——
Server
@ Timecode (house time for live
encoder) & PC clock sync'd to house @

time
@ MPEG1 low-res proxy video (with (O Client Network
timecode information)
@ Thumbnail, storyboard and/or Real @
video
Dto A
Web application html pages - - -
Live Monitor
Encoder

The system illustrated here demonstrates the full range of hardware platform types.
Smaller systems might not include all types of hardware platforms. Consult the

system design for your specific system to determine the hardware platforms you must
install.
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Configuration overview - Profile XP/Open SAN
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Thisflowchart illustrates the major tasks required
for configuring a system for the Profile XP/Open

SAN.

Core

configuration tasks are broken down into
stages. Y ou can work through the configuration

stages in different ways, as follows:

If you are new to the system, follow
the Basic path. At each
configuration page, configure only
those settings documented in this
manual asBasic v'. Thispath allows
you to learn the system and resolve
configuration problems in stages,
with a minimal number of
configuration variables and
machines added to the system at
each stage. Then, after you have
gained the understanding to make
each stage of the system work
properly, configure the remainder of
the system and add all machines.

If you are experienced with the
system and you want the fastest
possible configuration, follow the
Advanced path and configure the
entire system in one pass, adding all
machines at each stage. At each
configuration page, you can
configure settings documented as
Advanced v aswell asthose
documented as Basic V.

Y ou can & so choose a combination
of Basic and Advanced pathsto suit
your level of understanding and the
design of the particular system you
are configuring.
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MediaFrame server instructions: Axiom platform

The central component of the system is the MediaFrame server. Depending on the
design of your system, it can host the following software components:

» Theweb-application for user interaction

» The Ingest Scheduler which drives the encoders

» The Rules Wizard for background processing

» The database and Managed Device Interface services for holding and relating
assetsin the system.

The server connects to all encoders and the Network Attached storage viathe
network. Refer to the system diagrams in Chapter 1, System Overview. The client
network is available for access to the web application.

Platform Specifications are as follows:
e P 3, 1Ghz or better (1 or 2 CPU)  Internet Explorer 6 (SP1)

512 MB RAM- CD-ROM Drive * Windows MediaPlayer 7.1
Minimum 20GB Program Drive Flash Player 6 (6.0.65.0 update)
Windows 2000 Server (SP3) Microsoft SQL Server (SP3)
.NET Framework 1.1 100Tx LAN (x2)

Cable asillustrated.

Axiom platform

O
I

Power

o
|

O
| -
/,

®
LI
Keyboard/mouse VGA cable\ LAN port 2

t
port to pigtail
to KVM to KVM LAN port 1

O

Cable asillustrated and as follows:

» For systemswith one unified Production Network, connect port 1 to the Production
Network.

» For systems with a Production Network consisting of a media network and a
control network, connect port one to the control network.

» For threetier networks, connect port 1 to the Private Network.

» Connect port 2 to the Client Network.
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Sequential encoder instructions

The sequential encoder creates MPEG-1 proxy versions of high-resolution video
assets that already exist on avideo server.

Single-channel encoders and sequential encoders both share the same hardware and
arewired up identically except for timecode and video/audio sources.

If asystem uses single-channel encoders for the creation of MPEG, the sequential
encoder can be an optional component.

RS-422 Out
for VDCP Control
RCA Timecode In from Profile Channel
(optional)
0
© 6& | © | -wmmmme ome | |0
o
® O O DI o ®
° - | CRCREIRE | |
I
Power Video In VGA cable| LAN port 2
from Router to KVM
Audio In Keyboard/mouse  LAN port 1
from Router port to pigtail
to KVM

Cable asillustrated and as follows;

» Connect a cable from the Video In port on the Encoder to the analog video feed
source.

» Connect acable from the Audio In port on the Encoder to the analog audio feed
source.

» Connect a Timecode cable from the Timecode In port (RCA port) to the Profile
Media Server Timecode Out port; the Profile port must be configured as a
Timecode generator and should be free running time of day, closely reflecting the
actual time of day.

» Connect two Ethernet cables from LAN1 and LAN2 ports on the Encoder to a
network router or switch.

» Optionally connect a RS-422 control cable from the COM2 port on the encoder to
the RS-422 port on the Profile Media Server (only if API is not used). Refer to
“RS-422 Cable Pinouts’ on page 143.
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Image Support Server (ISS) instructions

The Image Support Server is host for the background metadata extraction services
used within Aurora Browse. From the Image Support Server, Aurora Browse
processes MPEG-1 proxy content and extracts thumbnail imagesto be used for proxy
identification, extracts dynamic scene detection images for storyboard creation, and
renders Real Video for low bitrate proxy content.

Platform Specifications:

» Pentium 3 1Ghz or better (1 or 2 CPU)
» 256 MB RAM

* CD-ROM Drive

e Minimum 20GB Program Drive

»  Windows 2000 Workstation (SP3)

e .NET Framework 1.1

 Internet Explorer 6 (SP1)

* Rea Producer 8.5

» Mediaware hardware dongle

Mediaware dongle

O 0 = O
16 @= ' e | P
ap ® ®
o : | | ® mE| |
| !
Power VGA cable LAN port 1
to KVM LAN port 2

Keyboard/mouse not used
port to pigtail
to KVM

Cable asillustrated and as follows:

» Attach the Mediaware dongle to the parallel printer port on the back of the Image
Support Server to enable generation of thumb-nails and storyboard extraction.

» Connect an Ethernet cable from the LAN1 port on the ISS to a network router or
switch.
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Single-

channel encoder instructions

The single-channel encoder creates M PEG-1 proxy versions of high-resolution video
in paralel with ingest into avideo server. A system may contain multiple
single-channel encoders.

If asystem uses Advanced encoders for the creation of MPEG, the single-channel
encoder can be an optional component.

Platform Specifications:

P 3, 1Ghz or better (1 or 2 CPU)
512 MB RAM-

CD-ROM Drive

Minimum 20GB Program Drive

Windows 2000 Server (SP3)
.NET Framework 1.1
Internet Explorer 6 (SP1)
100Tx LAN (x2)

RS-422 Out
) for VDCP Control
RCA Timecode In from Profile Channel
(optional)
0
- E | © | oG omme | ||
o = ©
® o © ¢ D) e ®
5 : | Q9 0|e LLINS
|
Power Video In LAN port 2
VGA cable
from Router to KVM
Audio In Keyboard/mouse LAN pOft 1
from Router port to pigtail
to KVM

Cable asillustrated and as follows;

Connect acable from the Video In port on the Encoder to the analog video feed
source.

Connect a cable from the Audio In port on the Encoder to the analog audio feed
source.

Connect a Timecode cable from the Timecode In port (RCA port) to the house
timecode feed.

For systems with one unified Production network, connect LAN port 1 to the
Production network.

For systemswith a Production network consisting of amedianetwork and a control
network, connect LAN port 1 to the media network and LAN port 2 to the control
network.

Make sure the LAN port 1 is connected to the network where the Profile exists.
Also make sure that the IP address for LAN port 1 isthe host tables. A
single-channel encoder can be configured to control up to two Profiles
simultaneously using Ethernet API.

Optionally connect aRS-422 control cable from the COM 2 port on the encoder to
the RS-422 port on the Profile Media Server (only if APl is not used). See below
for cable pinouts.
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Sngle-channel encoder instructions

» Optionally connect a RS-422 control cable from the COM2 port on the encoder to
abackup VTR. See below for cable pinouts.

RS-422 Cable Pinouts

The RS-422 cable that connects the single-channel encoder and the sequential
encoder to aVVDCP record channel on the Profile Media Server is aspecial cable. It
needs to use the pinouts described below.

Encoder DB9-F Profile DB9-M
1 Tx- 8 Rx-
2 Tx+ 3 Rx+
3 Rx+ 7 Tx+
4 Rx- 2 Tx-
5 ground 4 ground

0 R U T O A
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NAS instructions - Serial ATA network platform

For the Network Attached Storage (NAS) unit you have the option of the Serial ATA
network (ak.a. Ciprico 1700 or DiMedia) platform.

Platform Specifications are as follows:
» Redundant Power Supplies.

» 100BT LAN (x2)

* RAID protected drives

Power alarm
reset button

Jeo P! :

oEEEEE)o

o l % o@)o oo ?HEJ\ o
Ve

/

LAN Port 0 LAN Port 1

Power (Connect to (Connect to
Client network) Production
Keyboard/mouse network)
port to pigtail VGA cable

to KVM to KVM

Make cable connections as il lustrated.

Power supply units are hot-swappable. If the power supply fails or when power is
cycled, an alarm will sound. To disable the alarm, press the power alarm reset button
to the In position.

Power up the appliance by pressing the small, round On/Standby switch on the front
left of the machine. Oncethe electrical cables are connected, the system has el ectrical

power. Turning the On/Standby switch to standby does not remove power. To remove
power, hold down the On/Standby switch for at least five seconds or disconnect the

electrical cables.
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Live monitor encoder instructions

The live monitor encoder converts an audio/video input into network streaming
media. The Aurora Browse application is configured to create pages that point to this
streaming mediafeed. This device accepts audio/video feeds and connects directly to
the Client Network. The steaming video is areal-time conversion of the feed being
received by a single-channel encoder.

A live monitor encoder isan optional component; it may be absent if thereis no need
for real-time monitoring, or multiple live monitor encoders may be present to stream
different video feeds.

Platform Specifications:

» Pentium 3 1Ghz or better (1 or 2 CPU)
+ 256 MB RAM

* CD-ROM Drive

e Minimum 20GB Program Drive

»  Windows 2000 Workstation (SP3)

« 100Tx LAN (x2)

» Osprey 220 Streaming Media Encoder.

Video/Audio adapter cable

O o | = | o)
&8 K
© : | | ®© - - o
I
Power VGA cable LA\N port 2
to KVM not used
Keybodrd/mouse LAN port 1
port to pigtail
to KVM

Cable asillustrated and as follows:
e Connect LAN port 1 to the Client network.

» Connect Analog Audio and Video harness to the source that corresponds to the
desired feed for web-based monitoring.
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Router Gateway instructions

The Router Gateway isthe host platform for the Router Gateway Service. The system
supports SM S7000 router control and Encore router control via SMS7000 Native
Protocol over Ethernet. This device is driven from the Ingest Scheduling process on
the MediaFrame server. The Router Gateway lets Aurora Browse schedule and
control ingest services by communicating with your existing router, allowing you to
have more ingest feeds than Aurora Browse channels. The Router Gateway provides
the bridge between the Aurora Browse Network environment and the Audio/Video
Router Control environment.

The Router Gateway is an optional component of the system. Systems without a
stand-alone Router Gateway platform can install the Router Gateway software
components on another system platform, such asthe MDI server.

Platform Specifications:

* Pentium 3 1Ghz or better (1 or 2 CPU)
+ 256 MB RAM

* CD-ROM Drive

e Minimum 20GB Program Drive

»  Windows 2000 Workstation (SP3)

e .NET Framework 1.1

 Internet Explorer 6 (SP1)

« 100Tx LAN (x2)

O 0 O
© ] | N ) o
! ® ®
o 5 | | ® LI
| |
Power VGA cable AN
tokvMm  Portl
Keyboard/mouse LAN
port to pigtail port 2
to KVM

Cable asillustrated and as follows:

e Connect LAN port 1 to the Production network.

» Connect LAN port 2 to the network where the Router Control system can be
accessed.

Prepare Profile Media Servers

On each Profile Media Server that is to interact with the system, check the following
configurations and modify settings as necessary.
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1. Set up asaNetTime client. Refer to preceding procedures.
2. Click start | Run, enter regedit and press Enter. The Registry Editor opens.

3. In the Registry Editor open the following key:
HKEY_LOCAL_MACHINE/SOFTWARE/Tektronix/Profile/ShuttleAtM ode
Set the key to TRUE.

4, On the Profile X P, start PortServer.

5. Add a shortcut to PortServer to the startup folder. This ensures that PortServer
always runs on the Profile XP, asit is required for Aurora Browse operation.

6. Verify that the following account has been added to the Profile system:

e username; nbadmin

- kkkkk
* password: wexkx Contact Grass Valley

Support for password.
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NetTime system

Thefollowing diagram illustratesthe NetTime system. Thissystemisrequired for the
Profile XP/Open SAN environment.

Video
Server

MDI Server

1-Channel s == 5
Encoder Encoder

(O Production Network )

[[E======T) NewsBrowse Server

0 Client Network )

| Adrienne server |

| NetTime rebroadcast server
! ) ! ) | NetTime client |

For the K2 storage environment there is not an exacting requirement for clock
synchronization, but you can use NetTime to keep logging entry timesin sync on
Production Network machines. Client machines do not need NetTime.

Prepare NetTime

This section providesinstructions for NetTime on the Profile XP/Open SAN system.
On the K2 storage Browse system, the requirement for clock synchronization is only
to keep log entries matching on production network machines. On the K2 storage
Browse system, you do not need to install NetTime on Aurora Browse clients.

NetTime keeps the system clocks on Aurora Browse machinesin sync. Since the
Profile Media Servers and single-channel encoders use the house timecode feeds, the
other machines need to be kept in sync as well. On systems that control ingest and
have single-channel encoders, the primary purpose of NetTime isto keep the Ingest
Scheduler, which runs on the MediaFrame server, and the Aurora Browse client
machines synchronized to house time. On systemsthat do not control ingest, NetTime
is still useful to keep clocks synchronized so that system logs can be correlated.

The following procedure uses a single-channel encoder as the Adrienne Absolute
Time Server. If your system does not control ingest and has no single-channel
encoders, you can use any machine as the Adrienne Absolute Time Server.

Thesingle-channel encoder runsthe Adrienne Absolute Time Server. NetTimeclients
on the production network reference the Adrienne Absolute Time Server. A NetTime
server runs on the MediaFrame server, which rebroadcasts the time to the client
network. NetTime clients on the client network reference the NetTime server.

Set up NetTime with the following procedures:
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« “Prepare NetTime servers’ on page 149
« “Prepare NetTime clients’ on page 149

Prepare NetTime servers

Y ou use one single-channel encoder as the primary Adrienne Absolute Time Server,
and another single-channel encoder as the secondary (redundant) Adrienne Absolute
Time Server. A LTC connection to house timecode is required for single-channel
encoders functioning as Adrienne Absolute Time Servers.

NOTE: Make sure that the Thomson Ingest Control service is off before starting
thisprocedure. If the serviceis on and you run AecPciPoll.exe, the single-channel
encoder locks up.

To prepare a single-channel encoder as a Adrienne Absolute Time Server, do the
following:

1. On the single-channel encoder, run the following:
C:\AecPciPoll.exe

I AecPci POLL EXAMPLE x|
READER 14:16:39:19 b32
GENERATOR NiA

VIDEO NiA 0

Thisverifiesthat the Adrienne card is properly installed and the house timecodeis
valid.

. Run C:\Load Service.bat and in Task Manager, verify that NtPciClk.exeisrunning.
. Restart the encoder and verify that NtPCiClk.exe restarted automatically.
. Open C:\ATCSI10.exe and click Yes toinstall.

. Restart the encoder and verify that the Absolute Time Server icon appears in the
system tray.

g b~ W DN

6. The encoder is now functioning as the primary Adrienne Absolute Time Server.
Repeat this procedure on asecond single-channel encoder, to makeit the secondary
Adrienne Absolute Time Server.

Prepare NetTime clients

Y ou can also optionaly prepare encoders and other Aurora Browse machines as
NetTime clients, in case you want to use them to run the Aurora Browse application
for test purposes or to keep the PC clock in sync with therest of the system for thelog
files.

Some clients need special configuration to ensure time synchronization throughout
the system. Since your single-channel encoder Adrienne Absolute Time Server ison
the Production Network, only NetTime clients on the Production Network have
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access. Y ou must provide access for the external (Client Network) NetTimeclientsas
well. To do this, you configure a NetTime client machine (in this case, the
MediaFrame server) which has access to both Production and Client Networksto
rebroadcast the time sync to external networks. NetTime clients on external networks
can then look to the MediaFrame server astheir NetTime server.

To prepare aNetTime client, do the following:

1. Open the following folder:
C:\Time Sync Software\Client

2. Open NetTime-2b6.exe and click Yes to install. Choose the defaults, including
configure as service.

3. Set Net Time options as follows:

a. Enter the host name for the primary and secondary server according to the
following table:

NetTime Client Primary Server Secondary Server
A Production Network Client First Encoder Second Encoder
MediaFrame server First Encoder Second Encoder

External (Client Network) Client MediaFrame server —

b. Select the RFC868(TCP) protocol for both servers

c. For the MediaFrame server, select Allow other computers to sync to this
computer.

d. Leave other fields at the defaults and click Okay.

4. The PC clock should automatically update to match the server. If not, check
network connectivity and review install steps. All machines must be set for the
same time zone to function properly.

Prepare NAS - Serial ATA network platform

To configure the Serial ATA network (ak.a. Ciprico 1700 or DiMedia) NASfor the

Aurora Browse networks, check the following configurations and modify settings as
necessary.

NOTE: Procure | P addresses from the local network administrator prior to
configuring the NAS unit. Access to configuration pages is dependent upon valid
| P addresses.

1. From any Production network machine, enable the network to recognize the NAS
by adding an | P address within the subnet range of 192.168.50.0.

2. For the first NAS machine (nb-nas-1), open the NAS configuration software in
Internet Explorer by entering the following in the browser address bar:

https://192.168.50.31:9890
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Prepare NAS- Serial ATA network platform

NOTE: Noticethe sin the https: address. Also, make sure your browser allows
cookies and JavaScript (or JIT).

Subsequent NA S machines (nb-nas-2, nb-nas-3) have IP addresses incremented
accordingly (192.168.50.32, 192.168.50.33)

The NAS Administration Tool window opens at the Welcome page.
3. Enter the password. The default password is triton. The Status page opens.

4. Inthetree view click Network | Network Ports. The Configure Network Ports page
opens.

5. Configure network ports as follows:
a Port 0 Client Network - Set the |P address and subnet mask for the Client
network as specified by the local network administrator.

NOTE: TheDiMedaNASrequiresa static | P addressfor the client port. Set thisup
with thelocal network administrator.

b. Port 1 Production Network - Set the | P address for the production network as
specified by the local network administrator, then set the subnet mask to
255.255.255.0.

NOTE: For detailed information about configuration options, click the Help icon
(?) in the upper right corner of each window.

c. Click save, then select the Restart option to restart. Reboot takes 2-10 minutes.
Do not power-down the enclosure during reboot.

6. After the NASreboots, accessthe NAS configuration software as described earlier
in step 2 and step 3, except thistime, enter thefollowing in the browser address bar:

https://<Client IP Address>:9890
The Status page appears.

7. In the Status page tree view, click Network | Names/IPs. The Names and | Ps page
opens.

8. Set the following:
+ Domain name - Enter the Client network Domain name.

» Gateway - Enter the IP address for the Client network gateway. Consult the
network administrator.

* Node Name - For example: (root-nb-nas-n)

9. Inthe tree view click System | System Administration | Date/Time. The Date/Time
page opens.

10. Select the correct time zone, date, and time.

11. Click save, then select the Restart option to restart.
Reboot takes 2-10 minutes. Do not power-down the enclosure during reboot.

12. After the NAS reboots, access the NAS configuration software again as described
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in step 6. The Status page appears.

13. Inthe Status page tree view, click Storage | Shares | Create and then click the Next
button. The CIFS Share page opens.

14. Specify CIFS options as follows:
a. Enter Media as the share name.
b. Set user privileges. Select al of the following options:
- Writeable
- Public
- Browseable

- Available
(Do not select Case Sensitive)

c. Click save.
15. Close the NAS Administration Tool.

152 Aurora Browse Ingtallation and Configuration Guide September 22, 2006



Prepare NAS- Linux Fastora

Prepare NAS - Linux Fastora

On Linux Fastora NAS devices, check the following configurations and modify
settings as necessary.

1. Using Internet Explorer, browse to the NAS machine. For example:
http://root-nb-nas-n

2. Login as administrator. The password is triton.
3. Navigatein |eft pane to Server Configuration | Basic Configuration.
4. Under the general tab set the following:
» Server Name
» Domain name (for client network)
» DNSserver (from customer IT dept.).
5. Under LAN Port 1 tab, do the following:
» Select manual configuration
* Set the P address
 Subnet mask is 255.255.255.0
. Leave LAN Port 2 unchanged (disconnected)
. Under LAN Port 3 tab, select Get network configuration through DHCP

. At Server Configuration | Date Setup, Set the date and time.

© 00 N O

. Click security Setup | Shared Folder Setup. Select the Windows/Apple/Novell
privileges tab. User privileges for the media folder should be as follows:

* everyone- RO

* nbadmin - RW
10.Click Network Setup | Windows Network. Check Enable Windows Networking.
11.Enter the following:

» customer Domain

» account and password (customer I T dept. will need to provide this)

* enter the WINS server

Host table files
Find host table files at C:\WINNT\system32\drivers\etc

Devices share acommon host table, which lists out the Production Network |P
settings. For security purposes, the | P addresses should be non-routable (i.e.
192.168.xxx.xxx) and be part of the same subnets used by the Profile/Open SAN
systems. The customer may request aparticular subnet (routable or not) depending on
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the needs of thefacility. The only client side | P address needed in the host tableisfor
the client switch itself, which is useful for accessing the web management page from
the Aurora Browse devices.

Thefollowing is an example of host table entries. Not shown are entries for Profile
systems, UIMs, and other machines on the network. Refer to the documentation for
these other machines for host table requirements.

#MediaFrame server

192.168.30.21 iron-nb-svr

#Browse MDI server

192.168.30.101 iron-nb-mdi

#Browse NAS

192.168.30.71 iron-nb-nas-1
192.168.30.72 iron-nb-nas-2
#Browse Advanced encoders
192.168.30.50 iron-nb-adv-1

192.168.30.51 iron-nb-adv-2

#Browse single-channel encoders

192.168.30.26 nb-enc-1 #Open SAN Profile mpvs-1 vtr 01
192.168.30.27 nb-enc-2 #Open SAN Profile mpvs-1 vtr 02
192.168.30.28 nb-enc-3 #Open SAN Profile mpvs-1 vtr 03
192.168.30.29 nb-enc-4 #Open SAN Profile mpvs-1 vtr 04

#NB Router Gateway
192.168.30.111 iron-nb-rtr

#The following Client LAN entries are included in this host table for
#reference only. Machines on client network use DNS lookup only.

#Browse live monitor encoder

10.16.37.91 iron-nb-live-1 #Client LAN
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Host table files

.16.37.92 iron-nb-live-2 #Client LAN

#Browse Ethernet Switch

10.16.37.20 iron-nb-2950-client-1 #Client LAN
192.168.30.200 iron-nb-2950-prod-1
Host table tips:

September 22, 2006

If you areexporting EDL sto Aurora Edit, the Aurora Edit workstation must be able
to resolve the Profile MDI name (present in the EDL) to the | P address of the
Profile X P system to which the MDI connects. The recommended solution isto
map the MDI name to the Profile | P address in the Aurora Edit workstation’ s host
table. Refer to “MDI and Encoder logical names convention” on page 33.

The NAS and MediaFrame server | P address need to be resolved using the Client
side | P address via DNS lookup, not the host table.

If the server has a canonical name, the host table for any machine that runs MDIs
that are subscribed to by the server must match case for the entire canonical name.
E.g., if the server’s canonical nameis “NB-SERVER1.mycorp.net”, then the host
table entry in the MDI server(s) must match; if theentry is

“NB-SERVER1.MY CORP.NET", thenit will not work. Pinging will not show the
problem. The problem doesn’t show up until the MDI s attempt to notify the server.
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Encoder stand-alone stage

For this configuration stage you configure and test one single-channel encoder, one
NAS, and one Profile XP server to work together.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

Video
Server

Encoder

( Production Network )

_ Proxy
—  NAS

Refer to “ System diagram - Profile XP or Open SAN storage” on page 137 for aview
of the entire system.

To do the basic configuration and testing of a single-channel encoder, do the
following:

1. “Configure ASK Location: Single-channel encoder” on page 157

. “Configure Ingest Control: Single-channel encoder” on page 157

. “Configure Proxy Asset (NAS): Single-channel encoder” on page 158
. “Configure media server: Single-channel encoder” on page 159

. “Configure MPEG encoder: Single-channel encoder” on page 160

. “Test: Encoder stand-alone stage” on page 160

N o o~ WD

. “Checklist: Encoder stand-alone stage” on page 162
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Configure ASK Location: Single-channel encoder

pasuenpy
Ajipow jou oQ

ASK:
Host.

< aiseg

<

Port

Update ;

http://root-nb-enc-n:280 —> ASK Location
iron—nb—swr

9010

—— Enter the name of the MediaFrame server
—— Port 9010 isrequired. See “Ports and services mapping” on page 36.

Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
It is not necessary to restart a service to put these settings into effect.

This page tells the single-channel encoder where to look for the ASK service, which
runs on the MediaFrame server. The function of the ASK is to store the location of
other services in the MediaFrame system that the encoder might need to access.

Configure Ingest Control: Single-channel encoder

pasuenpy
Aypow j0u 0@

[ve)
QD
0,
o
v Remote
Control Protocal
v IP Part
v tax Record Minutes
v Backup WTR:
v COM Port
v Record delay (frames)
v v

http://localhost:280 —> Single Channel Encoder —> Ingest Control

Configure Ingest Control

& Ethernet (MET) © Serial Port (AMPY

9330

360

W Enable

Access this page from the local single-channel encoder.

Select the protocol that controls the Profile.

—— For Ethernet, enter |P Port 9330. See “Ports and services mapping” on
page 36. For Serial Port, select a COM Port.

—— 360 minutes recommended

—— If using abackup VTR, select Enable

If using abackup VTR, select a COM port.
—— Adjust as required by the backup VTR®
Saves changes. Changes are lost if you leave the configuration page without

Update =

updating.
Always click Update... buttons after making changes

To put changesinto effect, start or restart the Thomson Ingest Control service
on the single-channel encoder.

@ Tuneat alater timeto makesurethe VTR start matchesthe Profile

and encoder start time.

This page provides general information about the single-channel encoder and how it
controls the Profile Media Server and (if you use one) abackup VTR.
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Configure Proxy Asset (NAS): Single-channel encoder

o]
o
i:_ 3 http:/localhost:280 => Single Channel Encoder —> Proxy Asset Information Access this page from the local single-channel encoder.
w2 3
8%
a. o ‘2 onfigure Proxy et Information
4 MDI Name:  PROXY1 _4—Thereis but one logical Proxy Managed Device in the system, named
PROXY1.2
v File Syster Falder: iron—-nb—nas—1 _4— Select the path to the folder (\Media) on the NAS (or other storage |ocation)
that receives the MPEG this encoder creates.
v Update | Validates the current configurations with the Proxy M DI settings and saves
changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes

To put changesinto effect, start or restart the Thomson Ingest Control service
on the single-channel encoder.

@ PROXY 1 can have multiple folders (on multiple machines)
defined as | ocations for assets.

This page specifies the location in which the single-channel encoder places the proxy
MPEG it creates.

When this page opens and when you click a ... button, fields and lists are populated
with valid information as currently defined on the ASK settings page and the Proxy
MDI settings page.

If you have not yet configured Proxy MDI settings (asin the MediaFrame stage), you
must typein the File System Fol der path (\\root-nb-nas-n\Media) rather than using the
... button and then selecting from alist. In this case you can ignore error messages
about the Proxy MDI information not being available.
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Configure media server: Single-channel encoder

o]
o
z 5 http://root-nb-enc-n:280 —> Single Channel Encoder —=> Primary Media Server
<
o5 3
0 3=
0 o<
v Live Record:  F# Enable L eave this box checked unless the Profile is being taken off line.2
v Record using: | AP ~+—— Select APl or VDCP (API is strongly recommended).
4 _— For API, erga the machine name of the Profile. For VDCP, select the COM port
Host Mame o IP;  mpvs—1 connected.
v Channal:  /1r1 |— For API, select the Profile channel. For VDCP, enter the signal port connected.®
v Delay: 0 —— For API, set to 0. For VDCP, enter delay framgs, tuned for the channel so that
the Profile and encoder start times arein sync.
v MDI Name: SANT -}+— Select the MDI name for the Profile specified under “Profile Control” above.
v Profile Bin:  EXT:/Ch1ingest .+— Select abin on the Profile. Upon ingest, the high-res asset is saved here.®
v Update 4 Validates and savesthe current configurations. Changes arelost if you leave the

configuration page without updating.
Always click Update... buttons after making changes

To put changesinto effect, start or restart the Thomson Ingest Control service
on the single-channel encoder.

@ Normally the media server is enabled. Uncheck only when the
Profileis off line, but if you still need a second Profile or backup
VTR to run.

b Thisfieldis dependent upon the API/VDCP selection above.

C For AP, thislist is automatically populated by reading the channel
names, as in Configuration Manager, from the Profile specified in
the“Host Name...” field above.

4 Thisfieldis dependent upon the API/VDCP selection above.

€& Thislist isautomatically populated by reading binsand volumes, as
in MediaManager, from the Profile specifiedinthe“Host Name...”
field above

This page configures the connection between the single-channel encoder and the
Profile channel it controls. Make sure that you correctly associate the MDI with the

correct Profile Media Server.

If you have abackup Profile, return to the Single Channel Encoder = Backup Media
server link and configure similarly. On the backup server configuration page, you
must check Enable, asit isunchecked by default.
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Configure MPEG encoder: Single-channel encoder

http://root-nb-enc-n:280 —> Single Channel Encoder —=> MPEG Encoder

Configure MPEG Encoder

Mpeg bit rate: 1000000 —— Leave at default of 1000000.
Mpeg delay (fames) 0 —— Leave at default of 0. Modify only to debug server/encoder timecode problems.
Video source: € S video / Select Composite
& Composite
Video standard: [FPS_5994 ~ Select fields per second: FPS_5994 for drop-frame NTSC, FPS_60 for
non-drop-frame NTSC, FPS_50 for PAL.
Audio GainLevel. [0.0dB - The MPEG encoder audio output. Adjust to calibrate Advanced Edit audio, or
to improve the quality of the desktop audio (i.e. if the sourceis 'too hot')
Update | Saves changes. Changes are lost if you leave the configuration page without

updating.
Always click Update... buttons after making changes

To put changes into effect, start or restart the Thomson Ingest Control service
on the single-channel encoder.

This page configures the parameters the encoder uses when it creates the MPEG
proxy assets.

Test: Encoder stand-alone stage

The following test exercises system functionality exclusive to the basic
configurationsfor the single-channel encoder. A successful test verifiesthat the basic
configurations are correct.

Test description: A short test clip (high-res) is recorded on the Profile Media Server,
while at the same time the low-res proxy asset is created on the NAS.

NOTE: Run thistest only in the stand-alone stage, with machinesthat have not yet
been added as managed devices (as in the + Server stage). Oncethe server is
connected, thistest can result in corrupt database records.

Run the test as follows:

1. Make sure that the system is not in use.

NOTE: Running thesetestswill tie up a channel and could collide with commands
from the Ingest Schedule page. | nform operators that they must not use the
channels under test.

2. Click start | Programs | Thomson | Event Viewer. Event Viewer opens.
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Test: Encoder stand-alone stage

3. Click start | Programs | Thomson ... | Ingest Client. The Ingest Client application
opens.

™ ingest Clienk : =10 =]
Host Mame or IF; |Iacalhast
Port |933|:| Canrect |

— Status
State:  IDLE mzIr30d 1 iz finished. Result SUCCEEDED

Result: SUCCEEDED

Ingest finizhed.

Dwration 00:00:50:00

—Ingest Contral Jzing FPS:

Ingest | Azzet Mame: W

Abort | Start Time: W Get Assets |
Update Diuration | Ciuration: W
Get Start Time |

If you open the Ingest Client application on an operational system, you'll see the
status messages of the last encode job.

4. Configure asfollows:
e Host Nameor |P: localhost
 Port: 9330

5. Click connect to establish a connection with the Ingest Control service that
controlsthetarget Profile. Look for the following report in the Status areato verify
the connection:

o State: IDLE
6. Configure as followsto create a high-res and alow-res asset:
» Asset Name: Enter a name for the test asset you are about to create.

o Start Time: Enter ASAP. This starts recording immediately, similar to a crash
record. Or you can enter a start time afew minutes ahead of the current time.

 Duration: Enter 00.00.20.00 (thisis 20 seconds, which is adequate for test
purposes)

7. Click Ingest. Theingest job is submitted and a ProNet session is established with
the Profile. Watch the reportsin the Status area to verify that the creation of the
assetsis progressing. Look for the following report to verify completion:
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» State: SUCCEEDED

8. In Event Viewer, verify informational messages regarding the creation of the
assets.

NOTE: If you've not yet configured the MDI's, you may get some error messagesin
Event Viewer asthe encoder attempts to communicate completion information to
MDI services. In this case these messages can beignored.

9. Inthe Ingest Client application, click Get Assets. For both the high-res and the
low-res assets, look for the following report:

» COMPLETE_OK

10.0n the Profile system, use Media Manager to verify that a clip with the correct
duration was created. Note the location of the clip, asit is used in configuration
stage tests later in this chapter.

11.0n the NAS, use Windows Explorer to verify that the MPEG clip was created.
Open and play the clip. Validate video and audio.
Checklist: Encoder stand-alone stage

Use the following check list to verify that the basic configuration and testing of the
single-channel encoder is complete.

L1 Audio/Video/Timecode connected properly
1 NetTime server running

U1 Profile(s) record high-res

[J Encoder writesto NAS

1 MPEG playback with audio
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Encoder + Server stage

Encoder + Server stage

For this configuration stage you configure the MediaFrame server to work together
with the single-channel encoder, NAS, and Profile XP server from the Encoder
stand-alone stage. MDI services are also required, as configured in the MediaFrame

stage.
The portion of the system configured and tested in this stage isillustrated by the

following diagram.
. 00
ﬁ@ Video

Server
[=e==—==7) 1-Channel sﬁﬁ
Encoder

===

( Production Network

— =10
MDI Server NewsBrowse Server Proxy NAS

Refer to “ System diagram - Profile XP or Open SAN storage” on page 137 for aview
of the entire system.

To do the basic configuration and testing for the Encoder + Server stage, do the
following:

1. “Configure ASK Location: MediaFrame server” on page 164

. “Configure Media Frame Core ASK: Single-channel encoder” on page 164
. “Configure Ingest Scheduler: MediaFrame server” on page 165

“Set up Aurora Browse client for configuration stage tests’ on page 166

. “Test: Encoder + Server stage” on page 166

o A W N

. “Checklist: Encoder + Server stage” on page 167
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Configure ASK Location: MediaFrame server

http:/llocalhost:280 —=> ASK Location Open this page locally on the MediaFrame server machine.

pasuenpy
Ajipow jou oQ

g
o ASK.
v Host localhost —— Enter localhost, since you are configuring on the MediaFrame server itself.
v Port: 9010 —— Port 9010 isrequired. See “Ports and services mapping” on page 36.
v Update $ Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
It isnot necessary to restart a service to put these settings into effect.

This page tells the MediaFrame server where to look for the ASK service. Since the
ASK service runs on the MediaFrame server, you enter localhost for the ASK host
location. On all other machines you must enter the name of the MediaFrame server.

Configure Media Frame Core ASK: Single-channel encoder

Make sure the single-channel encoder’s Ingest Control service isregistered with the
ASK software component with alogical name, as explained in “ Configure Media
Frame ASK: Register components’ on page 54.

164 Aurora Browse Ingtallation and Configuration Guide September 22, 2006



olseg
< X pasuenpy
Ajpow j0u 0@

Configure Ingest Scheduler: MediaFrame server

Configure Ingest Scheduler: MediaFrame server

http://localhost:280 => Ingest Scheduler => Scheduler Open this page locally on the MediaFrame server.

Scheduler Settings

Purge Event: 7 —— Number of previous days of ingest history

Back to Back Delay: 29 —— Minimum back-to-back delay in seconds between records on the same channel.
Default valueis 29.

“ideo/Audio Router Gateway:

Host Name or IP: iron—nb—ir —— Machine name of Router Gateway .
Port: 8065 —— 8065 required.
Updats | Saves changes. Changes are lost if you leave the configuration page without

updating.

Encoderame:  INGEST-CH2 .+ Select thelogical name for the encoder. This specifies the encoder as an ingest
channel.

Display Name:  Enc. Chan. 2 —— Enter auseful name for the channel. Thisis displayed in the Aurora Browse
application.

_ AddiUpdate Ghamasl_ +———————— Adds the above specified encoder as an ingest channel

INGEST-CH1 (Enc.Chan. 1) MxP21

Currently added ingest channels

___ Remove Channel 4——————————— Removes the currently selected ingest channel

Y Y IMMDD
¥ YMMDD

© DDMMYY

© DDMMYY Y'Y
“ NONE

—— Adds the selected date suffix automatically to high-res clips

Date Starmp:

€ HHMMSS —— Adds the selected time suffix automatically to high-res clips

© HHMM
“ NONE

Updats DaterTime Stamp  +——————— Saves date stamp and time stamp changes

Time Stamp

Always click Update... buttons after making changes

To put changes into effect, start or restart the Thomson Ingest Scheduler
service.

The page defines resources available and operating parameters for ingest jobs.

Add the encoder as an ingest channel.

For “Video/Audio Router...” settings, refer to “Add Router Gateway to Ingest
Scheduler” on page 172. If you are configuring the basic Encoder + Server stage, do
not yet configure these settings.
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Set up Aurora Browse client for configuration stage tests

Temporarily set up aPC asa Aurora Browse client. Y ou can use the MediaFrame
server, except if the server isthe HAFT platform.

NOTE: Itisnolonger recommended toinstall Windows Media Player on theHAFT
platform because of compatibility problems, so you can not run the Aurora Browse
application locally on the HAFT platform.

Setting up a Aurora Browse client is explained in “ Set up client PCs” on page 103. If
you use the MediaFrame server as a Aurora Browse client, it is only for the purpose
of the staged configuration process. Once the entire system is operating, you should
no longer use the MediaFrame server as a Aurora Browse client.

Other configurations normally required for Aurora Browse clients, such as Aurora
Browse users and licenses, are not necessary when the Aurora Browse client runson
the MediaFrame server, because you log into the server as Aurora Browse
administrator.

To use an external PC as a AuroraBrowse client, refer to “Add Aurora Browse
Clients’ on page 102 for the compl ete instructions.

Test: Encoder + Server stage

Thefollowing test exercises system functionality exclusive to the basic
configurationsfor the Encoder + Server stage. A successful test verifiesthat the basic
configurations are correct.

Test description: Using the Aurora Browse user interface, one test clip is manually
recorded (crash record) and one test clip is schedule recorded. The system correctly
controls the creation of (at the right time) the high-res material on the Profile Media
Server and the low-res proxy assets on the NAS.

Run the test as follows:

1

Make sure that the system isnot in use.

NOTE: Running thesetestswill tie up a channel and could collide with commands
from the Ingest Schedule page. Inform operators that they must not use the
channels under test.

2.
3.

From the MediaFrame server, open the Aurora Browse application.

Click theingest tab at the top of the Aurora Browse window. The Ingest page
opens.

. On the Ingest page, verify that you can see the single encoder with the correct

channel name at the top of the column.

. Make sure you are on today's schedule, and enable auto-refresh.

. If not already running, start Event Viewer by clicking Start | Programs | Thomson |

Event Viewer. Y OU can view activity in Event Viewer as you run tests.

. Do acrash record as follows:

a. OntheIngest page, click the red record button at the top of the channel column.
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Checklist: Encoder + Server stage

The Add Schedule Event window appears showing the current time as the start
time of the record, with a default duration of 30 minutes.

b. Enter a meaningful test clip name

¢. Changethe duration to one minute. Duration uses the SMPTE timecode format:
hours:minutes:seconds:frames.

d. Click Add Event. The event gets added to the Ingest Schedulein the current time
slot and begins recording.

e. Changeto List View and track progress until the job reports COMPLETED.
8. Do ascheduled record as follows:

a. Onthelngest page, double-click in the channel column at atimethat is ahead of
the current time. The Add Schedule Event window appears.

b. Enter a meaningful test clip name.

c. Change the start time to atime that is a few minutes ahead of the current time.
Start Time uses a 24-hour clock.

d. Change the duration to one minute.

e. Click Add Event. The event is added to the Ingest Schedule in the specified time
slot.

f. Changeto List View, wait until the recording begins, and track progress until
the job reports COMPLETED. Verify that the job starts at the correct time.

9. Check for the crash record and schedule record material as follows:
a. Click the browse tab at the top of the Aurora Browse window.
b. Onthefind tab, verify that the crash record and scheduled record clips are listed.
c. For each of these clips, select it, then click the related tab. Verify that online
media and MPEG Video arelisted.
Checklist: Encoder + Server stage

Use the following check list to verify that the basic configuration and testing of the
single-channel encoder plus MediaFrame server is complete.

I Clock synched

[ Crash record successful

[ Scheduled record on time

1 New MPEG proxy in system
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168

Router Gateway stand-alone stage

For this configuration stage you configure the Router Gateway component for control
of your router controller (if used in your system).

Refer to “ System diagram - Profile XP or Open SAN storage” on page 137 for aview
of the entire system.

To do the basic configuration and testing of the Router Gateway stand-alone stage, do
the following:

1. “Add Router Gateway” on page 168

. “Configure ASK Location: Router Gateway” on page 169
. “Configure Router Gateway” on page 169

. “Test: Router Gateway stand-alone stage” on page 169

g M~ W DN

. “Checklist: Router Gateway stand alone stage” on page 170

Add Router Gateway

The machine that hosts the Router Gateway software component acts as the Router
Gateway machine, as follows:

Dedicated Router Gateway — |n some systems, the Router Gateway software
component is on a stand-alone Router Gateway machine. If your system has a
dedicated Router Gateway machine, it comes from the factory with the Router
Gateway software component installed, so you do not need to do any further
installation. The Router Gateway machine requires only network connectionsin
preparation for its use in the system.

MDI server as Router Gateway — The Router Gateway software component can also
reside on another Aurora Browse machine, such asthe MDI server. If your system
uses the MDI server as the Router Gateway host, you must first install the Router
Gateway software component from the M ediaFrame server installation program. Run
the installation program and install only Router Gateway. Refer to “ About Aurora
Browse software” on page 24.
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Configure AK Location: Router Gateway

Configure ASK Location: Router Gateway

http://localhost:280 —> ASK Location Open this page locally from the machine hosting the Router Gateway Service.

ASK Location

ASK

Host  iron—nb—svr —— Enter the name of the MediaFrame server
Port: 9010 —— Port 9010 isrequired. See “Ports and services mapping” on page 36.
Updats § Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes

It is not necessary to restart a service to put these settings into effect.

This pagetellsthe Router Gateway whereto look for the ASK service, which runson
the MediaFrame server. The function of the ASK isto store the location of
M ediaFrame components.

Configure Router Gateway

http://localhost:280 —> Router Gateway Open this page locally from the machine hosting the Router Gateway Service.

Router Gateway Settings

Router Gateway Port: 8065 —— Port 8065 isrequired. See “Ports and services mapping” on page 36.
Primary Router Controller

Host:  iron-nb—tr —— Hostname of machine hosting Router Gateway service

Port: 12345 —— 12345 isthe standard port for the SM S7000 native protocol.
T (;D;;m”m — If using a backup host, enter machine name.

o 12345 —— Use the standard port for router controller. Defaults to 12345.

_Update 1 Sag;s changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
To put changesinto effect, start or restart the Router Gateway service.

This page specifies the machine or (backup) machines that host the Router Gateway
Service.
Test: Router Gateway stand-alone stage

Thefollowing test triggers the Router Gateway component to send acontrol signal to
the router controller. A successful test verifies that the basic configurations are
correct.

Test description: Using the Router Gateway Client application, change the source and
destination of the router.

Run the test as follows:
1. Make sure that the system is not in use.
NOTE: Runningthesetestswill tie up a channel and could collide with commands

from the Ingest Schedule page. | nform operators that they must not use the
channels under test.
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2. From the Router Gateway hogt, click Start | Programs | Thomson | ... | Diagnostic
Tools | Router Gateway Client. The Router Gateway Client application opens.

#. Router Gateway Tesk [ et
Caonnect | = W Fart: Iﬁ
Destinations: Sources:
| =y [

Take |
Get Source |

3. Configure asfollows:
¢ IP: localhost
* Port: 8065.

4. Click connect. Verify that the Destinations and Sources drop-down lists are
populated, which means the connection is successful.

5. Configure asfollows to trigger the router controller:

» Destinations; Select a destination from the list that is not the destination
currently used by the router.

» Sources. Select asource from thelist that is not the source currently used by the
router

6. Monitor the video and audio currently routed. Click Take. Verify that the video and
audio changes.

7. Repeat previous steps to validate that takes work for all destinations that are
configured to an ingest channel.
Checklist: Router Gateway stand alone stage

Use the following check list to verify that the basic configuration and testing of the
Router Gateway stand alone stage is compl ete.

[ The machine hosting the Router Gateway software component connects to the
router controller.

I The Router Gateway software component can change Destinations and Sources on
the router controller.
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Router Gateway + Server stage

Router Gateway + Server stage

For this configuration stage you configure the Router Gateway component for control
of your router controller (if used in your system).

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

Dto A
Video
Router Server
Gateway =='=—=
[ 7 1-Channel ‘
Encoder
0 Production Network )
[ ——
MDI Server NewsBrowse Server Proxy NAS

Refer to “ System diagram - Profile XP or Open SAN storage” on page 137 for aview
of the entire system.

To do the basic configuration and testing of the encoder plus server, do thefollowing:
1. “Add Router Gateway to Ingest Scheduler” on page 172

2. “Test: Router Gateway + Server stage” on page 173

3. “Checklist: Router Gateway + Server stage” on page 173
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Add Router Gateway to Ingest Scheduler

http://root-nb-svr:280 —> Ingest Scheduler => Scheduler

Scheduler Settings

Purge Event: 7 —— Number of previous days of ingest history
Back to Back Delay: 29 —— Minimum back-to-back delay between records on the same channel
“ideo/Audio Router Gateway:
Host Name or [P iron-nb-rir —— Hostname of machine hosting Router Gateway service
Port: 8065 ——8065. Refer to “Ports and services mapping” on page 36.
Updats | Saves changes. Changes are lost if you leave the configuration page without

updating.

Encoderame:  INGEST-CH2 _.|— Select the logical name for the encoder. This specifies the encoder as an ingest
channel.

Display Name:  Enc. Chan. 2 —— Enter auseful name for the channel. Thisis displayed in the Aurora Browse
application.

___ AddiUpdats Channel  +———————— Adds the above specified encoder as an ingest channel

INGEST=CH1,(Enc.Chan. 1) MXP21 —— Currently added ingest channels

___ Remmve Chanisl {—————————— Removes the currently selected ingest channel

Y YYMMDD Adds the selected date suffix automatically to high-res clips
€YY MMDD

© DOMMYY

© DOMMY VY

& NONE

Date Starmp:

© HHMMS Adds the selected time suffix automatically to high-res clips

" HHMM
& NONE

Update Date/Time Stamp  +————— Saves date stamp and time stamp changes

Time Stamp:

Always click Update... buttons after making changes

To put changesinto effect, start or restart the Thomson Ingest Scheduler service
on the MediaFrame server.

This page make the Router Gateway machine available to the Ingest Scheduler
service.

In the Router Gateway + Server stage, configure only Video/Audio Router Gateway
and Add/Update Ingest Channel settings.
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Test: Router Gateway + Server stage

Thefollowing test triggersthe router controller as part of Profileingest. A successful
test verifies that the basic configurations are correct.

Test description: Using the Aurora Browse application, use the Router option in
conjunction with Profile ingest.

Run the test as follows:

1. Make sure that the system isnot in use.

NOTE: Running thesetestswill tie up a channel and could collide with commands
from the Ingest Schedule page. Inform operators that they must not use the
channels under test.

2. From the MediaFrame server, open the Aurora Browse application.

3. Click theingest tab at the top of the Aurora Browse window. The Ingest page
opens.

4, Make sure you are on today's schedule, and enable auto-refresh.
5. Verify that the router option is available as follows:

a. Onthelngest page, click the red record button at the top of the channel column.
The Add Schedule Event window appears showing the current time as the start
time of the record, with a default duration of 30 minutes.

b. Verify that the router source list is present. Change the router source.
c¢. Enter ameaningful test clip name.

d. Change the duration to one minute. Duration uses the SMPTE timecode format:
hours:minutes:seconds.frames.

e. Click Add Event. The event gets added to the Ingest Schedulein the current time
slot and begins recording.

f. Verify that the router changes the video and audio signal correctly.

Checklist: Router Gateway + Server stage

Use the following check list to verify that the basic configuration and testing of the
Router Gateway + Server stage is complete.

[ Router-control connections successful between M ediaFrame server and Router
Gateway

1 Aurora Browse application controls router at ingest
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Configure Profile MDI: Conform to air settings

o
o
i:_ 3 http:/Mocalhost:280 => Profile MDI Access this page locally on the MDI server.
w3
8%
a. Q‘? roiile ettings
\4 Port: 9130 —— Port 9100 is required. See “Ports and services mapping” on page 36.
v Domain: DEFAULTDOMAIN —— All Domain names in the MediaFrame system must be identical.
2% Update | Saves changes. Changes are lost if you leave the configuration page without
updating.
Add Profile MDI
v MDI Name: FPROFILEZ _.|— Select aProfile MDI.
v Profile Host Name ar [P PYE—2 —— Enter the hostname of the Profile for the MDI selected above.?
v Secondary Profile Host Name/IP(s) —— Enter the hostname of the ba.‘,kup Pfof”eb
v Asset System Dwell Time (mins): 2 —— Thetime that the Profile MDI waits before it informs the M ediaFrame system
that a clip has finished recording. Leave at 2.
v Port: 9132 —— Automatically increments so each Profile MDI has a unique process port.
Vv Add Profils Managed Devica Click to add as an existing managed device. For stand-alone Profile Media
Servers, add aMDI for each one. For Open SAN Profile Media Servers, add
only one MDI per Open SAN.
0- SANT mpvs—12 9130 — Verify the MDls currently on-line. A listing for a single Profile MDI includes
1- PROFILE1 pvs—12 9131 the values from all four “Add Profile MDI” fields above.
v Rermuove Profile Managed Device "— Click to remove the selected managed device.
Thefollowing settings specify Profilesto which material can betransferred via
Fibre Channel from other Profiles. Thisis used by Conform-To-Air EDL and
other Fibre Channel transfers. Refer to “ Configure Profile MDI: Conform to air
The transfer operation requires the fibre channel . Settl ng§ on page 174.
v Profile MDI Name: PROFILE2 _.|—Sdect the MDI for a Profile to which material can be transferred.
v Profile Host hams: [pv5—2 —— Hostname of the Profile specified above.
v L B — Click to add as a transfer target. This makes the Profile available for selection
from the Aurora Browse application as a transfer destination.
PROFILET pvs—1 —— Profiles capable of receiving a Fibre Channel transfer.
v Rernave Transfer Targst_ +—————————— Click to remove the selected transfer target.

Always click Update... buttons after making changes
To put changesinto effect, start or restart Profile MDI Service on the MDI
server.

aMake sure the Profile name is entered just asit isin the host table.
b-Make sure the Profile name is entered just asitisin the host table.

This page configures the Managed Device Interface (MDI) for the Profile Media
Serversthat record and store the high-resmedia. The M ediaFrame system dependson
the Profile MDI to make high-res media assets visible across the system.

For the EDL stage, configure the settings related to the EDL Conform to air feature.
Specify one of more on-air Profiles as the targets to which conformed high-res clips
can be transferred for playout.

For other settings, refer to “ Configure Profile MDIS” on page 60.
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Add live monitor encoders

If your system uses live monitor encoders, add them to the system as follows:

1. If you have not aready done so, cable and configure for network access similar to
the MediaFrame server.

2. Connect the audio/video feed for an ingest channel.

3. Add live monitor encoders on the Ingest Scheduler Live Feeds configuration page.

o)
o
z 3 http://root-nb-svr:280 —> Ingest Scheduler => Live Feeds
g2
% g Live Feeds Settings
22
ad
Associale to Ingest Encoder Name:  INGEST-CH2 -=+— Select the Encoder (Transfer service) for the single-channel encoder (ingest
channel) for which the live monitor encoder provides a video stream.
Host Mame or IP:  iron-rb-live-2 —— Machine name of the live monitor encoder.
v Port: 3080 —— Port 8080 required.
Add Feed Adds the live monitor encoder as alive feed.
INGEST_CH1 mms #iron-nb-live—1.8080 — Currently added live monitor encoders.
4 Remova Faed —| Removes the selected live monitor encoder.

To put changes into effect, start or restart the Thomson Ingest Scheduler
service.

4. On each live monitor encoder, start Windows Media Encoder. There should be a
Windows Media Encoder shortcut on the Windows desktop.

5. Open the Aurora Browse application and on the Ingest page verify that the video
stream appears.

Proxy troubleshooting tools

Timecode Check — Thisisa utility provided on single-channel encoders that will
display the timecode being fed into the Adrienne timecode board. Thisisvaluable for
checking that house time is being read when setting up a single-channel encoder. No
Aurora Browse services should be running when using this utility.

Ingest Client — This encoder utility exercises a single-channel encoder to test the
ability to encode mpeg and initiate record on the high-res video server.

Transfer Client — This encoder utility is used to test scavenge and transcode
operations.

Router Gateway Client — This utility allows you to test the connection between the
Router Gateway and the router control system.
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scheduling and processing events.

@® Synchronized PC clocks (via NetTime)
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2. Process Event. The Ingest Scheduler process finds events ready to be
processed and sends the event info to the encoder (and to the Router
Gateway if it's configured in the system) in advance of the actual start time.
The router takes immediately while the encoder waits to execute based on
the house time. The Ingest Control reads the timecode feed to determine
when to execute the record event on the Video Server. The Ingest Control
service controls a single Profile (either via serial control or ethernet API) or
can optionally control two Profile servers (both via API only) and a backup
VTR (serially). The Ingest Control creates mpeg video and writes it to the
configured storage location. The Ingest Scheduler creates associations of
the mpeg and high-res material with the previously entered metadata.

Not included in this diagram is the interaction whereby the Ingest Control
notifies the Proxy MDI, which in turn notifies the Rules Wizard of the mpeg
creation. The Rules Wizard then intitiates the creation of thumbnail,
storyboard, and Real Video proxy. Refer to the Scavenge Interaction for the
flow by which the Rules Wizard initiates proxy creation.
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Browse controlled ingest 2

1. Notification of new Server
mpeg. In the previous
diagram, Ingest 1, proxy \

mpeg is created. Ingest
Control then notifies the
Proxy MDI of the
presence of the new
mpeg. The Proxy MDI
then notifies the Rules
WiIzard, which checks
to see if the asset
already has thumbnail,
storyboard, and
RealVideo formats
associated with it. If not,
a job is created and
stored in the database.

Resolver

Rules Wizard
Database

1.2: notify Proxy
mpeg created MDI*

2. Rules Wizard Initiates Transfer.

When an appropriate Advanced

encoder becomes available, jobs are

pulled from the database and a
transfer is initiated. The transfer
service reads the mpeg from the

stored location and transcodes it into
thumbnail, storyboard, and RealVideo
formats (depending on the configured
rules), which are then written back to
the same location as the original mpeg

file.
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Appendix B Legacy systems

Browse Ingest: Proxy MPEG Creation
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1. Add Event. The user enters event Storage 2. Process Event. The Ingest Scheduler process finds events ready to be
information via the web application user (NAS) / processed and sends the event info to the encoder (and to the Router
!nterfacg. The Ul passes the event Gateway if it's configured in the system) in advance of the actual start time.
information to the Ingest Scheduler process The router takes immediately while the encoder waits to execute based on
which stores the event data and creates a the house time. The Ingest Control reads the timecode feed to determine
metadata entry using the Metadata Services. Proxy when to execute the record event on the Video Server. The Ingest Control
Synchronized PC clocks are critical for Storage service controls a single Profile (either via serial control or ethernet API) or

scheduling and processing events.

@® Synchronized PC clocks (via NetTime)
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can optionally control two Profile servers (both via APl only) and a backup
VTR (serially). The Ingest Control creates mpeg video and writes it to the

configured storage location. The Ingest Scheduler creates associations of
the mpeg and high-res material with the previously entered metadata.

Not included in this diagram is the interaction whereby the Ingest Control
notifies the Proxy MDI, which in turn notifies the Rules Wizard of the mpeg
creation. The Rules Wizard then intitiates the creation of thumbnail,
storyboard, and Real Video proxy. Refer to the Scavenge Interaction for the
flow by which the Rules Wizard initiates proxy creation.
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