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This Aurora Browse Installation and Configuration Guide is part of afull set of
support documentation, described as follows:

* Aurora Browse Installation and Configuration Guide — Provides explanations and
procedures for installing and configuring the system at a customer site. Includes
recovery planning and troubleshooting sections. This document is available
electronic form (PDF file) on the Aurora Browse Application CD-ROM.

* AuroraOnline Help — Providesinstructions for using the Browse application. This
document is available from the Browse application Help menu.

* Aurora Browse Release Notes — Contains the latest information about the
product’ s hardware and the software. The information in this document includes
upgrade instructions, feature changes from the previous releases, helpful system
administrative information, and any known problems.

* Aurora manuals — Each of the Aurora products has its own documentation set.
Refer to product manuals as follows:

- Aurora Edit

Aurora Browse

Aurora Ingest

Aurora Playout

Aurora Browse Installation and Configuration Guide
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Grass Valley Product Support

Grass Valley Product Support

To get technical assistance, check on the status of aquestion, or to report new issue, contact
Grass Valley Product Support viae-mail, the Web, or by phone or fax.
Web Technical Support

To access support information on the Web, visit the product support Web page on the
Grass Valley Web site. Y ou can download software or find solutions to problems by
searching our Frequently Asked Questions (FAQ) database.

World WideWeb:  http://www.thomsongrassvalley.com/support/
Technical Support E-mail Address. gvgtechsupport@thomson.net.

Phone Support

Use the following information to contact product support by phone during business
hours. Afterhours phone support is available for warranty and contract customers.

International +80080802020 Italy +390224 131601
(France) +33148 252020 +39 06 87 20 35 42
International +1 800 547 8949 Belarus, Russia, +7 095 258 09 20
(United States, +1 530 478 4148 Tadzikistan, +33(0) 23349030
Canada) Ukraine,

Uzbekistan
Hong Kong, +852 2531 3058 Indian +91 11 515 282 502
Taiwan, Korea, Subcontinent +91 11 515 282 504
Macau
Australia, New +61 1300 721 495 Germany,Austria,  +49 6150 104 444
Zealand Eastern Europe
Central, South +55 11 5509 3440 Near Eadt, Africa +33148 252020
America
China +861 066 0159 450 Netherlands +31(0) 3562 38421
Belgium +32 (0) 233490 30 Northern Europe +45 45 96 88 70
Japan +81 3 5484 6868 Singapore +65 6379 1313
Malaysia +603 7805 3884 Spain +41 487 80 02
Middle East +971 4 299 64 40 UK, Ireland, Israel ~ +44 118 923 0499

Authorized Support Representative

A local authorized support representative may be availableinyour country. Tolocatethe
support representative for your country, visit the product support Web page on the Grass
Valley Web site.

Aurora Browse Ingtallation and Configuration Guide
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END-OF-LIFE PRODUCT RECYCLING NOTICE

Grass Valley’s innovation and excellence in product design also extends to the programs we’ve established to
manage the recycling of our products. Grass Valley has developed a comprehensive end-of-life product take back pro-

gram for recycle or disposal of end-of-life products. Our program meets the requirements of the European Union’s
WEEE Directive, the United States Environmental Protection Agency, and U.S. state and local agencies.

Grass Valley’s end-of-life product take back program assures proper disposal by use of Best Available Technology.
This program accepts any Grass Valley branded equipment. Upon request, a Certificate of Recycling or a Certificate
of Destruction, depending on the ultimate disposition of the product, can be sent to the requester.

Grass Valley will be responsible for all costs associated with recycling and disposal, including freight. However,
you are responsible for the removal of the equipment from your facility and packing the equipment to make it
ready for pickup.

For further information on the Grass Valley product take back system please contact Grass Valley at

+ 800 80 80 20 20 or +33 1 48 25 20 20 from most other countries. In the U.S. and Canada please
call 800-547-8949 or 530-478-4148, and ask to be connected to the EH&S Department. Additional in-
formation concerning the program can be found at: www.thomsongrassvalley.com/environment
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Chapter 1

System Overview

Aurora Browse is amedia management and editing system. Aurora Browse supports
the complete broadcasting workflow — from ingest to editing to distribution to
archive.

This chapter includes the following topics:

» “Functional description” on page 11

» “System diagram - K2 storage” on page 12
* “Legacy systems’ on page 13

Functional description

Aurora Browse alows desktop browsing of |ow-resolution proxy copies of both SD
and HD high-resolution video materia. Aurora Browse provides arich metadata
search engine that allows you to search for clips using various criteria. Y ou can aso
use the Aurora Browse application to trim assets, add keywords, create subclips, etc.,
using alow-resol ution proxy accessible fromyour PC. AuroraBrowse createsvarious
low-resolution proxy formats for high-resolution material. Proxy formats include
MPEG-1, video thumbnails, and storyboards. From the Aurora Browse application
you can also archive and restore high-resolution material. Archived assets are still
visible from the Aurora Browse application.

The system is compatible with the K2 storage architecture aswell asM-SeriesiVDR
and stand-a one Profile systems. Ingest is controlled by an ingest application, such as
Aurora Ingest, and incorporates the K2 system as the video server. The encoder
transfers an incoming feed into two formats: a proxy low-resolution (MPEG-1)
format stored on the proxy NAS, and a high-resolution format stored on the storage
system. Aurora Browse also monitors the storage to create proxy for new
high-resolution material. In thisway Aurora Edit assets are represented in the system
for editing and manipulation.

For descriptions of software components, refer to Appendix A, Component
Interaction Diagrams on page 111.

The K2 BaseCamp Express is a configuration where the M ediaFrame system
components are installed on one single server. For more information on the K2
BaseCamp Express, refer to Appendix B, K2 BaseCamp Express.

November 1, 2008 Aurora Browse Installation and Configuration Guide



Chapter 1 System Overview

System diagram - K2 storage

Thisdiagram illustrates an example architecture for a system that uses Aurora Ingest
for ingest and that accesses high-resolution media on K2 storage.

Aurora Ingest @ Aurora Edit Media
Storage**
Ingest*

= DSM Advanced
‘ (News MDI server) MDI Server Encoder
O ] ====—=1
@ : ——— | Client/FTP (formerly Production) Network*** - -
@ @ @ u I ] [us I ]
& Conform server Aurora FTP server @
SmartBin Encoder*** (archive) MediaFrame o Proxy
7 Server 2 NAS
High-res Audio/Video
MPEGL low-res proxy video 0 Corporate LAN (formerly Client) Network
Thumbnail, storyboard ‘ ‘

1
- Q

Aurora Browse Clients

*The Ingest system can be a K2, M-Series, or stand-alone Profile system.
**The Media Storage is a K2 system.

***0On large systems the Client (formerly called Production) Network
can be separated into two networks: one for media and one for control.

**** The SmartBin Encoder also bridges between the Edit and
the Browse Proxy systems.

The system illustrated here demonstrates the full range of hardware platform types.
Smaller systems might not include all types of hardware platforms. Consult the

system design for your specific system to determine the hardware platforms you must
install.

Design considerations - Aurora Browse with Aurora Edit

Takethefollowing into consideration when establishing the workflow for your use of
Aurora Browse:

Separ ation of Browse Proxy and Browse metadata— In AuroraBrowse 6.5, there
isaclear separation of proxy and metadata. For example, someone using Aurora Edit
could have a hi-res asset within the M ediaFrame database without tying up encoders
for the proxy. Thiswould allow them to search, add metadata, perform other tasks.

12 Aurora Browse Ingtallation and Configuration Guide November 1, 2008



Legacy systems

Minimize proxy creation for short-lived material — The editing process generates
multiple pieces of transitional media, but there is no need to create proxy
representations of thistransitional media. To do so creates an unnecessary |oad on the
system and affects performance.

To avoid this, create at least three designated |ocations in which material residesto
match your workflow, as follows:

* Inbox — Thisisthelocation in which newly acquired material arrives. Use a
SmartBin—or configure Aurora Browse rules—to automatically create proxy for
this material, so you can use Aurora Browse to evaluate and select material for
further editing.

* Workspace — Thisisthelocation in which you store material undergoing the
editing process. Do not configure any AuroraBrowse rulesto create proxy for this
material. This saves encoding resources.

* Outbox — Thisisthelocation inwhich you place material that has been edited and
isusableinitscurrent state. Y ou might have one outbox for on-air material and one
outbox for review material. Configure Aurora Browserulesto create proxy for this
material, so you can use Aurora Browse to select and use this material.

Legacy systems

This manual documents Browse systems using K2 systems for media storage.
Existing systems, such asthose using Profile X P/Open SAN for media storage, do not
match the systems documented in this manual .

Y ou can find some information about earlier systemsin Appendix C, Legacy systems
on page 121. If you need the entire overview and task flow for working on alegacy
system, you should refer to the version of thismanual that correspondsto the software
version around which your system was originally built.

November 1, 2008 Aurora Browse Installation and Configuration Guide 13
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Chapter 2

Installing Aurora Browse

This chapter providesinstructions for installing the hardware platforms and software
componentsthat support the system. Use the instructionsthat are appropriate for your
system.

Theinstructionsin this chapter are as follows:

» “Rack-mount hardware components’ on page 16

» “About cabling hardware components’ on page 16

» “Cable hardware: MediaFrame support” on page 17

» “Cable hardware: Proxy support” on page 21

» “About Aurora Browse software” on page 23

» “Other software installation considerations’ on page 29

When you are done installing the hardware and software, continue with Chapter 3,
Configuring the systemand Chapter 4, Recovery Planning to completetheinstallation
of your system.

November 1, 2008 Aurora Browse Installation and Configuration Guide 15



Chapter 2 Installing Aurora Browse

Rack-mount hardware components

Follow the instructions you received with the rack-mount hardware to install each
component of the system. One rack-unit spacing is recommended between
components for ventilation.

About cabling hardware components

Refer to the system design for your particular system and the appropriate system
diagram in Chapter 1, System Overview to identify the hardware components and
cabling for your system. Then turn to the appropriate cabling instructions and connect
cables as required.

Be aware of the following as you cable your system:

e Zoning is not required on the Ethernet switch if five or less clients are active. If
more than five clients are using the system, it is strongly recommended that you
use an isolated switch or a shared, zoned switch to isolate the client-side LAN.
Network traffic from theinternal LAN is minimized.

* You may want to postpone cabling to external networks until after configuring
respective | P addresses.

16 Aurora Browse Ingtallation and Configuration Guide November 1, 2008



Cable hardware: MediaFrame support

Cable hardware: MediaFrame support

The following sections provide instructions for hardware pieces that support
MediaFrame components. Use the instructions that apply to your system design.

» “MediaFrame server instructions’ on page 17
» “MediaFrame server instructions. HAAR platform” on page 18
» “MDI Server instructions’ on page 20

MediaFrame server instructions
The central component of the system is the MediaFrame server. Depending on the
design of your system, it can host the following software components:
» The AuroraBrowse application for user interaction
» The Rules Wizard for background processing
» Managed DeviceInterface servicesand the M ediaFrame database for hol ding asset
related information in the system

The server connectsto all encoders and the Network Attached Storage viathe
network. Refer to the system diagrams in Chapter 1, System Overview. The client
network is available for access to the web application.

For the M ediaFrame server you have the option of the regular Dell-based platform, as
explained in this section, or the HAAR platform, asexplained in “ MediaFrame server
instructions: HAAR platform” on page 18.

The K2 BaseCamp Express also uses the Dell 2950, so the process of cabling isthe
samefor the MediaFrame server or the K2 BaseCamp Express. For more information
on the K2 BaseCamp Express, see Appendix B, K2 BaseCamp Express.

Regular Dell 2950 platform

[ '
[ L '
(

| 3
s om0 oo =5 =5 £33 000
= I

7. N
VGA cable Keyboard/mouse LANportl LANport2  Power Power
to KVM ports

Cable asillustrated and as follows;

» For systemswith oneunified Client/FTP LAN (Production Network), connect port
1to the Client/FTP LAN.

» For systemswith aClient/FTP LAN (Production Network) consisting of a control
network and an FTP network, connect port 1 to the control network. Connect port
2 to the Corporate LAN (formerly referred to as the Client Network).
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Chapter 2 Installing Aurora Browse

18

MediaFrame server instructions: HAAR platform

For the M ediaFrame server you have the option of theHAAR high availability HAAR
platform. This platform is made up of two interconnected servers.

NOTE: Itisnolonger recommended toinstall WindowsMedia Player ontheHAAR
platform because of compatibility problems, so you can not run the Aurora Browse

application locally on the HAAR platform.

HAAR platform (Dell 2950 servers)

(]

PCI 2

PCl1

—————

(

J

) om@mo oMo = = 9 FJ 000

JH

e

VGA cable Keyboard/mouse
to KVM ports

CoServer
Link port 2

CoServer
Link port 1

Power

I

PCl1

I_]l PCI3 I

(

) ommo 0@ = = L9 FJ 000

JU

/

VGA cable Keyboard/mouse
to KVM ports

CoServer
Link port 2

CoServer
Link port 1

Cable asillustrated and as follows;

Power

PCI-2 Left
PCI-2 Right

PCI-3 Right

CoServer
Management
port

PCI-2 Left
PCI-2 Right
PCI-3 Right

CoServer
Management
port

» For systemswith one unified Client/FTP LAN (Production Network), connect port
PCI-3 Right and the CoServer Management port to the Client/FTP LAN.

» For systemswith a Client/FTP LAN (Production Network) consisting of an FTP
network and a control network, connect port PCI-3 Right and the CoServer
Management port to the control network. Connect port PCI-2 Left to the corporate
LAN (Client Network).

 Interconnect CoServer Link ports with cross-over cables.

» Connect power cablesto a power supply.

Power supply units are hot-swappable.

Aurora Browse Ingtallation and Configuration Guide
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MediaFrame server instructions: HAAR platform

To power up the HAAR platform, use the normal procedures for the server and login
to the Windows operating system as normal. The virtual server runsin afull screen
window. To get to the physical server desktop, press Ctrl + Shift + F12.

To power down the HAAR platform, right-click the system tray icon and select
Manage Endurance Configuration | Shutdown. This does an orderly shutdown of the
virtual server and the physical server.

Also refer to “Configure HAAR platform” on page 38 for network configuration
procedures.

November 1, 2008 Aurora Browse Installation and Configuration Guide 19



Chapter 2 Installing Aurora Browse

MDI Server instructions

The MDI server is host for the Managed Device Interface (MDI) services, through
whichthe system getsitsvisibility of the assets on the various machinesin the system.

TheMDI server isan optional component. It runs on theregular Dell-based platform.
On systems without a MDI server, such as the K2 BaseCamp Express, the MDI
services can run on the MediaFrame server (or other Aurora Browse machine).

Dell 2950 platform

D PCI 2
PCl1 |—‘ PCI3

| 3
) owm®e om0 =5 =5 £3 0 000
= I

/.
VGA cable Keyboard/mouse LANportl LANport2  Power Power
to KVM ports

Cable asillustrated and as follows;

» For systemswith one unified Client/FTP LAN (Production Network), connect port
1 to the Client/FTP LAN.

» For systemswith a Client/FTP LAN (Production Network) consisting of an FTP
network and a control network, connect port 1 to the control network. Connect port
2 to the corporate LAN.
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Cable hardware: Proxy support

Cable hardware: Proxy support

The following sections provide instructions for hardware pieces that support the

processing and storage of proxy media. Usetheinstructionsthat apply to your system
design.

» “Encoder instructions’ on page 22

* “NASinstructions - Condor” on page 22

November 1, 2008 Aurora Browse Installation and Configuration Guide 21



Chapter 2 Installing Aurora Browse

Encoder instructions
The following components are hosted by the encoder:
» Aurora Proxy Encoder
* GV AuroraProxy Encoder service.
* AuroraFTP service.
* SmartBin Encoder
* vbrSmartBinService
* SmartBins Setup tool
» AuroraFTP service.
The encoder does the following:

» Creates MPEG-1 proxy versions of high-resolution video assets that already exist
or are actively being recorded on avideo server

* Processes MPEG-1 proxy content
» Extracts dynamic scene detection images for storyboard/thumbnail creation

The encoder runs on a Dell 1950.

Dell 1950

| | | |
[ «@Dee@®e |5 [ EJ000 &

/ / / ! \ PO\INer

VGA cable Keyboard/mouse Gigabit  Gigabit
to KVM ports port1 port 2

Cable asillustrated and as follows;

» For systems with one unified Client/FTP LAN (Production Network), connect
Gigabit port 1 to the Client/FTP LAN. Gigabit port 2 is unused.

» For systemswith a Client/FTP LAN (Production Network) consisting of an FTP
network and a control network, connect Gigabit port 1 to the control network and
Gigabit port 2 to the corporate LAN.

NAS instructions - Condor

The Network Attached Storage (NAS) unit provides storage for MPEG-1 proxy
video, storyboards, and thumbnails. For information on how to install and configure
the NAS for your K2 system, see the K2 Sorage System Instruction Manual and the
K2 Lx0 RAID Sorage Instruction Manual. For information on how to prepare the
Condor NAS for Aurora Browse, refer to “ Prepare NAS - Condor” on page 46.
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About Aurora Browse software

In anew system, the hardware platforms come from the factory with software
pre-installed, so you should not need to install Aurora Browse software.

If you need to install softwarefor an upgrade, refer to the instructionslisted below for
general information about AuroraBrowse software. For version-specific instructions,
check Aurora Browse Release Notes. Also refer to “ Other software installation
considerations’ on page 29.

Remember to backup up the database before upgrading software, as explained in
Chapter 4, Recovery Planning.

Thefollowing installation programs are on the Aurora Browse Application CD:

* ...\AdvancedEncoder\Setup.exe — Use this setup file to install Aurora Browse
software on an Aurora Proxy Encoder.

o .. \Server\Setup.exe— Usethissetup file to install Aurora Browse software on the
MediaFrame server aswell as other Aurora Browse machines. Thefollowing table
indicates the machines on which the software components are typically installed.
Y ou might install components differently, depending on the design of your
particular system.

Install Components MediaFrame | MDI Server DSM Client PC
server

Core Services v

Managed Devices:
FlashNet Archive

<

Profile

<

\

Proxy

NTFS

<

Avalon Network Archive

DIVA Archive

News v

M-Series

<

K2

\

Generic FTP

\

Aurora Browse Application v
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Toinstall the software components listed in the preceding table, run the MediaFrame
server ingtall program and when you arrive at the Custom Setup screen, do the
following:

i'é’- Grass Yalley MediaFrame Server b.4 - InstallShield Wizard

Custom Setup \

Select the MediaFrame components you want inskalled, =
P H ‘ -

Click on an icon in the lisk below to change how a Feature is installed,

MewsShare ;I - Feature [Bescrphion
NTES Services and deployment points
- for the Aurora Browse

Prafile application,

Provy

K2

FTP This Feature requires OKE on
wour hard drive, It has 2 of 2
subfeatures selected. The

G subfeatures require 40ME on
S & BloheE wour hard drive,

‘ I =0 This Feature will be installed on lacal hard drive.

(=8 This Feature, and all subfeatures, wil be installed on local hard drive, B

 Em  This Feature will be installed to run from network,
IriskallShie —
,@ B This feature, and all subfeatures, will be installed o run From the network, J

¥ This Feature will not be available, |

If acomponent that you want to install displaysared X, click the component and
select This feature will be installed on local hard drive.

If acomponent that you do not want to install does not display ared X, click the
component and select This feature will not be available.

To upgrade AuroraBrowse software from a previous version, refer to Aurora Browse
Release Notes for version-specific instructions.

NOTE: When upgrading software, read messages and respond carefully. Do not
accept the default “ Yes” when prompted to delete databases.
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Install software for K2 support

If your system includes a K2 Storage System and Aurora Proxy Encoders, you need
to install the following software, in this order:

1. StorNext File System
2. Grass Valley Generic iSCSI Client Installation
3. GVG_MLib software

After installing software, configuration isalso required, asinstructed in thefollowing
sections later in this manual:

* “Prepare encoders’ on page 40
* “Add encodersto the K2 Storage System” on page 40.

Installing the StorNext File System

The StorNext File System softwareislocated on the Aurora Suite CD-ROM. Refer to
release notesto verify the version.

NOTE: Usethe standard SNFSinstaller, not the“simple” installer which is
designed for K2 systems only.

Toingtall the StorNext software:
1. Navigate to the directory that contains the software.
2. Double-click on the setup.exefile.

3. Install the software following these instructions:

On this screen... Do this...

Welcome (2 screens) Click Next.

License Agreement Click Yes.

Choose Destination Accept the default location and click Next.

Location

StorNext File System Select Help Files and Client Files; do not select Server Files.
Components StorNext File System

StorNext File System Components

Selsct any or all of the components

Help Files EES
I Server Files oK
Client Files: /K

Destination Folder

’VC.\SNFS Browse. |
Space Requied on C: 2988 K.
S aliEan € 147ET0R K. Dk Spce. |
Irstal Shield
< Back Next> Concel |
Select Program Folder Accept the default location and click Next.
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26

On this screen...

Do this...

Start Copying Files

Click Next.

Choose Optionsto Complete
the Installation

Leave the checkbox blank and click Next.

File System Name Service
Locations

Enter the name or IP address of the K2 Media Server and
click Next.

Confirm File System Name
Services Host List

Click Next.

Establish StorNext File
System Drive Mapping and
Credentials?

Click No; thiswill be configured automatically when you run
the K2 Configuration application later.

StorNext File System Setup

Click Finish.

4. Reboot the computer when prompted.

Installing the Generic iSCSI Client Software

The GenericiSCSI Client softwareis|ocated on the Aurora Suite CD-ROM. Refer to
release notesto verify the version.

Toinstall the software:

1. Navigate to the directory that contains the software.

2. Double-click on the setup.exefile.

The Microsoft iSCSI Initiator software also installs. When the Microsoft iSCSI
Initiator software install completes, the Generic iSCSI Client software install

continues.

3. Once the Generic iSCS| softwareisinstalled, restart the machine.

4. When the machine comes back up, check the services as follows:

» (GO to Start | Settings | Control Panel | Administrative Tools | Services. The
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Installing the GVG_MLib Software

Services Control Panel opens.

Services (Local)

Grass Yalley K2 Config

Enables ev... Started Aukomatic

%Event Log

gtogt thtet':ervice_ %Fast User Switching... Provides m... Manual
estart the service %Fax Enables yo... Autormnatic

g rted Automatic
%Help and Support Enables He... Started Automatic
S HTTP 551 This servic... Manual
%Human Intetface D... Enables ge... Disabled
%IIS Admin Allows adm..,  Started Aukomatic
%IMAPI CD-Burning C... Manages C... Manual
%Indexing Service Indexes co... Manual
%Intel MCS NetService  Supports L., Manual
%IPSEC Services Manages I...  Started Automatic
%ListenerManager Manual
%Logical Disk Manager  Detects an... Manual
%Logical Disk Manage... Configures... Manual
Machine Debug Man... Supports lo.,.  Started Automatic
%Messenger Transmits ... Disabled
%Microsoft i3CSIIniti... Manages I...  Started Aukomatic

%MS Software Shado... Manages s... Manual i

» Make sure that the service named “ Grass Valley K2 Config” is started.

Installing the GVG_MLib Software

The GVG_MLib software islocated on the Aurora Suite CD-ROM. Refer to release
notes to verify the version.

Toinstall the software:

1. Insert the Aurora Edit CD into your CD drive.
2. Navigate to Software Installs | GV_MLib.

3. Double-click on setup.exe.
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Install the software following these instructions:

On this screen... Do this...
Welcome Click Next.
Setup Type

1% GVG_MLib

FSM Server Names

Supply the names of the FSM Servers

FSM Server 1

[ servet Enter the name of the K2 server.
If you have aback-up server, enter
FSM Server 2: that nameasweéll; otherwise, leave
the second entry space blank.
I Click Next.
Instalishield

< Back I [ext > I Cancel

Ready to Install
|

i)

Ready to Install the Program

The wizard is ready to begin installation.

Click. Install to begin the installation,

IF you want to review or change any of your installation settings, click Back, Click Cancel to

exit the wizard,
Toreview or changeyour settings,
click Back.
To begin the installation process,
click Install.

Installsield:
e T P |
Installation Complete Click Finish. The workstation

prompts you to reboot so the new
settings take effect.
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Other software installation considerations

November 1, 2008

Make sure that Aurora FTP isinstalled on the Aurora Proxy Encoder.

To support archive functionality, you must install a unique Aurora FTP on a
platform somewhere in the system. Refer to “ Archive stage” on page 84.

The Aurora Browse application is no longer a web-based application. In previous
versions, it wasinstalled on the M ediaFrame server and served to individual client
PCsviaHTTP. In AuroraBrowse 6.5, like the Aurora Edit LD application, itisa
Windows executable and it isinstalled locally on each client PC. Thereis no
requirement to install the Aurora Edit LD application on the M ediaFrame server.
Y ou can find the installation file on the Aurora Edit LD Installation CD.

Aurora Edit and Aurora FTP are prerequisites for News MDI.

The Aurora Browse Server and NAS need to have the clocks set to the same time,
or to be connected to the network for NTP.

If you have MediaFrame client applications on a different Windows domain from
the MediaFrame server, you need to define atrust relationship (one way or two
way). For example, you could have your M ediaFrame system on Windows domain
A with atrust in the B domain. Applications running on Windows domain B can
then connect to the MediaFrame server on Windows domain A.

Aurora Browse Installation and Configuration Guide
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Chapter 3

Configuring the system

Y ou can use the topicsin this chapter in the following ways:

Initial configuration — After your system components are rack mounted, cabled,
and the physical installation processis complete, continue with the configuration
instructions in this chapter to create aworking system. Y ou can follow the Basic
path or the Advanced path through the core configuration stages, as explained
“Configuration overview - K2 storage” on page 32.

Customizing — After the system is functioning, you can go back to the
configuration pages and modify the settings to customize the system to fit any
specia workflow requirements.

Thetopicsin this chapter include the following:

November 1, 2008

“Configuration overview - K2 storage’ on page 32
“Establish conventions’ on page 33

“Configure network - K2 Storage” on page 37

“Prepare for core configuration stages’ on page 40

“Stop services’ on page 49

“MediaFrame stage’ on page 50

“Encoder stand-alone stage” on page 68

“Encoder + Server stage” on page 76

“Archive stage’ on page 84

“Deploy remaining machines for full system” on page 94
“Test system level interactions’ on page 94

“Add Aurora Browse Clients” on page 95

“Managing Aurora Browse User sessions’ on page 98
“Adding custom fields and metadata mapping” on page 99
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32

Configuration overview -

A4
Establish
Conventions

Configure
Network

Stop
Browse

= Services

Prepare NAS,
etc

Basic Path

Advanced Path

MediaFrame [ Configure
Stage e (Configure ]
SmartBin Add
Encoder 0 remaining
Stage S.B.Enc.
Aur. Prxy Configure
Enc. +
Stand-alone
Test

Stage l-
Aur. Prxy Configure |=;> Add
Enc. + [ remaining
Server Stage - Aur. Prxy

TTest

Enc.
‘

Archive

o Ug%gvggd | Administrator

¢ assigns

End |t g'ﬁ]‘gisr ] users'roles
PCs and licenses

K2 storage

Thisflowchart illustrates the major tasks required
for configuring asystem that accesses K 2 storage.

Before beginning thistask flow make surethat the
K2 storage and i SCSI networks are set up.

Core configuration tasks are broken down into
stages. Y ou can work through the configuration
stages in different ways, as follows:

If you are new to the system, follow
the Basic path.This path allows you
to learn the system and resolve
configuration problems in stages,
with a minima number of
configuration variables and
machines added to the system at
each stage. Then, after you have
gained the understanding to make
each stage of the system work
properly, configure the remainder of
the system and add all machines.

If you are experienced with the
system and you want the fastest
possible configuration, follow the
Advanced path and configure the
entire system in one pass, adding all
machines at each stage.

Y ou can aso choose a combination of Basic and
Advanced paths to suit your level of
understanding and the design of the particular
system you are configuring.

Thistask flow assumes the use of the standard
Aurora Browse application for testing and
verification. If you are using the Aurora Edit LD
application, refer to the Aurora Edit LD Release
Notes, which you can find on the Aurora Edit LD
Installation CD.

Refer to the topics in the remainder of this chapter for detailed instructions on each task.
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Establish conventions

Thefollowing conventions are recommended to make your system easier to work on
and understand. Refer to these sections as necessary as you configure your system.

Machine naming convention

Choose aroot name (based on the site, etc.) and use the following convention for
naming machines. lllegal MDI names are aforward slash (/) and an asterisk (*).

Machine type ‘ Name

MediaFrame machines

MediaFrame server root-nb-svr
Managed Device Interface (MDI) Server root-nb-mdi
Proxy machines

Aurora Proxy Encoder root-nb-adv-1...n
SmartBin Encoder root-nb-sbe-1...n
Network Attached Storage (NAS)? root-nb-nas-1...n
Ingest machines

K2 system k2-1...n
Stand-alone Profile Media Server pvs-1l...n
M-SeriesiVDR ivdr-1...n

Legacy machines

Live monitor encoder root-nb-live-1...n

aSome NAS devices have restricted characters for naming. For example, the Fastora NAS can't
have underscores, while the Ciprico NAS can't have dashes.

If you use aUIM in your system, make sure you follow the UIM naming convention.

On Aurora Share systems, the client prefix name is used to identify the system as
shared. The prefix separator can be an underscore or a hyphen. For example,
WXY Z-Edit and WXY Z_Edit are valid names.

MDI and Encoder logical names convention

Asyou configure your system you must create and enter |ogical namesfor the various
software components (services) that provide functionality. These logical names
provide a mapping of the functionality of the standard Aurora Browse servicesto the
specific machinesin your particular system. For this reason you should take care to
createlogical namesthat are easy to identify andinterpret asthey appear inthevarious
configuration pages.

It isespecially important that you distinguish between the logical name of a software
component and the hostname of the machine to which the software component rel ates.
In the conventions suggested in this manual, machine names are lower case and
logical names are upper case to make this distinction.

The software components that require logical names are as follows:
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* MDIs— The system uses a Managed Device Interface (MDI) to manage a device
that is not a platform for MediaFrame software. Typically these are the machines
onwhich mediaresides, such asMediaServers, NAS devices, and archive devices.
Each type of device hasits own MDI. The MDI software component is usually
hosted on the MediaFrame server or an MDI server, rather than being hosted on the
same machine that it manages.

» Encoder services— The system uses services to manage the media processing that
takes place on the Aurora Browse encoder machines. Typically these are atype of
“transfer” service. Thistype of software component is hosted on the machine that

it manages.

Also refer to “ Ports and services mapping” on page 36.

The following table demonstrates how logical names for software components are
mapped to the machines of your system and provides a suggested naming convention.

Machine type Service that manages MDI/Encoder Comments
the machine logical name(s)
Aurora Proxy GV Aurora Proxy ADV1, ADV2, Onelogica nameisrequired for each Aurora
Encoder Encoder ADV3... Proxy Encoder.
Avalon Archive GV Avaon Archive MDI | ARCHIVE1L Most systems have only one archive MDI—
- of the appropriate type for the archive
DIVA Archive GV DIVA MDI product—that manages the entire archive
FlashNet Archive GV FlashNet MDI system.
K2 GV K2 MDI K2-STORAGE1 When this MDI accesses a K2 Storage
System, it manages one designated K2 Media
Clients on the shared storage system. The
MDI should be named for the K2 Storage
System.
K2-1,K2-2,K2-3,... | When this MDI manages a stand-alone K2
Media Client, thereis one MDI for each K2
Media Client. One logical nameis required
for each stand-alone K2 Media Client system
that integrates with the system.
M-Series GV MSeries MDI M-SERIES], One logical nameis required for each
M-SERIES2, M-SeriesiVDR that integrates with the
M-SERIESS,... system.
News GV News Share MDI NEWS1 Thereisonly oneNews MDI inthe system. It
manages the hi-res media storage system for
Aurora assets.
NTFS GV NTFSMDI NTFS1 Thereisonly one NTFS MDI in the system.

It manages NTFS storage on one or more
machines—typically the server and the NAS
machines. ThisMDI is used by theinterna
MediaFrame system only. If you need a
generic Windowsdevicefor transfers, usethe
Generic FTP MDI.
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MDI and Encoder logical hames convention

Machine type Service that manages MDI/Encoder Comments
the machine logical name(s)
Profile GV Profile MDI PROFILEL, When this MDI manages a stand-alone
PROFILE2, Profile XP system, thereis one MDI for each
PROFILES,... Profile XP. Onelogical nameisrequired for
each stand-alone Profile XP system that
integrates with the system.

Proxy GV Proxy MDI PROXY1 Thereisonly one Proxy MDI inthe system. It
managesthe storage locationson all the NAS
machines.

SmartBin Encoder vbrSmartBinService | SBE1, SBE2, One logical nameisrequired for each

SBES... SmartBin Encoder.
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Ports and services mapping

Aurora Browse and M ediaFrame software components run as Windows services,
which communicate over designated ports. Topics later in this manual provide
instructions for entering port numbers on each configuration page. Do not create your
own convention for port usage. Designate ports as specified in the following table:

Services ‘ Port ‘ Comments

MediaFrame Services

GV Ask 9010 —
GV Asset Manager 9022and | —
9023

GV Avaon Archive MDI 9120 —

GV DIVA MDI 9122 —

GV FlashNet MDI 9124 —

GV FTPMDI 9128 Formerly Thomson NLS MDI

GV K2 MDI 9160 The service manages anumber of host processes, one for each K2 system that
is being managed. These host processes require ports 9160 - 9169. Stopping/
starting the service stops/starts al of the host processes.

GV License Manager 9012 —

GV Metadata 9014 Not visible on a configuration page

GV MSeries MDI 9140 The service manages one host process for each managed M-Series iVDR.
These host processes require ports 9140 - 9149. Stopping/starting the service
stopg/starts all of the host processes.

GV News Share MDI 9150 —

GV NTFSMDI 9115 —

GV Profile MDI 9130 The service manages one host process for each managed Profile. These host
processes require ports 9130-9139. Stopping/starting the service stops/starts
all of the host processes.

GV Proxy MDI 9110 —

GV Resolver 9016 Not visible on a configuration page

GV Subscription Manager 9024 —

GV Transfer Manager 9020 —

Proxy Services

GV Aurora Proxy Encoder 9230 Starting range for first control.

GV RulesWizard 9018and | Not visible on a configuration page

9019
vbrSmartBinService 9230 Installed by the Aurora Suite, along with the SmartBins Setup tool.

These services are normally distributed on different machines in the system, not on
any one machine, as explained in “ Accessing services’ on page 48. The system also
depends upon Microsoft Internet Information Services (11S) and SQL services.

NOTE: The K2 BaseCamp Express server supportsthe GV FTP MDI and the K2
MDI.
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Configure network - K2 Storage

Unless otherwise indicated, all information in this chapter refers to the two tier
network architecture for Aurora Browse on K2 storage. Also refer to the system
diagram in Chapter 1, System Overview.

Set up IP addresses and name resolution

The following instructions apply for systems that do not use the classic workgroup/
host table networking.

Systems may use Microsoft DNS for name resolution. The domain controller should
providethisservice. If the system does not have adomain controller, another machine
may be configured to provide this service. Properly configuring all client network
interfaces is extremely important to make DNS name resolution work correctly.

The following applies to the control network on systems expanded to contain two
networks—control and media:

» The control network should be set to use Dynamic Host Configuration Protocol
(DHCP) to assign network |P addresses. All interfaces on this network should be
configured to register connections with DNS automatically.

Thefollowing appliesto the media network on control/media network systemsand to
the Production network overall on systemswith asingle, unified Production network:

» Network interfaces should be configured with static | P addresses. These interfaces
must also be configured not to automatically register their connectionswith DNS;
each interface on the medianetwork should be manually added asahost entry with
“ he0” appended to the host name. These entries ensure that high-priority network
traffic is routed over this network.

When configuring networks, you should consider K2 Storage System networking as
well. For example, the K2 Storage System “media’ network is actually the iSCSI
network. Thisis not the same as the Aurora Browse “media’ network. The Aurora
Browse “media’ network is the equivalent of the K2 FTP/Streaming network. Also,
if host tables and fixed | P addresses are required on parts of the K2 Storage System,
make sure DHCP/DNS is configured to alow the fixed | P addresses.

Refer to “Host table files’ on page 134 for an example of a host table.
Configure network settings on Client/FTP LAN (Production
Network) machines

Usethe instructions in this section to configure Client/FTP LAN (Production
Network) machines, which are all those of the following types:

» Aurora Proxy Encoder
» Smartbin Encoder

From the factory, the machines are set with static |P and as members of
“WORKGROUP’. Change the I P addresses, using standard Windows procedures.
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Configure HAAR platform
To configure the HAAR platform for the Aurora Browse networks, do the following:

1. Oneither CoServer 1 or CoServer 2, configurethevirtual server’ snetwork settings
asfollows:

a. Configure PCI-2 A for the Production network. Thisisthe CoServer
Management port.

b. Configure PCI-2 B for the Production network.
c¢. Configure PCI-1 A for the Client network.
2. Copy these configurations onto the virtual server.

Do not modify the | P addresses of the CoServer Link ports. They are used only for
communication between the servers. Refer to “MediaFrame server instructions:
HAAR platform” on page 18.

Configure network settings on Client network machines

Use the instructions in this section to configure Client network machines, which
include the following types:

* MediaFrame server
» Managed Device Interface (MDI) Server

NAS machines are also on the Client network. Y ou configure NAS machinesin
“Prepare NAS - Condor” on page 46.

DHCP/DNS will provide IP addresses and name resolution for the Aurora Browse
devices attached on the client Domain. Refer to “ Set up I1P addresses and name
resolution” on page 37.

Y ou will need the following information from the customer's I T department:

» Verify that the subnet mask for the Aurora Browse machines should be
255.255.255.0.

» ExtralP addresses for future growth

* ThelP address for the DNS server and alternate

» The name of the Domain connected on the client side (e.g. example.com)

» ThelP address for the WINS server if applicable

In addition, the customer IT department must add these computers to their Domain.

Proceed with Client network machines as follows. Use standard Windows
procedures:

1. Name computer and add computer to Domain
2. Set IP address for each port, DNS servers
3. Set DNS settings
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Firewall considerations

Some sites require that there be afirewall between the Production Network and the
Client Network. The firewall should allow incoming HTTP (TCP port 80)
connectionsfor client and configuration connectionsto the MediaFrame server inside
the private network. Additionally, ports should allow incoming packets so requests to
the Proxy NAS can be properly processed. The port that needs to be open is port 445
for TCP and UDP for Windows and SAMBA shares
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Prepare for core configuration stages

Do the following tasks in preparation for the configuration of core system
functionality.
Prepare NLS device

Use thefollowing information to prepare the Near Line Storage (NLS) deviceto bea
part of the MediaFrame system.

Y ou ho longer need to configure an NLS MDI. Configure the Generic FTP MDI
instead. (For more information, see “ Configure Proxy MDI” on page 66.)

Before configuring the Generic FTP MDI to specify transfer targets, verify that the
corresponding FTP communications are working without errors.
Prepare MediaFrame Server for News systems

If using the MediaFrame server with aNews system, you need to add auser to the list
of users and give the proper permissions.

NOTE: Users need to be added to both the administrator group and theiis_wpg
group.
1. In Computer Manager, select Local Users and Groups | Users.
2. Add the appropriate user:
 If onadomain, user: Vibrint Service
 If not on adomain (local user), user: VibrintLocalService

3. Enter the password: Vibrint01801 (the password is case sensitive).

Prepare DSM

By convention, the News MDI runs on the DSM. If thisistrue in your system, you
must map the V: drive on the DSM. If the News MDI is not on the DSM, you must
map the V: drive on whatever machine is hosting the News MDI.

Prepare encoders

» For K2 systems, make sure SNFS and i SCSI software is correctly installed. Refer
to “Install software for K2 support” on page 25.

* Add encoders to the K2 Storage System, as explained in the following section.
Refer to “Add encoders to the K2 Storage System”.

» Onyour Aurora Proxy Encoders, in the Aurora FTP configuration, make sure that
thedriveismapped to the K2 or AuroraShare storage. V erify that the mapped drive
isV:, unless there are multiple volumes, in which case the mapped drivesare V:,
W, X:, Y.

Add encoders to the K2 Storage System

If your system includes a K2 Storage System, you must add Aurora Proxy Encoders
to the K2 Storage System, as instructed in this section.
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Before you add the encodersto the K2 Storage System, refer to the K2 Sorage System
Instruction Manual and other procedures in this manual as necessary to verify the
following:

» Make sure you've installed the software required for K2 support on the Aurora
Proxy Encoders and SmartBin encoders. Refer to “ Install softwarefor K2 support”
on page 25.

* Set up the Control Point PC.
NOTE: The Control Point PC cannot be a K2 Media Client, K2 Media Server,
Aurora Proxy Encoder, or SmartBin encoder, nor can it be part of a computer that
isrunning any Profile XP software.
* Runthe K2 Configuration application to set up the K2 Server and the GigE switch.
» Connect the Aurora Proxy Encoders and SmartBin encodersto the K2 Server via
the GigE switch. Thisis the storage connection.

Configuring encoders with the K2 System Configuration application
Y ou use the K2 System Configuration application wizard to configure each of the
Aurora Proxy Encoders on the iSCSI network.

NOTE: Y ou must have the same local username and password, with administrative
privileges, across all the machinesin your Aurora Browse system. For more
information, see “ About the administrator account” on page 47.

1. On the Control Point PC, open the K2 System Configuration application.

2. At the login dialog box, log in with the correct administrator account.
By default thisis asfollows:

e User name: administrator

e Password: adminK?2

The K2 System Configuration application appears, displaying a hierarchy of
machines with the K2 Media Server at the top, followed by the GigE switch, and
then each of the K2 Clients:
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__":._. K2 system Configuration
File K2 System Device Help
) +J Y ) ;
Nevs K2 Spstern | Retrieve Configuration | Take Offline | Remove | Add Device | Storags Utliy | Rename | Server Control Panel
EEL]

- K2 Media Sarver _ )
~mm [Switchl] ISCSI
-4, [IBCSIClentt]
g, [SCSIClent2] —Sumnmary
g, [SCSIClent3]
-4, [SCSIClentd]
Q, [ISCSIClents] Description : Level 2 Mon redundant K.2 system
g, [SCSIClentE]
g, [SCSIClent?] X

% [SCSIClienta] Number of servers : 1

& [ISC5IClentd]

% [ISCSIClent10] Number of Ethernet switches 1

& [ISC5IClent1 1]

MNurnber of FC switches : ]
Number of clients : 1
v

3. Toadd an AuroraProxy Encoder or SmartBin encoder to the list, do the following:

a. Select the media server and click Add Device.

Add Device

—add Device

Select one of the following devices to add ta this system

K2 Media Server

= Ethemet Switch

" Fibre Channel Switch
" K2 Media Clignt

f* Generic Client

]S I Cancel |

b. In the Add Device window, click Generic Client and click OK.
A new client device gets added to the hierarchy.

4. Select the client to be configured in the hierarchy view and click Configure.
NOTE: If your system hasalarge number of clients, you are prompted to restart the

K2 Media Sever when you configure clients and cross the following thresholds: 64
clients, 80 clients, 96 clients.
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ﬂgtlient Configuration - Page 1 E3
Hoztname
Enter the hostname or |P address of the client to configure : |irnn—nb—adv—1

Storage access
Select the method by which thiz client will access the shared storage & 5L

™ Fibre Channel

< Back I Mest > I Cancel |

5. At the Client Configuration - Page 1 screen, do the following:

a. Enter the machine name of the Aurora Proxy Encoder or SmartBin encoder you

are configuring (such asi r on- nb- adv- 1).

b. Select iscsl.
c. Click Next.

— Metwork, Configuration

The following list identifies all the Ethemnet ports found on this device. You can modify the
@ IP addiezz and subnet of all ports that are not DHEP enabled by selecting the
appropriate row and clicking the "tModify"* button.

Fort | DHEP | MAC Address | IP Address | Subnet
Port #0 Ves 00:11:4314:C24F 10165857 255, 255, 252,00
Fort #1 Ne O0:0E:0CE45E: 38 192168015 255, 255, 255,00

Fadify... |

< Back I Mest > I Cancel |

6. At the Network Configuration screen, click Modify to change the |P address and
subnet of network adapters for this machine, and then click Next. Y ou cannot
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configure the adapter over which the K2 System Configuration applicationis
currently communicating.

ﬂgﬁle System Client Configuration E

r—File system client configuration

Thiz file spztem client will connect to the file zystem server(z) lizted here.

@ File system server #1 Iiscsi

File aystem drive letter Im vl

File spstem client parameters : Configured cormrectly

Check |
< Back I Mest > I Cancel |

7. At the File System Client Configuration screen, enter the drive letter you wish to
configure astheiSCSI drive on the encoder machine; click Next. Thisletter should
be the same for al machines that are iISCSI clientsin this K2 Storage System.

fmi5CsI Initiator Configuration

—Awailable iISCSI targets

Bridae Gerver | iSCSI Target IP Addiess | Bardwidth Subseribed | Bandwidth Available
iscsi 192.162.0.150 0 100
iscsi 182.162.0.100 0 100

—Bandwidth subscription and target azsignment

Enter thiz client's bandwidth requirements by clicking the Modify button. Based on the bandwidth
input, an appropriate target will be azsigned to thiz client.

Current bandwidth subscription [MB4Sec) : 1] P adify. . |
Azzigned target : I vI

Secondary target : I
¢ Back I Mest » I Cancel |

8. At theiSCSl Initiator Configuration screen, enter client bandwidth:
a. Click Modify.
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i5C5I Client Bandwidth Input [ x|

r— B andwidth Input

E ztimate the total bandwidth requirement that thiz client will need. This value iz
uzed to load balance iSCSI clients across multiple iISCSI ports on the K2
Server

E ztimated file system bandwidth [MBYsec] : I 7

Azzign TOE | Cancel |

b. Enter the total bandwidth requirement for this encoder machine. (For
instructions see the next section, “ Cal culating encoder bandwidth” on page 45).

c. Click Assign TOE.
9. Click Next.

4, At the Completing the Configuration Wizard screen, click Finish.
The wizard closes and the encoder reboots.

5. Repeat this procedure for each Aurora Proxy Encoder or SmartBin encoder that is
an iSCSI client on the K2 Storage System.

Calculating encoder bandwidth

Onefeature of the K2 iSCSI network isits ability to load balance each iSCSI client’s
connection to the K2 storage system. In order to do this, calculate the amount of
bandwidth each client machine will use, using this formula:

(Video Bit Rate in Mbps x Number of Streams) / 8 (to convert to MB)

1. Determine the highest bit rate you use on the Aurora Proxy Encoder or SmartBin
encoder.

Thebit ratesfor the DV formats are: DV 25 = 28.8 Mbps; DV50 = 57.6 Mbps; and
DV 100 = 115.2 Mbps for the NTSC and PAL video formats.

MPEG bit rates are variable; enter the bit rate set in Aurora Edit.

2. Multiply the highest bit rate by the number of streams that are licensed on this
machine. Only one stream should be configured on an Aurora Proxy Encoder or
SmartBin encoder (Aurora FTP and SmartBin Serviceif there is one), so for
encoders you always multiply the highest bit rate by 1, which of course does not
change the value.

3. Divide that number by 8 to convert Mbps to MB.
4. Round the MB number to the nearest integer.

5. Enter this number in the iSCSI Client Bandwidth Input screen in the K2
Configuration application wizard.

6. At the conclusion of the configuration process, the K2 Configuration application
restarts the encoder.
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Prepare NAS - Condor

This section describes how to prepare the Condor NAS for the Aurora Browse
networks. For information on how to install and configure the NAS for your K2
system, see the K2 Storage System Instruction Manual and the K2 Lx0 RAID Storage
Instruction Manual.

If you are configuring the Windows Fastora NAS for the Aurora Browse network,
refer to “NAS instructions - Fastora” on page 122.

Before you prepare the NAS, make sure the following requirements are met:

» The MediaFrame Server and NAS need to have the clocks set to the same time, or
they need to be connected to the network for NTP.

* You must have the same local username and password, with administrative
privileges, across all the machinesin your Aurora Browse system. For more
information, see “ About the administrator account” on page 47.

To configure the Condor NAS for the Aurora Browse networks, do the following:

1. From any Production network machine, enable the network to recognize the NAS
by adding an I P address within the 192.168 range.

2. Make ashare. Share name; media.

3. Assign user privileges for the mediafolder asfollows:
Everyone — Modify
administrators — Full Control

4. Click OK.

Verify Proxy NAS access from production network machines, which are machines of
the following types:

* MediaFrame server
» Aurora Proxy Encoder
To verify access, from each production network machine do the following:

1. Open Windows Explorer and navigate to the mediadirectory onthe NAS. Y ou can
do this with the following path:

\\root-nb-nas-1\Media

2. Verify basic read/write capabilities by creating, modifying, and deleting a simple
text file.

To verify access from client network machines, choose a machine on the Client
network that can represent a Aurora Browse client PC and that is convenient for
testing.

3. Verify that Aurora Browse client PCswill have modify rights.
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About the administrator account

Y ou must have the samelocal username and password, with administrative privileges,
across al the machines in your Aurora Browse system. This account is critical for
most Aurora Browse proxy access, as explained in this section.

The samelocal administrator account is required on the following machines:
» Proxy NAS machines

» Aurora Proxy Encoder

» SmartBin encoder

* MDI server

* MediaFrame server

* AuroraDSM

* K2 systems

* M-SeriesiVDR

» Profile XP

All NAS machines require that an administrator account has permission to the folder
on the NAS that the encoders write to, and that the M ediaFrame server reads from.

The basic principle isthat any service that requires write access to the Proxy NAS
must run as the same administrator account. Thisis alocal machine account (NOT a
domain account). Thisincludes all encoders, the MediaFrame server, the News M DI,
the Proxy MDI (which deletes files off of the Proxy NAS) and the Profile MDI.

On K2 systems and M-SeriesiVDRS, security isinvoked, which requires
administrator privilege. This privilege comes from the administrator account,
(identical username and password) on the local machine, which isidentical with the
administrator account on the other devices.

From a Windows networking perspective, when a user account is defined on alocal
computer rather than a Domain Controller, the account isa“local” account, whose
complete name is <computer name>\<username>, rather than
<domain>\<username>. For example, with an encoder named Encoderl, a
MediaFrame server named Serverl, and aNAS named NASL, there are three separate
local accounts: Encoder 1\admin, Server1\admin, and NASL\admin.

The Windows network automatically maps alocal account from one computer onto
the local account of another computer—as long as both the account name and the
password are identical. To enable this mapping to occur, the Windows Domain
Controller “synchronizes’ the local accounts on computers at the time they join the
Domain. Therefore, if the administrator account is added to the NAS machine after
the Windows NAS has joined the Windows Domain, this synchronization does not
occur. If the proper sequence is not followed and the problem does occur, the
workaround is to remove the NAS from the Windows Domain and then re-add it
immediately thereafter.
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Accessing services

Software components are distributed among the machines that make up the system.
These software components run as Windows services. A machine hasthe servicesthat
correspond to the software components it hosts.

When you change the configuration for a particular software component through the
configuration pages, you must restart that software component’ s service to put the
changes into effect. Click Start | Settings | Control Panel | Administrative Tools |
Services to access the services. All service names start with “GV ...”, so they group
together in the serviceslist.

Refer to “Ports and services mapping” on page 36 for alist of services.

Accessing system configuration settings

Once you have installed MediaFrame Config tool, you can access the configuration
sections from the M ediaFrame Configuration Manager. From the Start menu,
navigate to Programs and select Grass Valley | MediaFrame Config.

The MediaFrame Configuration tool tabs allow you to configure the settings required
for each component of the Aurora Browse system. Y ou must have administrator
permissions on the machine.

NOTE: You must have the same local username and password, with administrative

privileges, across all the machinesin your Aurora Browse system. For more
information, see “ About the administrator account” on page 47.
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Stop services

Before beginning your initial core configuration stages, you must make sure all
Thomson Grass Valey (GV) services are stopped. This prevents the creation of
corrupt database records and other errors that result from a partially configured
system.

Goto each machineand makesureall “GV...” servicesare stopped and set to manual,
as described in “ Accessing services’ on page 48. Then, when you configure each
stage, start the appropriate servicesto put the settings into effect. This brings the
system on-linein an orderly fashion that allows you to verify system interactions and
identify configuration problems.

NOTE: Itisespecially important that the Rules Wizard is not running during
configuration stage tests that create media files. When a test media fileis created,
the Rules Wizard can trigger the creation of various types of proxy media. This
causes problems because the partially configured system is unable to handle the
proxy correctly.
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MediaFrame stage

MDI Server
————1
( Client/FTP LAN )
MediaFrame
Server

M ediaFrame components make up the core platform on which Aurora Browse runs.
The primary MediaFrame components that you need to configure are as follows:

» ASK — The ASK software component runs on the MediaFrame server. It isthe
central registry for all the software components of the system. As software
components carry out tasksin afunctioning system they regularly refer tothe ASK
component to establish communication and exchange commands and data. The
configuration pages also refer to the ASK component to populate fields and lists
and to validate the values you enter as you configure the system.

» MDIs— Devices have Managed Device Interfaces (M DIs) which represents the
device' s assetsin away that is understandable by the other components of the
system. Thisalowsthe MediaFrame server to coordinate the activity of the system.

In this configuration stage you add an MDI server and then set up logical names for
software components that manage devices. This brings the machines of your system
on-line as managed devices. (The MediaFrame server can function asan MDI server,
unless your system isvery large.)

To do the basic configuration and testing of the M ediaFrame software components,
do the following, as appropriate for the devices in your system:

» “Configure Media Frame ASK: Register components’ on page 51

* “Prepare MDI server” on page 54

» “Configuring transfer targets’ on page 55

» “Configure ASK Location: MDI server” on page 56

» “Configure Generic FTP MDI” on page 57

» “Configure K2 MDI” on page 58" Configure M-Series MDI” on page 60
» “Configure News MDISs’ on page 62

» “Configure Profile MDI” on page 64

» “Configure Proxy MDI” on page 66
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Configure Media Frame ASK: Register components

ﬁMediaFrame Configuration HIE B3

1.

o O~ W

November 1, 2008

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

| DI Eonfigurationl Assetsl Fules I Metadata Mappingl Fioles and Licensingl Versionsl

l _ Usze the ligt below to register new kManaged Device Interface services [MDIz] with this server, remove unwanted
| . MOz and to check the currently registered devices for problems.

Diomai: IDEFAULTDDMAIN

Managed Device Services:

Mame | Type | Hostname | Fort |
MTFSMDI MTFS coho_svr-1 9115
Prosykd DI Prosy coho_svr-1 9110
MewskD| Mews coho_conf-1 9150
enc-hd-2 Auvrora Prosy .. coho_hd-2 9230
enc-zd-2 Auvrora Prosy .. coho_sd-2 9230
enc-hd-3 Auvrora Prosy .. coho_hd-3 9230
enc-zd-3 Auvrora Prosy .. coho_sd-3 9230
enc-zd-1 Auvrora Prosy .. coho_sd-1 9230
FlashMETHDI FlashMET Arc...  coho_svr-1 9124
FTPMDI Generic FTP coho_svr-1 9128
MSeriestd DI M-Series coho_svr-1 9140
Profiletd DI Profile coho_svr-1 9130
enc-hd-1 Auvrora Progy .. coho_hd-1 9230
MDIk2 ke coho_svr-1 9160

EurrentStatel Add | odify | Femove |
Walidate | QK | Cancel | Apply |

To register the MediaFrame components, select Programs| MediaFrame Config and
select the MDI Registration tab.

. Port 9010 isrequired. Do not modify. See “ Ports and services mapping” on

page 36.

. All Domain names in the MediaFrame system must be identical.
. To add an MDl/encoder, click Add.

. When you are finished, click oK.

. To put changes into effect, start or restart the ASK service.

Aurora Browse Installation and Configuration Guide

51



Chapter 3 Configuring the system

For the conventions mentioned in the following table, refer to “MDI and Encoder
logical names convention” on page 33.

When you add Select “MDI/ | Enter “MDI/ Enter “Host Name or Enter Comments
an MDI or Encoder Encoder IP”... “Port”...
Encoder logical Type”... Name” ...
name for this
type of machine/
device...
A K2 Storage K2 As per Hostname of the machine | 9160 - 9169 These are process ports, as
System (SAN)? convention. hosting the K2 MDls. explained in “Ports and
Typicaly the MDI Server. servicesmapping” on
K2 Media Client - K2 page 36. Assign numbersin
Internal storage an intentional sequence, so
X they are easy to match in
(stand-alone) “Configure Generic FTP
MDI” on page 57.
Open SAN Profile Profile As per Hostname of the machine 9130 - 9139 The Open SAN Profileisnot
convention. hosting the Profile MDIs. supported in 6.5, only the
Stand-alone Profile | Profile Typically the MDI server stand-alone. Theseare
processports, asexplainedin
“Ports and services
mapping” on page 36.
M-Series M Series As per Hostname of the machine | 9140 - 9149 These are process ports, as
convention. hosting the M-Series explained in “Ports and
MDls. Typically the MDI services mapping” on
server page 36.
NLS Generic FTP As per Hostname of the machine Leave field —
convention. hosting the Generic FTP blank. Correct
MDI. Typically the MDI port number is
server automatically
entered on
Aurora Edit News As per Hostname of the machine Rﬁfdd tMDI;O ¢ —
convention. hosting the News MDIs. der 0 Forts
This must be the DSM. and services
mapping” on
page 36 to
NTFS storage on NTFS NTFS1,asper | MediaFrame server verify. —
Windows machines convention. hostname, as the server is
the required NTFS MDI
host.
Aurora Proxy Aurora Proxy As per Aurora Proxy Encoder —
Encoder Encoder convention hostname
Proxy Proxy PROXY1, as Hostname of the machine —
per hosting the Proxy MDI.
convention. Typically the MDI server.
Archive device ... Archive ARCHIVEL, Hostname of the machine —
as per hosting the archive MDI
convention.
SmartBin Encoder SmartBin As per SmartBin encoder
Encoder convention. hostname

@ For aK2 Storage System, the MDI manages one of the connected K2 Media Clients. As per convention, name the MDI for the K2
Storage System.

NOTE: The MediaFrame server must host the NTFS MDI and the Proxy MDI.
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In the MediaFrame Configuration Manager, the ASK settings register the logical
names for the MDIs and Encoders required by your MediaFrame system with the
ASK software component, which runs on the MediaFrame server.

Note the following distinction when entering “Hostname or IP”:

* For MDIs (K2, Profile, M-Series, News, Proxy, NTFS, Archive) enter the
hostname of the machine hosting the MDI software component, rather than the
hostname of the machine being managed by the MDI.

» For Encoders (Aurora Proxy Encoder, SmartBin Encoder) enter the hostname of
the encoder itself.
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Prepare MDI server

A machine that hosts a MDI service takes the role of aMDI server. Refer to the
following to identify the machines in your MediaFrame system that take the role of
MDI server, and make sure that the appropriate MDI services are installed. Refer to
“About Aurora Browse software” on page 23.

Dedicated MDI server — For medium to large M ediaFrame systems, to ensure system
performance, most MDI services are on a stand-alone M DI server machine. If your
system has a dedicated MDI server, it comes from the factory with MDI services
installed, so you do not need to do any further installation. The MDI server requires
only network communication in preparation for its use in the MediaFrame system.

MediaFrame server as MDI server — For small MediaFrame systems, including the K2
BaseCamp Express, the MDI services can reside on the MediaFrame server. The
MediaFrame server comes from the factory with MDI service installed, to support
these smaller systems, so you do not need to do any further installation. The
MediaFrame server also hasthe NTFS MDI service installed, asit is required to run
on the server, regardless of the size of the system.

DSM server as MDI server — For all systems, the News MDI must be hosted on the
DSM. You must ingall the News M DI on the DSM.
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On many MDI configuration pagesthereis a section for configuring transfer targets.
When you configure atransfer target, you specify the following:

Configuring transfer targets

» The MDI through which the M ediaFrame system has access to the files sent or
received.

* ThelP address of the FTP interface that handles the transfer of the files.

For the different device-typesthat can be transfer targets, there are different

relationshi ps between the M DI that accessesthe files and the devicethat hoststhe FTP
interface. The following table specifies how to configure transfer targets to maintain
the correct MDI/FTP relationships.

When And then enter

configuring FTP IP And when you add the

this type of  And that MDI address... transfer target, itappears

MDI as a manages (NOTE: Do not as follows, in “Existing

transfer this type of Enter this as the €nter the FTP Transfer Targets”, for

target... device... MDI name... hostname) example... Notes

K2 K2 Media TheMDI that TheFTPIPaddress  K2-1:192.168.101.1 —

Client manages the K2 of the K2 Media
(stend-alone)  \edia Client. Client.
K2 Storage The MDI that The FTPIP K2-STORAGE1:192.168.10 —
System (SAN)  managestheone  address(es) of the 1.11,192.168.101.12
designated K2 K2 Media Server(s)
Media Client on with role of FTP
the SAN server.

Profile Profile XP The MDI that The IP address of PROFILE1 192.168.100.1 Make sure that UIM

(stand-alone) manages the the Profile XP addressing requirements
Profile XP system. are correct in host tables
system.

M Series M-Series The MDI that The IP address of M-SERIES1:192.168.100.51
iVDR manages the theiVDR

iVDR.

News The The MDI that The IP address of NEWS1:192.168.100.71 If you use K2 FTPinstead
AuroraShare manages the the AuroraFTP (or of AuroraFTP, make sure
storage system.  AuroraShare NewsFTP) host. that you do not exceed K2

storage. limits for the number of

transfer sessions.

NOTE: In Aurora 6.5, you no longer need to configure transfer targetsin the

archives.

Configuring round robin transfers

Round robin is amethod for distributing transfers requests from a K2, News,
M-Series or Profile MDI server to multiple transfer servers. For example, to set up a
round robin archive from aNews MDI, add two transfer serversto the News MDI
configuration.

First transfer request — handled by the first transfer server listed.

Second transfer request — handled by the second transfer server in thelist.

Third transfer request — handled by the first transfer server.

Fourth transfer request — handled by the second transfer server.
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Configure ASK Location: MDI server

The ASK location tellsthe M DI server whereto look for the ASK service, which runs
on the MediaFrame server. The function of the ASK isto store the location of the
software components in the system, so the components can find one another.

{#MediaFrame Configuration = B3

ASK Location
’7Hostname: IIDcthost Port: IEIEI'ID

1. Select Programs | MediaFrame Config and select the MDI Configuration tab.
2. Enter the name of the MediaFrame server.

3. Port 9010 isrequired. Do not modify. See “Ports and services mapping” on
page 36.

It is not necessary to restart a service to put these settings into effect.
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Configure Generic FTP MDI

Thispage configuresthe Generic FTP Managed Device Interface (MDI). The Generic
FTP MDI replacesthe NLS (Near Line System) MDI.

NOTE: You no longer need to specify transfer targetsin the Generic FTP MDI.
Depending on your system, specify the transfer target in the News or K2 MDI.

ﬁMediaFrame Configuration HE E3

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

1

[ % Use the list and controls below to select and configure the Managed Device Interface Services (MD13) installed on
I 'Js thiz system.
¥

MDI Name: [FTFMDI 7

Part: | EIES

Device Address: Ic:oho_nl‘l

Device Roat Directory: IShare‘I

FTP Usemame: Iadministrator
._‘_’: K2 FTP Password: |uuou
) ¥ Use Passive Transfer Mode
g MSeries
gl NTFS

P Foie
J?] Prosy

Walidate | QK Cancel Apply
14 coho_svr-1 10.16,42.80 .

1. Locally onthe MDI Server, select Programs| Grass Valley | MediaFrame Config.
Select the MDI Configuration tab and the Generic FTP MDI icon.

2. Enter the MDI nameto log in to the FTP interface on the NLS device. Use the ...
button to browse the list of available MDls.

3. Port 9128 isrequired. See “Ports and services mapping” on page 36.

4. Enter the hostname or | P address of the device, theroot directory on the FTP server
to which assets will be transferred, and the FTP username and password.

5. Check Passive Transfer Mode if you want to transfer assets from one server to
another without having the datago through the MDI. Enable passivetransfer onthe
FTP server first.

To put changes into effect, click Apply to start or restart GV FTP MDI Service.
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58

Configure K2 MDI

This page configures the Managed Device Interface (MDI) for a stand-alone K2
Media Client or aK2 Media Client on a K2 Storage System (SAN). MediaFrame
depends on the K2 MDI to make K2 assets visible across the system.

Asyou configure the K2 MDI, make sure that you associate the K2 MDI and K2 host

names correctly.

Multiple K2 MDlsrun on asingle machine (the MDI Server), but they each need their
own process port number. For this purpose, enter incrementing numbers 9160 - 9169
in the “Port” field. The MDIs and their port numbers must match settingsasin
“Configure Media Frame ASK: Register components’ on page 51. To make the
configurations easier to read for troubleshooting purposes, add MDIs sequentially so
thereis a correlation between the port number and any number in the MDI name.

If you have a K2 Storage System, designate one of the K2 Media Clients on the K2
Storage System to be the managed device for the entire storage system.

ﬁMediaFrame Configuration

= B3

ASK Location
’7H osthiame: IIocthost

Part: [d010

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

thiz system.

Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] installed on

Fegistered k.2 Devices:
:‘ D WD Mame | Fort | K.2 Server | Shared Servers |
MDI-k2 9160 coho_sdk2-1 coho_hdk2-1
:‘ Flashriet
a Generic FTP
m Add | Wity | el
ﬁ'J MSeries Transfer Servers:
WD Mame | Server | Uzermame | Public Address |
gl NTFS MDI-K2 coha_fzm-1 mavie
L Profie
J?] Prosy
add | wedy | Remove |

W alidate |

()8 | Cancel |

Apply |

1. Onthe MDI server, select Programs| Grass Valley | MediaFrame Config. Select the
MDI Configuration tab and the K2 icon.

2. Enter the name of the M ediaFrame server. Do not modify Port 9010. See* Portsand

services mapping” on page 36

3. Under Registered K2 Devices, click Add.
4. Enter the K2 MDI. Use the ... button to choose the MDI.

5. Increment 9160-9169 so each K2 MDI has a unique process port. For each FSM,

there should be one K2 MDI.
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6. Enter a stand-alone K2 Media Client or the K2 Media Client on aK2 Storage
System. (If shared storage, you can add the name of other servers.)

7. The default value on the Asset System Dwell Timeis 120 seconds.
8. Click Add as amanaged device.

Thefollowing settings enable transfers. Y ou should add all available transfer targets,
as specified in “ Configuring transfer targets’ on page 55.

9. Under Transfer Servers, click Add.

10.Use the drop-down list to specify the MDI name.

11.Enter the Transfer Server for the MDI selected above.

12.Username: movie

13.Leave the Password and Public Address fields blank.

14.To put changesinto effect, start or restart K2 MDI service on the MDI Server.
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Configure M-Series MDI

This page configures the Managed Device Interface (MDI) for an M-SeriesiVDR
system.

Multiple M-Series MDIs run on a single machine (the MDI Server), but they each
need their own process port number. For this purpose, enter incrementing numbersin
the “Port” field. The MDls and their port numbers must match settingsasin
“Configure Media Frame ASK: Register components’ on page 51. To make the
configurations easier to read for troubleshooting purposes, add MDIs sequentially so
thereis a correlation between the port number and any number in the MDI name.

To make the configurations easier to read for troubleshooting purposes, add MDIs
sequentially so there is a correlation between the port number and any number in the
MDI name.

ﬁMediaFrame Configuration HE E3

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

P } Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] installed on
3

T thiz system.
¥

Fiegistered M-Series Devices:

:‘ D WD Mame | Fort | MSeries Server |
MSeriestd DI 9140 coho_meeries-1
:‘ Flazhret
a Generic FTP
e K2
sdd | wedy | Remove
Transfer Servers:
WD Mame | Server | Public Address |
gl NTFS MSeriestDI coho_mseri...
P Foie
J?] Prosy
sdd | wedy | Remove |
Walidate | Qg | Cancel | Apply |
14 coho_svr-1 10.16,42.80 .
1. Locally on the MDI server, select Programs| Grass Valley | MediaFrame Config.
Select the MDI Configuration tab.
2. Enter thename of the MediaFrame server. Do not modify Port 9010. See“ Portsand
services mapping” on page 36.
3. Select the M-Series MDI tab.
4. Under Registered M-Series Devices, click Add.
5. Enter the MDI name or click ... to browse for the M-Series MDI.
6. Enter the port number 9140.
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7. Enter the name of the M-Series server.

8. The default value on the Asset System Dwell Timeis 120 seconds.

9. Click Add as amanaged device.

10.If adding an additional M-Series M DI, increment the port number, e.g. enter 9141.

The following settings enable transfers. Y ou should add all available transfer targets,
as specified in “ Configuring transfer targets’ on page 55.

11.Under Transfer Servers, click Add.

12.Use the drop-down list to specify the MDI name.
13.Enter the Transfer Server for the MDI selected above.
14.1 eave the Public Addressfield blank.

15.To put changes into effect, start or restart M-Series MDI service on the MDI
Server.
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Configure News MDlIs

This page configures the Managed Device Interface (MDI) for the AuroraShare
system. MediaFrame depends on the News M DI to make News assets visible across
the system.

{2 MediaFrame Configuration g |EI|1|

ASK Location
’7Hostname: IIocthost Part: ISD‘ID

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

[@ Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] installed on
thiz system.

MDI Name: [NewstDI B
Part: |50

Aszzet Spztem Dwell Time: |12D B0

Mews Spstem Settings

D atabase Address: Ix-dsm

Conform Server Address: I

Storage Connection Type: (& SCSI

& CIFS
MAS Connection Path: I\\x-sw-‘l\v |
Transfer Servers:
Server | Uzer Mame | Public Address |
fail-enc wnfmovie
sdd | wedn | Remove |
Walidate | QK | Cancel | Apply |
f Fail-ab-svr 10.16,38.79 .

1. Locally onthe DSM or MDI server, select Programs| Grass Valley | MediaFrame
Config. Select the MDI Configuration tab.

2. Enter the name of the M ediaFrame server. Do not modify Port 9010. See“ Portsand
services mapping” on page 36.

3. Select aNews MDI.
4. Port 9150 isrequired. See “Ports and services mapping” on page 36

5. Asset System Dwell Time — Thetimethat the News MDI waits before it informs
the MediaFrame system that aclip has finished recording. Leave at 120 seconds.

6. Enter the machine that hosts the Aurora Edit database (the DSM).

7. Enter the machine that hosts the conform service (typically the Conform Server).If
Aurora Edit has not been installed, leave blank.

8. The V: drive must be mapped on the machine that hosts the News MDI. By
convention, the DSM hosts the News MDI.

Thefollowing settings enable transfers. Y ou should add all available transfer targets,
as specified in “ Configuring transfer targets’ on page 55.

9. Under Transfer Servers, click Add.
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10.Enter the Transfer Server for the MDI selected above and a Username.
11.L eave the Password and Public Address fields blank.

12.Click validate to test the configuration settings. To put changesinto effect, start or
restart News MDI Service on the MDI server (DSM).
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Configure Profile MDI

This page configures the Managed Device Interface (MDI) for a stand-alone Profile
system.

Multiple Profile MDIsrun on asingle machine (the MDI Server), but they each need
their own process port number. For this purpose, enter incrementing numbersin the
“Port” field. The MDlIs and their port numbers must match settings asin “ Configure
Media Frame ASK: Register components’ on page 51.

To make the configurations easier to read for troubleshooting purposes, add MDIs
sequentially so there is a correlation between the port number and any number in the
MDI name.

ﬁMediaFrame Configuration HE E3

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] installed on
'Js thiz system.
Fiegistered Profile Devices:
@l v -
= WD Mame | Fort | Frofile Server | San | Shared Servers |
Profiletd DI 9130 coho_xp-1 Mo
:‘ Flashriet
a Generic FTP
e K2
sdd | wedy | Remove
9) MSeries Transfer Servers:
WD Mame | Server | Public Address | Metwork Type |
-‘:4"} MTFS Profiletd DI coho_xp-1_uim FibreChannel
B Fuofie
JF] Prowy
sdd | wedy | Remove |
Walidate | Qg | Cancel | Apply |
14 coho_svr-1 10.16,42.80 .

1. Locally on the MDI server, select Programs| Grass Valley | MediaFrame Config.
Select the MDI Configuration tab.

2. Enter thename of the MediaFrame server. Do not modify Port 9010. See“ Portsand
services mapping” on page 36.

. Select the Profile MDI tab.

. Under Registered Profile, click Add.

. Enter the MDI name or click ... to browse for the Profile MDI.
. Enter the port number 9130.

N o o~ oW

. Enter the primary and secondary profile names.
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8. The default value on the Asset System Dwell Timeis 120 seconds.

9. Make sure the StandAlone radio button is checked.

10.Click Add as a managed device.

11.If adding an additional Profile MDI, increment the port number, e.g. enter 9131.

The following settings enable transfers. Y ou should add all available transfer targets,
as specified in “ Configuring transfer targets’ on page 55.

12.Under Transfer Servers, click Add.

13.Use the drop-down list to specify the MDI name.
14.Enter the Transfer Server for the MDI selected above.
15.Use the drop-down list to specify the network type.
16.L eave the Public Addressfield blank.

17.To put changes into effect, start or restart the Profile MDI service on the MDI
Server.
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Configure Proxy MDI

This page configuresthe Managed Device Interface (MDI) for the NAS machinesthat
storethe low-res proxy. The system depends on the Proxy MDI to make proxy visible
acrossthe system. For the Proxy M DI, thereis but one managed device. Thismanaged
device can have multiple locations. The Media directory on each NAS machine is
entered asalocation. Other directories can be entered aslocationsaswell. In thisway
the Proxy MDI knows where to look for the low-res proxy.

ﬁMediaFrame Configuration HE E3

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] installed on
's thiz system.

5

:‘ DIVA MO M ame: IF'roxyMDI _I

Part: Jat1o

:‘ Flashnet Managed Storage Locations:

- Location I
a Generic FTP Yhooho_nas-1hmedia

e K2
g) M5 eries

g NTFS

P Foie

| Add | Femove |

Walidate | QK Cancel | Apply |

4 coho_svr-1 10.16.42.80 :

1. Select Programs| MediaFrame Config. Select the MDI Configuration tab and the
Proxy icon.

2. Inthe Ask Location hostnamefield, enter the name of the M ediaFrame server. Do
not modify Port 9010. See “Ports and services mapping” on page 36

. Set the MDI name.
. Port 9110 isrequired. See “Ports and services mapping” on page 36.
. To add a storage location, click Add.

. For each Proxy NAS machine, enter the UNC path to the “Media’ folder. Thisis
the location to which the system writes the proxy media.! Click Add.

o O~ W

\‘

. Click Apply or OK after you' ve finished making changes.

8. To put changesinto effect, start or restart the Proxy M DI Service on the
MediaFrame server.

1. Y ou can define multiple locations on asingle NAS machine, but for each location you must enter the compl ete path.
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Test: MediaFrame stage

Thefollowing test exercises system functionality exclusive to the MediaFrame core
platform. A successful test verifies that the basic configurations are correct.

After configuring the MediaFrame settings, click the validate button on each tab. The
M ediaFrame system checks M DI mappings and devicesfor inconsistencies. Thiscan
take several minutes. A report displays.

Make sure there are no errors displayed. To troubleshoot errors, check the following:
» Make sure services are running
» Make sure you have configured the correct host name for the MDI service.

» Ping machines to verify network communication.

Checklist: MediaFrame stage

Use the following check list to verify that the basic configuration and testing of the
MediaFrame stage is complete.

I All logical MDI names and Encoder service names are registered with ASK.

I All machines taking the role of MDI server have the appropriate MDI services
installed and running.
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Encoder stand-alone stage

For this configuration stage you configure and test one encoder and one proxy NAS
to work together. The encoder creates storyboard and MPEG proxy. There are two
types of encoder: SmartBin and Aurora Proxy. Configuration pages and procedures
are the same for HD and SD encoders.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

[ 1) Aurora Proxy

Encoder

0 Client/FTP LAN | )

@9 | €

kl

n Proxy
NAS

Refer to “ System diagram - K2 storage” on page 12 for aview of the entire system.
To do the basic configuration and testing of a stand-alone encoder, do the following:
1. Configure the encoder:
» “Configure SmartBin Encoder” on page 69
or
» “Configure Aurora Proxy Encoder” on page 73
2. “Checklist: Encoder stand-alone stage” on page 75
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Configure SmartBin Encoder

This section describes configuring the SmartBin Encoder. To configure an Aurora
Proxy encoder, see “ Configure Aurora Proxy Encoder” on page 73.

The primary workflow of the SmartBin Encoder isto integrate into a system with
Auroralngestingesting material to atransfer SmartBinfolder. The Transfer SmartBin
service transfersthe material into News Share while feeding the encoder the raw data
stream. In thisworkflow, the M ediaFrame asset is associated with amedia server clip,
News Share master clip, and lo-resolution proxy.

If your system does not have Auroraingest feeding the SmartBin folder, the
MediaFrame asset contains the News Share master clip and has the lo-resolution
proxy associated with it.

NOTE: If upgrading the encoder, be sureto review the latest upgrade instructions
in the Aurora Browse Release Notes.

When the Transfer SmartBin box is checked, the SmartBin Encoder configuration
page is displayed.

{2 MediaFrame Configuration o ] 4

ASK Location
’7Hostname: Islcbs-ab-sw‘l Fart: |3010

| Wersions I

Uze the controlz below to change how browse matenial is encoded, including from where the material is
scavenged and where it is stored,

IV Transfer Smarthin

MO Mame: |SLEBS-AB-ENE1 _I
Part Mumnber: |9230
— Source
Device: INewsShare j
i Destination
Device:  [PRONYT |
Location |\\S LCBS-AB-NAS2ASLCAR 1 Media\Prosy _I

r Expire Asset in ID 3: days

Advanced Settings
’7Audio Gaire [8 dB

Walidate | QK | Cancel | Apply |
¢ slcbs-ab-enct 192,168.248.33 ;

On the SmartBin Encoder config page, the Versions tab of the MediaFrame Config
tool letsyou see at aglance al the versions of the MediaFrame components that have
been installed.
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The Encoder tab tellsthe SmartBin Encoder whereto look for the ASK service, which
runs on the MediaFrame server. The function of the ASK isto store the location of
M ediaFrame components. Thistab configures the connections between the SmartBin
Encoder and the server from which it gets its media stream.

The Encoder tab also provides settings that allow you to set up the SmartBin Encoder
to generate proxy for high-priority ingest or edited material. This dedicated SmartBin
Encoder then only runs scavenge operations when new material appearsin a specific
location. That way you can be assured that your high-priority ingest or edited material
isimmediately processed, evenif there are multiple other lower priority scavengejobs
that need to be done at the same time. Y our other un-dedicated encoders can do the
low priority jobs without interfering with the avail ability of the dedicated SmartBin
Encoders.

Itisrecommended that you dedicate at | east one SmartBin Encoder to scavenge newly
edited material that you placein an“Outbox” folder. Refer to “ Design considerations
- Aurora Browse with Aurora Edit” on page 12.

Y ou can dedicate the SmartBin Encoder to a particular Proxy NAS location.

As part of the SmartBin Encoder configuration, configure the Transfer SmartBins.
service on the same host. Transfer SmartBins set up automatic clip transfers from a
media server to an Aurora Edit bin. For more information, see the Aurora Edit
Installation and Configuration Guide.

NOTE: Before configuring the SmartBin Encoder, you need to configure a News
MDI and a media server (K2, M-Series or Profile MDI).

To configure the SmartBin Encoder, do the following.

1. On the SmartBin Encoder machine, select Programs | Grass Valley Aurora |
SmartBins Setup Tool. The SmartBins Setup Tool opens.

SmartBins Setup Tool |

Types Supported:

¥ Transfer SmartEins
[ shared SmartBins

[ Media Import SmartBins

Sepvers:
10.16.89.157

Edlit .,

Lt

[elete

Total Maximum Transfers: |2 vl

License Server: I slchs-ab-msmi

MediaFrame Server: I slcbs-ab-svrl

K2 MDI Name: 3 |
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2. Under Types Supported, check the Transfer SmartBins box. Do not check the other
boxes.

. Click the Add button. The Edit Server Settings dialog box appears.
. Enter the name of the Profile, M-Series, or K2 Media Client that you are using.
. Select the Server Type from the drop-down list and click OK.

o o1~ W

. Specify the license server. Thisisthe server wherethe MOV generation license is
located.

7. Specify the MediaFrame server, and K2 MDI and click oK. The SmartBins Setup
Tool closes, and the SmartBin service restarts.

Now that the SmartBins service has been setup, you can configure the SmartBin
Encoder.

8. Select Programs | Grass Valley | MediaFrame Config and select the Encoder tab.

9. Enter the host name of the machine that hosts the ASK location. If this serviceis
on the same machine as the SmartBin Encoder, enter localhost. Port 9010 is
required. See “Ports and services mapping” on page 36.

10.Usethe... button to select the MDI. For thefirst encoder, port 9230 isrequired. See
“Ports and services mapping” on page 36. For any additional encoders, the port
number is automatically incremented, e.g. 9231.

11.I1n the Source section, use the drop-down list to select a source Device. For MDI
Name, select the News Share MDI name.

12.In the Destination section, use the drop-down list to select a destination Device.

» Toconfigurethe AuroraProxy Encoder to process proxy mediaon one location,
select that location as the Proxy Storage Location. Use the ... button to browse
to the folder (\Media) on the NAS (or other storage location) that receives the

MPEG this encoder creates.!

* You canonly select onelow-resolution destination; you cannot specify multiple
locations.

13.Optionally, you can check the Expire Asset box. If unchecked, the MediaFrame
asset is not set to expire. If checked, the encoder sets the MediaFrame asset to
expirein the specified number of days.

NOTE: The encoder does not change the expiration date if the MediaFrame asset
already hasthe asset expiration date set. (For example, if the expiration date was
set in Aurora I ngest when the asset was created.)

14.1n the Advanced Settings section, you can adjust the Audio Gain Level to calibrate
Aurora Edit LD audio, or to improve the quality of the desktop audio (e.g. if the
source is 'too hot').

15.In the MediaFrame Config tool, click Apply.

16.Press the validate button to test the status of the current configurations. If the
configurations are valid, click oK to exit the MediaFrame Config tool.

1. Thislocation is used when in Rules, Proxy Storage Location is blank (*).
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Configure Aurora Proxy Encoder

This section describes configuring the Aurora Proxy Encoder. To configure a
SmartBin encoder, see “ Configure SmartBin Encoder” on page 69.

NOTE: If upgrading the encoder, be sureto review the latest upgrade instructions
in the Aurora Browse Release Notes.

If the Transfer SmartBin box isnot checked, the Aurora Proxy Encoder configuration
page is displayed.

{2 MediaFrame Configuration it |EI|1|

ASK Location
’7Hostname: Ic:oho_sw-‘l Port: (3010

Wersions I

Uze the controlz below to change how browse matenial is encoded, including from where the material is
scavenged and where it is stored,

™ Transfer Smarthin
Fiegistered Encoder MDlg

WD Mame | Fort | Source | [Drestination |
enc-hd-1 9230 Mewst Dl AwinkerHD ProsykdDIMheoho_nas-1...

I Reniove

Fegistered GXF Servers

Hosthame | Delay | Timeout |
localhost [=11] [=11]

Add odify Femove

— Advanced Settings
Audio Gair: |5 dB

Walidate | QK Cancel Apply

4 coha_hd-1 192,168, 18.6 .:

On the Aurora Proxy Encoder, the Versions tab of the MediaFrame Config tool lets
you see at aglance all the versions of the M ediaFrame components that have been
installed.

The Encoder tab tells the Aurora Proxy Encoder whereto look for the ASK service,
which runson the MediaFrame server. Thefunction of the ASK isto storethelocation
of MediaFrame components. Thistab configures the connections between the Aurora
Proxy Encoder and the server from which it gets its media stream.

The Encoder tab also provides settings that allow you to set up the Aurora Proxy
Encoder to generate proxy for high-priority ingest or edited material. This dedicated
AuroraProxy Encoder then only runs scavenge operationswhen new material appears
in aspecific location. That way you can be assured that your high-priority ingest or
edited material isimmediately processed, even if there are multiple other lower
priority scavenge jobsthat need to be done at the sametime. Y our other un-dedicated
Aurora Proxy Encoders can do the low priority jobs without interfering with the
availability of the dedicated Aurora Proxy Encoders.
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It is recommended that you dedicate at least one Aurora Proxy Encoder to scavenge
newly edited material that you place in an “Outbox” folder. Refer to “Design
considerations - Aurora Browse with Aurora Edit” on page 12.

Y ou can dedicate the Aurora Proxy Encoder to aparticular Proxy NASIocation. This
assumes that for asingle Proxy MDI there are multiple NAS locations.

To configure the Aurora Proxy Encoder, do the following.

1. On the Aurora Proxy Encoder machine, select Programs | Grass Valley |
MediaFrame Config and select the Encoder tab.

2. For the ASK location, enter the name of the MediaFrame server. Port 9010 is
required. See “Ports and services mapping” on page 36.

3. On the Encoder tab under Registered Encoder MDIs, click Add.

4. Usethe... button to select the MDI. For thefirst encoder, port 9230 isrequired. See
“Ports and services mapping” on page 36. For any additional encoders, the port
number is automatically incremented, e.g. 9231.

5. In the Source section, use the drop-down list to select a source Device:
e For MDI Name, select avalid MDI Name.

» To scavenge material in an “Outbox” folder on aK2 Storage System, select the
K2 MDI.

6. In the Source section, use the ... button to select a source location:
» For Storage Location, select avalid Storage Location.

» Toscavenge material in an “Outbox” folder on aK2 Storage System, select the
specific folder.

7. In the Destination section, use the drop-down list to select a destination Device.

» Toconfigurethe AuroraProxy Encoder to process proxy mediaon onelocation,
select that location as the Proxy Storage Location. Use the ... button to browse
to the folder (\Media) on the NAS (or other storage location) that receives the

MPEG this encoder creates.!

8. To configure the GXF Server and MPEG encoder options, click Add in the
Registered GXF Servers section. The Add GXF Server dialog box displays.

a. Enter the GXF Server Host Name.

b. Max Startup Delay — Enter the maximum time the encoder waits for recording
to begin after aclip is created in the database. 60 seconds is the recommended

setting.2

c. Stream Timeout — Enter the maximum time the encoder waitsfor abreak in the
media stream to be restored. 60 seconds is the recommended setti ng.3

1. Thislocation is used when in Rules, Proxy Storage Location is blank (*).

2. When you create anew clip name in the media database on the K2 system, the encoder is notified and waits for the
mediafile to appear. Set this value to be the maximum time allowed in your workflow between the creation of aclip
name and the commencement of recording the clip.

Aurora Browse Ingtallation and Configuration Guide November 1, 2008



Checklist: Encoder stand-alone stage

d. Click oK to exit the Add GXF Server dialog box.

9. Inthe Advanced Settings section, you can adjust the Audio Gain Level to calibrate
Aurora Edit LD audio, or to improve the quality of the desktop audio (e.g. if the
source is 'too hat').

10.In the MediaFrame Config tool, click Apply.
11.Pressthe validate button to test the status of the current configurations. If the
configurations are valid, click oK to exit the MediaFrame Config tool.
Checklist: Encoder stand-alone stage

Use the following check list to verify that the basic configuration and testing of the
stand-al one encoder is complete.

[J Encoder is connected to NAS
[J Encoder writesto NAS

[J MPEG created

L1 MPEG playback with audio
] Storyboard files are created.

3. If the high-res stream for which the encoder is creating proxy material isinterrupted, the encoder waits thislong for
the stream to continue.
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Encoder + Server stage

For this configuration stage you configure the MediaFrame server to work together
with the Encoder and NA Sfrom the Encoder stand-alone stage. M DI servicesarealso
required, as configured in the MediaFrame stage.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

Aurora Ingest @

Ingest
Media
Server
— g
—_— g 3 Encoder
(0 Client/FTP LAN )
Proxy
O i [ _ i il i NAS
MDI Server MediaFrame Server

Refer to “ System diagram - K2 storage” on page 12 for aview of the entire system.
To do the basic configuration and testing of the encoder plus server, do the following:
1. “Configure Media Frame Core ASK: Encoder” on page 76

2. “Configure Rules Automation: Encoder” on page 77

3. “Test: Encoder + Server stage - high-res source” on page 81

Configure Media Frame Core ASK: Encoder

Make sure the encoder’ s proxy transfer service is registered with the ASK software
component with alogical name, as explained in “Configure Media Frame ASK:
Register components’ on page 51. If ASK is down, you need to manually enter the
names, and they must match exactly. Therefore, where possible, use the drop-down
list to ensure the exact name.
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Configure Rules Automation: Encoder

TheRulestab of the MediaFrame Config tool definesthe rulesfor an encoder creating
proxy.

ﬁéMediaFrame Configuration M= B I

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

DI Hegistrationl MDI Configuration | Assets Metadata Mapping | Foles and Licensingl Versionsl

Use the controls and the list below ta add, change or remave the rules for creation of proxy material, and to madify
the failure policy.
b

— Rules

Rule Description |
Create Proxy from MDI:MewskDI winkerHD
Create Proxy from MDEMewskDI winkerSD

Add Modty | Remove |
— Rule Retry Policy
Max Mumber of Retries: |3 ﬁ
Fietry Pricrity: IIncrease j
Walidate | QK Cancel | Apply |
4 coho_svr-1 10.16,42.80 .

To scavenge newly edited material in an “Outbox” folder on aK 2 Storage System, for
MDI Name, select the K2 MDI and location asin “ Configure Aurora Proxy Encoder”
on page 73.

To configure arule defining the creation of proxy assets, do the following:
1. Click Add. The Add Rule dialog box displays.

Add Rule [ %]
Fiule Type: Froxy Creation
—Source —— —
Source Type: |Material ﬂ
Source MDI: I j

Source Folder: I _I

¥ Include Subfolders

¥ Include Sequences

Trangfer Pricrity: INormaI j
r— Destination
Destination MDI: I j
Destination Folder: I _I
r Expire Asset in IE days
Advanced.. | Add | Cloze |
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2. Using the Rule Type drop-down list, select the Rule Type:

* Proxy creation — thisrule creates a M ediaFrame asset and associ ates the source
material toit, if it does not already exist. If the asset does not have proxy already
associated, this rule causes proxy to be created.

» Asset creation — thisrule only creates a MediaFrame asset and associates the
source material to it, if it does not already exist. It does not create proxy. This
ruleisuseful for systems that don’t have proxy encoders, or systems that don’t
want to create proxy for everything (such as systems that only want to create
proxy for archived material).

3. Using the Source Type drop-down list, select the Source MDI.

4. Usethe ... button to select or typein the source folder on the machine that the
system monitors for new material. Note: You must use forward slashes for this
path.

5. Check the Include Subfolders box to also monitor for material in folders nested in
“MDI Storage Location”.

. Check the Include Sequences box to include Aurora Edit sequences.
. In the Destination section, use the drop-down list to select adestination MDI.
. Usethe ... button to select or typein the destination folder.

© 00 N O

. Expired assets are purged from the system after this many days. Leave blank to
never expire. Refer to “ About expired assets’ on page 80.

10.To modify the Proxy Types and Creation Options, click the Advanced... button.
By default, the following are selected:

» Create while recording

» Recreate proxy if content modified

For further information about these options, refer to “ About configuring rules’ on
page 79. Click ok when done to exit the Advanced dialog box.

11.Add adds the above settings as a new Proxy Creation rule.

12.The update Rule button only appearsif an existing rule is selected in the Existing
Rules box below, in which case the button puts into effect any changes you have
made to the existing rule.

13.In the MediaFrame Config tool, al currently added rules are displayed. When a
ruleisselected, the options above are automatically loaded with the settingsfor the
selected rule. Y ou can then modify the rule and update it, or modify the rule and
add it as anew rule, or remove the currently selected rule

14.The Rule Retry Policy section specifies how many timesthe system retriesafailed
rule. Keep thissetting at 3 or below for most rulesto prevent degradation of system
performance. If all the rules have the same setting, jobs are handled in the order
they were put in the database.

15.When afailed ruleisretried, its priority can be changed in relation to other rules
currently being processed. Set to Increase to promote timely processing.

16.Always click ok after making changes
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17.Y ou must start or restart the GV Rules Wizard service on the MediaFrame server
to put changes into effect, but if you are doing the initial configuration of the
Aurora Proxy Encoder + Server stage, don't start the service until instructed to do
so in the Aurora Proxy Encoder + Server stage test.

The following sections explain rules.

About configuring rules

The Rulestab offersthe appropriate options based on the currently selected source, as
follows:

Rules when the source is high-res material

These rules create MPEG and storyboard proxy from high-res material. Thisisalso
known as a“scavenge” operation. Depending on the desired behavior of the system
you may have to create multiple rules for the MPEG creation. There are two types of
rules, asfollows:

 Create while Recording — Thisrule causes MPEG to be created while the system
is still encoding the high-res material.

* Recreate Proxy if Content is Modified — Thisrulewill causethe system to delete the
proxy associated with high-res material if the materia has its content modified. It
will then recreate the MPEG proxy for the material. Thisruleis normally
configured for K2 storage systems.

The following takes place by default with both these types of rules:

» When the Rules Wizard starts up, it traverses a high-res device MDI to seeif there
isany material that does not have MPEG proxy associated with it, according to the
currently configured rules. The Rules Wizard will only check the system once after
startup to see if it needs to create any of this proxy.

» Storyboard e ementsare used for thumbnails, so in effect thumbnail s are generated
by default.

Tips for configuring rules

» Configure onerule per folder or “location”. Multiple overlapping rules that access
the same folder can produce looping behaviors and other unexpected results.
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Configure Assets Tab

GMediaFrame Configuration HE B3

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

DI Hegistrationl DI Configuration | Fules I Fioles and Licensingl Versionsl

% Uze the controls below to maodify the policy for retention or deletion of MediaFrame assets.

Drefault Asset Purge Cycle: |24 3: hours

Azzet Policy: [ Delete Assets with no Online Content

Walidate | QK Cancel Apply
j’ aurora-svr-1 10.16.41.62 .:

When the GV Asset Manager service runs it looks for expired assets and orphaned
assets that should be purged from the system. It al so maintains the assets currently in
the Resolver and if necessary initiates the creation of proxy to keep assets in synch.
Thistab of the MediaConfig tool configures the frequency and rules by which the
Asset Manager carries out its processes.

About expired assets

When assets are created, they can be assigned a Expiration date. Thisisthe value that
you enter on the Rules tab. The Expiration date is set to the current date plus the
number of “Daysto Expire Asset”. If you do not set a“Daysto Expire Asset” value,
the asset will never be purged automatically

The Asset Manager executes aperiodic purgetask that runsat the frequency (in hours)
that you configure on the Asset Manager tab, starting from the last time the Asset
Manager serviceisstarted. Thistask takesthe current time of day date/time stamp and
comparesit to the Expire date. If the date portion of the current timestamp is greater
than or equal to the Expire date, the Asset Manager attemptsto del ete the asset. Thus,
the actual purge period can occur up to aday earlier than expected.

Theasset will not be deleted if the Hold checkbox has been checked in the asset in the
AuroraBrowseclient application, or if the asset hasalock onit for some other reason.
For example, if auser opensthe asset in Aurora Editor, then Browse will not delete
the asset.
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Recommendation:

Set the “Daysto Expire Asset” to one more than required to ensure that assets are not
deleted sooner than required.

For example, if you want assets to reside in the system approximately (but not less
than) one day, the “ Daysto Expire Asset” value should be set to 2. Thiswill result in
actual asset lifetimes between 24 and 72 hours in the system. If you require the
maximum period to be closer to 48 hours than 72, decreasing the Purge Period from
1440 (24 hours) to a smaller value should be effective.

Test: Encoder + Server stage - high-res source

The following test exercises system functionality exclusiveto the rules for creating
MPEG proxy and storyboard proxy from high-res material. A successful test verifies
that the basic configurations for the rules are correct.

Test description: Trigger rulesby creating/modifying ahigh-resclip onthe K2 storage
while the Rules Wizard service is off, then on.

Run the test as follows:
1. Make sure that the system is not in use.
2. Make sure the GV Rules Wizard serviceis off on the M ediaFrame server.

3. Start the GV Resolver service and the GV Metadata service on the M ediaFrame
server.

4. Click start | Programs | Grass Valley| Event Viewer to open Event Viewer.
5. On aK2 system, copy aclip into a bin monitored by the Aurora Proxy Encoder.

6. On the MediaFrame server, start the GV Rules Wizard. Watch Event Viewer and
verify that the MPEG and storyboard proxy are created for the clip.

7. On the K2 system, copy another clip into the bin. Watch Event Viewer and verify
that the MPEG and storyboard proxy are created for the clip.

8. Inyou havea“...if content is modified” rule configured for high-res clips, on the
K2 system, modify aclip (rename) in the bin. Watch Event Viewer and verify that
the MPEG and storyboard proxy are created for the modified clip.

9. If you havea*“ Createwhilerecording” rule configured for high-resclips, onthe K2
system, record aclip into abin monitored by the Aurora Proxy Encoder. Watch
Event Viewer and verify that the MPEG and storyboard proxy are created (in
real-time) asthe clip is recorded.

Checklist: Encoder + Server stage

Use the following check list to verify that the basic configuration and testing of the
single-channel encoder plus MediaFrame server is complete.

[J When the Rules Wizard starts up, rules work as configured for the creation of
MPEG and storyboard proxy.

LI When aclip isingested, rules work as configured for the creation of MPEG and
storyboard proxy.
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1 When a high-res clip is copied into a monitored bin, rules work as configured for
creation of MPEG and storyboard proxy.

1 When a high-res clip is modified, rules work as configured for creation of MPEG
and storyboard proxy.

Configure NTFS MDI

ﬁMediaFrame Configuration

= B3

ASK Location
’7H osthiame: IIocthost

Part: [d010

MO Registration  MDI Configuration |Assets| Fules I Fioles and Licensingl Versionsl

y Use the list and controls below to select and configure the Managed Device Interface
[} ¢ Services [MDIs] installed on this syster.

i

MO Mame:
:‘ Flashriet

E Generic
4 FTP

Part:

|NTFSMDI

i

Ja11s

File System Folder Locations:

Locations

e K2

j?j Prosy

‘weoho_nas-1hedls

Fegistered Type Mappings:

Add

| Remove

Extension

| Tupe

Add

| Femove |

W alidate |

4§ coho_svr-1

Cancel | Apply |

10.16.42.80 .

Thistab of the MediaFrame Config tool specifies the machines, directories, and file
types that the NTFS MDI can access. The Aurora Browse application makes these
available as selections for saving and managing assets.

If you need to configure the NTFS MDI, do the following.

1. Select Programs | Grass Valley | MediaFrame Config. Select MDI Configuration tab

and the NTFSicon.

2. Usethe ... button Name of NTFS MDI, as registered with ASK. Refer to
“Configure Media Frame ASK: Register components’ on page 51.

3. Port 9115 isrequired. See “Ports and services mapping” on page 36.

4. Click the Add button to specify the location of the folder managed by the NTFS
MDI. Thismust be a UNC path. The machine must have NTFS storage. (Y ou can
optionally specify the folder.)

The Locations section lists currently added machines/folders accessible by the

NTFS MDI.

5. The Registered Type Mappings section defines the types of files accessible by the
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NTFS MDI.
NOTE: Do not map the edl/xml.LiteEdit type.

6. Always click OK or Apply buttons after making changes
7. Restart the GV NTFS MDI Service on the MediaFrame server.

Configure NLS MDI
The NLS MDI isno longer used. Refer to “ Configure Proxy MDI” on page 66.
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Archive stage

For this configuration stage you configure your archive MDI, high-res storage, and
the MediaFrame server to work together. This assumes that the archive devices are
already installed and connected.

The portion of the system configured and tested in this stage is illustrated by the
following diagram.

Media Archive
Storage
‘ (e.g., K2)
0! Client/FTP_LAN (Production Network) )
EE—s————) a i € i
Aurora FTP Server MDI Server MediaFrame Server

To support archive functionality on the News/K2 system, you must install aunique
Aurora FTP on aplatform somewhere in the system.

To configure and test the Archive stage, do the following:
1. “Add archive MDI” on page 85
2. “Verify archive preparations’ on page 86
3. “The K2 storage or AuroraShare NAS system” on page 89
4. Configure your archive:
a. “Configure Avalon MDI” on page 90
b. “Configure DIVA MDI” on page 91
c. “Configure FlashNet MDI” on page 92
d. “Checklist: Archive stage” on page 93
5. “Checklist: Archive stage” on page 93
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Add archive MDI

The archive MDI software component runs as aservice. The archive MDlIs available
are asfollows:

* Avaon
« DIVA
» FlashNet

The archive MDI software component must be installed on a network connected
computer. Similar to the other MDlsin the MediaFrame system, the archive MDI can
beinstalled on aMDI server or on the MediaFrame server, depending on the size and
design of your system.

Y ou can install the archive MDI software component from the MediaFrame server
installation program. Select the component for your archive from the Custom setup

page.
i MediaFrame Server - InstallShield Wizard : ﬂ
Custom Setup ‘ iy
Select the program Features vou want installed. ‘4'11.'

i

Click on an icon in the list below ko change how a Feature is installed.

[ Qvl MediaFrame Jalukion = Jratlia
e (=20 w | Core Services
EE’ Managed Devices

........ L |HET Arc

hive

=3 This feature will be installed on local hard drive,

=N8 This Feature, and all subfeatures, wil be installed on local hard drive,

=1 This Feature will be installed when required.

------- ¥ This Feature will not be available,
........ M T DT e — L :

Irisbal 5hield

Help Space « Back I ek = I Cancel
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Verify archive preparations
Be aware of the following when setting up for integration with an archive system:
» Devices support alimited number of concurrent transfers, as follows:

» A single Profile XP provides a maximum of four streams for concurrent
transfers (via Fibre Channel).

* Aninternal storage (stand-alone) K2 Media Client provides a maximum of four
streams for concurrent transfers.

» A K2 Media Server provides a maximum of eight streams for concurrent
transfers.

Keep this limit in mind when configuring the archive device for concurrent
transfers. If thearchiveis configured such that it can request more than the number
of supported streams simultaneously from any single system, the additional
transfers will error out.

For thetype of archive device you use, check the following to verify proper operation
with the system.
Avalon archive preparations
Check the following on the machine that runs Avalon IDM Software (Archive):
1. Loginto the machine and go to /avalon/aam/utils
2. Run aamctrl stat and verify all services running properly.

3. Makesurehost tablesare set correctly. Verify the machine name/lPwhich the IDM
will talk to.

4. If archiving from a Profile X P standal one, make sure the Fibre Channel interfaces
are configured so that Avalon IDM can talk to the Profiles.

Consider the following when preparing to integrate Avalon archive with Aurora
Browse:

* Avaon archive has no fixed limit for concurrent transfers.

DIVA preparations
Check the following on the machine that runs DIV A software:
1. Loginto the machine.

2. Verify that you can FTP from the DIV A server to the machine with the high-res
online material:

« If archiving from an M-Series or Profile X P standalone, verify that you can FTP
fromthe DIV A server to the Profile on the Ethernet | P address and login as user
novi e.

* If archiving from K2 storage or AuroraShare NAS, verify that you can FTPfrom
the DIV A server to the K2 storage or AuroraShare NAS on Gigabit Ethernet and
login asuser vt novi e.

3. Add a new Source and Destination.
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4. Fill in the following information needed:

a. Source name — any name (must correspond to the name specified in Transfer
Server)

b. IP Address— can be IP address or host name accessible from DIV A archive
server (must be areachable News, K2, M-Series or Profile server registered as
the Transfer Server in the News, K2, M-Series or Profile MDI)

c. Source Type — choose the appropriate type of server. News FTP and K2 use
FTP_STANDARD and M-Series, and Profile use PDR

d. Production System — choose the correct system
e. Site— choose the site

f. Connect Options— additional options for connection to source server, that is, a
different login name. For example, for News FTPwith auser namevnf novi e,
putin-1 ogin vnfnovie;for K2putin-1ogin novie

g. Root Path — If you’ re archiving from a News server, leave this blank. If you're
archiving from aK2, M-Series, or Profile server, type in the root path, for
example/ expl odedFi | e/ V: / def aul t

h. Max Throughput (Mb/s) — max throughput

i. Max Accesses—total number of access possible (default 10)

j. Max Read Accesses — total number of access for reading (default 10)

k. Max Write Accesses — total number of access for writing (default 10)
5. Restart the DIV Archive Manager Service to enable the new settings.
Consider the following when preparing to integrate DIV A with Aurora Browse:

» TheDIVA MDI does not take any user specified name for afull restore. The clips
are restored using the original name (from archive). The DIVA MDI does,
however, allow a user specified name for a partia restore.

* DIVA hasno fixed limit for concurrent transfers.

« |If archiving from a Profile X P standalone, take the concurrent transfer limit into
consideration. DIV A’ s setting for concurrent transfers applies to specific source/
destination pairs. With the configuration utility/tool you can specify the
concurrency limit on a server-by-server basis.

» The DIVA MDI makes an the assumption that the MDI isthe only gateway to the
entire DIV A file system. Any changes made outside the scope of the MDI will not
be reflected in MDI immediately.

* Renaming of an asset is not supported in DIVA.
» The MDI will use whatever priority the user chooses.

» The source name must be the same as the host name specified in the Transfer
Server, not the actual machine. Under that name, specify the host name or IP
address of the actual machine in the IP Addressfield.

» |ftheDIVA serverisrebooted, the Thomson DIVA MDI service must berestarted.
Refer to “Accessing services’ on page 48.
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FlashNet preparations

To use Flashnet with the Aurora Browse system, make surethat you haveinstalled the
following pre-requisites on the Flashnet MDI server.

» Flashnet Client software (provided by SGL)

» MS Message Queuing, the Common subcomponent (part of the Windows Server
2003 CD)

Message Queuing

To add of remove a component, click the check box. & shaded box means that only part
of the component will be installed. To see what's included in a component, click Details,
Subcomponents of Meszage Dueuing:

O @Active Directary Integration 0.0 MB _:J
'™ &, Common 0.0ME

(| g\ﬁ Downlevel Client Support 0.0ME
[[] % MSMA HTTF Support 0.0MEB
[ =f Routing Support 0.0MB
[ ¥ Triggers 0.0 MB J

Description:  Provides basic functionality for local meszaging services

Total disk space required: 10.4 ME Eetale |
Space available on digk: BF008.4 MB
(6]8 I Cancel |

Check the following on the Flashnet server:
1. Loginto the machine.

2. Verify that you can FTP from the FlashNet server to the high-res storage machine.
If archiving from K2 storage or AuroraShare NAS, verify that you can FTP from
the FlashNet server to the K2 storage or AuroraShare NAS on Control FTP and
login as user vimfmovie.

3. Make sure the FlashNet services are up and running.
Consider the following when preparing to integrate FlashNet with Aurora Browse:
» TheFlashNet MDI does allow a user-specified name for a partia restore.

» TheFlashNet MDI usesafile cacheto support asset functionality. Asthe FlashNet
device does not have any support for file system updates, the FlashNet M DI
assumes that the MDI isthe only gateway to the entire FlashNet file system. Any
changes made outside the scope of the MDI will not be reflected in MDI
immediately.

» In FlashNet, renaming of an asset is hot supported.

» A restore operation always defaults to highest “ Time Critical” priority and archive
operation defaultsto “normal” priority.

Network connectivity - all archive types
To test network connectivity, ping all machines from all machines.

If archiving to/from K2 Storage or AuroraShare NAS, ping these machines on the
Control FTP network:

* MediaFrame server
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* Archive MDI host

* NewsMDI host

» The machine hosting the Aurora FTP service
» Archive machine

» TheK2 storage or AuroraShare NAS system
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Configure Avalon MDI

Open this tab of the MediaConfig tool locally on the machine that hosts the Avalon
MDI software component.

To configure the Avalon MDI, do the following.

{2 MediaFrame Configuration [_ (O] =]

ASK Location
’7Hostname: IIocthost Part: ISD‘ID

Aszzets I Fules I Fiolez and Licenzing I Vergions I
Uze the list and controls below to select and configure the Managed Device Interface
Services [MD|g] installed on this spstem.

mz MO Mame: IAvalonMDI _I
Part: | EIEL

M_g Diva, Avalon Hostname: Imuskrat-coho-idm
4 g Flashriet

E Generic
¥ FTF
\) K2
E& M5 eries
g MTFS
P Pofis  —
Llﬁ Prosy LI

Walidate | QK Cancel Apply

¢ coho_svr-1 10.16.42.80

1. Select Programs | Grass Valley | MediaFrame Config. Select the MDI Configuration
tab and the Avalon icon.

2. Enter the name of the MediaFrame server.

3. Port 9010 isrequired. Do not modify. See “Ports and services mapping” on
page 38.

. Use the ... button to location the name of the Avalon MDI.
. Port 9120 is required. See “Ports and services mapping” on page 36.

. Enter the name or IP address of the Avalon machine.

~N o o1 b~

. Click oK.

NOTE: You no longer need to define FTP for archive sources/destinations.
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Configure DIVA MDI

Open this tab of the MediaConfig tool locally on the machine that hosts the DIVA
MDI software component.

To configure the DIVA MDI, do the following.

{2 MediaFrame Configuration HE B3
ASK Location
’7Hostname: IIocthost Part: ISD‘ID
MO Registration  MDI Configuration |Assets| Fules I Fioles and Licensingl Versionsl
Uze the list and contrals below to select and configure the Managed Device Interface
Services [MDIg] installed on this spstem.
2| MDI Name: |DivabDI =
Part: Janzz
d DA Hostname: Ic:oho_diva-‘l
| DIV Manager Port: [3000
3 Flashriet
= Diigk Array Mames: ISTDHAGE_DN_DISK |
““\-.g E-FSEHC Timeout: I‘ISD 360
\) K2
E& M5 eries
g MTFS
P Pofis  —
B .
Walidate | QK Cancel Apply
g coho_svr-1 10.16.42.80 .

1. Select Programs | Grass Valley | MediaFrame Config. Select the MDI Configuration
tab and the DIV A icon.

2. Usethe ... button to location the name of the DIVA MDI.
3. Port 9122 is required.
4. Enter the hostname or | P address of the DIVA machine.

5. The default value for the Diva manager port is 9000. The default timeout is 180.

6. Click OK.

NOTE: You no longer need to define FTP for archive sources/destinations.
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Configure FlashNet MDI

Open thistab of the MediaConfig tool locally on the machine that hosts the FlashNet
MDI software component. This tab tells the FlashNet MDI where to ook for FTP
transfer of high-res material. For K2 storage or AuroraShare NAS systems, archive
transfers are handled by asingle FTP server.

ﬁMediaFrame Configuration [_ (D] =]
ASK Location
’7Hostname: IIocthost Fart: ISD‘ID
MO Registration | Assetsl Fules I Foles and Licensingl Versionsl

[ % Use the list and contrals below to select and configure the Managed Device Interface
I 'Js‘ Services [MDIz] installed on this spstem.

t et MDI Marme: [FlashNETHDI B
Part: Ja124
e
EF-FSEHC Flazhnet Hostname: Icoho_sgl-‘l
e K2
S NTFS

JFJ Prosy

Walidate | QK. Cancel Apply
4 coho_svr-1 10.16,42.80 .

To configure the Flashnet M DI, do the following.

1. Select Programs | Grass Valley | MediaFrame Config. Select the MDI Configuration
tab and the Flashnet icon.

2. Enter the name of the MediaFrame server.

w

. Port 9010 isrequired. Do not modify. See “Ports and services mapping” on
page 38.

. Use the ... button to location the name of the FlashNet MDI.
. Port 9124 is required. See “Ports and services mapping” on page 36.
. Enter the name or IP address of the FlashNet machine.

N o o1 b~

. Click oK.

NOTE: You no longer need to define FTP for archive sources/destinations.
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Checklist: Archive stage

Usethefollowing check list to verify that the configuration and testing of the archive
stage is complete.

1 High-res material transfers (archives) to archive device.

I High-res material transfers (restores) from archive device to restore location.
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Deploy remaining machines for full system

For the basic configuration path, after you have worked through all the configuration
stages and verified functionality at each stage, you deploy your remaining Aurora
Browse machines.

Do the following tasks to deploy your remaining Aurora Browse machines, as
appropriate for the machines included in your particular system. For instructions,
refer to the applicable configuration stages early in this chapter.

Deploy remaining Aurora Proxy Encoders. Refer to “ Encoder stand-alone stage”
on page 68 and “ Encoder + Server stage” on page 76.

Test system level interactions

Run the following tests to verify that all machines are available and will function
correctly, especialy during times of heavy system activity.

Multiple scavenge test

Thistest verifies that scavenge operations can simultaneoudy control al Aurora
Proxy Encoders to optimize performance during times of heavy proxy asset creation.

To test multiple scavenge operations, do the following:

1.

On the machine from which high-resmediais scavenged, prepare aquantity of test
clips, such that you have one more test clip than the number of Aurora Proxy
Encodersin your system. For example, if you have four Aurora Proxy Encoders,
preparefivetest clips. Y ou must preparethetest clipswithout triggering the system
to create any proxy assets. Y ou can do this by recording mediawith achannel that
is not associated with the system for ingest, or by copying existing clipsto a
different bin or folder. In any case, the bin or folder in which these test clips are
initially placed must not be a bin that is currently monitored by the system for
scavenge operations. Make the test clips at least a minute long.

. On the MediaFrame server, open Event Viewer.

. Prepare abin or folder (preferably one that is currently empty) for monitoring by

the system for scavenge operations. On the Aurora Proxy Encoders, definerulesto
create MPEG proxy for high-res material that appears in the scavenge folder.

. On the machine from which high-res mediais scavenged, simultaneously copy all

the test clips into the prepared bin.

. In Event Viewer, verify that scavenge activities occur for each channel, and that all

Aurora Proxy Encoders are encoding MPEG simultaneously.

6. With Aurora Edit LD or the Aurora Browse application, validate MPEG assets.
Purge test
1. Select an asset from the results list to load details. Take note of the components

2.
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associated with this asset. This can be done by looking at the Related tab in the
detail s page. By using the mouseto hover over the entriesin therelated tab you can
derive where the asset components exist in the system.

From the general tab on the detail s page edit the expiration date and select a date
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in the past.

3. The purge process polls at configured intervals. To expedite testing go to the
Windows services panel and restart the Asset Manager process. Thiswill causethe
cycle to be reset and assets meeting expiration criteriawill be processed
immediately.

4. Refresh the search results list by pressing the go button with no criteria specified.

5. Verify that asset components noted earlier no longer exist in the system. Y ou will
haveto look at the NASfor the specific paths to proxy asset components. The asset
on the high-res storage should also be removed.

Add Aurora Browse Clients

The Aurora Browse client application can be installed from the MediaFrame Server.
Before giving usersthe path to the setup.exefile, an administrator needsto set up roles
and licenses for the user.

Do the following tasks to enable PCs to act as a Aurora Browse clients and run the
Aurora Browse application.

» “Connect server and NAS to customer LAN” on page 95
» “Configure Aurora Browse Licenses’ on page 95

» “Managing Aurora Browse User sessions’ on page 98

Connect server and NAS to customer LAN

The MediaFrame server and NA S machines must have network accessto the external
LAN of the Aurora Browse client PCs. Work with the IT personnel at the customer
site to configure Domain, DNS suffix, or any other settings required by the site’'s
LAN.

Also, make sure that permissions are correct for access to the MediaFrame server
website, which serves the Aurora Browse application. The website uses Integrated
Windows Authentication.

Configure Aurora Browse Licenses

Y ou must configure the M ediaFrame server, as per your Aurora Browse license, to
allow user accessto Aurora Browse application features. Roles and Licensing is
managed centrally from the MediaFrame server. This requiresthat you log in as
Aurora Browse administrator. A role can be leased if the user has been assigned the
role by an administrator, and a license for the role exists and is available.
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To configure for Aurora Browse licenses, do the following.

1. Select Programs | Grass Valley | MediaFrame Config and select the Roles and
Licensing tab.

ﬁMediaFrame Configuration [_ =[]

A5 Location
’7Hostnama: |Iaca\host Fort: |SD1D

MDI Reg\stratinnl DI Ennligurat\nnl Assetsl Rules H

Wersions |

% Use the contrals below to modify and manage licensing and user roles, and review curent

license usage

7~ License Server Location

Primary Hostname: Ilncalhnsl

Optional Secondary Hostname: I

Currently using primary license server,

[ Authorization Manager Policy Store

Stare Type: i+ Local %ML File € Active Directory

Locatian: Ic:\Thomson\N ewsBrowse\Configurationtroles. xml
I Delete 01d Store
Please piovide the logon details for an account with the appropriate credentials o delete and/or create

Authorization M anager stares on the specified Active Directory server. Typically, this i a domain
administrator

Uszemame: I

Fazsword: |

Domair: I

Licenze Status... | Luthorization b anager. |

‘Walidate ok I Cancel Apply |

4 coho_svr-1 10,16,42,80 .

2. To add users and assign roles, click the Authorization Manager button.

FE Authorization Manager

|¢'7-O“|E‘@

‘Authorization Manager Hams _/ [ Tvpe | Description |
=] roles.xml [dRole Definitions Container Roles are a set of kasks needed to perform a user job Function
0 Groups (23 Task Definitions Container Tasks are 5 set of operations needed to perform a basic user action
-3 Aurara
] Groups
= Definitions

{_] Role Definitions
{7 Task Definitions
(20 Role Assignments

ErowseYizw
BrowseLogaing
BrowseEdit
MediaManager
Archive
Restore
Multisite
Transfer

3. Configure according to the Microsoft Windows documentation: add a group, then
add users to that group.

4. Enter the following:

e Username— Thismust match the account with which the AuroraBrowse client
accesses the Aurora Browse application.

* Roles— Select the Aurora Browse application functionality to which the user
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needs access. The Roles listed are dependent upon current licensing.
The following table defines the Roles:

Role Description

BrowseView Lets you search, browse, and explore assets and view them.

Browsel ogging Lets you search, browse, edit and explore metadata.

BrowseEdit LD editing, search, browse and explore.

MediaM anager In addition to all the other privilegesin thistable, MediaManager lets
you search, browse, explore, delete, rename, change custom metadata
schema.

Archive Letsyou transfer high-res assets from a K2 system to an archive
device and optionally delete the high-res assets from the K2 system.

Restore Lets you restore high-res assets from an archive deviceto aK2
system.

Multi-site Letsyou search, browse, and exploreremotely aswell aslocally. Also

alows transfer between sites. (Not available in Aurora Browse 6.5)

Transfer Letsyou transfer locally on the Aurora Browse system. Y ou need to
add thisrole even if the user has the MediaManager role.

Encoder Letsyou create or recreate proxy on the Aurora Browse system. Y ou
need to add thisrole even if the user has the MediaManager role.

If you assign aRole to more usersthan the session count for which it islicensed,
the Role isnot available to all users at times when sessions exceed the count.

Verify license status and user sessions

To check the status of the licenses or the status of the leased user sessions, click the
License Status button on the MediaConfig tool.

License Key | Type | Clazz | Available | Statuz |
AURORA-BROWSE-ARCHIVE Floating Mormal 93 of 100 Mo ermor
AURORA-BROWSE-BROWSEEDIT Floating Mormal 100 of 100 Mo ermor
AlRORA-BROWSE-BROWSELOGGING Floating Mormal 100 of 100 Mo ermor
AURORA-BROWSE-BROWSEVIEW Floating Mormal 93 of 100 Mo ermor
AURORA-BROWSE-MEDIAMAMNAGER Floating Mormal 100 of 100 Mo ermor
AURORA-BROWSE-RESTORE Floating Mormal 93 of 100 Mo ermor
AURORA-BROWSE-TRAMSFER Floating Mormal 93 of 100 Mo ermor
AURORA-BROWSE-EMNCODER Floating Mormal 93 of 100 Mo ermor

Cloze |
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The Aurora Browse administrator sets up Aurora Browse users and can restrict their
accessto AuroraBrowse application features and assets, asexplained in thefollowing

procedures.

Managing Aurora Browse User sessions

The Aurora Browse administrator can view the current users with active sessions and

force a session to be dropped, as follows:

1. Select Programs | Grass Valley | MediaFrame Config and select the Roles and

Licensing tab.
2. Click the License Status button and select the L eases tab.
Licenses |
Client ) Unleased
Uszer Mame HIDEST | Client &pp Leased Roles HQI::SE
snbadrmin 10,
BrowsView Browselogging
. Aurora Browse Archive = 341742
COHO_SYR-14nbadmin 10.16.42.78 540117 Restare Edro‘\::l\_ls;Edlt 1:55.37
Transfer ediat anager
Brawseliey Browselogging
Aurora Browse Archive = 341742
Abhthompzca 10.16.38.99 540117 Restare Edro‘\::l\_ls;Edlt 1:55.07
Transfer ediat anager
«| | »
Fiefrezh | Drop |
Cloze |
4

3. Todrop auser’s current active session, select the user name and click the brop

button.
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Adding custom fields and metadata mapping

Custom fields enhance site-specific management of assets. The Aurora Ingest or
Aurora Browse administrator defines a custom field to create an asset metadata-type
that uniquely fits the site’ s workflow.

The user of the Aurora Browse application can then assign metadata to an asset by
entering text or making a selection in the custom field. Adding custom fieldsis
optional. If you have administrator-level privileges, you can add custom metadata
fieldsin the Aurora Browse client. For more information, see the Aurora Browse
User Guide.

Setting up metadata mapping

M etadata mapping registers and maps any foreign metadata (such as metadatafrom a
camera) into the MediaFrame system. Sinceitisin XML format, an XML schemais
needed.

Y ou need to set up metadata mapping before importing the metadatain Ingest. To set
up metadata mapping, follow these steps:

1. Select Programs | Grass Valley | MediaFrame Config. Select the Metadata M apping

tab.
2. Click Add. The Add New Type —Type Details dialog box displays.

— Tupe Details
Uze the controlz below to name and describe the new type. Optionally, you may alzo chooge to provide an
icon that will appear alongside instances of this type.

Type Mame: IInfinit_l,l

Type Description: |><ml data from the Grazz Valley Infinity camera.

6‘ ‘° € Change. |

Specify an ®5D file that describes the <ML schema of this new type.
#ML Schema:  |C:hp2WGY_Metadata_actual xed

Type lcon:

— Twpe Schema

Cancel | < Previousl Mewt > |

4

3. Enter the type name and description. If you want to change the typeicon, click the
Change... button.

4. Click the ... button to select the XML schemafor this type.
5. Click Next. The Add New Type — Metadata Mapping dialog box displays.
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100

Add New Type [ |

— Metadata Mapping

Uze thiz control to create and delete mappings. Dirag arows from source to destination nodes to add
mappings, or use the buttons below.

= t' Story Metadata (¥ -
""t' b ain metadatab ame o -
- i@ SpokenLanguageCode metadataT humbnailJAL o -
- g CreationDateTime metadataE «pireD ate o -
i@ TakeMumber metadatal sProtected @ -
i WergionMumber Description @ -
- g EditStatus zourcell g -
- i WideoProfile broadcastyfideoFormat -
----- i lzCopy extendedComments @ -
""t' Titles textfield o -
i MainTitle shorttextfield @ -
i WWorkingTitle tag -
----- @ VerzsionTitle longd, o
""t' Ewent longB -
- g Eventindication longC o -
- i@ EventStartDateTime longD @ -
----- i EventEndDateTime longE -
""t' Publication longF o -
| - g PublicationOrganizationt ame longli @ -
- g PublicationServiceM ame longH @ -
----- i Publicationtedium longl @ -
""t' Annotation long) @
i Annotationkind longk, -
- i@ AnnotationSynopsis longl o
- i@ AnnotationD ezcription longhd o -
----- i Cuewords longM o -
""t' Operator longd o -
- g FamilyMame longP o -
- i@ FirstMame longR @ -
- i@ LinkingMame longS o
- i@ PerzonDescription longT o
i Salutation longll o -
- g Telephone longy' -
..... # Email longd @
""t' Feporter
4 L Farnilyt arne: i

=l x

Cancel | < Previousl

4

6. To map the metadata, select the desired field in the Story column and drag it to the

appropriate item in the Metadata column.
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Setting up metadata mapping

Add New Type [ |

— Metadata Mapping

Uze thiz control to create and delete mappings. Dirag arows from source to destination nodes to add
mappings, or use the buttons below.

= " Story Metadata (\’9 -
----" b ain s metadatalame @
- i@ SpokenLanguageCode / metadataT humbnailJAL o -
- g CreationDateTime metadataE «pireD ate o -
i@ TakeMumber / metadatal sProtected @ -
i WergionMumber / Description @ -
- g EditStatus zourcell g -
- i WideoProfile / broadcastyfideoFormat -
----- i lzCopy / extendedComments @ -
----" Titles textfield o -
] MainTitI94/ shorttextfield @ -
i WWorkingTitle tag -
----- @ VerzsionTitle /—ﬁlongﬂ [
----" Ewent //—ylongB [
- g Eventindication // longC o -
- i@ EventStartDateTime —// longD @ -
----- i EventEndDateTime ——— longE -
" Publication longF o -
| - g PublicationOrganizationt ame longli @ -
- g PublicationServiceM ame longH @ -
----- i Publicationtedium longl @ -
" Annotation long) @
i Annotationkind longk, -
- i@ AnnotationSynopsis longl o
- i@ AnnotationD ezcription longhd o -
----- i Cuewords longM o -
" Operator ~ longd o -
- g FamilyMame 4/ longP o -
s longR -
- i@ LinkingMame longS o
- i@ PerzonDescription longT o
i Salutation longll o -
- g Telephone longy' -
----- @ Email longd @
Feporter
4 i Familyl amne

=l X

Cancel | < Previousl

Finish 3| |

4

7. Click Finish. The mapped metadata information is displayed.
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ﬁéMediaFrame Configuration M= B3
ASK Location
’7Hostname: IIocthost Fart: ISD‘I 1]
DI Hegistrationl DI Eonfigurationl Assetsl Rules Metadata Mapping | Roles and Licensingl Versionsl
; Use the list and controls below ta review, add and remove foreign metadata types, and configure mappings into
MediaFrame metadata.
Type NE_”JE | Desc:-r'iption | Mappings |
& Infinity #ml data from the Grazs Valley Infinity ca... 5
add | wedy | Remove |
Walidate | QK | Cancel | Apply |
4§ aurora-syr-2 192,168.3,201 .:
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Recovery Planning

Establish arecovery planinthe event an Aurora Browse MediaFrame system fails, so
that services can be re-configured rapidly to minimize impact.

Encoder failure considerations

Encoders provide redundancy through numbers. A plan should identify the critical
encodersin the system and alternate encoders that can be reconfigured to substitutein
the case of failure. There are no automated fail-over capabilities with Aurora Browse
MediaFrame components. It isimportant to identify which machine(s) host Managed
Device Interface services. These services can be pre-installed on secondary devices,
athough the server should not be configured to monitor them unless a failure of the
primary service occurs. Managed Device Interface services can exist on any encoder
and the server need only to be reconfigured to point to the new machine in case of
failure.

Encoding jobs can be assigned to any available Aurora Proxy Encoder. N+1
redundancy is achieved by adding an extra Aurora Proxy Encoder.

MediaFrame server failure considerations

The MediaFrame server must have a database maintenance plan in place. The
maintenance plan backs up the SQL database on aregular basis and storesitin asafe
location. In the case of server failure the database can then be restored to minimize
data loss.

M ediaFrame servers shipped from the factory prior to June 2007 have Microsoft SQL
Server 2000 installed. For these servers you must configure a database maintenance
plan. Refer to previous version of this manual for procedures.

M ediaFrame server shipping from the factory beginning in June 2007 have Microsoft
SQL Server 2005 installed. For these serversthereis a pre-configured SQL Server
maintenance plan in place that provides the necessary backups.

If the SQLSERVERAGENT serviceis ever stopped, so is your maintenance plan.
Make sure that the service is set to start automatically.

If an off-line backup server is purchased it should be pre-configured to operate in the
system soin case of primary server failure, minimal timewill be spent bringing up the
backup system. The backed up database could be restored to this backup server on a
regular basis.

Newer systems have redundant power supplies and mirrored disks to further protect
the integrity of the system.

Verifying the database maintenance plan status

1. To determine the maintenance plan status, look in SQL Server Management Studio
under <server name> + Management + Maintenance Plans.
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2. Right-click on the plan and select View History.

Ui Microsoft SOL Server Management Studio

Connect ~ |_Eg - - E

I+ |_“'LE) SOL Server Agent

uj megatron-svr-1 {SQL Server 9.0,3068 - AM\gloverj)
+ [ Databases

® [_d Security

® [ Server Objects

= 3 Management
= [[3 Maintenance Plans

& [ SQL Server Logs
t_ Activity Monitor

1% Database Mai |
g Distributed Transaction Coordinator

Full-Text Search

# [T Motification Services

File Edit View Project Tools Window Community Help
;0 e ouery | [ |2 623 5| 05 0 o it il | B L 0 2 5
Ob]ectEmlqer i | MaintenancePlan [D_e;gFj'i =

| Subplén
| Weekly Subplan

ame MaintenancePlan

Description |

Description Schedule

Subplan_2

1

Oceurs every we,

Toolbox

Transaction log backup task
Backup Database on Local server connection
Databases: MediaFrame

= Mail Plan Tasks
[k Painter
;g;—j Back Up Database Task

Lk rhadk Natsh Totsaribe Tack

Type: Transaction Log
Append existing
Backup set will expire: After {in days) 14

Ready

3. Verify the status:

» Green check mark — everything is good

* Red X — indicates an error

| Log File Viewer - megatron-svr-1

|5 Load Log ¢ Export [#|Refresh T Filter ... < Search... & Delete... %Hdp

104

UJLJ=ks

MaintenanceFlan

S View fiter settings

Done {655 records).
&

£, .
Selected row getailé:
Maintenance plan description:

e |
[] Remote Maintenance PIEiA'l- Log file summary: Mo filtter applied : ]

® [] 5L Agent 4| Date Plan Name SubPlan Name | Task Name | Durgtion | Log Type ;A_i
<l l 3 v 5/9/2008 1:01:16 AM  MaintenanceFlan  Daily Subplan 00:01:09 Maintenanc
’ i v 9/8/2008 7:01:11 PM  MaintenancePlan  Daily Subplan 00:01:04  Maintenanc
v 5/8/20081:0918 PM  MaintenanceFlan  Daily Subplan 00:059:03  Maintenanc
Lost Hfreshl €3 5/8/2008 11:32:28 AM  MaintenancePlan  Weekly Subplan 00:01:40  Mairtenanc
9/10/2008 Z:40:47 PM E€R 9/8/2008 11:25:06 AM  MaintenancePlan  Weekly Subplan 00:01:50  Maintenanc
: 0 5/8/2008 11:13:36 AM  MaintenanceFlan  Weekly Subplan 00:02:45  Maintenanc

= Nons Flw 9/8/2008 11:08:11 AM _ MaintenancePlan  Weskdy Subplan 000117 Maintenanc ¥

[2]

Modifying the database maintenance plan

The following section applies to the pre-configured database maintenance plan for

SQL Server 2005.
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Database maintenance plan description

The MediaFrame server usesthe SQL full recovery model, and the maintenance plan
is essential to keeping the database in working order. The maintenance plan backs up
the database and the accompanying transaction log.

Database maintenance plan description

The pre-configured maintenance plan contains two sub-plans, as follows:

» Thefirst sub-plan executesweekly every Sunday at 1:30 a.m. to check the database
integrity, release any unused data storage space, update database statistics and
perform afull backup of the database.

» The second sub-plan executes daily (except Sunday) at 1:30 am. to create a
differential backup which contains any changes since the full backup.

Together, these two sub-plans perform al of the maintenance required by the
MediaFrame database.
Modifying the maintenance plan backup location

The pre-configured maintenance plan places database backup files in the following
location:

C:\MediaFrame\backup

If your site has a different location specified for database backup files, use the
following procedure to modify the location:

1. Open the Windows operating system Services control panel and verify that the
SQLSERVERAGENT serviceis set to start automatically and that it is currently
running.

2. Open Microsoft SQL Server Management Studio and log in with the appropriate
credentials. To create or manage maintenance plans, you must be amember of the
sysadmin fixed server role.

Server Management Studio opens.

3. In Management Studio Object Explorer, expand the node for the MediaFrame
server, expand Management, and then expand Maintenance Plans.

4. Right-click MediaFrame Maintenance Plan, and click Modify.
A Plan Design panel opens.

5. Double-click Backup Database Task.
A Backup Database Task dialog box opens.

6. In the Backup Database Task dialog box, in the Folder field, modify the backup
directory path.

NOTE: SQL can only see local drives and cannot see shared directories or disks
that are not native to the machine.

7. Click ok on the Backup Database Task dialog box.

8. Close Server Management Studio and answer Yes when prompted to save changes.
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Modifying the maintenance plan schedule

The backup should occur at atime that does not conflict with peak usage of the
system. The pre-configured maintenance plan schedules the backup for 1:30 am. If
this schedul e conflicts with your system usage patterns, use the following procedure
to modify the schedule:

1. Open the Windows operating system Services control panel and verify that the
SQLSERVERAGENT serviceis set to start automatically and that it is currently
running.

2. Open Microsoft SQL Server Management Studio and log in with the appropriate
credentials. To create or manage maintenance plans, you must be amember of the
sysadmin fixed server role.

Server Management Studio opens.

3. In Management Studio Object Explorer, expand the node for the MediaFrame
server, expand Management, and then expand Maintenance Plans.

4. Right-click MediaFrame Maintenance Plan, and click Modify.
A Plan Design panel opens.

5. Inthe Plan Design panel list, select one of the following subplans:
» weekly _maintenance
e daily_maintenance

6. With the subplan selected, click Subplan Schedule in the toolbar.
The Job Schedule Properties dialog box opens

7. In the Job Schedule Properties dialog box, enter the new schedule details.
8. Click ok on the Job Schedule Properties dial og box.
9. Repeat preceding steps as necessary to modify the other subplan schedule.

10.Close Server Management Studio and answer Yes when prompted to save changes.

Restoring the MediaFrame server database

Aurora Browse Ingtallation and Configuration Guide

If your MediaFrame server is correctly running the database maintenance plan, the
database backup files allow you to restore the database. Y ou should only need to
restore the database if a catastrophic system failure occurs and you lose the database.

To restore the database, you must accomplish tasks such as restoring the full backup,
restoring each subsequent differential backup, restoring the tail-log, and recovering
the database. Only database administrators or persons with similar experience and
knowledge should attempt to restore the MediaFrame server database. Based on your
modifications to the database maintenance plan and the time the system failure
occurred, a database administrator can refer to Microsoft SQL Server procedures as
necessary and determine the proper steps. If you need help with this, contact Grass
Valley Support.
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Troubleshooting the transaction log

This section applies to Microsoft SQL Server 2005. For similar information that
applies to Microsoft SQL Server 2000, refer to previous versions of this manual.

Thetransaction log is responsible for keeping track of al the edits to data until it
reaches what is known as a checkpoint. Once the checkpoint is reached, the data
should be permanently committed to the database. The maintenance plan does this
automatically.

If the database is rendered inoperable due to the transaction log becoming too large,
itishighly likely that the transaction log has never been backed up, a database
maintenance plan has not been enabled on the system, or the SQL Server agent is not
running to implement your maintenance plan.

In adatabase which is not being backed up properly, thelog file will grow until there
isno more space available on the hard drive. Thiswill causethe system to eventually
fail. Backing up the transaction log at this point solves the problem of continuing
growth and ensures the database is a better position to be recovered should it fail, but
the log file would still be much larger than necessary.

Use the procedures in this section to fix the problem.

Back up the transaction log
First, back up the database and the transaction log to keep arecord of its current state.

1. Identify the location of transaction log backups. The default location is asfollows:
C:\Program Files\Microsoft SQL Server\MSSQL\MSSQL\BACKUP\< database name>\

2. Open Microsoft SQL Server Management Studio and log in with the appropriate
credentials. To create or manage maintenance plans, you must be amember of the
sysadmin fixed server role.

Server Management Studio opens.
3. Select New Query, and change the selected database to MediaFrame.

4. Run the following command:

BACKUP LOG <dat abase nane>
TO DI SK=" <def ault backup
| ocati on>\ Medi aFrane_tl og_<date in YYYYMVDDHHVM
f or mat >’

(€0)

Where <default backup location> iswhere the transaction log backups are kept and
the date is the current date.

5. If thelog fileis so big that it would be inappropriate to back it up, follow steps 1-4,
then use this command instead:

backup | og <dat abase nanme> with truncate only
(€O)

6. Continue with the next procedure “ Shrink the transaction log”.

November 1, 2008 Aurora Browse Installation and Configuration Guide 107



Chapter 4 Recovery Planning

Shrink the transaction log

After backing up thetransaction log, you must flush and shrink thetransaction log file
to reduce its size. This must be done very soon after backing up the transaction log.

1. If itisnot already open, open Microsoft SQL Server Management Studio and log in
with the appropriate credentials. To create or manage maintenance plans, you must
be a member of the sysadmin fixed server role.

Server Management Studio opens.
2. Select New Query, and change the selected database to MediaFrame.

3. Run the following command:
DBCC SHRI NKFI LE( Medi aFr ame_Log, 10)
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Troubleshooting the system

Troubleshooting tools

The following troubleshooting utilities can be found on Aurora Browse machinesin
the Windows menu Start | Programs | Grass Valley.

MediaFrame troubleshooting tool

EventViewer — This utility isavailable on all Aurora Browse machines and provides
alog of information and errors for services running on that particular device.
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Aurora Browse application troubleshooting tips

Use the following table to identify and resolve problems related to the access and
operation of the Aurora Browse user interface.

Symptom Solution

Problem searching for specific Verify that the word or words you are searching for is not in the noise words list that
wordsin the AuroraBrowse search | SQL automatically screens out of search terms.

To modify thelist of noise words, edit the file that is contained at
$SQL_Server_Install_Path\Microsoft SQL Server\MSSQL.1\MSSQL\FTDATA\ on
your SQL Server host.

Be aware that modifying this list might affect expected execution times.

Problem accessing the Aurora Check the Status window. Verify ASK and the other components are running.
Browse system. Check that the server is running.

Check that the server is connected to the client network.

Check that connections are secure.

Check that 11S is running on the server.

Problem searching for or opening Check to make sure the low-res NAS location is a mapped drive.

proxy

MediaFrame server is accessible Host tables or DNS entries must be set to map name to | P address. This should be
using | P address but not server coordinated with facility IT personnel.

name

Problem Accessing the Aurora Check that the account used to log into the client workstation is licensed on the server.
Browse application - permission See “Configure Aurora Browse Licenses’ on page 95.

denied
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Component Interaction Diagrams

This appendix provides diagrams and explanations of how the system software
components interact.

External Ingest Application to Transfer SmartBin

External
ingest
application

—

<<Fibre Channel>> UM <<GigE IP>>
===t

— - 1= ! <<Pronet>> SmartBin

— _<pWP protoco” Profile XP Ingest
Interaction
<<A|

T, TP protocois \_series or K2

- <<GigE IP>>
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External Ingest Application to Shared SmartBin

112

External

ingest

application — “AMPprotocos Y
—

—

Shared
Storage
(Hi-Res)

K2 Bin

Encoder

SmartBin

Service
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2. Shared SmartBin. The hi-res
media is ingested to a K2 bin
monitored by a Shared SmartBin.
The SmartBin provides a VMF
view of the media for the Aurora
Edit and Browse systems. When
the News MDI is notified of the
new material, it triggers the
scavenge interaction.

DSM
\ News MDI

1.3:notify new matesial @

Aurora Edit
Database

Scavenge
Interaction

~
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Transfer SmartBin Ingest

Transfer SmartBin Ingest

DSM
Aurora Edit
Database News MDI
Server
External
Ingest
Application /
Interaction

Metadata
Interaction

7 / Resolver
SmartBin Encoder /
S /

2. Transfer service initiates proxy creation.
The transfer service pulls the media from the
SmartBin cache via FTP and from it creates
mpeg, thumbnail, storyboard, and RealVideo
proxy, which is stored on the NAS. The transfer
service then notifies the Resolver, which
associates the proxy and hi-res material. The
transfer service also notifies the Metadata
Interaction.

SmartBin K

_ S SmartBin
Service

FTP Server o
« Cache

N
A
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7
O,
V.
Z

A\

A\
»
v
™
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®
|

Xfer Service
2.2:create proxy

Storage
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Storage
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:: K2)

Hi-Res Proxy
Storage Storage
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Metadata

Server Rules
Wizard

Metadata
Service

MDI

Metadata
Database
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Scavenge

1. Material Created.
The MDI monitors the
high-res system (K2

system or News DSM).

When hi-res material

creation is detected the
MDI notifies the Rules
Wizard. If rules apply to

the high-res material
location, the Rules

Wizard checks to see if
the material already has
proxy associated with it.

If not, a job is created
and stored in the
database.

The Proxy MDI can also

trigger this interaction
by notifying the Rules

Wizard of proxy MPEG

creation.
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Scavenge

Server

o

Resolver

3.3: update list
of material

3.2: get alist
of proxy

Rules Wizard
Database

—1.1:

2. Rules Wizard Initiates Transfer. When an
appropriate Advanced encoder becomes
available, jobs are pulled from the Rules Wizard
database and a transfer is initiated. The transfer
service streams (via FTP) the asset from the
hi-res system and creates proxy (depending on
the configured rules) to a configured storage
location. If rules dicatate, this proxy creation
occurs while the high-res material is still
recording. Then the transfer service
communicates to the Resolver to associate the
proxy and hi-res material. Once the proxy is
created the transfer service notifies the Proxy
MDI.
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monitor material location =3 _
-
E

*MDls can alternatively reside on encoders,
ISS platforms, or a dedicated MDI server.

3. Startup. At server startup, the Rules
Wizard gets from the MDls a list of the
material on the hi-res system and on the
proxy system, to account for any
material created when the server was
not running. The Resolver is updated
and if related proxy does not exist as
defined by the Rules Wizard, jobs are
created and stored in the Rules Wizard
database.

Advanced
Encoder

2.2: MPEG

2.3: thumbnail
2.4: storyboard
2.5: RealVideo
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Archive operations on Aurora system

DSM
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1. Archive operation control. In the Browse
application, the user selects an asset, navigates to
the management tab, and selects the archive option.
The system queries the ASK for available archive
devices. (Also filters out for hi-res material that
already exists in archive by querying the Resolver).
The user then chooses an available archive. The
system queries the archive MDI to obtain a list of
available tape groups. The user then selects the
target tape group and initiates the archive operation.
IIS accepts the request and submits a transfer job to
the Archive MDI. The Archive MDI gets details about
the affected material from the News MDI. The
Archive MDI intiates the archive operation on the
archive device.
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Archive
Device

2.Transfer material. The archive device initiates the
transfer of material to/from the News system. Once
the transfer is complete, the Archive MDI updates the
Resolver to link the newly transfered hi-res material
to the existing metadata record in the system. The
MDI optionally initiates the removal of the online hi-
res material from the Aurora system if the option to
do so was initially selected.

During the archiving process the system displays the
archive status which is retrieved from the Archive
MDI.
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Purge

Server

Resolver

Metadata v
Service

MDI*

—2.1.

1. Asset Manager Queries.
The Asset Manager queries the
Metadata Service periodically
for a list of metadata records
that are set to expire. The
Metadata Service only returns
assets that are set to expire and
are not flagged as being on
hold.

November 1, 2008

For each metadata
record set to expire the
Asset Manager queries
the Resolver for related
asset components (e.g.
hi-res, storyboard,
thumbnail, etc.).

Storage
(NAS)

Proxy
Storage

Purge

1: delete material ==

*MDIs can alternatively reside on encoders,
ISS platforms, or a dedicated MDI server.

2. Delete Asset. For each asset
component the Asset Manager
communicates the appropriate MDI to
initiate a delete. The MDI communicates to
the appropriate hi-res system (K2, Media
NAS, etc.) to complete the delete.

Purge removes all associated components
of an asset. The metadata record is the
last component deleted, so that if for any
reason any component fails to delete, its
record is still intact and the component is
visible to the Browse application.
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Appendix B

K2 BaseCamp Express

The K2 BaseCamp Expressis asingle dual-quad core Dell 2950 server with
M ediaFrame system componentsincluding alow-resNAS storage, aninternal RAID,
the MediaFrame database, and MDIs such as Generic FTP and K2.

Aurora Browse Clients

K2 Client NLS Archive
=

=—-N ==
—_— —

Advanced
MDI Server Encoder

4 i ) [ D

41 i ) 11 i}

MediaFrame Proxy

Server NAS
( Corporate LAN (formerly Client Network)

[[ Client/FTP LAN (formerly Production Network)]

The BaseCamp Express does not scavenge assets; proxy is created on demand. It can
utilize multiple encode streams. The speed of the encoder will be “throttleable,” that

is, it can be slowed to less than real time. However, the encoder maintains one
real-time encode of 100mb/s 1080i M PEG.

NOTE: Multiple encoder streams may affect encoder performance.

Configuring K2 BaseCamp Express

The K2 BaseCamp Express comes from the factory with the Aurora system
components already installed. Y ou need to configure the network settings as
described in “ Set up IP addresses and name resolution” on page 37.

Upgrading the K2 BaseCamp Express

Y ou can add additional encodersto the BaseCamp Express. For moreinformation, see
your Grass Valley support representative.

Using K2 BaseCamp Express

Y ou can access the BaseCamp Express using the Aurora Browse application on client
PCs exactly as you would access the M ediaFrame server, to search for or archive
assets. Up to 25 users can access a BaseCamp Express server at one time. For more
information, see the Aurora Browse User Guide.
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Appendix C

Legacy systems

This appendix documents system architectures, hardware platforms, and software
componentsthat are no longer recommended for new systems, but that areretained in
existing systems and supported by current software rel eases.
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NAS instructions - Fastora

The Network Attached Storage (NAS) unit provides storage for MPEG-1 proxy
video, storyboards, and thumbnails. It may also be configured to store Edit Decision
Lists (EDL) that are saved to the system. Encoders are configured to write to specific
locations on the NAS via 100Tx connections over the network. Client accessis
provided via Gigabit Ethernet uplink to the Client Network.

Aurora Browse Proxy NAS (Fastora 104)

§” ?

I
LAN port 1 LAN port 2 Power Power

Gigabit Ethernet
cable to LAN
or clients
Cable asillustrated and as follows:

» For systems with one unified Production network, connect LAN port 1 to the
Production network.

» For systemswith aProduction network consisting of amedianetwork and acontrol
network, connect LAN port 1 to the media network and LAN port 2 to the control
network.

» Connect Gigabit port 1 to the Client network.
» Connect both power cables from the back of the NAS to a power supply.

Power supply units are hot-swappable. Once power is applied using switches on the
rear panel, use the power switch on the front panel to power down. Failure to use the
front switch will cause the disk array to rebuild on the next power up.
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Prepare NAS - Windows Fastora

For the Linux version, refer to “ Prepare NAS - Linux Fastora” on page 134.

NOTE: Procure | P addresses from the local network administrator prior to
configuring the NAS unit.

When you configure the Windows Fastora NA Sfor the Aurora Browse networks, you
can make network settings in the following ways:

* UseWindows Remote Desktop Connection, as explained in step 4 of the
following procedure, and then use standard Windows procedures to make all
settings. If you do this, read the subsequent steps in the procedure to identify the
required settings.

» Usethe Fastora configuration pages (Web based), as documented in the
following procedure, and make settings as instructed.

NOTE: If you plan to change the name of the NAS unit and you intend to use the
underscore character, such asin root_nb_nas n, you must do so using standard
Windows procedures via the remote desktop. The Fastora configuration page does
not allow the underscore character.

To configure the Windows Fastora NAS for the Aurora Browse networks, do the
following:

1. From any Production network machine, enable the network to recognizethe NAS
by adding an |P address within the subnet range of 192.168.50.0.

2. For thefirst NAS machine (nb-nas-1), open the NA S configuration softwarein
Internet Explorer by entering the following in the browser address bar:

https://192.168.50.31:8098

NOTE: Noticethesin the https: address. Also, make sure your browser allows
cookies and JavaScript (or JIT).

Subsequent NA S machines (nb-nas-2, nb-nas-3) have IP addresses incremented
accordingly (192.168.50.32, 192.168.50.33).

If you received your NAS unit directly from Fastora, the default Fastora | P address
i$192.168.1.11.

3. Logon asfollows:
Username: admi ni strat or
Password: triton
The Fastora Welcome page opens.
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FASTORA nb-nas2

£k Status: Waming

1041W-WSS3-101
The data is your business, storing it is ours

PP IS0 Status | Metwork | Disks | Users | Shares | Maintenance | Help |

Take a Tour | Set Server Name | Set Administrator Password | Set Default Page | Microsoft Communities |

Welcome

‘Welcome to the Web User Interface For Microsoft Windows Server administration, Use the Following tasks to skart using the
SErVEr,

Bﬁj Take a Tour Bﬁ"j Set Server Name
Take & tour to learn how Choose a name so that client
easy it is ko use your server, cormpukers can conneck ko
the server,
fé’j Set Administrator Bﬁ"j Set Default Page
Password Choose which page the
Create a password for the server displays first,

server administrator,

L Microsoft
Communities

Conneck to this Web site for

4. Do one of the following:

» Tousetheremote Windows desktop rather than the Fastora configuration pages,
click Maintenance | Remote Desktop. Thisfeature promptsyou to again log on to
the NAS unit, and then allows you to access the Windows desktop. Make
settings with standard Windows procedures.

» To usethe Fastora configuration pages, continue with this procedure.

5. Click set Server Name and, if necessary, change the name, DNS suffix, and
Domain/Workgroup setting. Work with IT at the customer site to add the NASto
aDomain.

If you make a change, click oK.

NOTE: After making changes on a configuration page, you must click OK or else
your changes are lost.

6. Click Set Administrator Password.

Take a Tour | Set Server Name | Set Administrator Password | Set Default Page | Microsoft Communities

Administrator Account

User name: |administrat0r

Current password: |

MNew password: |

Confirm new password: |

= 0K K cancel

Set a password according to the customer site requirements. Click oK to save
settings.
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7. Click Network | Interfaces. If required by the customer site network, change | P,
DNS, and WINS settings. A recommended configuration isto use the Gigabit port
for the Client network, use LAN Port 1 for the Production network and leave LAN
Port 2 at the default static I P for system maintenance access. For systems with a
Production network consisting of amedianetwork and acontrol network, use LAN
port 1 for the media network and LAN port 2 to for the control network.

8. Click Administration Web Site. |f required by the customer site security policies,
change the | P addresses and/or ports for encrypted and non-encrypted access used
to access the administration Web site. If you make a change, click ok and then
reconnect viathe new port and/or IP address.

9. Click shares | Folders. Share the media directory asfollows:
a. Select New Volume (E:)
b. Click Manage Folders.

c. Select media.

welcome | Status | Metwork | Disks | Users JELE 2Pl Maintenance | Help |

Folders | Shares | Sharing Protocals |

_i Folders in E:

You can manage and share folders.

Search: |FOIder Mame jl b Go
[” Folder Name * Date Modified Attributes Share Type Tasks
W media 105972004 5:11:46 P EEE R
[T RECYCLER 92172004 9:37:46 AM H & e
[T System Volume Infarmat... 10252004 11:37:51 AM H &
Delete
Open
Properties...

Share Falder...

Manage Shares...

d. Click Share Folder.

e. Enter the following:
Share name: nedi a

f. Click windows Sharing. After a pause, the Windows Sharing tab opens.
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welcome | Status | Metwork | Disks rs B el Maintenance | Help |

Folders | Shares | Sharing Protocals |

New Share
General
windows Sharing Comment: I
UNIX Sharing Users allowed to connect to the share simultaneously:
FTP Sharing & Unlimited
Web Sharing
© Maximum number: |

AppleTalk Sharing

Offline Settings:
|On|y the files and programs that users specify will be available offline ;I

To set permissions, select a user or group from the Users and groups list, and then select
permissions from the Allow and Deny drop-down lists, To add a user or group, select or type a
user or group name and then click Add. User names should be in the form: domainthame or
name@domain.

Users and groups:  Allow: Deny:
nbadmin INone 'I

Add a user or group:

== Ao
CREATOR OWNER
=< Add CREATOR GROUP
DIALUP
— METWORK =l

= 0K K cancel

g. User privileges for the mediafolder should be as follows:
Everyone — Read only access
nbadmin — Full Control

h. Click oK.
10. Close the NAS configuration pages.

Verify NAS access

Verify Proxy NAS access from production network machines, which are machines of
the following types:

* MediaFrame server
» Aurora Proxy Encoder
* SmartBin encoder
To verify access, from each production network machine do the following:

1. Open Windows Explorer and navigate to the mediadirectory onthe NAS. Y ou can
do this with the following path:

\\root-nb-nas-1\M edia

2. Verify basic read/write capabilities by creating, modifying, and deleting asimple
text file.
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To verify access from client network machines, choose a machine on the Client
network that can represent a Aurora Browse client PC and that is convenient for
testing. From this machine do the following:

1. Open Windows Explorer and navigate to the mediadirectory onthe NAS. Y ou can
do thiswith the following path:

\\root-nb-nas-1\Media
Verify that Aurora Browse client PCswill have read only rights.

NAS instructions - Serial ATA network platform

For the Network Attached Storage (NAS) unit you have the option of the Serial ATA
network (ak.a. Ciprico 1700 or DiMedia) platform.

Platform Specifications are as follows:
» Redundant Power Supplies.

» 100BT LAN (x2)

* RAID protected drives

Power alarm
reset button

Jeo @[ :

oo

o l % o@)o oo ?HEJ\\ o
V4

/

LAN Port 0 LAN Port 1

Power (Connect to (Connect to
Client network) Production
Keyboard/mouse network)
port to pigtail VGA cable
to KVM to KVM

Make cable connections as il lustrated.

Power supply units are hot-swappable. If the power supply fails or when power is
cycled, an alarm will sound. To disable the alarm, press the power alarm reset button
to the In position.

Power up the appliance by pressing the small, round On/Standby switch on the front
left of the machine. Oncethe electrical cables are connected, the system has el ectrical
power. Turning the On/Standby switch to standby does not remove power. To remove
power, hold down the On/Standby switch for at least five seconds or disconnect the
electrical cables.
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Prepare Profile Media Servers

On each Profile Media Server that is to interact with the system, check the following
configurations and modify settings as necessary.

1. Set up asa NetTime client. Refer to preceding procedures.
2. Click start | Run, enter regedit and press Enter. The Registry Editor opens.

3. In the Registry Editor open the following key:
HKEY_LOCAL_MACHINE/SOFTWARE/Tektronix/Profile/ShuttleAtM ode
Set the key to TRUE.

4. On the Profile XP, start PortServer.

5. Add a shortcut to PortServer to the startup folder. This ensures that PortServer
always runs on the Profile XP, asit is required for Aurora Browse operation.

6. Verify that the following account has been added to the Profile system:
* username: nbadmin

» password: (contact Grass Valley Support for password)
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NetTime system

Thefollowing diagramiillustratesthe NetTime system. Thissystemisrequired for the
Profile XP/Open SAN environment.

Video
Server

MDI Server

1-Channel |= ===t = 7
Encoder Encoder

(O Production Network )

[[E======T) NewsBrowse Server

0 Client Network )

| Adrienne server |

| NetTime rebroadcast server

| NetTime client |

For the K2 storage environment there is not an exacting requirement for clock
synchronization, but you can use NetTime to keep logging entry timesin sync on
Production Network machines. Client machines do not need NetTime.

Prepare NetTime

This section providesinstructions for NetTime on the Profile XP/Open SAN system.
On the K2 storage Browse system, the requirement for clock synchronization is only
to keep log entries matching on production network machines. On the K2 storage
Browse system, you do not need to install NetTime on Aurora Browse clients.

NetTime keeps the system clocks on Aurora Browse machinesin sync. Since the
Profile Media Servers and single-channel encoders use the house timecode feeds, the
other machines need to be kept in sync as well. On systems that control ingest and
have single-channel encoders, the primary purpose of NetTime isto keep the Ingest
Scheduler, which runs on the MediaFrame server, and the Aurora Browse client
machines synchronized to house time. On systemsthat do not control ingest, NetTime
is still useful to keep clocks synchronized so that system logs can be correlated.

The following procedure uses a single-channel encoder as the Adrienne Absolute
Time Server. If your system does not control ingest and has no single-channel
encoders, you can use any machine as the Adrienne Absolute Time Server.

Thesingle-channel encoder runsthe Adrienne Absolute Time Server. NetTimeclients
on the production network reference the Adrienne Absolute Time Server. A NetTime
server runs on the MediaFrame server, which rebroadcasts the time to the client
network. NetTime clients on the client network reference the NetTime server.

Set up NetTime with the following procedures:
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* “Prepare NetTime servers’ on page 130
* “Prepare NetTime clients’ on page 130

Prepare NetTime servers

Y ou use one single-channel encoder as the primary Adrienne Absolute Time Server,
and another single-channel encoder as the secondary (redundant) Adrienne Absolute
Time Server. A LTC connection to house timecode is required for single-channel
encoders functioning as Adrienne Absolute Time Servers.

NOTE: Make sure that the Thomson Ingest Control service is off before starting
thisprocedure. If the serviceis on and you run AecPciPoll.exe, the single-channel
encoder locks up.

To prepare a single-channel encoder as a Adrienne Absolute Time Server, do the
following:

1. On the single-channel encoder, run the following:
C:\AecPciPoll.exe

I AecPci POLL EXAMPLE x|
READER 14:16:39:19 b32
GENERATOR NiA

VIDEO NiA 0

Thisverifiesthat the Adrienne card is properly installed and the house timecodeis
valid.

. Run C:\Load Service.bat and in Task Manager, verify that NtPciClk.exeis running.
. Restart the encoder and verify that NtPCiClk.exe restarted automatically.
. Open C:\ATCSI10.exe and click Yes toinstall.

. Restart the encoder and verify that the Absolute Time Server icon appears in the
system tray.

g b~ W DN

6. The encoder is now functioning as the primary Adrienne Absolute Time Server.
Repeat this procedure on asecond single-channel encoder, to makeit the secondary
Adrienne Absolute Time Server.

Prepare NetTime clients

Y ou can also optionaly prepare encoders and other Aurora Browse machines as
NetTime clients, in case you want to use them to run the Aurora Browse application
for test purposes or to keep the PC clock in sync with the rest of the system for the log
files.

Some clients need special configuration to ensure time synchronization throughout
the system. Since your single-channel encoder Adrienne Absolute Time Server ison
the Production Network, only NetTime clients on the Production Network have
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access. Y ou must provide access for the external (Client Network) NetTime clientsas
well. To do this, you configure a NetTime client machine (in this case, the
MediaFrame server) which has access to both Production and Client Networksto
rebroadcast the time sync to external networks. NetTime clients on external networks
can then look to the MediaFrame server astheir NetTime server.

To prepare aNetTime client, do the following:

1. Open the following folder:
C:\Time Sync Software\Client

2. Open NetTime-2b6.exe and click Yes to install. Choose the defaults, including
configure as service.

3. Set Net Time options as follows:

a. Enter the host name for the primary and secondary server according to the
following table:

NetTime Client Primary Server Secondary Server
A Production Network Client First Encoder Second Encoder
MediaFrame server First Encoder Second Encoder

External (Client Network) Client MediaFrame server —

b. Select the RFC868(TCP) protocol for both servers

c. For the MediaFrame server, select Allow other computers to sync to this
computer.

d. Leave other fields at the defaults and click Okay.

4. The PC clock should automatically update to match the server. If not, check
network connectivity and review install steps. All machines must be set for the
same time zone to function properly.

Prepare NAS - Serial ATA network platform

To configure the Serial ATA network (ak.a. Ciprico 1700 or DiMedia) NAS for the
Aurora Browse networks, check the following configurations and modify settings as
necessary.

NOTE: Procure | P addresses from the local network administrator prior to
configuring the NAS unit. Access to configuration pages is dependent upon valid
| P addresses.

1. From any Production network machine, enable the network to recognize the NAS
by adding an | P address within the subnet range of 192.168.50.0.

2. For the first NAS machine (nb-nas-1), open the NAS configuration software in
Internet Explorer by entering the following in the browser address bar:

https://192.168.50.31:9890
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NOTE: Noticethe sin the https: address. Also, make sure your browser allows
cookies and JavaScript (or JIT).

Subsequent NA S machines (nb-nas-2, nb-nas-3) have IP addresses incremented
accordingly (192.168.50.32, 192.168.50.33)

The NAS Administration Tool window opens at the Welcome page.
3. Enter the password. The default password is triton. The Status page opens.

4. Inthetree view click Network | Network Ports. The Configure Network Ports page
opens.

5. Configure network ports as follows:

a. Port O Client Network - Set the |P address and subnet mask for the Client
network as specified by the local network administrator.

NOTE: TheDiMedaNASrequiresa static | P addressfor the client port. Set thisup
with the local network administrator.

b. Port 1 Production Network - Set the | P address for the production network as
specified by the local network administrator, then set the subnet mask to
255.255.255.0.

NOTE: For detailed information about configuration options, click the Help icon
(?) in the upper right corner of each window.

c. Click save, then select the Restart option to restart. Reboot takes 2-10 minutes.
Do not power-down the enclosure during reboot.

6. After the NASreboots, accessthe NAS configuration software as described earlier
in step 2 and step 3, except thistime, enter the following in the browser address bar:

https://<Client IP Address>:9890
The Status page appears.

7. In the Status page tree view, click Network | Names/IPs. The Names and | Ps page
opens.

8. Set the following:
+ Domain name - Enter the Client network Domain name.

» Gateway - Enter the IP address for the Client network gateway. Consult the
network administrator.

* Node Name - For example: (root-nb-nas-n)

9. Inthe tree view click System | System Administration | Date/Time. The Date/Time
page opens.

10. Select the correct time zone, date, and time.

11. Click save, then select the Restart option to restart.
Reboot takes 2-10 minutes. Do not power-down the enclosure during reboot.

12. After the NAS reboots, access the NA S configuration software again as described
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in step 6. The Status page appears.

13. Inthe Status page tree view, click Storage | Shares | Create and then click the Next
button. The CIFS Share page opens.

14. Specify CIFS options as follows:
a. Enter Media as the share name.
b. Set user privileges. Select al of the following options:
- Writeable
- Public
- Browseable

- Available
(Do not select Case Sensitive)

c. Click save.
15. Close the NAS Administration Tool.
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Prepare NAS - Linux Fastora

On Linux Fastora NAS devices, check the following configurations and modify
settings as necessary.

1. Using Internet Explorer, browse to the NAS machine. For example:
http://root-nb-nas-n

2. Login as administrator. The password is triton.
3. Navigatein |eft pane to Server Configuration | Basic Configuration.
4. Under the general tab set the following:
» Server Name
» Domain name (for client network)
» DNSserver (from customer IT dept.).
5. Under LAN Port 1 tab, do the following:
» Select manual configuration
* Set the P address
 Subnet mask is 255.255.255.0
. Leave LAN Port 2 unchanged (disconnected)
. Under LAN Port 3 tab, select Get network configuration through DHCP

. At Server Configuration | Date Setup, Set the date and time.

© 00 N O

. Click security Setup | Shared Folder Setup. Select the Windows/Apple/Novell
privileges tab. User privileges for the media folder should be as follows:

* everyone- RO

* nbadmin - RW
10.Click Network Setup | Windows Network. Check Enable Windows Networking.
11.Enter the following:

» customer Domain

» account and password (customer I T dept. will need to provide this)

* enter the WINS server

Host table files
Find host table files at C:\WINNT\system32\drivers\etc

Devices share acommon host table, which lists out the Production Network IP
settings. For security purposes, the | P addresses should be non-routable (e.g.
192.168.xxx.xxx) and be part of the same subnets used by the Profile/Open SAN
systems. The customer may request a particular subnet (routable or not) depending on
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the needs of the facility. The only client side | P address needed in the host tableisfor
the client switch itself, which is useful for accessing the web management page from
the Aurora Browse devices.

The following is an example of host table entries. Not shown are entries for Profile
systems, UIMs, and other machines on the network. Refer to the documentation for
these other machines for host table requirements.

#CGeneral Host Table

#Medi aFr ane server

192. 168. 30. 21 i ron-nb-svr

#Browse MDI server

192. 168. 30. 101 i ron- nb- ndi
#Browse NAS

192.168.30. 71 i ron-nb-nas-1
192.168. 30. 72 i ron-nb-nas-2

#Br owse Advanced encoders

192. 168. 30. 50 i ron-nb-adv-1
192. 168. 30. 51 i ron-nb-adv-2

#Br owse si ngl e-channel encoders

192. 168. 30. 26 nb-enc-1 #Open SAN Profile nmpvs-1 vtr 01
192. 168. 30. 27 nb- enc- 2 #Open SAN Profile mpvs-1 vtr 02
192. 168. 30. 28 nb- enc- 3 #Open SAN Profile mpvs-1 vtr 03
192. 168. 30. 29 nb- enc- 4 #Open SAN Profile nmpvs-1 vtr 04

#NB Rout er Gat eway
192. 168. 30. 111 iron-nb-rtr

#The following Cient LAN entries are included in this host table for
#reference only. Machines on client network use DNS | ookup only.

#Browse |ive nonitor encoder

10. 16. 37.91 iron-nb-live-1 #C ient LAN
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10. 16. 37. 92 iron-nb-1live-2 #C ient LAN

#Br owse Et hernet Switch

10. 16. 37. 20 i ron-nb-2950-client-1 #C ient LAN
192. 168. 30. 200 i ron-nb-2950- prod- 1
Host table tips:

 If youareexporting EDLsto AuroraEdit, the AuroraEdit workstation must be able
to resolve the Profile MDI name (present in the EDL) to the |P address of the
Profile X P system to which the MDI connects. The recommended solution isto
map the MDI nameto the Profile | P address in the Aurora Edit workstation’ s host
table. Refer to “MDI and Encoder logical names convention” on page 33.

» The NAS and MediaFrame server | P address need to be resolved using the Client
side | P address via DNS lookup, not the host table.

« If the server has a canonical name, the host table for any machine that runs MDIs
that are subscribed to by the server must match case for the entire canonical name.
E.g., if the server’s canonical nameis“NB-SERVER1.mycorp.net”, then the host
table entry in the MDI server(s) must match; if theentry is
“NB-SERVERL1.MY CORP.NET", then it will not work. Pinging will not show the
problem. The problem doesn’t show up until the MDl s attempt to notify the server.
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Archive operations on Profile XP

Server

1.1:select an asset
1.3:select an archive
-1.5:select tape group——>

—
Browse app:?i/fabtion
Client
ien (11S)

*MDls can reside
on a separate machine,

such as the MDI server. MDI*

Profile XP
ASK : ~
/ L [N
N <5 [
Xy =8 3
& = o
5 & o 2
('L/ UIM : g
, : ==
/ (optional) l’:@l
2 Ny
85 N
& =
= )
asllya
X g
=
1.8:initiate archive operations —
<€—2.3.1:update— !
Archive
Device

1. Archive operation control. In the Browse application, the
user selects an asset, navigates to the management tab, and
selects the archive option. The system queries the ASK for
available archive devices. (Also filters out for hi-res material
that already exists in archive by querying the Resolver). The
user then chooses an available archive. The system queries
the archive MDI to obtain a list of available tape groups. The
user then selects the target tape group and initiates the archive
operation. IS accepts the request and submits a transfer job to
the Archive MDI. The Archive MDI gets details about the
affected material from the Profile MDI. The Archive MDI intiates
the archive operation on the archive device.
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2.Transfer material. The archive device initiates the
transfer of material to/from the Profile XP. Once the
transfer is complete, the Archive MDI updates the
Resolver to link the newly transfered hi-res material
to the existing metadata record in the system. The
MDI optionally initiates the removal of the online hi-
res material from the Profile XP if the option to do so
was initially selected.

During the archiving process the system displays the
archive status which is retrieved from the Archive

MDI.
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