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Preface

April 6, 2010

This Aurora Browse Installation and Configuration Guide is part of afull set of
support documentation, described as follows:

* Aurora Browse Installation and Configuration Guide — Provides explanations and
procedures for installing and configuring the system at a customer site. Includes
recovery planning and troubleshooting sections. This document is available
electronic form (PDF file) on the Aurora Browse Application CD-ROM.

* AuroraOnline Help — Providesinstructions for using the Browse application. This
document is available from the Browse application Help menu.

* Aurora Browse Release Notes — Contains the latest information about the
product’ s hardware and the software. The information in this document includes
upgrade instructions, feature changes from the previous releases, helpful system
administrative information, and any known problems.

* Aurora manuals — Each of the Aurora products has its own documentation set.
Refer to product manuals as follows:

- Aurora Edit

Aurora Browse

Aurora Ingest

Aurora Playout

Aurora Browse Installation and Configuration Guide
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Preface

Grass Valley Product Support

For technical assistance, to check on the status of aquestion, or to report new issue, contact
Grass Valley Product Support viae-mail, the Web, or by phone or fax.
Web Technical Support

To access support information on the Web, visit the product support Web page on the
Grass Valley Web site. Y ou can download software or find solutions to problems.

World WideWeb:  http://lwww.grassvalley.com/support/
Technical Support E-mail Address. gvgtechsupport@grassvalley.com.

Telephone Support

Use the following information to contact Product Support by phone.

International Support Centers
Our international support centers are available 24 hours a day, 7 days a week.

Support Center Toll free In country
France +800 80 80 20 20 +33148 252020
United States +1 800 547 8949 +1 530 478 4148

Authorized Local Support Representative

A local support representative may be available in your country. To locate a support
center during normal local business hours, refer to the following list. Thislistis

regularly updated on the website for Grass Valley Product Support

(http://www.grassvalley.com/support/contact/phone/).

After—hours local phone support is also available for warranty and contract

customers.

Region Country Telephone

Asia China +86 10 5883 7575
Hong Kong, Taiwan, Korea, Macau +852 2531 3058
Japan +81 3 6848 5561
Southeast Asia- Malaysia +603 7492 3303
Southeast Asia - Singapore +65 6379 1313
India +91 22 676 10300

Pacific Austrdia 1300 721 495
New Zealand 0800 846 676
For calersoutside Australia or New Zealand +61 3 8540 3650

Central America, | All +55 11 5509 3440

South America

10 Aurora Browse Installation and Configuration Guide
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Telephone Support

Region Country ‘ Telephone
North America North America, Mexico, Caribbean +1 800 547 8949
+1 530 478 4148
Europe UK, Ireland, Israel +44 118 923 0499
Benelux — Netherlands +31 (0) 3562 38 421
Benelux — Belgium +32 (0) 233490 30
France +800 80 80 20 20
+33148252020
Germany, Austria, Eastern Europe +49 6150 104 444
Belarus, Russia, Tadzhikistan, Ukraine, Uzbekistan +7 095 258 09 20
+33(0) 233490 30
Nordics (Norway, Sweden, Finland, Denmark, Iceland)  +45 40 47 22 37
+32 2 333 0002
Southern Europe — Italy Rome:
+39 06 87 20 35 28
; +39 06 8720 35 42.
Milan:
+39 02 48 41 46 58
Southern Europe — Spain +34 91512 03 50
Switzerland +41 56 299 36 32
Middle East, Middle East +971 4 299 64 40
Near East, Africa
Near East and Africa +800 80 80 20 20
+33148252020

(5 Grassvalley

END-OF-LIFE PRODUCT RECYCLING NOTICE

Grass Valley’s innovation and excellence in product design also extends to the programs we’ve established to
manage the recycling of our products. Grass Valley has developed a comprehensive end-of-life product take back pro-

gram for recycle or disposal of end-of-life products. Our program meets the requirements of the European Union’s
WEEE Directive, the United States Environmental Protection Agency, and U.S. state and local agencies.

Grass Valley’s end-of-life product take back program assures proper disposal by use of Best Available Technology.
This program accepts any Grass Valley branded equipment. Upon request, a Certificate of Recycling or a Certificate
of Destruction, depending on the ultimate disposition of the product, can be sent to the requester.

Grass Valley will be responsible for all costs associated with recycling and disposal, including freight. However,
you are responsible for the removal of the equipment from your facility and packing the equipment to make it
ready for pickup.

For further information on the Grass Valley product take back system please contact Grass Valley at

+ 800 80 80 20 20 or +33 1 48 25 20 20 from most other countries. In the U.S. and Canada please
call 800-547-8949 or 530-478-4148, and ask to be connected to the EH&S Department. Additional in-
formation concerning the program can be found at: www.thomsongrassvalley.com/environment

THOMSON

i & beyond
images & beyond ,
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Chapter 1

System Overview

AuroraBrowseisamediamanagement system. Aurora Browse supportsthe complete
Aurora broadcasting workflow — from ingest to editing to distribution to archive.

Thefollowing diagram illustrates the Aurora system.

{1 Corporate LAN )
MediaFrame Low-Res
Server Proxy NAS Auwse A |_|]
4‘J——ﬂl "ﬁ: o urora Edi
0 ﬁ Control Network |
MDI Server ine  Archive Conform DSM* ss":;‘e':i,"
System server Aurora Edit](Hi-res)
2= FTP ) =
o — Media (iSCSI) Network )

3TN |

*The Ingest, Edit (DSM and SmartBin server), and
Playout servers can be combined into one IEP server.

K2 i ABror Playout K2
Media Server K2|client Ingest* L
() Control
J = L
Scheduler VTR Ingest  Aurora Aurora Aurora
Logging Ingest Playout* Playout

This chapter includes the following topics:
* “The MediaFrame system” on page 14
» “Functional description” on page 14
» “MediaFrame server” on page 14
* “MDI server” on page 15
» “Encoder” on page 16
» “Low-resolution proxy NAS’ on page 16
e “AuroraBrowse client” on page 17
» “Archive’ on page 16
* “Nearline system” on page 17
e “K2 BaseCamp Express’ on page 17

» “Design considerations - Aurora Browse with Aurora Edit” on page 17

April 6, 2010 Aurora Browse Installation and Configuration Guide



Chapter 1 System Overview

The MediaFrame system
The following diagram illustrates the M ediaFrame system.

0 cnrpnrate LAN Network

MediaFrame '-WJ 7
Server Proxy N

O i
[ [ 8 5

MDI Server Encoders = Neardline Archive
ystem

ora B owse
!:Ilenl

Control Network

z

FTP Network )
0] Media (iSCSI) Network )

Functional description

Aurora Browse allows desktop browsing of low-resolution proxy copies of both SD
and HD high-resolution video material. Aurora Browse provides a rich metadata
search engine that allows you to search for clips using various criteria. Y ou can also
use the Aurora Browse application to trim assets, add keywords, create subclips, etc.,
using alow-res proxy access ble from your PC. From the Aurora Browse application
you can also archive and restore high-resolution material.

The system iscompatiblewith the K2 storage system. Ingest is controlled by aningest
application, such as Auroralngest, and incorporates the K2 system as the video
server. The incoming feed will be generated into two formats: a proxy low-res
(MPEG-1) format stored on the proxy NAS, and a high-resolution format stored on
the storage system. Aurora Browse also monitors the storage to create proxy for new
high-resolution material. In thisway Aurora Edit assets are represented in the system
for editing and manipulation.

For descriptions of software components, refer to “ Component | nteraction Diagrams’
on page 167.
MediaFrame server

The MediaFrame server contains a repository of al information about the Aurora
Browse/MediaFrame system, including what devices arein the system, what theroles
are for each device (for example, transfer or storage locations), and which device
hosts the required software. Other devicesin the system refer to the MediaFrame
server for necessary information during configuration or while the systemis
operating.

The MediaFrame server includes:
* MediaFrame Core Services

o Ask

» Metadata Service

* Resolver

* RulesWizard

14 Aurora Browse Installation and Configuration Guide April 6, 2010



MDI server

Subscription Manager
» Transfer Manager
» License Manager
» MediaFrame database
» AuroraBrowse Application Installer
e Proxy MDI
e NTFSMDI
» Other MDlIs (see MDI server)

MDI server

April 6, 2010

A machinethat hostsan MDI (Managed Device Interface) servicetakestherole of an
MDI server. Inlarger systems, aseparate MDI server hosts the MDIs and connectsto
other devices on the control network. For smaller systems, the MDI server can be
combined with the MediaFrame server.

Refer to the following to identify the machinesin your MediaFrame system that take
therole of MDI server, and make surethat the appropriate MDI servicesareinstalled.
Refer to “The MediaFrame system” on page 14.

Dedicated MDI server — For medium to large MediaFrame systems, to ensure system
performance, most MDI services are on astand-alone MDI server machine. The M DI
server requires only control network communication in preparation for its usein the
MediaFrame system.

MediaFrame server as MDI server — For small MediaFrame systems, including the K2
BaseCamp Express, the MDI services can reside on the MediaFrame server.The
MediaFrame server also hasthe NTFS MDI service installed, asit is required to run
on the server, regardless of the size of the system.

Depending on your system, the MDI server can include:
» Archive MDI (Divaor Flashnet)

» Generic FTPMDI

+ K2MDI

¢ K2 Summit MDI

¢ M-SeriesMDI

* NewsMDI

» Profile MDI

NOTE: The News MDI and Profile MDI cannot be on the same server.

Aurora Browse Installation and Configuration Guide
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Chapter 1 System Overview

Encoder

The encoder creates an MPEG-1 proxy version of high-resolution video assets that
already exist or are being actively recorded on a video server. The encoder aso
processes MPEG-1 proxy content and extracts dynamic scene detection images for
storyboard/thumbnail creation.

Depending on your system, an encoder can include:
Aurora Proxy Encoder

» Aurora/MediaFrame Proxy Encoder

* AuroraFTP

SmartBin Encoder

» Aurora/MediaFrame Proxy Encoder

e AuroraFTP

* Smart Bins

» Smart Bin Encoder

For more information, see “ Encoder stand-alone stage” on page 105

Low-resolution proxy NAS
Thelow-resolution (low-res) NA S storesthe low-res assets on the network, including:
» Proxy video
» Timecode
e Storyboard
e Thumbnails
The low-res NAS maintains its own file system. For more information on preparing
the NAS for the MediaFrame system, see “Prepare NAS - Condor” on page 79.
Archive

Assets can be saved to or restored from archive management software. MDIs on the
MediaFrame or MDI server can be configured to specify settings such as source and
destination transfer locations.

Depending on your system, assets are archived to:
» Front Porch Digital Divaarchive, or
» SGL FlashNet archive

For more information, see “ Archive stage” on page 123.
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Nearline system

Nearline system

The nearlineisalarge pool of storage that high-resolution media can be stored. This
is considered an “offline” system, which meansit stores files only with no ability to
record or play thosefilesdirectly on the system. Thefileswould haveto betransferred
to an online device to be played.

The nearline system is managed by the Generic FTP MDI. The K2 Nearline Condor
NAS is the recommended nearline of choice. For information on how to install and
configurethe NASfor your K2 system, seethe K2 Storage System I nstruction Manual
and the K2 Lx0 RAID Storage Instruction Manual.

For information on how to configure the MDI for the K2 nearline, see “ Configure
Generic FTP MDI” on page 90. Other third-party storage systems can work if they
have an FTP server capable of accessing the storage like Filezilla Server. For
information on how to configure Filezilla Server for the MediaFrame system, see
Appendix D, Installing and configuring the FileZilla Server on page 199. Features
and limitations may vary base on what system is used.

Aurora Browse client

The Aurora Browse client software isinstalled from your MediaFrame or K2
BaseCamp Express server. Depending on theroles assigned, users can useit to search
for, transfer, or modify logical or physical assets on the M ediaFrame server or various
devices.

For information on installing or configuring the Aurora Browse client, see“Add
Aurora Browse Clients” on page 132. For information on operating the Aurora
Browse client, see the Aurora Browse User Guide.

K2 BaseCamp Express

K2 BaseCamp Expressisascaled-down version of the MediaFrame system. Thisisa
complete turnkey solution including a MediaFrame server, MDI services, low-res
encoder, and low-res storage al running on one K2 BaseCamp Express Server. This
solution alows on-demand proxy generation of all SD and KD K2 server assets.

The K2 BaseCamp Express system can run in two environments: a basic K2 system
and afull high-resolution Aurora editing environment.

For more information, see Appendix B, K2 BaseCamp Express on page 175.

Design considerations - Aurora Browse with
Aurora Edit

Takethefollowing into consideration when establishing the workflow for your use of
Aurora Browse:

Separ ation of Browse Proxy and Browse metadata — In Aurora Browse, thereis
aclear separation of proxy and metadata. For example, someone using Aurora Edit
could have a hi-res asset within the M ediaFrame database without tying up encoders
for the proxy. Thiswould allow them to search, add metadata, perform other tasks.
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Minimize proxy creation for short-lived material — The editing process generates
multiple pieces of transitional media, but there is no need to create proxy
representations of thistransitional media. To do so creates an unnecessary |oad on the
system and affects performance.

To avoid this, create at least three designated |ocations in which material residesto
match your workflow, as follows:

* Inbox — Thisisthelocation in which newly acquired material arrives. Use a
SmartBin—or configure Aurora Browse rules—to automatically create proxy for
this material, so you can use Aurora Browse to evaluate and select material for
further editing.

* Workspace — Thisisthelocation in which you store material undergoing the
editing process. Do not configure any AuroraBrowse rulesto create proxy for this
material. This saves encoding resources.

» Outbox — Thisisthelocation inwhich you place material that has been edited and
isusableinitscurrent state. Y ou might have one outbox for on-air material and one
outbox for review material. Configure AuroraBrowserulesto create proxy for this
material, so you can use Aurora Browse to select and use this material.
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Chapter 2

Installing the Aurora Browse system
hardware

This chapter providesinstructions for installing and cabling the hardware platforms
that support the system. Use the instructions that are appropriate for your system.

Theinstructionsin this chapter are as follows:

» “Rack-mount hardware components’ on page 20

» “About cabling hardware components’ on page 20

» “Cable hardware: MediaFrame support” on page 21

» “Cable hardware: Proxy support” on page 26

When you are done installing and cabling the hardware, install the software:
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Rack-mount hardware components

Follow the instructions you received with the rack-mount hardware to install each
component of the system. One rack-unit spacing is recommended between
components for ventilation.

About cabling hardware components

Refer to the system design for your particular system and the appropriate system
diagram in Chapter 1, System Overview to identify the hardware components and
cabling for your system. Then turn to the appropriate cabling instructions and connect
cables as required.

Be aware of the following as you cable your system:

e Zoning is not required on the Ethernet switch if five or less clients are active. If
more than five clients are using the system, it is strongly recommended that you
use an isolated switch or a shared, zoned switch to isolate the control-side LAN.
Network traffic from theinternal LAN is minimized.

* You may want to postpone cabling to external networks until after configuring
respective | P addresses.
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Cable hardware: MediaFrame support

Med

The following sections provide instructions for hardware pieces that support
MediaFrame components. Use the instructions that apply to your system design.

* “MediaFrame server instructions’ on page 21
» “MediaFrame server instructions: HAAR platform” on page 22
» “MDI Server instructions’ on page 24

ilaFrame server instructions

The central component of the system is the MediaFrame server. Depending on the
design of your system, it can host the following software components:

» The AuroraBrowse application for user interaction
» The Rules Wizard for background processing

» Managed Devicelnterface servicesand the M ediaFrame database for hol ding asset
related information in the system

The server connects to all encoders and the Network Attached Storage viathe
network. Refer to the system diagrams in Chapter 1, System Overview.

For the M ediaFrame server you have the option of the regular Dell-based platform, as
explained in this section, or the HAAR platform, asexplained in “ MediaFrame server
instructions: HAAR platform” on page 22.

Dell R610 server
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VGA céble Keyboard/mouse LAN ports 1-4 Power Power

to KVM ports

Cable asillustrated and as follows:

» Connect port 1 to the control network.
e Connect port 2 to the FTP network.

» Connect port 3 to the Corporate LAN.
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MediaFrame server instructions: HAAR platform
Thistopicisdivided into two sections:

“Cabling the HAAR system servers’ on page 22

“Configuring the HAAR system network” on page 23

Cabling the HAAR system servers

For the MediaFrame server you have the option of the high availability HAAR
platform. This platform is made up of two interconnected servers.

NOTE: Itisnolonger recommended toinstall Windows Media Player ontheHAAR
platform because of compatibility problems, so you can not run the Aurora Browse
application locally on the HAAR platform.

HAAR platform (Dell R610 servers with an additional network card)

Co-Server ports A-B

E
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VG@% Keyboard/mouse LAN ports 1-4  Power Power
to KVM ports

Co-Server ports A-B
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i
l l

VGA@% Keyboard/mouse LAN ports 1-4  Power Power
to KVM ports

Cable asillustrated and as follows;

Connect port 1 to the control network.
Connect port 2 to the FTP network.

Connect port 3 to the Corporate LAN.

Use LAN port 4 for Co-Server management.

Ports A and B of the add-on card are used for Co-Server links. |nterconnect
Co-Server Link ports with cross-over cables.

Connect power cablesto a power supply. Power supply units are hot-swappable.
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Configuring the HAAR system network

If configuring the HAAR platform, do not add the co-servers as separate physical
devicesin SiteConfig. Y ou should only add the virtual server in the SiteConfig user
interface and configure it. The co-server configuration is not managed in SiteConfig.

CAUTION: Do not modify the co-server linksLink A and link B on the
add-on card.

To configure the HAAR platform, do the following (not in SiteConfig):

1. Oneither CoServer 1 or CoServer 2, configurethevirtual server’ s network settings
asfollows:

a. Configure network connection for port 1 to the Control network.

b. Configure network connection for port 2 to the FTP network.

c¢. Configure network connection for port 3 to the Corporate LAN network.
d. Configure network connection for port 4 for Co-Server management.

2. Add the virtual server settings to SiteConfig as described in “Modifying
unassigned (unmanaged) network interfaces on MediaFrame devices’ on page 49.

To power up the HAAR platform, use the normal proceduresfor the server and login
to the Windows operating system as normal. The virtual server runsin afull screen
window. To get to the physical server desktop, press Ctrl + Shift + F12.

To power down the HAAR platform, right-click the system tray icon and select
Manage Endurance Configuration | Shutdown. This process shuts down the entire
configuration: one virtual and two physical servers.
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MDI Server instructions

The MDI server is host for the Managed Device Interface (MDI) services, through
which the system getsitsvisibility of the assets on the various machinesin the system.

TheMDI server isan optional component. It runs on theregular Dell-based platform.

Dell R610 server
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|V |
VGA céble Keyboard/mouse LAN ports 1-4 Power Power

to KVM ports

Cable asillustrated and as follows:
» Connect port 1 to the control network.
e Connect port 2 to the FTP network.
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K2 BaseCamp Express instructions

The K2 BaseCamp Expressis a Dell R710 server with MediaFrame system
componentsincluding alow-res NAS storage, an internal RAID, the MediaFrame
database, and MDIs such as Generic FTP and K2. For more information on the K2
BaseCamp Express, see Appendix B, K2 BaseCamp Express.

Dell R710 server
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Keyboard/mouse LAN P0\|Ner Power
ports ports 1 -4

Cable asillustrated and as follows:

» Connect port 1 to the control network.

» Connect port 2 to the FTP network.

» Connect port 3 to the Corporate LAN.
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Cable hardware: Proxy support

The following sections provide instructions for hardware pieces that support the

processing and storage of proxy media. Usetheinstructionsthat apply to your system
design.

» “Encoder instructions’ on page 27

» “Low-resproxy NAS instructions - Condor” on page 27
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Encoder instructions

Encoder instructions

The encoder creates alow-res proxy of the high-resolution video asset. There are two
types of encoders: Aurora Proxy Encoder, which creates proxy from clips on a News
Share system, and SmartBin Encoder, which creates proxy from the SmartBin service
whileit is transferring high-resolution material from an external server to the News
Share system.

The encoder runs on a Dell R610.

Dell R610 server
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VGA cable  Keyboard/mouse LAN ports 1-4 Power Power

to KVM ports

Cable asillustrated and as follows:
e Connect port 1 to the Control network.
» Connect port 2 to the Media (iSCSI) network.

Low-res proxy NAS instructions - Condor

The Network Attached Storage (NAS) unit provides storage for MPEG-1 proxy
video, storyboards, and thumbnails. For information on how to install and configure
the NAS for your K2 system, see the K2 Sorage System Instruction Manual and the
K2 Lx0 RAID Sorage Instruction Manual. For information on how to prepare the
Condor NAS for the MediaFrame system, refer to “ Prepare NAS - Condor” on
page 79.
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Chapter 3

Understanding network system
concepts

Make sure you understand the following system concepts before planning or
implementing an Aurora Browse/MediaFrame system.

» “Control network description”

e “Streaming/FTP network description”
» “Media (iSCSI) network description”
* “Networking tips’

» “About hostsfiles’

* “Host tabletips’

Control network description

The control network isfor communication between devices and components. It does
not have real-time mediatraffic or streaming/FTP mediatraffic. The control network
must be on a different subnet than the streaming/FTP network and the Media (iSCSI)
network. Static |P addresseswith name resol ution via host files are recommended for
the control network.

The control network appliesto all MediaFrame servers, Aurora Servers, Encoders,
and any device managed by the M ediaFrame system. AuroraBrowse and Aurora Edit
LD clientscan also be on the control network but typically they are configured to only
run on the corporate LAN.

Streaming/FTP network description

The streaming/FTP network is for mediatransfers and FTP traffic. It must be on a
different subnet than the control network and the Media (iSCSI) network. Static IP
addresseswith name resolution via host files are recommended for the streaming/FTP
network. Host names of network adapters that are dedicated to the streaming/FTP
network must be aliased in the hosts file with the _he0 suffix. This directs the
streaming traffic to the correct port.

The streaming/FTP network applies to MediaFrame servers, MDI servers, K2
BaseCamp Express, SmartBin Encoders, and FTP servers. It also appliesto Aurora
Proxy Encodersusing a GXF FTP server that isnot hosted on the Encoder. Thisisthe
primary network for moving media between storage systems.

Media (iISCSI) network description

April 6, 2010

The medianetwork isexclusively for rea-timeiSCSI traffic on aK2 SAN. It must be
on adifferent subnet than the control network and the streaming/FTP network.
Furthermore, itstraffic is kept physically separate from that of other networks. This
separation is provided by dedicated ports, cables, and by a dedicated VLAN on the
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Ethernet switch or by separate switches. Static |P addresses are required for the media
network. Name resolution is not necessary, so media network | P addresses are not
required in host files.

The medianetwork appliesto Encoders and SmartBin servers connected to the online
K2 SAN. It al'so would apply to machines hosting the News MDI if the MDI is
configured to the iISCSI connection. Most systems should have the News MDI
running on the MDI server using an CIFS mount connection so typically the media
network is not needed for the News MDI. Nearline K2 SANs do not have amedia
network.

Corporate LAN network

The Corporate LAN connects the Aurora Browse/M ediaFrame system to the external
customer LAN. The MediaFrame server, Aurora Browse or Aurora Edit LD clients,
and low-res NAS machines must have network accessto the external LAN. Work
with the IT personnel at the site to connect these devices to the site’s Domain and
network. Thiswould include DNS, DHCP, and WINS settings.

Firewall considerations

Some sites require that there be a firewall between the M ediaFrame equipment and
their corporate network. The firewall should allow incoming HTTP (TCP port 80)
connections to the MediaFrame server. Additionally, ports should allow incoming
packets so requests to the Proxy NAS can be properly processed. The port that needs
to be open is port 445 for TCP and UDP for Windows and SAMBA Shares.

Networking tips

» Before configuring any devices for networks, determine the full scope of IP
addresses and names needed for all the machinesin your Aurora Browse/
MediaFrame system.

 Itisrecommended that you use the patterns offered in SiteConfig by default to
establish a consistent convention for machine names and | P addresses. Y ou can
plan, organize, and enter thisinformation in SiteConfig as you develop a system
description. Y ou can do this even before you have devices installed or cabled.

 If configuring aHAAR platform, bear in mind that these servers use four different
subnets for the internal virtual network and co-server links. Avoid these subnets
when planning a network on aHAAR platform:

* 192.168.1
» 192.168.2
» 192.168.3
» 192.168.4

» Work with the network administrator at your facility to have |P addresses and
names available for your use.
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About hosts files

Thehostsfileisused by the control network and the streaming/FTP network for name
resolution, which determinesthe | P address of adevice on the network when only the
device name (hostname) is given. The hostsfileislocated at

C.\ W ndows\ syst enB2\ dri ver s\ et c\ host s on Windows XP and
Windows 2003 Server operating system computers. The hosts file must be the same
on all network devices. It includes the names and addresses of al the devices on the
network.

For FTP transferson aK2 SAN, transfers go to or from K2 Media Servers that have
therole of FTP server. No transfers go directly to/from the shared storage K2 clients
that are on the K2 SAN. To support FTP transfers, in the hosts file the K2 Media
Server hosthame must have the _he0 extension added at the end of the name and that
hostname must be associated with the K2 Media Server’ s FTP/streaming network 1P
address.

Here is an example of 1P addresses and names associated in a hostsfile:

#General Host Tabl e

127.0.0.1 | ocal host

192.168. 100. 10 root - nf-svr
192. 168. 101. 10 root-nf-svr_he0

192. 168. 100. 11 root - nf - ndi
192.168. 101. 11 root-nf-ndi _heO

192. 168. 100. 20 root-nf-adv-1
192. 168. 101. 20 root-nf-adv-1_heO

192. 168. 100. 21 root -nf-adv-2
192. 168. 101. 21 root-nf-adv-2_he0

192. 168. 100. 30 root-nf-nas-1

In this example 192.168.100.xx is the control network and 192.168.101.xx isthe
streaming/FTP network. Each MediaFrame and MDI server has its hosthame
associated with its control network | P address. In addition, each Encoder that needs
to transfer media over the streaming/FTP network hasits _he0 hosthame associated
with its streaming/FTP network address.
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Use SiteConfig to define your networks and devices. When you do so, SiteConfig
creates the correct hosts file and copies the hosts file to each network device. This
enforces consistent hosts files across networks and reduces errors introduced by
editing and copying hosts files on individual devices. Y ou can also view hosts files
from SiteConfig for troubleshooting purposes.

Host table tips

 If transferring to or from a Profile XP or Open SAN system viaUIM, the hostsfile
must also follow UIM naming conventions for those systems. Refer to the UIM
Instruction Manual.

» Do not enable name resolutions for media (iSCSI) network | P addressesin the
hostsfile, as hostname resolution is not required for the media network. If desired,
you can enter media network information in the hosts file as commented text asan
aid to managing your networks.
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Installing the Aurora Browse System
Software

April 6, 2010

Thischapter providesinstructionsfor installing the software components that support
the system. Use the instructions that are appropriate for your system.

Theinstructionsin this chapter are as follows:

“About SiteConfig” on page 34

“About developing a system description” on page 34

“ Aurora Browse/M ediaFrame installation checklists’ on page 35
“Adding proxy NAS to system description” on page 39
“Configuring the corporate LAN" on page 43

“Adding agroup” on page 44

“Adding a deviceto the system description” on page 44

“About device and host names’ on page 45

“Establish conventions’ on page 46

“Modifying adevice name” on page 48

“About | P configuration of network interfaces on devices’ on page 48

“Modifying unassigned (unmanaged) network interfaces on M ediaFrame devices’
on page 49

“About SiteConfig support on MediaFrame devices’ on page 51
“Discovering devices with SiteConfig” on page 52

“Assigning discovered devices’ on page 53

“Modifying MediaFrame device managed network interfaces’ on page 54
“Making the host name the same as the device name”’ on page 57
“Pinging devices from the control point PC” on page 58

“About hosts files and SiteConfig” on page 58

“Generating host tables for devices with SiteConfig” on page 59
“Create record of software installed on devices’ on page 60
“Removing a software role from a device’ on page 62

“Adding a software role to a device’ on page 62

“Distribute devices into deployment groups’ on page 62
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» “Configuring deployment groups’ on page 66
» “Instal prerequisite files on the control point PC” on page 67
» “About deploying software” on page 67

When you are done installing the software, continue with Chapter 5, Configuring the
system and Chapter 6, Database and Recovery Planning to complete the installation
of your system.

About SiteConfig

ProductFrameisan integrated platform of toolsand product distribution processesfor
system installation and configuration. SiteConfig is a ProductFrame application and
it is the recommended tool for network configuration and software deployment.

Y ou can use SiteConfig as a stand-alone tool for planning and system design, even
before you have any devicesinstalled or cabled. Y ou can define networks, 1P
addresses, hostnames, interfaces, and other network parameters. Y ou can add devices,
group devices, and modify device rolesin the system.

Asyou ingtall and commission systems, SiteConfig runs on the control point PC. It
discovers devices, configures their network settings, and manages host files.
SiteConfig also manages software installations and upgrades and provides a unified
software package with verified compatible versions for deployment across
multi-product systems.

Y ou should use SiteConfig for network configuration and software deployment at
installation and throughout the life of the system in your facility. This enforces
consistent policy and allows SiteConfig to keep arecord of changes, which makesthe
system easier to maintain and aids in troubleshooting should a problem arise.

SiteConfig displaysinformation from a system description file, whichisan XML file.

SiteConfig operatesin different modes that correspond to a system’s life-cycle
phases: network configuration, software deployment, and software configuration.

Y ou can expand nodes and select elementsin the tree view and the list view to view
and modify networks, systems, individual devices, software deployment, and
configuration settings.

About developing a system description

Thetopicsin this manual assume that you are modifying an existing system
description, such asthe system description that containsyour K2 SAN, in order to add
and manage your Aurora Browse and MediaFrame devices.

Y our system description istypically devel oped using one of the following taskflows:

» For asystem in which all devices are new from Grass Valley with one or more K2
SANS, you first create a system description for your K2 SAN or SANSs, then add
MediaFrame, Edit, Ingest, and Playout devices as appropriate. Refer to the K2 SAN
installation and Service Manual for instructions on creating the system description.

» For asystem in which all devices are new from Grass Valley with one or more
stand-alone K2 systems, you first create a system description and add your
stand-alone K 2 systems, than add other devices as appropriate. Refer to the K2
System Guide for instructions on creating the system description and adding your
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stand-alone K2 systems.

» For asystem with existing devicesrunning earlier software, you must first migrate
the system to become a SiteConfig managed system. Refer to SteConfig Migration
Instructions for instructions on migrating your devices to be SiteConfig managed
devices.

If you are using a different taskflow, use the topicsin this manual as appropriate and
refer to the SiteConfig User Manual or SteConfig Help Topics for additional
information.

Y our devices must be in a SiteConfig system description in order to be managed by
SiteConfig. When you already have a system description in place, you should use
SiteConfig to modify this system description and add your devices. Y ou can do this
in your planning phase, even before you have devicesinstalled or cabled. Y our goa
isto have the SiteConfig system description accurately represent all aspects of your
devices and networks before you begin actually implementing any networking or
other configuration tasks for those devices.

Be aware of the following when setting up for integration with an archive system:
» Devices support alimited number of concurrent transfers, as follows:

» A single Profile XP provides a maximum of four streams for concurrent
transfers (via Fibre Channel).

* Aninternal storage (stand-alone) K2 client provides a maximum of four streams
for concurrent transfers.

* A K2 Media Server provides a maximum of eight streams for concurrent
transfers.

Keep this limit in mind when configuring the archive device for concurrent
transfers. If thearchiveis configured such that it can request more than the number
of supported streams simultaneously from any single system, the additional
transfers will error out.

Aurora Browse/MediaFrame installation checklists
Use the following sequence of checklists to guide the overall task
flow of installing and commissioning a MediaFrame system.

Pre-installation planning checklist

Task Instructions Comment
O Procure existing or create Refer to “ About This can be done before
new SiteConfig system SiteConfig” on page 34", arriving at theinstallation
description. “About developing asystem | site.
description” onpage 34, and
SiteConfig documentation.
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Task Instructions Comment
O AcquireAuroraBrowseand | Seethe Aurora Browse TheAuroraSuitesoftwareis
Aurora Suite Software CDs | Release Notesand Upgrade | usedtoinstall AuroraFTP
or download the latest Instructions for the list of on the encoder.
software needed for the required software.
installation.
O Install SiteConfigona See “Instal prerequisite
control point PCwithinyour | fileson the control point
network operation. PC” on page 67.
O Next: Infrastructure checklist
Infrastructure checklist
Task Instructions Comment
O Rack and cable the system. Follow the K2 SAN Cabling
Guide, and other
documentation that comes
packaged with devices. Also
refer to Chapter 2,
“Installing the Aurora
Browse system hardware”.
O Configure Ethernet Refer to Chapter 2,
switch(es). “Installing the Aurora
Browse system hardware”
and K2 documentation on
setting up the Ethernet
switch.
O If you havenot aready done | Refer to “About
so, import or create the SiteConfig” on page 34",
SiteConfig System “ About developing asystem
Description on the control description” onpage 34, and
point PC. SiteConfig documentation:
- If your system hasa
stand-alone K2 system, refer
to the K2 System Guide for
instructions on creating a
system description.
- If your system hasaK?2
SAN system, refer to the K2
SAN Installation and
Sorage Manual for
instructions on creating a
system description.
O Next: Network setup and implementation checklist
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Network setup and implementation checklist

Task

Instructions

Comment

If you havenot aready done
so, add the proxy NAStothe
system description

“Adding proxy NASto
system description” on

page 39

Modify your existing
system description.

If you have not already done
so, configuretheproxy NAS
and verify that itis
operational.

Refer to the K2 SAN
Installation and Service
Manual. Follow procedures
for K2 Nearline SAN.

Add corporate LAN to
system description

“Configuring the corporate
LAN" on page 43

Modify your existing
system description.

Add agroup for your
MediaFrame devicesto the
system description

“Adding adeviceto the
system description” on
page 44

Add a placeholder deviceto
the system description for
each of your actual
MediaFrame devices

“Adding adeviceto the
system description” on

page 44

Configure the names of the
placeholder devices

“About IP configuration of
network interfaces on
devices’ on page 48

Configure the network
interfaces of the placeholder
devices

“Placeholder device IP
configuration” on page 48

Specify IP address ranges
and other network details

Discover your MediaFrame
devices

“Discovering devices with
SiteConfig” on page 52

Assign each discovered
deviceto its placehol der
device

“Assigning discovered
devices’ on page 53

For each discovered and
assigned device, edit each
network interface. Specify
network settings and apply
them to the device.

“Modifying MediaFrame
device managed network
interfaces’ on page 54

If adevice connectsto
multiple networks, set the
control network interface |P
address first. Also set the
hostname.

If not already set correctly,
set the hostname of
discovered devices

“Making the host name the
sameasthedevicename” on

page 57

Make sure the device name
is correct, then make the
hostname the same as the
device name.

Ping each MediaFrame
device to test network
communication

“Pinging devices from the
control point PC” on
page 58

April 6, 2010

Aurora Browse Installation and Configuration Guide 37



Chapter 4 Installing the Aurora Browse System Software

Task Instructions Comment
O Generate host table “Generating host tablesfor | Make sure you have
informationanddistributeto | deviceswith SiteConfig” on | completed network
hosts files on each device page 59 configuration of all network
and on the control point PC interfaces across all devices
toensurecompleteandvalid
host table information. Y ou
can use SiteConfig to copy
hostsfilesto devices, or you
can manage hosts files
yourself.
O Next: Software update checklist

Software update checklist

Task

Instructions

Comment

O Start the SQL Server and Start the SQL Server These are not typically set
configure the SQL services | (MSSQLSERVER) and from the factory to Start.
SQL Server Agent
(MSSQLSERVER) services
and set them to Automatic
startup.
O Add/remove softwareroles | “Adding asoftwareroletoa | Make sure software roles
device” on page 62 match the software that
should be installed on each
device, according to your
system design.
O Create adeployment group | “About deploying software”
on page 67
Add MediaFramedevicesto | “Distribute devicesinto
the deployment group deployment groups’ on
page 62
O Place software on control - Procure the correct version
point PC of softwareinstallationfiles
and prerequisitefiles.
O Check software on devices | -- Refer to the Aurora Browse
Release Notes and Upgrade
O Add softwaretodeployment | -- Instructions.
group
O Set deployment options --
O Upgrade/install software to
devices from control point
PC
O Next: Configuration checklist
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Configuration checklist

Task Instructions Comment
O Prepare for core See “Prepare for core --
configuration configuration stages’ on
page 73
O Configure MediaFrameand | See“MediaFramestage” on | --
MDI servers page 82
O Configure the encoder See “Encoder stand-alone -
stage” on page 105 and
“Encoder + Server stage” on
page 115
O Configure archive(s) See“Archive stage” on --
page 123
O Deploy any remaining See “Deploy remaining -
encoders machinesfor full system” on
page 131
O Test the system See “Test system level --
interactions’ on page 131
O If desired, customize the See “Adding custom fields --
metadata. and metadata mapping” on
page 136
O Add Aurora Browse client See “Add Aurora Browse --
PCs and users Clients’ on page 132

Adding proxy NAS to system description

If the proxy NAS s not aready included in the SiteConfig system descrip-
tion, add it asfollows.:

1. Inthe Network Configuration | Devices tree view, right-click the site node that
includes your K2 SAN and other connected devices and select Add Site.

In this context, "Site" isadistinct system, such asaK2 SAN or an Aurora Browse
system.

The New Site Wizard opens.
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New Site Wizard

Chooge a name and a Model for the new Site:

MName:

|SITEA

Model:

K2 Level 10

K2 Level 10R

KZ Lewel 20

K2 Lewel 30

K2 Level 20R

K2 Level 30R

K2 Level 35

K2 Level 35R

K2 Mearine ML10
K2 Nearline ML10R
Custom

[ et > ] [ Caricel ]

2. Enter aname for the proxy NAS, considering the following:

» Sitesinthetree view are automatically sorted alphabetically.
3. Select the appropriate K2 Nearline model.
If the K2 RAID chassis has one controller, select K2 Nearline NL10
If the K2 RAID chassis has two controllers, select K2 Nearline NL10R

4. Click Next.
The Networks page opens.

Aurora Browse Installation and Configuration Guide
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Adding proxy NASto system description

New Site Wizard

Metworks
Create new networks based on predefined network models

Metworks based on these models will be created for the new site

Model Name Type lsage Redundancy
| ¥2 Control Ethemst  Control None
., Streaming Ethemet  File Transfer None

iSCS1 {non-Redundant) Ethemet  Storageletwo... MNone

Remove networlk models f vou want to use a network already defined
These networks that match in type, usage and redundancy already exist in this site’s scope
Existing Netwaork Site Type Usage Redundancy Details
‘-”_1 Metworl:Foot System Ethemet Control None
[ < Back “ et = J [ Caricel

The Networks page displays alist of networks that are defined for the selected site
model. Each of these networks is based on a network model that defines the type,
usage and redundancy of the network. When the New Site Wizard creates a
network, it is based on this model.

. Remove the control network and the streaming network.

Since child sites inherit the networks defined at their parent(s), if the site you are
creating has a parent site that already contains one of the displayed networks, then
it is not necessary to include that network here.

The parent site of the proxy NAS isthe site that contains your K2 SAN, and it
aready has a control network and a streaming network.

. Click Next.

The Devices page opens.

The Devices page shows you the device model sthat typically comprise asite based
on the mode you chose in the first page of the New Site Wizard. The New Site
Wizard creates these devices as part of the site. Y ou can then modify, remove, or
you add devices, including device models that are not shown on this page.

7. You can select adevice model and do one or more of the following:

 Specify the number of devices of that mode for the site. If the control is
disabled, it means that the number of devicesis constrained by the site model.
For example, asite model might be constrained to have one Ethernet switch

only.
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» Specify the starting |P address of a set of devices of that model. SiteConfig
automatically assigns | P addresses from this range. If you require a different
sequence of |P addresses, you can modify them on each device after the New
Site Wizard completes.

8. Click Next.
The"...Sitewill be created..." page opens.

New Site Wizard

Anew Site will be created with the following settings:

Metworks: A

Streaming
iSCS! {non-Redundant})

Devices:
HP 2800 Ethemet Switch [1]

K2 Media RAID [1]
K2 Media Cliert (Non-Redundant iSCSI1) [1]

Level 10 K2 Media Server (Single iSCSI) [1]
D Cortrel Poirt PC [1] v

[ < Back “ Finish J [ Canicel l

Thisisthelast page and summarizes what the New Site Wizard adds to the tree
view.

9. Click Finish to create the site.
10.Add additional K2 Media Servers as necessary for the proxy NAS.

About the corporate LAN
Some devices, such as the MediaFrame server or Aurora Edit LD worksta-
tions, are on the corporate LAN, which is considered an unmanaged net-
work in SiteConfig. You can configure your system description to include
the corporate LAN for the following purposes:

* If adevice, such asthe MediaFrame server, is on the corporate LAN yetisa
SiteConfig managed device, then SiteConfig needs to know the connection for
each network interface on the device, including the corporate LAN connection.
Otherwise, SiteConfig displays error messages.

» If adevice uses a DNS server on the corporate LAN for name resolution,

42 Aurora Browse Installation and Configuration Guide April 6, 2010



Configuring the corporate LAN

SiteConfig needs to reference that DNS server.

« If adevice has softwarethat SiteConfig supports and the devicesis on the corporate
LAN, such as Aurora Edit LD workstations, you can use SiteConfig to deploy
software to the device viathe corporate LAN.

If the device is on the corporate LAN and is not on a network that is man-
aged by SiteConfig, you cannot configure network settings on the device.

Configuring the corporate LAN

April 6, 2010

If you have not already added the corporate LAN to the system description,

and you have Browse/MediaFrame devices that connect to that network,
use this procedure to add the corporate LAN to the SiteConfig system
description.

1. Inthe Network Configuration | Networks tree view, select a System node or a Site
node.

The networks under that node are displayed in the list view.
2. Proceed asfollows:

To add anetwork under the currently selected node, in the tree view right-click
the node and select Add Network.

The Network Settings dialog box opens.

3. Configure the settings for the network as follows:

Type — Select Ethernet

Usage — Select General

Redundancy — Select None

Name — Enter a name to identify the network in the system description
Exclude from Host Files — Select the checkbox

Unmanaged — Sel ect this option, then select DN'S and sel ect the checkbox for IP
Address Allocation via DHCP.

Base IP Address — Do not configure
Number of IP Addresses— Do not configure
Subnet Mask — Do not configure

DNS Servers— Servers providing DNS for name resolution. These DNS server
can be for both managed and unmanaged networks.

Default Interface Name Suffix — The suffix added to the end of host names to
identify interfaces on this network.

4, Click oK to save settings and close.

5. If you added anetwork, it appearsin the Network Configuration | Networks treeview
at the bottom of thelist.
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Adding a group

1. In the Network Configuration | Devices tree view, right-click a site node and select
Add Group.

The group appearsin the tree view.
2. Right-click the group and select Rename.

3. Enter the desired name for the group.

Adding a device to the system description

Prerequisites for this task are as follows:

» The system description contains a group.

1. Inthe Network Configuration | Devices tree view, right-click agroup and select Add

Device.
Add Device
Farnily: Type: M odel:
Aurora et eIt
k2 R R MR
b ediaFrame < Custarn:
Metwork Switch

Storaoe
Syzterm Management
Third FParty Devices

MHame: IXHH:-::-::-::-::-: Control Metwork: II:ontrol j
Amount; |1 3: Starting Address: I j
Platfarm: IHE!E vl

oK | LCancel I

The Add Device dialog box opens.
2. Configure settings for the device you are adding as follows:
» Family — Select MediaFrame.
» Type— Select the appropriate type of Auroradevice.
» Modd — Select the appropriate model.

» Name- Thisisthe device name, as displayed in the SiteConfig devicetreeview
and device list view. This name can be different than the host name (network
name). Y ou can accept the default name or enter aname of your choice. Devices
in the tree view are sorted alphabetically.

» Amount — Y ou can add multiple devices, as currently defined by your settings
in the Add Device dialog box. An enumerator is added to the nameto create a
unigue name for each device added.

* Control network — Select the control network.
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» Starting Address — Select from the list of available addresses on the selected
control network. If adding multiple devices, thisis the starting address, with
addresses assigned sequentially to each device added.

3. Click OK to save settings and close.

4. Repeat these steps for each of your devices.

About device and host names
In SiteConfig, a device can have different names, as follows:

» Device name — Thisisaname for display in SiteConfig only. It is stored in the
SiteConfig system description, but not written to the actual device. It is displayed
in the device tree view and in the device list view. It can be a different name than
the device's host name.

* Host name — This is the network name of the device. SiteConfig has a default
naming convention for host names which you can use or override with your own
host names.

In most casesit is recommended that the Device name and Host name be
the same. This avoids confusion and aids troubleshooting.

The Device name can serve as a placeholder as a system is planned and
implemented. During the install/commission process, when you reconcile a
device's current and planned network interface settings, the Host name as
configured in the system description can be overwritten by the host name
on the actua device. However, the Device name configured in the system
description is not affected. Thereforeit is recommended that in the early
planned stages, you configure the Device name to be the desired name for
the device, but do not yet configure the Host name. Then, after you have
applied network interface settings, you can change the Host name to be the
same as the Device name. This changes the host name on the actual device
so that then all names arein sync.

SiteConfig does not allow duplicate device names or host names.

Itemsin the tree view are automatically sorted a phabetically, so if you
change a name the item might sort to a different position.
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Establish conventions

Thefollowing conventions are recommended to make your system easier to work on
and understand. Refer to these sections as necessary as you configure your system.

Machine naming convention

Choose aroot name (based on the site, etc.) and use the following convention for
naming machines. Illegal MDI names are aforward slash (/) and an asterisk (*)

Machine type ‘ Name

M ediaFrame machines

MediaFrame server root-mfsvr

Managed Device Interface (MDI) Server root-mf-mdi

Proxy machines

Aurora Proxy Encoder root-PXYENC-adv-1...n
SmartBin Encoder root-PXYENC-sbe-1...n
Network Attached Storage (NAS)? root-mf-nas-1...n

Ingest machines

K2 system k2-1...n

Stand-alone Profile Media Server pvs-1...n
M-SeriesiVDR ivdr-1...n

Legacy machines

Live monitor encoder root-nb-live-1...n

& SomeNAS devices have restricted charactersfor naming. For example, the Fastora
NAS can’t have underscores, while the Ciprico NAS can’t have dashes.

If you use aUIM inyour system, make sure you follow the UIM naming convention.

On Aurora Share systems, the client prefix name is used to identify the system as
shared. The prefix separator can be an underscore or a hyphen. For example,
WXY Z-Edit and WXY Z_Edit are valid names.

MDI and Encoder logical names convention

Asyou configure your system you must create and enter |ogical namesfor the various
software components (services) that provide functionality. These logical names
provide amapping of thefunctionality of the standard AuroraBrowse system services
to the specific machinesin your particular system. For this reason you should take
careto createlogical namesthat are easy to identify and interpret as they appear inthe
various configuration pages.

Itisespecially important that you distinguish between the logical name of a software
component and the hostname of the machineto which the software component rel ates.
In the conventions suggested in this manual, machine names are lower case and
logical names are upper case to make this distinction.
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Ports and services mapping

The software components that require logical names are as follows:

* MDIs— The system uses a Managed Device Interface (MDI) to manage adevice
that is not a platform for MediaFrame software. Typically these are the machines
onwhich mediaresides, such as MediaServers, NAS devices, and archive devices.
Each type of device hasits own MDI. The MDI software component is usually
hosted on the MediaFrame server or an MDI server, rather than being hosted on the
same machine that it manages.

» Encoder services— The system uses services to manage the media processing that
takes place on the Aurora Browse encoder machines. Typically these are atype of
“transfer” service. Thistype of software component is hosted on the machine that
it manages.

Ports and services mapping
Aurora Browse and MediaFrame software components run as Windows
services, which communicate over designated ports. Topics later in this
manual provide instructions for entering port numbers on each configura-
tion page. Do not create your own convention for port usage. Designate
ports as specified in the following table:

Services Port Comments

MediaFrame Services

GV Ask 9010 —

GV Asset Manager 9022 and 9023 —

GV DIVA MDI 9122 —

GV FlashNet MDI 9124 —

GV FTPMDI 9128 Formerly Thomson NLS MDI

GV K2 MDI and 9160 The service manages anumber of host processes, onefor each
GV K2 Summit MDI K2 system that is being managed. These host processes

require ports 9160 - 9169. Stopping/starting the service stops/
starts all of the host processes.

GV License 9012 —

Manager

GV Metadata 9014 Not visible on a configuration page

GV MSeries MDI 9140 The service manages one host process for each managed
M-SeriesiVDR. These host processes require ports 9140 -
9149. Stopping/starting the service stopg/starts all of the host
processes.

GV News Share 9150 —

MDI

GV NTFSMDI 9115 —

GV Profile MDI 9130 The service manages one host process for each managed
Profile. These host processes require ports 9130-9139.
Stopping/starting the service stops/starts all of the host
processes.

GV Proxy MDI 9110 —
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Services Port Comments

GV Resolver 9016 Not visible on a configuration page
GV RulesWizard 9018 and 9019 Not visible on a configuration page
GV Subscription 9024 —

Manager

GV Transfer 9020 —

Manager

Proxy Services

GV Aurora Proxy 9230 Starting range for first control.
Encoder

These services are normally distributed on different machinesin the
system, not on any one machine, as explained in “ Accessing ser-
vices’ on page 80. The system also depends upon Microsoft I nternet
Information Services (11S) and SQL services.

Modifying a device name

1. Inthe Network Configuration | Devices tree view, right-click a device and select

Rename.

2. Typein the new name.

Note that this does not change the hostname on the physical device. If you want the
hostname to match the device name, you must also modify the hostname.

About IP configuration of network interfaces on

devices

You can perform I P configuration of network interfaces when working with
aplaceholder device prior to discovery. When you add a device and choose
aparticular model, the model defines the number, type and usage charac-
teristics of network interfaces to expect on such adevice.

You can view and edit each network interface and set up 1P configuration
selecting an appropriate |P from the network to which each interface con-
nects. The process for editing |P configuration varies, depending on the
device's phase.

Placeholder device IP configuration

When working with a placeholder device, its network interfaces are indi-
cated in the user interface as unmanaged interfaces— that is, |P address
modification is only saved to the system description, not modified on the
actual device. When you double-click on an unmanaged network interface,
or if you select the interface and click the Edit button, the unmanaged net-
work interfaces dialog box is displayed.
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Discovered device | P configuration

Unmanaged Metwork Interface Details | X|
Deszcription: Unmanaged Metwark Interface on SI1TE-K.25 ummit
Type: Ethernet Interface 0
—Addrezsing
I etwark: IP Address
<Unassigned: - I PR I e T j
Control
Streaming
ISCSI [Primary Fedundant)
ISCSI [Secaondary Redundant] ;I
— Maming
Imterface Mame: DMS S uffis:
I SITEF.25ummit Set To Default | I
Aliases. |
[T Use Interface Mame/Aliases in Host Files SITE-R&IDddd

Ok I Cancel |

The Unmanaged Network Interfaces dialog box allows you only to save
changes to the system description.

Discovered device IP configuration

On adiscovered device, you edit network interfaces using the Managed
Network Interfaces dialog box.
Once a device has been discovered, the network interfaces are now man-

aged interfaces; changes are made on the actual device. To edit the network
configuration properties of the selected interface, double-click on the inter-

face or click the Edit button.
The Managed Network Interfaces dialog box alows you to edit and save
changes to the device.

Modifying unassigned (unmanaged) network
interfaces on MediaFrame devices

April 6, 2010

Prerequisites for thistask are as follows:

The system description has one or more M ediaFrame devices that are placeholder

The placeholder device has a one or more unmanaged network interfaces.

Use this task to modify unmanaged network interfaces on aMedia-
Frame devices asfollows:

MediaFrame server
MDI server
K2 BaseCamp Express
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» Encoder

» MediaFrame server: HAAR platform

For HAAR platforms, SiteConfig only recognizes the virtual server, not the
individual co-servers. Any modification of the HAAR network connectionsin
SiteConfig only apply to the virtual server.

1. Inthe Network Configuration | Devices tree view, select a MediaFrame placehol der
device.

Theinterfaces for that device are displayed in the interfaces list view.
2. Intheinterfaces list view, right-click an interface and select Edit.
The Unmanaged Network Interface Details dialog box opens.

Unmanaged Hetwork Interfface Details
Drezcription; Unmanaged Metwark, Interface on SITE-K25ummit
Type: Ethernet Interface 0
— Addressing
Metwork: IP Address:
<Unassigned: - |>¢¢<>¢¢<>¢¢<>¢¢< j
Control
Streaming
iISC51 [Primary Bedundant)
iI5C51 [Secondary B edundant) ;I
—Maming
Interface Mame: DS Suffis:
I SITE-K2Summit Set To Default | I
Aligzes.,. |
™ Use Interfacs MamedAliases in Host Files SITE-RAIDddd1
ok I LCancel

3. Configure the settings for the interface as follows:;

Setting... For control network interface
Network Control isrequired
IP Address The IP address for thisinterface on the network. Required.

Interface Name | The device host name. Required.

Set to Default Not recommended. Setstheinterface nameto SiteConfig default convention,
based on the root Site name and device-type.

Use Interface Unselected isrequired. Since not selected, the default behavior occurs, which
Name/Aliasesin | isto usethe device host name in the hostsfile.

Host Files

Aliases Not allowed
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‘ Setting... ‘ For control network interface ‘

DNS Suffix
interface name.

Allowed, if applicable to the network. The DNS suffix is added to the ‘

4. Click oK to save settings and close.

5. If configuring a MediaFrame server that is also on the corporate LAN, and your
device does not show acorporate LAN interface, add an interface to represent the
corporate LAN connection. Then repeat the steps to configure an interface for the
corporate LAN, with settings as follows:

Setting... For corporate LAN network interface

Network If using DHCP or external hostsfile, select the unmanaged network that you
configured earlier.

IP Address Select the I P address you plan to assign to the device.

Interface Name | These settings are irrelevant, as SiteConfig does not manage this network.

Set to Default

Use Interface
Name/Aliasesin
Host Files

Aliases

DNS Suffix For communication on some networks, a suffix, such as example.com, must
be added to host names.

6. Copy these configurations onto the virtual server.

7. Do not modify the IP addresses of the CoServer Link ports (Ports 1 and 2 of the
add-on card). They are used only for communication between the servers. Refer to
“MediaFrame server instructions. HAAR platform” on page 22.

8. Click oK to save settings and close.

About SiteConfig support on MediaFrame devices
Before SiteConfig can be used to discover or manage a device, the
device must meet the following requirements:

» The device must be a Microsoft Windows operating system device.

» The device must have Microsoft .NET version 2.0 installed, as reported in the
Windows Add/Remove Programs control panel.

» The ProductFrame Discovery Agent service must be running on the device, as
reported in the Windows Services control panel.lf the Discovery Agent has not
been installed, you need to install it. The installer isin the Discovery Agent Setup
folder under the SiteConfig install folder.
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If you suspect a problem with these requirements, do not attempt to install SiteConfig
support requirements. If you must restore SiteConfig support requirements, re-image

the system.

Discovering devices with SiteConfig

Prerequisites for thistask are asfollows:

» TheEthernet switch or switchesthat the support the control network are configured
and operational. If multiple switches, ISLs are connected and trunks configured.

e The control point PC is communicating on the control network.

» Thereareno routers between the control point PC and the devicesto be discovered.

» Devicesto be discovered are Windows operating system devices, with SiteConfig

support installed.

» Devices are cabled for control network connections.

1. Open SiteConfig on the control point PC.

2. Inthe toolbar, click the discover devices button. +~
The Discover Devices dialog box opens.

Dizcover Devices

i [=] B3

|

Hozt Mame | |nterface | IP Address | Type | Device Id
@, bwtnd-tracyel... Ethemet 0 10.1E.38.94 ControlPoint |<L|na$$igned>
5 urnmit-04 Ethermnet 0 10163872 K25ummitSta.. |<|_|n533igned>
#u k2 _serverl.gr... Ethemet 0 101E.36.163  K25erver I{Unassigned}
@ bvtnsl_enc-21  Ethemet 0 101E.36.181  GenencPC I <Unassigned:
@) bretral_svr-21 Ethernet 0 1016.36.180  GenericPC <Unassigned:
%Summﬂ-ﬂ-ﬁ Ethemet 0 10.16.40.144

K2 5ummit Stan. | Unassigned>

= Show cUERtassaned [NEVTEES

Rescan | |} Devicel

[ |

K | LCancel |

4

A list of discovered devicesis displayed.

3. Click Rescan to re-run the discovery mechanism. Y ou can do this if adevice that
you want to discover has its network connection restored or otherwise becomes

available. Additional devices discovered are added to the list.
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Assigning discovered devices

Prerequisites for thistask are asfollows:

» Devices have been discovered by SiteConfig
» Discovered devices are not yet assigned to adevice in the system description

» The system description has placeholder devices to which to assign the discovered
devices.

1. If the Discovered Devices Dialog box is not already open, click the discover

devices button .
The Discover Devices dialog box opens.

2. |dentify discovered devices.

 |If asingledeviceisdiscoveredin multiplerows, it meansthe device hasmultiple
network interfaces. Choose the interface that represents the device's currently
connected control connection. Thisistypically Ethernet ... O.

 |If necessary, select adeviceinthelist and click ID Device. Thistriggersan action
on the device, such as flashing an LED or gjecting a CD drive, to identify the
device.

3. To also view previously discovered devices that have already been assigned to a
device in the system description, select Show ... currently assigned devices.

The currently assigned devices are added to thelist. Viewing both assigned and
unassigned devicesin thisway can be helpful to verify the match between
discovered devices and placeholder devices.

4. Intherow for each discovered device, view items on the Device |d drop-down list
to determine the match with placeholder devices, as follows:

« If SiteConfig finds a match between the device-type discovered and the
device-type of one or more placeholder devices, it displays those placehol der
devicesin thelist.

« If SiteConfig does not find a match between the device-type discovered and the
device-type of a placeholder device, no placeholder deviceis displayed in the
list.

5. Inthe row for a discovered device, click the Device Id drop-down list and select
the placeholder device that corresponds to the discovered device.

If thereis no corresponding placeholder device currently in the system description,
you can select Add to create a new placeholder device and then assign the
discovered devicetoit.

6. When discovered devices have been assigned, click OK to save settings and close.

7. IntheNetwork Configuration | Devices tree view, select each of the devicestowhich
you assigned a discovered device.
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Modifying MediaFrame device managed network
interfaces

Prerequisites for thistask are asfollows:

» The physical device you are configuring has been discovered and isassigned to a
device in the SiteConfig system description.

* SiteConfig has communication with the device.
» Thedeviceisdefined in the system description with an appropriate network
interface.

Use thistask to modify managed network interfaces on aMedia-
Frame devices asfollows:

* MediaFrame server

* MediaFrame server: HAAR platform

* MDI server

* K2 BaseCamp Express

» Encoder

1. Inthe Interfaces list view determine the interface to configure, as follows:

* ldentify the interface with which SiteConfig is currently communicating,
indicated by the green star overlay icon. This should be the control network
interface.

» Verify that theinterface over which SiteConfig is currently communicatingisin
fact the interface defined for the control network in the system description. If
thisis not the case, you might have the control network cable connected to the
wrong interface port.

» Configurethe control network interface first before configuring any of the other
interfaces.

» Thecontrol connection should always be on thefirst port on the motherboard on
the device.

» After you have successfully configured the control network interface, return to
this step to configure each remaining interface.

2. Inthe Interfaces list view, check theicon for the interface you are configuring.

If theicon hasared stop sign overlay, it indicatesthat current settings and planned
settings do not match or that there is some other problem. Hover over theicon to
read a tooltip with information about the problem.

3. Inthe Interfaces list view, right-click the interface you are configuring and select
Edit.

The Managed Network Interface Details dialog box opens.
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Modifying MediaFrame device managed network interfaces

Managed Network Interface Details
"Contral Tean' an SITE-K2Summit
R Ethemet Interface 0 (Intel{R) PRO/1000 MT Dual Port Server Adapter - Packet Scheduler Minipart)
— MNaming
Interface Name: DMNS Suffoe:

|SITE-K2Summit Set To Default | I

[T Use Intefface Name/Aliases in Host Files {default is to use host name)

Addressing | Detaik |

Planned |Currerrt |
Metwork | IP Address Subnet Mask Gateway Allocation
R L O W, R, e, W, e e
1 curment IP Address will be removed. Add.. | Bt | Eesl |
DMS Servers:
Networlc IP Address Allocation
Add.. e | Bemove |

ok |[ cancel |

4. |dentify the interface on the discovered device that you are configuring.

 Identify Ethernet LAN adapters by their "Description” name. Thisisthe
Windows connection name. SiteConfig reads this name from the device and
displaysit at the top of thisdialog box. Thisisthe most accurate way to identify
the network adapter on the discovered device that you are configuring.

5. Configure naming settings as follows:

Setting... For network interface Control Connection

Interface Name | The device host name. Required.

Set To Default Not recommended

DNS Suffix Allowed, if applicable to the network. The DNS suffix is added to the
interface name.
Aliases Not allowed

Use Interface Unselected isrequired. Since not sel ected, the default behavior occurs, which
Name/Aliasesin | isto use the device host name in the hosts file.
Host Files
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Setting...

Interface Name

For network interface Corporate LAN

The device host name. Required.

Set To Default

Not recommended

DNS Suffix

Allowed, if applicable to the network. The DNS suffix is added to the
interface name.

Aliases

Not allowed

Use Interface
Name/Aliasesin
Host Files

Unselected is recommended. Typically this setting has no effect, since the
Corporate LAN does not use host files.

Do not modify the IP addresses of the CoServer Link ports (Ports 1 and 2 of the
add-on card). They are used only for communication between the servers. Refer to
“MediaFrame server instructions: HAAR platform” on page 22.

6. Evaluate settings on the Planned tab and change if necessary.

» Compare settings on the Planned tab with settings on the Current tab.

 |If you want to keep the current settings as reported in the Current tab, click
Remove to remove the planned settings.

» Do not specify multiple | P addresses for the same interface. Do not use the Add

button.

7. To modify planned settings, do the following:

a. Select the network settings and click Edit.
The Edit IP Address dialog box opens.

Edit IP Address | ]

Metworl::

<lnassigned:

Contral

Streaming
iSCS| (Primary Redundant)
iSCS| (Secondary Redundart)

Address Allocation:

[ static

IP Address:

=

[ #00  A =l

oK I Cancel

b. Edit IP address settings as follows:
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Setting...

Network

For network interface Control Connection

Control isrequired

Address Allocation

Satic is recommended.

IP Address The IP address for this interface on the network. Required.
Setting... For network interface Corporate LAN
Network Corporate LAN isrequired

Address Allocation

DHCP istypical.

IP Address

When DHCP is selected, you cannot select an IP address.

Thenetworkslisted inthe Edit |P Address dialog box are those currently defined
in the system description, with available settings restricted according to the
network definition. If you require settings that are not available, you can close
dialog boxes and go to the Network Configuration | Networks tab to modify
network settings, then return to the Edit IP Address dialog box to continue.

8. When you have verified that the planned settings are correct, click Ok, then Yes to
apply settings to the device and close.

A Contacting Device message box reports progress.

9. After configuring control network settings, do the following

a. If amessageinforms you of a possible loss of communication, click OK.
This message is normal, since thisis the network over which you are currently

communicating.

b. Inthe Devicelist view, observe the device icon and wait until the icon displays
the green star overlay before proceeding.

Theicon might not display the green star overlay for several seconds as settings
are reconfigured and communication is re-established.

c. Inthe Interfacelist view, right-click the interface and select Ping.
The Ping Host dialog box opens.

If ping status reports success, the interface is communicating on the control

network.

Making the host name the same as the device name

1. Verify that the current device name, as displayed in the SiteConfig tree view, isthe
same as your desired host name.

April 6, 2010

2. Inthe Network Configuration | Devices | Device list view, right-click the device and

select Edit.

The Edit Device dialog box opens.

3. If the host name is currently different than the device name, click Set to Device
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Name.

This changes the host name to be the same as the device name.
4. Click OK.

Pinging devices from the control point PC

You can send the ping command to one or more devices in the system
description over the network to which the control point PC is connected.
Typicaly thisisthe control network.

1. Inthe Network Configuration | Networks tree view, select anetwork, site, or system
node.

2. Inthe Deviceslist view, select one or more devices. Use Ctrl + Click or Shift +
Click to select multiple devices.

3. Right-click the selected device or devices and select Ping.
The Ping Devices dialog box opens and lists the selected device or devices.

The Ping Devices dialog box reports the progress and results of the
ping command per device.

About hosts files and SiteConfig
SiteConfig uses the network information in the system description to
define a hosts file and allows you to view the hosts file. SiteConfig
can manage this hostsfile on Windows operating system devicesthat
are in the system description and that are part of a SiteConfig man-
aged network.
When you have successfully assigned devices and applied planned
network settings to interfaces, it is an indication that host table infor-
mation, as currently captured in the system description, isvalid and
that you are ready to have SiteConfig assemble the host table infor-
mation into a hostsfile. Your options for placing this host table infor-
mation on devices are as follows:

* If you do not want SiteConfig to manage your host table information, you can
manage it yourself. Thisistypicaly the caseif your facility has an existing hosts
file that contains host table information for devices that are not in the SiteConfig
system description. In this case, you can have SiteConfig generate a single hosts
file that contains the host table information for the devicesin the system
description. Y ou can then copy the desired host table information out of the
SiteConfig hosts file and copy it into your facility hosts file. Y ou must then
distribute your facility hosts file to devices using your own mechanisms.

 If youwant SiteConfig to manage all information in hostsfiles on devices, you can
have SiteConfig copy its hosts file to devices. In so doing, SiteConfig overwrites
the existing hostsfileson devices. Therefore, thisrequiresthat all devicesthat have
name resol ution through the hostsfile be configured accordingly in the SiteConfig
system description.
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If you choose to have SiteConfig write hosts files to devices, the pro-
cess consumes system resource and network bandwidth. Therefore
you should wait until you have verified the information for all
devices/interfaces in the host file, rather than updating hosts files
incrementally as you discover/assign devices.

SiteConfig does not automatically deploy hosts files to managed
devices as you add or remove devices. If you add or remove devices
from the system description, you must re-deploy the modified hosts
fileto all devices.

Generating host tables for devices with SiteConfig
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Prerequisites for thistask are asfollows:

Planned control network settings are applied to control network interfaces and
devices are communicating on the control network as defined in the system
description.

Interfaces for networks that require name resolution via the hosts file, such asthe
FTP/streaming network, have settings applied and are communicating.

Y ou have viewed host names, as currently defined in the system description, and
determined that they are correct.

The control point PC is added to the system description so that it isincluded in the
host tables generated by SiteConfig.

. Inthe Network Configuration | Networks tree view, select anetwork, site, or system

node.

. Click View Hosts file.

A Hosts File Contents window opens that displays the contents of the hosts file as
currently defined in the system description.

3. Verify theinformation in the hosts file.

. Do one of the following:

* If you are managing host table information yourself, click Save As and save a
copy of the hosts file to alocation on the control point PC. Then open the copy
of the hostsfile, copy the desired host table information from it, and paste it into
your facility hosts file as desired. Then you can use your own process to
distribute the facility hostsfile to devices. Remember to distribute to the control
point PC so that SiteConfig and other management applications such as
K2Config can resolve network host names.

 If SiteConfig is managing hosts files, do the following:

Writing hosts files to multiple devices consumes system resource and network
bandwidth. Thereforeit isrecommended that you wait and do this after the system
is complete and fully implemented, rather than updating hosts filesincrementally
as you discover/assign devices.

a. Inthe Network Configuration | Devices | Devices list view, right-click adevice to
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which you intend to write the hosts file and select View Current Host File.

A Host File Contents window opens that displays the contents of the hosts file
that is currently on that actual device.

b. Verify that thereisno information that you want to retain in the device' s current
hosts file that is not also in the hosts file as currently defined in the system
description. If you need to save the device's current hostsfile, click Save As and
save to adifferent location.

c. Inthe Network Configuration | Devices | Devices list view, right-click adevice or
use Ctrl + Click to select multiple devices, and select Update Host File.

The current hosts file is overwritten with the hosts file as defined in the system
description.

Create record of software installed on devices

If you have not already done so, create a document to keep track of
the software that you plan to install on each of your system devices,
according to your system design. Thisis especially helpful for
Aurora product devices.

Where to install Browse/MediaFrame software roles

The following table lists the Browse and MediaFrame software roles
and the machines that each of these software roles need to be
installed on. In some cases, the machine on which you install a soft-
warerole differs depending upon the configuration of your particular
MediaFrame or BaseCamp Express system, as well as upon the par-
ticular machines in your system.

As you proceed with subsequent tasks and remove/add software
rolesto devicesin SiteConfig, you can refer to your table and make
sure you are assigning software roles correctly.

Add rolesto devicesto tell SiteConfig where to deploy software
when you add software cabs to the deployment group. Removing
roles does not automatically remove the software from the device. To
remove software using SiteConfig, you must remove the role and
then uninstall the completed deployment task.
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7)) —
g |, S
s |9 2 S |5
f 5- 3. b 3
(8]
Software roles/Machine % g E g % g 5
Q |82 |82/ & =
17 L @ L nlg m
o = |G o3 s =
o 58 |5 o 2 S @
~ 2E |2 g|0 5 £
Y S8 (=== < N
Aurora Browse client application X X X
MediaFrame Core Services X X X
MediaFrame Proxy MDI X X X
MediaFrame Generic FTP MDI xa xa xXa
MediaFrame K2 MDI Xb | XP XPb
MediaFrame K2 Summit MDI Xb Xb Xb
MediaFrame M-series MDI Xb Xb XP
MediaFrame Profile MDIC Xb | XP XP
MediaFrame News MDI Xd | xd Xd
MediaFrame NTFS MDI X4 | xd Xd
MediaFrame FlashNET MDI Xb | XP XPb
MediaFrame DIVA MDI Xb | XP XPb
MediaFrame Proxy Encoder Xe X X
Aurora FTPf X X
Smart Bins X
SmartBins Encoder X
GVG MLib X9 X9 X9 | X X
StorNext File System Client(non K2 only) X X
Generic iSCSI Client (non K2 only) X X
NetCentral PC Monitoring X X X X X X

a

b.

If the system includes a nearline.
If the system includes a machine of thistype.

¢ When you install the Profile MDI, you also need to install the Profile X P soft-
ware. You cannot installa Profile MDI and aNews M DI on the same machine.

4 If the system includes a NewsShare (DSM).
If BaseCamp Express does not have a Proxy Encoder sever connected.

News-based systems now use the K2-Aurora FTP(Aurora Assets) FTP server
for transfers to and from the NewsShare system, and for News-based K2
BaseCamp Encoders

9 If the MediaFrame News MDI isinstalled on the server.
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Removing a software role from a device

1. In the Software Deployment | Devices tree view, expand a device's node to expose
the roles currently assigned to the device.

2. Right-click the role you want to remove and select Remove.
Theroleis removed from the device in the tree view.

Adding a software role to a device

1. Inthe software Deployment | Devices tree view, right-click the device and select
Add Role.

The Add Role dialog box opens.

Add Role

Device Type:  oooodenod oo

Description: 2 a0 2o 2o

Add Role(s]: e S e
I 0
P N0, RN, NN,
R, P, o,
N a0, P, P,

[ OF. H Canicel I

The Add Role dialog box displays only those roles that SiteConfig allows for the
selected device type.

2. Select therole or rolesthat you want to add to the device. Use Ctrl + Click or Shift
+ Click to add multiple roles.

3. Click OK to save settings and close.
The new role or roles appear under the device in the tree view.

Distribute devices into deployment groups

You can gather devices of different typesinto a SiteConfig deploy-
ment group. This allows you to deploy software to all the devicesin
the deployment group at the same time, as part of the same deploy-
ment session. Based on the roles you have assigned to the devices,
SiteConfig deploys the proper software to each device. This
increases the efficiency of your software deployment with SiteCon-
fig.

If you have not already done so, configure your deployment groups.
To configure deployment groups, refer to “ Configuring deployment
groups’ on page 66.
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The recommended deployment group distribution is as follows.
Depending on your system design, your system might not have all
the device types listed.

In a deployment group named "Aurora_Edit_Ingest_Playout", place the following
devices:

» AuroraEdit workstation of any storage options. Shared storage, NA S storage, and
stand-alone.

» AuroraEdit LD computer
« DSM

» Conform Server

* SmartBin Server

* FTP Server

» Auroralngest workstation
* IEP

» Aurora Playout computer

In a deployment group named "Aurora_Browse_MediaFrame", place the following
devices:

* MediaFrame server

e MDI server

» AuroraProxy Encoder
* K2 BaseCamp Express

If you have a K2 Nearline SAN (NAS), in adeployment group named for the SAN
system, place the following devices:

* The Nearline SAN's K2 Media Servers.

Setting deployment options

Pre-requisites for this procedure are as follows:

» A software package has been assigned to the deployment group and applicable
deployment tasks are now displayed in the Tasks area.

1. In the Software Deployment | Deployment Groups tree view, select a deployment
group.

2. Inthe Tasks list view, view tasks and determine if you must set deployment
options. Tasks that need to have deployment options set display in the Details
column a message stating “ Deployment options required.”

If you select atasks that needs to have its deployment options set, the Start
Deployment button is disabled and the message is displayed next to the button.

3. Proceed with next steps to set deployment options for the following:
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« GVG_MLib

* MediaFrame Server

* Proxy Encoder

» Aurora Suite

4. Do one of the following to set deployment options.
» Double-click the task.

» Select the task and click the Options button.
A wizard opens.

5. Work through wizards and set deployment options as follows:

Software Deployment options
GVG_MLib Enter the name(s) of the K2 Media Server(s) with the role of file system
server (FSMs)

MediaFrame Server

and Proxy Encoder -
# Property Set Editor E|

Services Account Information
Specity MediaFrame service credenbialz

Please specify the credentials to be used for nunning MesdiaFrame services.
This account must have adminishistive privileges and ights o log an a2 &
saivice. |l should be in the fom DOMAIN ussmame o

ACHINENAME \wizamame.

Login ID:

Password:

(%) Enter Options urique to this Largst

© Use Dpians from:

Enter the service credentialsto be used. Y ou can enter adomain account or
alocal account in the format domain\accountname or
machinenameée\accountname. In the case of using alocal account, it is
advisableto enter it as“.\accountname” wherethe“.” meansalocal account.
Entering the local account in this way allows you to use the “Use Options
from” featurefor al other devices of the same type. Once you enter thelocal
account in thisway on thefirst device, it becomes the template from which

options for other devices are copied.
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Software Deployment options

Aurora Suite

7 Property Set Editor E

DSM Information
Enber DSM and zhared drive infommation

Specily dalabase serve,
Database Server | THEER

Specily shared AY s path. For examole, V-\WViDinAVFiles
Shated AV Files: Wil Fibae

Please enter the lesters, zeparated by a comma, of the shaned AV dimees uzed by thiz spshem
Shaed AV Dives |V

(%) Entei Dptians urique 1o this Laigst
) Uss Dptians from

Next >

Enter the Database server (DSM,) shared AV files, and shared AV drives.

i Property Set Editor m

Cache and Local Diive Info
Enker the locations for local and cache files

Select the local AV fles location. Thiz should be on a high speed local dine
Local AV Files:
D Wik Fikee

Select the local cache files location. This should be on 2 high speed local diive.
Cache Files
D \WibiintéW Cache

(%) Enter Options urigue 1o this Laigst
() Use Opbirs from:

Enter local AV files and cachefiles.

6. If you have multiple devices of the same type, you can enter deployment options
for one of them using the wizard. Then, when you bring up the same wizard on
every device, you can choose the Use options from radio button and select the first
device for which you set options.

SiteConfig copies the options you set for the first device and fillsin the blanks on
the wizard.
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Configuring deployment groups

Prerequisites for this procedure are as follows:

» Thedeviceisassigned in the SiteConfig system description and network
connectivity is present.

1. Inthe Software Deployment | Deployment Groups tree view, right-click thetop node
and select Add Deployment Group.

A deployment group appearsin the tree view.

2. Right-click the deployment group, select Rename, and enter a name for the
deployment group.

3. Right-click the deployment group and select Add Target Device.
The Add Target Device(s) wizard opens.

Add Target Devicels]

Choosze one or more devices upon which to deploy the zoftware.

Awailable target devices: Select target devices from list below:
= [ Systemn MCDC
=& SITE SITE-EP
édf K25 urnmiitS tamdalote SITE-K2MCIntStorage
- SurnmnitD Citorage
g BHOB4501EE SurmitlntStorage
=& MCDC
-4 SITEJEP

- SITEK2MCIntStorage
g SummitDCstorage
g SummitintStorage

.L\n Saorme devices are not listed because they are already members of other Deplovment
Groups.

QK | Cancel |
A

4. Inthe Available Target Devicestreeview, select the node that displaysthe devices
that you are combining as a deployment group.

5. In the right-hand pane, select the devices that you are combining as a deployment
group.
To select multiple devices, you can drag through the devices, use Ctrl + Click, or
use Shift + Click.

6. Click oK.
The devices appear in the Deployment Groups tree view under the
deployment group. Before you perform a software deployment, you

must check software on the devices that will be receiving new soft-
ware. If you have already added packages to the group, on the
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Deployment Groups tab you will also see deployment tasks gener-
ated for every device with roles that match the package contents.

Install prerequisite files on the control point PC

Some software components, such asthose for Aurora products, share
common prerequisite software. You must install a prerequisite soft-
ware package on the control point PC to make the prerequisite soft-
ware available for software deployment to devices.

1. Check release notes for the required version of prerequisite files, if any.

2. On the SiteConfig control point PC, open Windows Add/Remove programs and
look for Grass Valley Prerequisite Files, then proceed as follows:

« |If therequired version of prerequisitefilesisinstalled, do not proceed with this
task.

 If prerequisite files are not installed or are not at the required version, proceed
with this task.

3. Procure the required prerequisite software installation file. The file nameis
Prerequisite Filesmsi.

4. On the SiteConfig control point PC, run the installation file. The installation
program copies prerequisite filesto C:\Program Files\Grass Valley\Prerequisite
Files.

About deploying software

April 6, 2010

You must control the sequence of tasks and device restarts as you
install or upgrade software. The exact steps can vary from software
version to version. The following sequence of SiteConfig tasksis
typical:

1. Check currently installed software.
2. Add software package(s) to deployment group(s).
3. Set deployment options.

4, Deploy (install or upgrade) software.
Your product's release notes have the specific task flow for the ver-
sion of software you are installing. The release notes are written for
upgrading software on existing systems, but if you are installing soft-
ware for the first time on a new system, the steps are essentially the
same. The primary difference isthat when installing software for the
first time, the SiteConfig "uninstall” deployment tasks are not dis-
played.
Make sure you follow the documented task flow in the release
notes for the version of software you areinstalling or to which you
are upgrading.
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Add software package to deployment group for
Aurora Browse devices

Prerequisites for thistask are asfollows:
» You can access the software package file from the SiteConfig control point PC.
» The devices to which you are deploying software are in a deployment group.

* Toreview which softwarerolesto install on which machine, see “Where to install
Browse/MediaFrame software roles’ on page 60.

Use thefollowing procedure to add one or more software package installation filesto
the deployment group that contains the devices in the following list. Depending on
your system design, you might not have all of the device-types listed:

* MediaFrame server

* MDI server

» AuroraProxy Encoder
» K2 BaseCamp Express
» Aurora Suite

For thisrelease of software, identify and add software package installation files as

follows:
Software File name
MediaFrame Server Medi aFr ameSer ver _7. 0. 0. xxxx. cab
Aurora Proxy Encoder Aur or aPr oxyEncoder _7. 0. 0. xxxx. cab
Aurora Suite Aur oraSuite_7. 0. X. xxxx. cab
Grass Valey Windows Monitoring SNMP agent | PCMVbni t ori ng_x. X. X. Xx. cab

Depending on the K2 software version of your K2 SAN, also add software package
installation files as follows:

NOTE: Add filesfor either 3.x or 7.x. Do not add files for both 3.x and 7.x.

* If your devices access storage on aK2 software version 3.x K2 SAN, add software
package installation files as follows:

Software compatible with 3.x K2 SAN File name
Generic iSCSI client Cenericl SCl _x86_3. x. x. cab
GVG MLib software GVG_M.i b_3. x. xxxx. cab

* |If your devices access storage on aK 2 software version 7.x K2 SAN, add software
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package installation files as follows:

Software compatible with 7.x K2 SAN File name
Generic iSCSI client CGenericl SCl _x86_7. x. XX. XxxXxx. cab
GVG MLib software GVG_MLi b_7. x. XX. XxxXxx. cab

SNFS is bundled with the Generic iSCSI| cab file.

1. In the Software Deployment | Deployment Groups tree view, select a deployment
group.

2. Click the Add button. The Add Package(s) dialog box opens.

3. Do one of the following to select the software package:
» Select from the list of packages, then click oK.
» Click Browse, browse to and select the package, then click open.

4. If one or more EULASs are displayed, accept them to proceed. If you do not accept
aEULA, the associated software is not assigned to the deployment group.
SiteConfig adds the package to the deployment group.

The package appearsin the Managed Packages|ist for the sel ected deployment group.
SiteConfig creates new software deployment tasks for the package and displaysthem
in the Taskslist view.

Installing software on Aurora Browse devices
Prerequisites for thistask are as follows:

» Thedevicesthat you are installing are in a deployment group.

» For the software you are installing, you have added a version of that managed
software package to the deployment group.

» Prerequisitefiles are installed on the control point PC.

» You haverecently donethe SiteConfig "Check Software" operation on the devices
you are installing.

1. In the Software Deployment | Deployment Groups tree view, select the device or
the group of devices for which you are installing software.

The corresponding software deployment tasks are displayed in the Tasks list view.

2. For the software you are installing, select the Deploy check box in the row for the
install task.

3. For installing Aurora Browse and MediaFrame and Aurora Suite devicesto this
release, deploy the following tasks:

» MediaFrameServer 7.0.0.xxxx Install

» AuroraProxyEncoder 7.0.0.xxxx Install

* Aurora Suite 7.0.0.xxxx Install

» Genericl SCI x86 xxxx.xxxx Install (version must be compatible with K2 SAN)
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* GVGMLIib xxxx.xxxx Install (version must be compatible with K2 SAN)
* PCmonitoring x.x.X.xx Install

Also, you must install or upgrade SNFS with this release, so deploy the following
tasks at the same time:

Managed Package Action
SNFS nonK 2 Xxxxxx Uninstall
SNFS nonK 2 3.5.xxsss Install

NOTE: The Aurora Browse Release Notes contains the latest versions of software.

When using SiteConfig for upgrades, the SNFS upgrade is required even if you are
aready at the current version. The upgrade resets SNFS version information for
SiteConfig.

NOTE: If there are dependencies, SiteConfig can enforce that some tasks be
deployed together.

4. Check the area next to the Start Deployment button for a message.

If amessageinstructs you to upgrade the Discovery Agent, on the control point PC
go to the directory to which SiteConfig isinstalled, find the
DiscoveryAgent_x.x.x.x.cab file, add it to the deployment group, and deploy the
Discovery Agent software aswell.

5. Click the Start Deployment button.

Deployment tasks run. If upgrading, software is uninstalled. Progressis reported
and next steps areindicated in both the Status and Details columns. If an error
appears regarding prerequisite software, install the prerequisite files on the control
point PC and then repeat this step.

6. When the Status or Details columnsindicate next steps, identify the softwarein the
row, then proceed as follows:

 For K2 software, when Details displays a Restart required link, click the link and
when prompted "...are you sure...", click Yes.

The device restarts.

Deployment tasksrun and software isinstalled. Progressisreported and next steps
areindicated in both the Status and Details columns.

7. When the Status or Details columnsindicate next steps, identify the softwarein the
row, then proceed as follows:

» For K2 software, when Details displays a Restart required link, click the link and
when prompted "...are you sure...", click Yes.

8. Monitor progress as indicated by both the Status and Details column. When
finished, the Status column indicates compl ete.

9. Regtart al MediaFrame devices. Thislast restart is required, regardless of whether
the Details column does or does not display "Restart required".
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Y ou can use the topicsin this chapter in the following ways:

Initial configuration — After your system components are rack mounted, cabled,
and the physical installation processis complete, continue with the configuration
instructions in this chapter to create aworking system. Y ou can follow the Basic
path or the Advanced path through the core configuration stages, as explained
“Configuration overview - K2 storage” on page 72.

Customizing — After the system is functioning, you can go back to the
configuration pages and modify the settings to customize the system to fit any
specia workflow requirements.

Thetopicsin this chapter include the following:

“Configuration overview - K2 storage’ on page 72
“Prepare for core configuration stages’ on page 73
“MediaFrame stage’” on page 82

“Encoder stand-alone stage” on page 105

“Encoder + Server stage” on page 115

“Archive stage” on page 123

“Deploy remaining machines for full system” on page 131
“Test system level interactions’ on page 131

“Add Aurora Browse Clients’ on page 132

“Managing Aurora Browse User sessions’ on page 135
“Adding custom fields and metadata mapping” on page 136
“About bin and asset naming limitations’ on page 139
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Configuration overview - K2 storage
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Thisflowchart illustrates the major tasks required
for configuring asystem that accesses K 2 storage.

Before beginning thistask flow make surethat the
K2 storage and i SCSI networks are set up.

Core configuration tasks are broken down into
stages. Y ou can work through the configuration
stages in different ways, as follows:

If you are new to the system, follow
the Basic path.This path allows you
to learn the system and resolve
configuration problems in stages,
with a minima number of
configuration variables and
machines added to the system at
each stage. Then, after you have
gained the understanding to make
each stage of the system work
properly, configure the remainder of
the system and add all machines.

If you are experienced with the
system and you want the fastest
possible configuration, follow the
Advanced path and configure the
entire system in one pass, adding all
machines at each stage.

Y ou can aso choose a combination of Basic and
Advanced paths to suit your level of
understanding and the design of the particular
system you are configuring.

Thistask flow assumes the use of the standard
Aurora Browse application for testing and
verification. If using Aurora Edit LD, refer to the
AuroraEdit Release Notes, which arefound on the
Aurora Suite CD.
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Prepare for core configuration stages

Do the following tasks in preparation for the configuration of core system
functionality.

» From each machine in the MediaFrame system, verify that you can ping all the
devicesthat the M ediaFrame server needs to communicate with over the control or
FTP network.

 For the machines that need to communicate with an FTP server, verify you can log
in to that FTP server using the credential s that the system will be using.

Prepare MediaFrame Server for News systems

If using the M ediaFrame server with aNews system, you need to add a user to thelist
of users and give the proper permissions.

1. In Computer Manager, select Local Users and Groups | Users.
2. Add the appropriate user:
e |f onadomain, user: Vibrint Service
 If not on adomain (local user), user: VibrintLocalService
3. Enter the password: Vibrint01801 (the password is case sensitive).
4. Add the user to both the administrator group and theiis wpg group.

5. Add the nbadmin account. This account needs to be on every MediaFrame, K2
BaseCamp Expressor MDI server and every encoder. Typically, the username and
password are nbadmin and newsat10.

6. Add nbadmin to both the administrator group and the iis_ wpg group.

Prepare encoders

» For K2 systems, make sure SNFS and i SCSI softwareis correctly installed. Refer
to “ Aurora Browse/MediaFrame installation checklists” on page 35.

» Add encoders to the K2 Storage System, as explained in the following section.
Refer to “Add encoders to the K2 Storage System”.

* Onvyour Aurora Proxy Encoders, in the Aurora FTP configuration, make sure that
the driveismapped to the K2 or AuroraShare storage. V erify that the mapped drive
isV:, unless there are multiple volumes, in which case the mapped drives are V:,
W, X5, Y.

Add encoders to the K2 Storage System

April 6, 2010

If your system includes a K2 Storage System, you must add Aurora Proxy Encoders
to the K2 Storage System, as instructed in this section.

Beforeyou add the encodersto the K2 Storage System, refer to the K2 Sorage System
Instruction Manual and other procedures in this manual as necessary to verify the
following:

» Make sure you've installed the software required for K2 support on the Aurora
Proxy Encoders and SmartBin encoders. Refer to “ Aurora Browse/M ediaFrame
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installation checklists’” on page 35.
 Set up the Control Point PC.
NOTE: The Control Point PC cannot be a K2 client, K2 Media Server, Aurora
Proxy Encoder, or SmartBin encoder, nor can it be part of a computer that is
running any Profile XP software.
* Runthe K2 Configuration application to set up the K2 Server and the GigE switch.
» Connect the Aurora Proxy Encoders and SmartBin encodersto the K2 Server via
the GigE switch. Thisis the storage connection.
Configuring encoders with the K2 System Configuration application
Y ou use the K2 System Configuration application wizard to configure each of the
Aurora Proxy Encoders on the iSCSI network.

NOTE: Depending on your configuration (workgroup or domain) you must have the
same local or domain-supplied username and password, with administrative
privileges, across all the machinesin your Aurora Browse system. For more
information, see “ About the administrator account” on page 80.

1. On the Control Point PC, open the K2 System Configuration application.

2. At the login dialog box, log in with the correct administrator account.
By default thisis asfollows:

* User name: administrator

e Password: adminK?2

The K2 System Configuration application appears, displaying a hierarchy of
machines with the K2 Media Server at the top, followed by the GigE switch, and
then each of the K2 clients:

_‘n._. K2 System Configuration

Eile K2 System Device Help
G +

Mew K2 System | Retrieve Configuration
EE]

[+ ﬂg K.2 Media Server . .
&= [Switchl] ISCSI
& [ISCSIClentT]
& [ISC5IClent2] —Sumnmary
4 [ISC5IClent3]
& [ISC5IClentd]
% [ISCSIClents] Description : Level 2 Hon redundant K.2 system
& [ISC5IClentE]
& [ISC5IClent?]
& [ISC5IClentd]
& [ISC5IClentd]
% [ISCSIClent10] Number of Ethernet switches 1
& [ISC5IClent1 1]

]

Remove

Storage Utility

Take Offling Add Device Rename | Server Control Panel

Number of servers : 1

MNurnber of FC switches : ]

Number of clients : 1
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Add encodersto the K2 Storage System

3. Toadd an Aurora Proxy Encoder or SmartBin encoder to thelist, do thefollowing:

a. Select the media server and click Add Device.

Add Device

—add Device

Select one of the following devices to add ta this system

K2 Media Server

= Ethemet Switch

" Fibre Channel Switch
" K2 Media Clignt

f* Generic Client

]S I Cancel |

b. In the Add Device window, click Generic Client and click OK.
A new client device gets added to the hierarchy.

4. Select the client to be configured in the hierarchy view and click Configure.
NOTE: If your system hasa large number of clients, you are prompted torestart the

K2 Media Sever when you configure clients and crossthe following thresholds: 64
clients, 80 clients, 96 clients.

/8 client Configuration - Page 1

Hostharme

Enter the hostname or IP address of the client to configurs : |ian-nb-adv—1

Storage access

Select the methad by which thiz client will accezs the shared storage (& J5C5

{~ Fibre Channel

< Back I Mest » I Cancel |

5. At the Client Configuration - Page 1 screen, do the following:
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a. Enter the machine name of the Aurora Proxy Encoder or SmartBin encoder you

are configuring (such asi r on- nb- adv- 1).
b. Selectiscsi.

c. Click Next.

i@ Network Configuration

—Metwork Configuration

The following list identifizs all the Ethemnet ports found on this device. You cat modify the
@ IP address and subnet of all portz that are not DHCP enabled by selecting the
appropriate row and clicking the "Modify" button,

Pt | DHCP | MAC Address | 1P Address | Subnet
Port #0 Ves 00:11:4314:C24F 10165857 255,255, 252.0
Fort #1 Na O0:0F:0C:E4:56:38 192168015 255, 255, 255,00

Modify... |

< Back I Mest » I Cancel |

6. At the Network Configuration screen, click Modify to change the | P address and
subnet of network adapters for this machine, and then click Next. Y ou cannot
configure the adapter over which the K2 System Configuration application is

currently communicating.
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ﬂgﬁle System Client Configuration E

r—File system client configuration

Thiz file spztem client will connect to the file zystem server(z) lizted here.

@ File system server #1 Iiscsi

File aystem drive letter Im vl

File spstem client parameters : Configured cormrectly

Check |
< Back I Mest > I Cancel |

7. At the File System Client Configuration screen, enter the drive letter you wish to
configure astheiSCSI drive on the encoder machine; this|etter should bethe same

for all machinesthat are iISCSI clientsin this K2 Storage System.

8. Click check. (If you do not click Check, some settings are not applied.)

9. Click Next.

[misCsI Initiator Configuration

—dwvailable iSCS] targets

Bridge Server | i5C51 Target IP Address | Bandwidth Subsciibed | Bandwidth Available |
iscsi 152.168.0.150 0 100
iscsi 192.168.0.100 ] 100

—Bandwidth zubscription and target azsignment

Enter thiz client's bandwidth requirements by clicking the Modify button. Based on the bandwidth
input, an appropriate target will be assigned to this client.

Current bandwidth subscription [MESSec] : 0 Madify... |
Azzigned target : I vl

Secondary target : I
< Back I Hext > I Cancel |

10.At theiSCSI Initiator Configuration screen, enter client bandwidth:;
a. Click Modify.

Aurora Browse Installation and Configuration Guide




Chapter 5 Configuring the system

i5C5I Client Bandwidth Input [ x|

r— B andwidth Input

E ztimate the total bandwidth requirement that thiz client will need. This value iz
uzed to load balance iSCSI clients across multiple iISCSI ports on the K2
Server

E ztimated file system bandwidth [MBYsec] : I 7

Azzign TOE | Cancel |

b. Enter the total bandwidth requirement for this encoder machine. (For
instructions see the next section, “ Cal culating encoder bandwidth” on page 78).

c. Click Assign TOE.
11.Click Next.

4, At the Completing the Configuration Wizard screen, click Finish.
The wizard closes and the encoder reboots.

5. Repeat this procedure for each Aurora Proxy Encoder or SmartBin encoder that is
an iSCSI client on the K2 Storage System.
Calculating encoder bandwidth

Onefeature of the K2 iSCSI network isits ability to load balance each iSCSI client’s
connection to the K2 storage system. In order to do this, calculate the amount of
bandwidth each client machine will use, using this formula:

(Video Bit Rate in Mbps x Number of Streams) / 8 (to convert to MB)

1. Determine the highest bit rate you use on the Aurora Proxy Encoder or SmartBin
encoder.

Thebit ratesfor the DV formatsare: DV 25 = 28.8 Mbps, DV50 = 57.6 Mbps; and
DV 100 = 115.2 Mbps for the NTSC and PAL video formats.

MPEG bit rates are variable; enter the bit rate set in Aurora Edit.

2. Multiply the highest bit rate by the number of streams that are licensed on this
machine.

3. Divide that number by 8 to convert Mbps to MB.
4. Round the MB number up to the nearest integer.

5. Enter this number in the iISCSI Client Bandwidth Input screen in the K2
Configuration application wizard.

6. At the conclusion of the configuration process, the K2 Configuration application
restarts the encoder.
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Prepare NAS - Condor

April 6, 2010

This section describes how to prepare the Condor NAS for the Aurora Browse
networks. For information on how to install and configure the NAS for your K2
system, see the K2 Storage System Instruction Manual and the K2 Lx0 RAID Storage
Instruction Manual.

If you are configuring the Windows Fastora NAS for the Aurora Browse network,
refer to “NAS instructions - Fastora” on page 180.

Before you prepare the NAS, make sure the following requirements are met:

» The MediaFrame Server and NAS need to have the clocks set to the same time, or
they need to be connected to the network for NTP.

» Depending on your configuration (workgroup or domain) you must have the same
local or domain-supplied username and password, with administrative privileges,
across all the machinesin your Aurora Browse system. For more information, see
“ About the administrator account” on page 80.

To configure the Condor NAS for the Aurora Browse networks, do the following:

1. From any Control network machine, enable the network to recognize the NAS by
adding an IP address within the 192.168 range.

2. Make a share. Share name: media.

3. Assign user privileges for the mediafolder asfollows:
Everyone — Modify
administrators — Full Control

4. Click OK.

Verify Proxy NAS accessfrom Control network machines, which are machines of the
following types:

» MediaFrame server/K2 BaseCamp Express
» Aurora Proxy Encoder
To verify access, from each production network machine do the following:

1. Open Windows Explorer and navigate to the mediadirectory onthe NAS. Y ou can
do this with the following path:

\\root - nb- nas- 1\ Medi a

2. Verify basic read/write capabilities by creating, modifying, and deleting asimple
text file.

To verify access from client network machines, choose a machine on the Corporate
LAN network that can represent a Aurora Browse client PC and that is convenient for
testing.

3. Verify that Aurora Browse client PCswill have modify rights.

Aurora Browse Installation and Configuration Guide
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About the administrator account

Depending on your configuration (workgroup or domain) you must have the same
local or domain-supplied username and password, with administrative privileges,
across all the machinesin your Aurora Browse system. This account is critical for
most Aurora Browse proxy access, as explained in this section.

The same local administrator account is required on the following machines:

Proxy NAS machines
Aurora Proxy Encoder
SmartBin encoder
MDI server
MediaFrame server
AuroraDSM

K2 systems
M-SeriesiVDR
Profile XP

All NAS machines require that an administrator account has permission to the folder
on the NAS that the encoders write to, and that the M ediaFrame server reads from.

The basic principle isthat any service that requires write access to the Proxy NAS
must run as the same administrator account. Thisis alocal machine account (NOT a
domain account). Thisincludes all encoders, the MediaFrame server, the News M DI,
the Proxy MDI (which deletes files off of the Proxy NAS) and the Profile MDI.

On K2 systems and M-SeriesiVDRS, security isinvoked, which requires
administrator privilege. This privilege comes from the administrator account,
(identical username and password) on the local machine, which isidentical with the
administrator account on the other devices.

From a Windows networking perspective, when a user account is defined on alocal
computer rather than a Domain Controller, the account isa“local” account, whose
complete name is <computer name>\<username>, rather than
<domain>\<username>. For example, with an encoder named Encoderl, a
MediaFrame server named Serverl, and aNAS named NASL, there are three separate
local accounts: Encoder 1\admin, Server1\admin, and NASL\admin.

Accessing services

Software components are distributed among the machines that make up the system.
These software components run as Windows services. A machine hasthe servicesthat
correspond to the software components it hosts.

Click start | Settings | Control Panel | Administrative Tools | Services to access the
services. All service names start with “GV ...”, so they group together in the services
list.

Refer to “Ports and services mapping” on page 47 for alist of services.
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Accessing system configuration settings

Once you have installed MediaFrame Config tool, you can access the configuration
sections from the M ediaFrame Configuration Manager. From the Start menu,
navigate to Programs and select Grass Valley | MediaFrame Config.

The MediaFrame Configuration tool tabs allow you to configure the settings required
for each component of the Aurora Browse system. Y ou must have administrator
permissions on the machine.

NOTE: Depending on your configuration (workgroup or domain) you must have the
same local or domain-supplied username and password, with administrative
privileges, across all the machinesin your Aurora Browse system. For more
information, see “ About the administrator account” on page 80.
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MediaFrame stage
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g Media (iSCS) Network

M ediaFrame components make up the core platform on which Aurora Browse runs.
The primary MediaFrame components that you need to configure are as follows:

* ASK — The ASK software component runs on the MediaFrame or K2 BaseCamp
Express server. It isthe central registry for all the software components of the
system. As software components carry out tasks in a functioning system they
regularly refer to the ASK component to establish communication and exchange
commands and data. The configuration pages a so refer to the ASK component to
populate fields and lists and to validate the values you enter as you configure the
system.

» MDIs— Devices have Managed Device Interfaces (MDIs) which represents the
device' s assetsin away that is understandable by the other components of the
system. Thisallowsthe M ediaFrame server to coordinate the activity of the system.

In this configuration stage you add an MDI server and then set up logical names for
software components that manage devices. This brings the machines of your system
on-line as managed devices. (The MediaFrame server can function asan MDI server,
unless your system isvery large.)

To do the basic configuration and testing of the MediaFrame software components,
do the following, as appropriate for the devices in your system:

» “Configure MediaFrame ASK: Register components’ on page 84
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» “Configuring transfer targets’ on page 87

» “Configure ASK Location: MDI server” on page 89

» “Configure Generic FTP MDI” on page 90

» “Configure K2 MDI” on page 92" Configure M-Series MDI” on page 97
» “Configure News MDIs’ on page 99

» “Configure Profile MDI” on page 101

» “Configure Proxy MDI” on page 103
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Configure MediaFrame ASK: Register components

ﬁMediaFrame Configuration HIE B3

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

DI Eonfigurationl Assetsl Fules I Metadata Mappingl Fioles and Licensingl Versionsl

l _ Usze the ligt below to register new kManaged Device Interface services [MDIz] with this server, remove unwanted
| . MOz and to check the currently registered devices for problems.

Diomai: IDEFAULTDDMAIN

Managed Device Services:

Mame | Type | Hostname | Fort |
MTFSMDI MTFS coho_svr-1 9115
Prosykd DI Prosy coho_svr-1 9110
MewskD| Mews coho_conf-1 9150
enc-hd-2 Auvrora Prosy .. coho_hd-2 9230
enc-zd-2 Auvrora Prosy .. coho_sd-2 9230
enc-hd-3 Auvrora Prosy .. coho_hd-3 9230
enc-zd-3 Auvrora Prosy .. coho_sd-3 9230
enc-zd-1 Auvrora Prosy .. coho_sd-1 9230
FlashMETHDI FlashMET Arc...  coho_svr-1 9124
FTPMDI Generic FTP coho_svr-1 9128
MSeriestd DI M-Series coho_svr-1 9140
Profiletd DI Profile coho_svr-1 9130
enc-hd-1 Auvrora Progy .. coho_hd-1 9230
MDIk2 ke coho_svr-1 9160

EurrentStatel Add | odify | Femove |
Walidate | QK | Cancel | Apply |

1. Toregister the MediaFrame components, select Programs| MediaFrame Config and
select the MDI Registration tab.

2. Port 9010 isrequired. Do not modify. See “ Ports and services mapping” on
page 47.

3. All Domain namesin the M ediaFrame system must beidentical. To add an MDI or
encoder, click Add.

4. To put changesinto effect, click Apply.
5. When you are finished, click oK.

For the conventions mentioned in the following table, refer to “M DI and Encoder
logical names convention” on page 46.

When you add Select “MDI/ | Enter “MDI/ Enter “Host Name or Enter Comments
an MDI or Encoder Encoder IP”... “Port”...
Encoder logical Type”... Name”...

name for this
type of machine/

device...

A K2 Storage K2 As per Hostname of the machine 9160 - 9169 These are process ports, as

System (SAN)? convention. hosting the K2 or K2 explained in “Ports and
Summit MDls. Typically services mapping” on

K2 client — K2 the MDI Server. page 47. Assign numbersin

Internal storage an intentional sequence, so

(stand-alone) they are easy to match in

“Configure Generic FTP
MDI” on page 90.
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When you add Select “MDI/ | Enter “MDI/ Enter “Host Name or Enter Comments
an MDI or Encoder Encoder IP”... “Port”...
Encoder logical Type”... Name” ...
name for this
type of machine/
device...
Open SAN Profile Profile As per Hostname of the machine | 9130 - 9139 The Open SAN Profileisnot
convention. hosting the Profile MDls. supported in 6.5, only the
_ ; ; Typically the MDI server stand-alone. These are
Stand-alone Profile | Profile process ports, as explainedin
“Ports and services
mapping” on page 47.
M-Series M Series As per Hostname of the machine | 9140 - 9149 These are process ports, as
convention. hosting the M-Series explained in “Ports and
MDls. Typically the MDI services mapping” on
server page 47.
NLS Generic FTP As per Hostname of the machine Leave field —
convention. hosting the Generic FTP blank. Correct
MDI. Typically the MDI port number is
server automatically
entered on
Aurora Edit News As per Hostname of the machine Rﬁfdd tMDI;o ¢ —
News Share (DSM) convention. hosting the News MDIs. der 0 Forts
Typically the MDI server, | N9 SEIVICEs
mapping” on
- page 47 to
NTFS storage on NTFS NTFSL,asper | MediaFrame server verify. —
Windows machines convention. hostname, as the server is
the required NTFS MDI
host.
Aurora Proxy Aurora Proxy As per Aurora Proxy Encoder —
Encoder Encoder convention hostname
Proxy Proxy PROXY1, as Hostname of the machine —
per hosting the Proxy MDI.
convention. Typicaly the MDI server.
Archive device ... Archive ARCHIVEL, Hostname of the machine —
as per hosting the archive MDI
convention.
SmartBin Encoder SmartBin As per SmartBin encoder
Encoder convention. hostname

@ For aK2 Storage System, the MDI manages one of the connected K2 clients. As per convention, name the M DI for the K2 Storage

System.

b. Y ou need to create an encoder per stream on amachine.

April 6, 2010

NOTE: The MediaFrame server must host the NTFS MDI and the Proxy MDI.

In the MediaFrame Configuration Manager, the ASK settings register the logical
names for the MDIs and Encoders required by your MediaFrame system with the
ASK software component, which runs on the MediaFrame server.

Note the following distinction when entering “Hostname or IP”:

» For MDIs (K2, Profile, M-Series, News, Proxy, NTFS, Archive) enter the
hostname of the machine hosting the MDI software component, rather than the
hostname of the machine being managed by the MDI.

» For Encoders (Aurora Proxy Encoder, SmartBin Encoder) enter the hostname of
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the encoder itself.
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Configuring transfer targets

On many MDI configuration pagesthereis a section for configuring transfer targets.

When you configure atransfer target, you specify the following:

Configuring transfer targets

» The MDI through which the M ediaFrame system has access to the files sent or

received.

* ThelP address of the FTP interface that handles the transfer of the files.

For the different device-typesthat can be transfer targets, there are different

relationshi ps between the M DI that accessesthe files and the devicethat hoststhe FTP
interface. The following table specifies how to configure transfer targets to maintain
the correct MDI/FTP relationships.

When And then enter And when you add the
configuring FTP IP transfer target, it appears as
this type of  And that MDI address... follows, in “Existing
MDI as a manages (NOTE: Do not Transfer Targets”, for
transfer this type of Enter this as the  €nter the FTP example...
target... device... MDI name... hostname) Notes
K2 K2 client The MDI that TheFTPIPaddress root-K2_he0 —
(stand-alone) manages the K2 or the user friendly
client. name that resolves
to the IP address,
like K2Client_he0,
of the K2 client.
K2 Storage The MDI that The FTPIP root-fsm_he0 —
System (SAN)  managestheone  address(es) of the
designated K2 K2 Media Server(s)
client onthe SAN  or the user friendly
name that resolves
to the IP address,
withrole of FTP
server.
Profile Profile XP The MDI that The IP address of root-profile_he0 Make sure that UIM
(stand-alone) manages the the Profile XP addressing
Profile XP system, or the user requirements are
friendly name that correct in host tables
system. resolvesto the IP
address.
M Series M-Series The MDI that The IP address, or root-M-SERIES1_he0
iVDR manages the the user friendly
iVDR. name that resolves
to the | P address, of
theiVDR
News The The MDI that ThelP address, or  root-mf-NEWSL_heO If you use K2 FTP
AuroraShare manages the the user friendly instead of
storage system.  AuroraShare name that resolves AuroraFTP, make
storage. to the IP address, of sure that you do not

the K2-AuroraFTP
server.

exceed K2 limits for
the number of
transfer sessions.
AuroraBrowse 6.5.2
and 7.0 systems use
the K2-Aurora FTP.
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NOTE: In Aurora 6.5, you no longer need to configure transfer targetsin the

archives.
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Configuring round robin transfers

Round robin is a method for distributing transfers requests from a K2, News,
M-Series or Profile MDI server to multiple transfer servers. For example, to set up a
round robin archive from a News MDI, add two transfer serversto the News M DI
configuration.

First transfer request — handled by the first transfer server listed.

Second transfer request — handled by the second transfer server in the list.
Third transfer request — handled by the first transfer server.

Fourth transfer request — handled by the second transfer server.
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Configure ASK Location: MDI server

April 6, 2010

The ASK location tellsthe MDI server whereto look for the ASK service, which runs
on the MediaFrame server. The function of the ASK isto store the location of the
software components in the system, so the components can find one another.

{#MediaFrame Configuration = B3

ASEK Location
’7Hostname: |<MediaFrame Senver Mame> Port: |EIEI1D

1. Select Programs | MediaFrame Config and select the MDI Configuration tab.
2. Enter the name of the MediaFrame server.

3. Port 9010 isrequired. Do not modify. See “Ports and services mapping” on
page 47.

It is not necessary to restart a service to put these settings into effect.
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90

Configure Generic FTP MDI

Thispage configuresthe Generic FTP Managed Device Interface (MDI). The Generic
FTP MDI replacesthe NLS (Near Line System) MDI.

To configure the Generic FTP for FileZilla, see Appendix D, Installing and
configuring the FileZilla Server on page 201.

NOTE: You no longer need to specify transfer targetsin the Generic FTP MDI.
Depending on your system, specify the transfer target in the News or K2 MDI.

{2 MediaFrame Configuration it |EI|1|
ASK Location
’7Hostname: khediaFrame Server MName> Port; [3010
MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl
Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] ingtalled on
- | this system.
4| Registered FTP Devices:
WD Mame | Fort | FTF Server | FTP Uszername | Fioot Directary |
FTPMDI 9128 coho_nl adrministrator
e Generic FTP
P K2 Summit
P K
‘9 M5 eries
-r&@ Mews
S@ NS g Modty || Remove |
Walidate | QK Cancel | Apply |
d Jedi-MF 192,168.70,230 .

1. Locally on the MDI Server, select Programs| Grass Valley | MediaFrame Config.
Select the MDI Configuration tab and the Generic FTP MDI icon.

2. Click the Add button. The Add FTP dialog box displays.
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Configure Generic FTP MDI

MDI Name: [FTFMDIA =]

Part Mumber: |91 28

—FTP Server
FTP Server Address: Ic:oho_nl‘l

FTP Root Directory: I

FTP Usemame: Iadministrator

FTP Password: |uuuuuu.

r— Transfers

Max Concurrent Transfers: |2

I

sdd | oo |

3. Enter the MDI nameto log in to the FTP interface on the NLS device. Usethe ...
button to browse the list of available MDls.

4. Port 9128 isrequired. See “Ports and services mapping” on page 47.

5. Enter the IP Address or the name resolving to the FTP server on the FTP server
network where assets will be transferred to, and the FTP username and password.
If using a K2 nearline, configure the Generic FTP MDI to use the K2's nearline
FTP.

6. Makesuretheroot directory fieldisblank. Otherwise, you cannot transfer between
the Generic FTP M DI and another Generic FTP MDI, or between a Generic FTP
MDI and Flashnet or Diva archives.

NOTE: If you need to change theroot directory to blank after the system has been
configured, you must run the UpdateF TPL ocations script. Thisscript islocated on
the MediaFrame server under C:|Program Files\Grass

Valley\M ediaFrame\Database\UpdateFtpL ocations.

7. Check Passive Transfer Mode if you want to transfer assets from one server to
another without having the datago through the MDI. Enable passivetransfer onthe
FTP server first.

NOTE: Although passive transfer modeispreferred, if the FTP server isan 11S
FTP server, the Generic FTP MDI must use Active transfer mode.

8. To put changesinto effect, click Apply.
9. When prompted to restart the MDI, click Yes.
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Configure K2 MDI

Thispage configuresthe Managed Device Interface (MDI) for astand-alone K2 client
or aK2 client on aK2 Storage System (SAN). MediaFrame depends on the K2 MDI
to make K2 assets visible across the system.

Asyou configure the K2 MDI, make sure that you associate the K2 MDI and K2 host
names correctly.

Multiple K2 MDlsrun on asingle machine (the MDI Server), but they each need their
own process port number. For this purpose, enter incrementing numbers 9160 - 9169
in the “Port” field. The MDIs and their port numbers must match settingsasin
“Configure MediaFrame ASK: Register components’ on page 84. To make the
configurations easier to read for troubleshooting purposes, add MDIs sequentially so
thereis a correlation between the port number and any number in the MDI name.

If you have aK2 Storage System, designate one of the K2 clients on the K2 Storage
System to be the managed device for the entire storage system.

'-MediaFrame Configuration HIE E3
ASK Location
’7Hostname: [<MediaFrame Server Mame> Port; [3010
MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl
[ % Use the list and controls below to select and configure the tanaged Device Interface Services (MD13) installed on
e . spstem,
Fegistered k.2 Devices:
:‘ D WD Mame | Fort | K.2 Server | Shared Servers |
MDI-k2 9160 coho_sdk2-1 coho_hdk2-1
:‘ Flashriet
a Generic FTP
m Add | Wity | el
ﬁ'J MSeries Transfer Servers:
WD Mame | Server | Uzermame | Public Address |
gl NTFS MDI-K2 coho_fem-1_hel movie
L Profie
J?] Prosy
add | wedy | Remove |
Walidate | QK | Cancel | Apply |

1. Onthe MDI server, select Programs| Grass Valley | MediaFrame Config. Select the
MDI Configuration tab and the K2 icon.

2. Enter the name of the M ediaFrame server. Do not modify Port 9010. See* Portsand
services mapping” on page 47.

3. Under Registered K2 Devices, click Add.
4. Enter the K2 MDI. Use the ... button to choose the MDI.

5. Increment 9160-9169 so each K2 MDI has a unique process port. For each FSM,
there should be one K2 MDI.
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Configure K2 MDI

6. Enter a stand-alone K2 client or the K2 client on the K2 storage system that the
MDI will useto managethe K2 SAN. For aK2 SAN, add all of the other client host
names to the "Other Clients on the SAN". If Aurora Edit is setup to send directly
to the K2 server, add the K2 server name to thislist.

7. The default value on the Asset System Dwell Timeis 120 seconds.

8. Enter the number of maximum concurrent transfers. The maximum number of
concurrent transfers allowed depends on your system'’ s configuration. For
assistance determining the maximum number of allowed transfers, contact your
Grass Valley representative.

9. Enter the username, domain (if necessary), and password. The username and
password need to have permissionsto access the K2 AppCenter application on the
K2 client.

10.Click Add as a managed device.

Thefollowing settings enable transfers. Y ou should add all available transfer targets,
as specified in “ Configuring transfer targets’ on page 87.

11.Under Transfer Servers, click Add.
12.Use the drop-down list to specify the MDI name.

13.Enter the Transfer Server for the MDI selected above. This should be configured
to use the FTP network name.

14.Username: movie

15.L eave the Password and Public Address fields blank.
16.To put changes into effect, click Apply.

17.When prompted to restart the MDI, click Yes.
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Configure K2 Summit MDI

This page configures the Managed Device Interface (MDI) for a stand-alone K2
Production Client or a K2 Production Client on a K2 Storage System (SAN).

M ediaFrame depends on the K2 Summit M DI to make K2 Summit assets visible
across the system.

Asyou configure the K2 Summit MDI, make sure that you associate the K2 Summit
MDI and K2 Summit host names correctly.

Multiple K2 Summit MDIsrun on asingle machine (the MDI Server), but they each
need their own process port number. For this purpose, enter incrementing numbers
9160 - 9169 inthe“Port” field. The M DIsand their port numbers must match settings
asin “Configure MediaFrame ASK: Register components’ on page 84. To make the
configurations easier to read for troubleshooting purposes, add MDIs sequentially so
thereis a correlation between the port number and any number in the MDI name.

If you have a K2 Storage System, designate one of the K2 Production Clients on the
K2 Storage System to be the managed device for the entire storage system.

{2 MediaFrame Configuration it |EI|1|
ASK Location
’7Hostname: |<MediaFrame FEIVEr: Fart: ISD‘ID
MDI Registration | Assetsl Fules I Metadata Mapping | Foles and Licensingl Versionsl
7 Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] ingtalled on
thiz system.
Fegistered Media Server Devices:
Q .2 S ummit =
2 St WD Mame | Fort | Device |
Jedi-k2Summittd D 9165 jedi-summit
\ﬁ K2
g MTFS
P Profie
. sl || wodn || Remove
:16 Pray Transfer Servers:
WD Mame | Server | Uszermame | Public Address |
JediK25ummit...  jedi-summit_...  movie
sdd | wedy | Remove |
Walidate | QK | Cancel | Apply |
4 Jedi-MF 192,168.70,230 .

1. Onthe MDI server, select Programs| Grass Valley | MediaFrame Config. Select the
MDI Configuration tab and the K2 Summit icon.

2. Enter the name of the MediaFrame server. Do not modify Port 9010. See“ Portsand
services mapping” on page 47.

3. Under Registered Media Server Devices, click Add.
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Add Server

D1 Mame:

Part Mumnber: IS‘I BE

Azzet Spstem Dwell Time: |12D B0

r— Surmrmit

Summit Client M ame:
Other Sumnmit Clients on SAM: I |

r— Transfers

Max Concurrent Transfers: |2

r— User Account Infarmation

Uszername: I

Domair: I

Password: I

sl | oese |

. Enter the K2 Summit MDI. Use the ... button to choose the MDI.

5. Increment 9160-9169 so each K2 Summit M DI hasaunique process port. For each

FSM, there should be one K2 Summit MDI.

. The default value on the Asset System Dwell Time is 120 seconds.
. Enter a stand-alone K2 Summit Production Client or the K2 Summit Production

Client on the K2 Summit storage system that the MDI will use to manage the
Summit SAN. For aK2 SAN add all of the other client host names to the "Other
Clientson the SAN". If Aurora Edit is setup to send directly to the K2 Summit
server, add the K2 Summit server name to thislist.

. Enter the number of maximum concurrent transfers. The maximum number of

concurrent transfers allowed depends on your system’s configuration. For
assistance determining the maximum number of allowed transfers, contact your
Grass Valley representative.

. Enter the username, domain (if necessary), and password. The username and

password need to have permissions to access the K2 AppCenter application on the
K2 client.

10.Click Add as a managed device.

Thefollowing settings enable transfers. Y ou should add all available transfer targets,
as specified in “ Configuring transfer targets’ on page 87.

11.Under Transfer Servers, click Add.
12.Use the drop-down list to specify the MDI name.
13.Enter the Transfer Server for the MDI selected above. This should be configured

to use the FTP network name.

14.Username: movie
15.L eave the Password and Public Address fields blank.
16.To put changes into effect, click Apply.
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17.When prompted to restart the MDI, click Yes.
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Configure M-Series MDI
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This page configures the Managed Device Interface (MDI) for an M-SeriesiVDR
system.

Multiple M-Series MDIs run on a single machine (the MDI Server), but they each
need their own process port number. For this purpose, enter incrementing numbersin
the “Port” field. The MDls and their port numbers must match settingsasin
“Configure MediaFrame ASK: Register components’ on page 84. To make the
configurations easier to read for troubleshooting purposes, add MDIs sequentially so
thereis a correlation between the port number and any number in the MDI name.

To make the configurations easier to read for troubleshooting purposes, add MDls
sequentially so there is a correlation between the port number and any number in the
MDI name.

ﬁMediaFrame Configuration HE E3

ASK Location
’7Hostname: |<MediaFrame FEIVEr: Fart: ISD‘ID

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

P } Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] installed on
3

T thiz system.
¥

Fiegistered M-Series Devices:

:‘ D WD Mame | Fort | MSeries Server |
MSeriestd DI 9140 coho_meeries-1
:‘ Flashriet
a Generic FTP
e K2
sdd | wedy | Remove
Transfer Servers:
WD Mame | Server | Public Address |
-‘:4"} MTFS MSeriestd DI coho_mseri...
P Foie
JF] Prosy
sdd | wedy | Remove |
Walidate | Qg | Cancel | Apply |
14 coho_svr-1 10.16,42.80 .

1. Locally on the MDI server, select Programs| Grass Valley | MediaFrame Config.
Select the MDI Configuration tab.

2. Enter the name of the MediaFrame server. Do not modify Port 9010. See“ Portsand
services mapping” on page 47.

. Select the M-Series MDI tab.
. Under Registered M-Series Devices, click Add.
. Enter the MDI name or click ... to browse for the M-Series MDI.

o o1~ W

. Enter the port number 9140.
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7. Enter the name of the M-Series server.

8. The default value on the Asset System Dwell Timeis 120 seconds.

9. Click Add as amanaged device.

10.If adding an additional M-Series M DI, increment the port number, e.g. enter 9141.

Thefollowing settings enable transfers. Y ou should add all available transfer targets,
as specified in “ Configuring transfer targets’ on page 87.

11.Under Transfer Servers, click Add.

12.Use the drop-down list to specify the MDI name.
13.Enter the Transfer Server for the MDI selected above.
14.1 eave the Public Addressfield blank.

15.To put changes into effect, click Apply.

16.When prompted to restart the MDI, click Yes.
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Configure News MDlIs

This page configures the Managed Device Interface (MDI) for the AuroraShare
system. MediaFrame depends on the News M DI to make News assets visible across
the system.

April 6, 2010

{2 MediaFrame Configuration it |EI|1|

ASK Location
’7Hostname: |<MediaFrame FEIVEr: Fart: ISD‘ID

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

u@ Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] installed on

thiz system.
] MDI Mame: MewsMD|
\g Generic FTP i I e _I
Part: |50
“;j K2 Surnmit Azzet Spztem Dwell Time: |1 20 FEC
_ Max Concurrent Transfers: |4
\ﬁ K2

Mews System Settings

Databaze Address: Iiedi-dsm

Conform Server Address: I

Storage Connection Type: (% iSCSI

OIFS

MNAS Connection Path: I |
$ Frafile Transfer Servers:

Server | Uzer Mame | Public Address |
16 jedi-advenc wrnfmovie
| 9 Prosy

& sdd | wedy | Remove |
Walidate | QK | Cancel | Apply |
' Jedi-MF 192,168.70,230 .

1.

Locally on the DSM or MDI server, select Programs| Grass Valley | MediaFrame
Config. Select the MDI Configuration tab.

. Enter the name of the M ediaFrame server. Do not modify Port 9010. See* Portsand
services mapping” on page 47.

3. Select aNews MDI.

4. Port 9150 isrequired. See “Ports and services mapping” on page 47.
5. Asset System Dwell Time — Thetime that the News M DI waits before it informs

the MediaFrame system that aclip has finished recording. Leave at 120 seconds.

6. Enter the number of maximum concurrent transfers.
7. Enter the machine that hosts the Aurora Edit database (the DSM).
8. Enter the machine that hosts the conform service (typically the Conform Server).If

Aurora Edit has not been installed, leave blank.

9. TheV: drive must be mapped on the machine that hoststhe News MDI. Typicaly,

the News M DI uses the CIFS mount. Specify the NAS connection path; the News
MDI then maps the drive for the News M DI service account.
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NOTE: If an (iSCSI or Fibre Channel) SNFS mount of the V: driveisavailable on
the News MDI host, the News MDI will use the mount as required to fulfill the
MDI'sservicerequestsfor the V: drive, regardless of the Storage Connection Type
and NAS Connection Path entries.

If using Aurora Edit LD in No-V mode, if voiceover and graphic media are stored
on the proxy NAS, the NAS must be mapped on the News MDI.

For example, if the NAS Server media path for aNo V AuroralLD is
\\K 2-proxy-nas\vo-graphics, the NAS connection path on the News M DI would be
Z:\\K 2-proxy-nas\vo-graphics.

If you need to configure multiple NAS systems in the M ediaFrame Configuration
tool, use this format:

V:\\ k2- hi ghres-share\V | Z:\\K2-proxy-nas\vo-graphics

The following settings enable transfers. Y ou should add all available transfer targets,
as specified in “ Configuring transfer targets’ on page 87.

10.Under Transfer Servers, click Add.

11.Enter ausername and the Transfer Server for the MDI selected above. This should
be configured to use the FTP network name.

12.L eave the Password and Public Address fields blank.

13.Click validate to test the configuration settings. To put changesinto effect, start or
restart News MDI Service on the MDI server (DSM).
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Configure Profile MDI

This page configures the Managed Device Interface (MDI) for a stand-alone Profile

system.

Multiple Profile MDIsrun on asingle machine (the MDI Server), but they each need
their own process port number. For this purpose, enter incrementing numbersin the
“Port” field. The MDls and their port numbers must match settings asin “Configure

MediaFrame ASK: Register components’ on page 84.

To make the configurations easier to read for troubleshooting purposes, add MDIs
sequentially so there is a correlation between the port number and any number in the

MDI name.

ﬁMediaFrame Configuration

= B3

ASK Location
’7Hostname: |<MediaFrame FEIVEr:

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

} Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] installed on
's thiz system.

Remove

| Public Address | Metwork Type |

Fiegistered Profile Devices:
:‘ D WD Mame | Fort | Frofile Server
Profilet DI 9130
:‘ Flashriet
a Generic FTP
e K2
9) MSeries Transfer Servers:
WD Mame | Server
-‘:4"} MTFS Profiletd DI coho_xp-1_uim
B Fuofie
JF] Prosy

Femove |

W alidate |

14 coho_svr-1

Apply |

10.16.42.80 .

1. Locally on the MDI server, select Programs| Grass Valley | MediaFrame Config.

Select the MDI Configuration tab.

2. Enter the name of the MediaFrame server. Do not modify Port 9010. See“ Portsand

services mapping” on page 47.
. Select the Profile MDI tab.

. Enter the port number 9130.

N o o~ oW

. Under Registered Profile, click Add.

. Enter the primary and secondary profile names.

. Enter the MDI name or click ... to browse for the Profile MDI.
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8. The default value on the Asset System Dwell Timeis 120 seconds.

9. Make sure the StandAlone radio button is checked.

10.Click Add as a managed device.

11.If adding an additional Profile MDI, increment the port number, e.g. enter 9131.

The following settings enable transfers. Y ou should add all available transfer targets,
as specified in “ Configuring transfer targets’ on page 87.

12.Under Transfer Servers, click Add.

13.Use the drop-down list to specify the MDI name.
14.Enter the Transfer Server for the MDI selected above.
15.Use the drop-down list to specify the network type.
16.L eave the Public Addressfield blank.

17.To put changes into effect, start or restart the Profile MDI service on the MDI
Server.
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Configure Proxy MDI

Thispage configuresthe Managed Device Interface (MDI) for the NAS machinesthat
storethe low-res proxy. The system depends on the Proxy MDI to make proxy visible
acrossthe system. For the Proxy M DI, thereisbut one managed device. Thismanaged
device can have multiple locations. The Media directory on each NAS machine is
entered asalocation. Other directories can be entered aslocations aswell. In thisway
the Proxy MDI knows where to look for the low-res proxy.

ﬁMediaFrame Configuration HE E3
ASK Location
’7Hostname: IIocthost Fart: ISD‘ID
MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl
[Eg‘} Lrlfse the ligt and controlz below to select and configure the Managed Device |nterface Services [MDIz] installed on
3 thiz system.
" DIVA MO M ame: IF'roxyMDI _I
» Part: Jat1o
:‘ Flashnet Managed Storage Locations:
Location |
a Generic FTP Yhooho_nas-1hmedia
e K2
g) M5 eries
gl NTFS
P Foie
| Add | Femove |
Walidate | QK Cancel | Apply |
14 coho_svr-1 10.16,42.80 .
1. Select Programs| MediaFrame Config. Select the MDI Configuration tab and the
Proxy icon.
2. Inthe Ask Location hostnamefield, enter the name of the MediaFrame server. Do
not modify Port 9010. See “Ports and services mapping” on page 47.
3. Set the MDI name.
4. Port 9110 isrequired. See “Ports and services mapping” on page 47.
5. To add a storage location, click Add.
6. For each Proxy NAS machine, enter the UNC path to the “Media’ folder. Thisis
the location to which the system writes the proxy media.! Click Add.
7. Click Apply or OK after you' ve finished making changes.
8. To put changesinto effect, start or restart the Proxy M DI Service on the

MediaFrame server.

1. You can define multiple locations on asingle NA S machine, but for each location you must enter the complete path.

April 6, 2010

Aurora Browse Installation and Configuration Guide

103



Chapter 5 Configuring the system

Test: MediaFrame stage

Thefollowing test exercises system functionality exclusive to the MediaFrame core
platform. A successful test verifies that the basic configurations are correct.

After configuring the M ediaFrame settings, click the validate button on each tab. The
M ediaFrame system checks M DI mappings and devices for inconsistencies. This can
take several minutes. A report displays.

Make sure there are no errors displayed. To troubleshoot errors, check the following:
» Make sure services are running
» Make sure you have configured the correct host name for the MDI service.

» Ping machines to verify network communication.

Checklist: MediaFrame stage

Use the following check list to verify that the basic configuration and testing of the
MediaFrame stage is complete.

I All logical MDI names and Encoder service names are registered with ASK.

I All machines taking the role of MDI server have the appropriate MDI services
installed and running.
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Encoder stand-alone stage

April 6, 2010

For this configuration stage you configure and test one encoder and one proxy NAS
to work together. The encoder creates storyboard and MPEG proxy. There are two
types of encoder: SmartBin and Aurora Proxy. Configuration pages and procedures
are the same for HD and SD encoders.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

LowRes
Proxy NAS

——

Encoders

Control Network

Media (iSCSl) Network

I
Refer to “ The MediaFrame system” on page 14 for aview of the entire system.

To do the basic configuration and testing of a stand-alone encoder, do the following:
1. Configure the encoder:

» “Configure SmartBin Encoder” on page 106
or

» “Configure Aurora Proxy Encoder” on page 110
2. “Checklist: Encoder stand-alone stage” on page 114
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Configure SmartBin Encoder

This section describes configuring the SmartBin Encoder. To configure an Aurora
Proxy encoder, see “ Configure Aurora Proxy Encoder” on page 110.

The primary workflow of the SmartBin Encoder isto integrate into a system with
Auroralngest ingesting material to atransfer SmartBinfolder. The Transfer SmartBin
service transfersthe material into News Share while feeding the encoder the raw data
stream. In thisworkflow, the M ediaFrame asset is associated with amedia server clip,
News Share master clip, and low-res proxy.

If your system does not have Auroraingest feeding the SmartBin folder, the
MediaFrame asset contains the News Share master clip and has the low-res proxy
associated with it.

NOTE: If upgrading the encoder, be sure to review the latest upgrade instructions
in the Aurora Browse Release Notes.

When the Transfer SmartBin box is checked, the SmartBin Encoder configuration
page is displayed.

{2 MediaFrame Configuration o ] 4

ASK Location
’7Hostname: Islcbs-ab-sw‘l Fart: |3010

| Wersions I

Uze the controlz below to change how browse matenial is encoded, including from where the material is
scavenged and where it is stored,

IV Transfer Smarthin

MO Mame: |SLEBS-AB-ENE1 _I
Part Mumnber: |9230
— Source
Device: INewsShare j
i Destination
Device:  [PRONYT |
Location |\\S LCBS-AB-NAS2ASLCAR 1 Media\Prosy _I

r Expire Asset in ID 3: days

Advanced Settings
’7Audio Gaire [8 dB

Walidate | QK | Cancel | Apply |
¢ slcbs-ab-enct 192,168.248.33 ;

On the SmartBin Encoder config page, the Versions tab of the MediaFrame Config
tool letsyou see at aglance al the versions of the M ediaFrame componentsthat have
been installed.
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The Encoder tab tellsthe SmartBin Encoder whereto look for the ASK service, which
runs on the MediaFrame server. The function of the ASK isto store the location of
M ediaFrame components. Thistab configures the connections between the SmartBin
Encoder and the server from which it gets its media stream.

The Encoder tab also provides settings that allow you to set up the SmartBin Encoder
to generate proxy for high-priority ingest or edited material. This dedicated SmartBin
Encoder then only runs scavenge operations when new material appearsin a specific
location. That way you can be assured that your high-priority ingest or edited material
isimmediately processed, evenif there are multiple other lower priority scavengejobs
that need to be done at the same time. Y our other un-dedicated encoders can do the
low priority jobs without interfering with the avail ability of the dedicated SmartBin
Encoders.

Itisrecommended that you dedicate at | east one SmartBin Encoder to scavenge newly
edited material that you placein an “Outbox” folder. Refer to “ Design considerations
- Aurora Browse with Aurora Edit” on page 17.

Y ou can dedicate the SmartBin Encoder to a particular low-res proxy NAS location.

As part of the SmartBin Encoder configuration, configure the Transfer SmartBins.
service on the same host. Transfer SmartBins set up automatic clip transfers from a
media server to an Aurora Edit bin. For more information, see the Aurora Edit
Installation and Configuration Guide.

NOTE: Before configuring the SmartBin Encoder, you need to configure a News
MDI and a media server (K2, M-Series or Profile MDI).

To configure the SmartBin Encoder, do the following.

1. On the SmartBin Encoder machine, select Programs | Grass Valley Aurora |
SmartBins Setup Tool. The SmartBins Setup Tool opens.

SmartBins Setup Tool |

Types Supported:

¥ Transfer SmartEins
[ shared SmartBins

[ Media Import SmartBins

Sepvers:
10.16.89.157

Edlit .,

Lt

[elete

Total Maximum Transfers: |2 vl

License Server: I slchs-ab-msmi

MediaFrame Server: I slcbs-ab-svrl

K2 MDI Name: 3 |
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2. Under Types Supported, check the Transfer SmartBins box. Do not check the other
boxes.

. Click the Add button. The Edit Server Settings dialog box appears.
. Enter the name of the Profile, M-Series, or K2 client that you are using.

. Select the Server Type from the drop-down list and click OK.

o o1~ W

. Specify the license server. Thisisthe server where the MOV generation licenseis
located.

7. Specify the MediaFrame server, and K2 MDI and click oK. The SmartBins Setup
Tool closes, and the SmartBin service restarts.

Now that the SmartBins service has been setup, you can configure the SmartBin
Encoder.

8. Select Programs | Grass Valley | MediaFrame Config and select the Encoder tab.

9. Enter the host name of the machine that hosts the ASK location. If this serviceis
on the same machine as the SmartBin Encoder, enter localhost. Port 9010 is
required. See “Ports and services mapping” on page 47.

10.Usethe... buttonto select the MDI. For thefirst encoder, port 9230 isrequired. See
“Ports and services mapping” on page 47. For any additional encoders, the port
number is automatically incremented, e.g. 9231.

11.In the Source section, use the drop-down list to select a source Device. For MDI
Name, select the News Share MDI name.

12.In the Destination section, use the drop-down list to select a destination Device.

» Toconfigurethe AuroraProxy Encoder to process proxy mediaon onelocation,
select that location as the Proxy Storage Location. Use the ... button to browse
to the folder (\Media) on the NAS (or other storage location) that receives the

MPEG this encoder creates.!

* You can only select one low-res destination; you cannot specify multiple
locations.

13.Optionally, you can check the Expire Asset box. If unchecked, the MediaFrame
asset is not set to expire. If checked, the encoder sets the MediaFrame asset to
expirein the specified number of days.

NOTE: The encoder does not change the expiration date if the MediaFrame asset
already hasthe asset expiration date set. (For example, if the expiration date was
set in Aurora I ngest when the asset was created.)

14.In the Advanced Settings section, you can adjust the Audio Gain Level to calibrate
Aurora Edit LD audio, or to improve the quality of the desktop audio (e.g. if the
source is 'too hot').

15.In the MediaFrame Config tool, click Apply.

16.Press the validate button to test the status of the current configurations. If the
configurations are valid, click oK to exit the MediaFrame Config tool.

1. Thislocation is used when in Rules, Proxy Storage Location is blank (*).
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If configuring the encoder for unicode languages, see “Configuring the encoder for
unicode languages’ on page 113.
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Configure Aurora Proxy Encoder

This section describes configuring the Aurora Proxy Encoder. To configure a
SmartBin encoder, see “ Configure SmartBin Encoder” on page 106.

NOTE: If upgrading the encoder, be sure to review the latest upgrade instructions

in the Aurora Browse Release Notes.

If the Transfer SmartBin box is not checked, the AuroraProxy Encoder configuration

page is displayed.

{2 MediaFrame Configuration

=101

ASK Location
’7Hostname: Ic:oho_sw-‘l Port: (3010

| Wersions I

3

™ Transfer Smarthin
Fiegistered Encoder MDlg

Uze the controlz below to change how browse matenial is encoded, including from where the material is
scavenged and where it is stored,

WD Mame | Fort | Source | [Drestination |

enc-hd-1 9230 Mewst Dl AwinkerHD ProsykdDIMheoho_nas-1...

I

Remove

Fegistered GXF Servers

Hosthame | Timeout |

| Delay
localhost [=11] [=11]

Add I adify

Remove

— Advanced Settings

Audio Gair: |5

dB

Cancel

W alidate | ()8

Apply

4 coha_hd-1

192.168.18.6 .:

On the Aurora Proxy Encoder, the Versions tab of the MediaFrame Config tool lets
you see at aglance all the versions of the M ediaFrame components that have been

installed.

The Encoder tab tells the Aurora Proxy Encoder whereto look for the ASK service,

which runson the MediaFrame server. Thefunction of the ASK isto storethelocation
of MediaFrame components. Thistab configures the connections between the Aurora
Proxy Encoder and the server from which it gets its media stream.

The Encoder tab also provides settings that allow you to set up the Aurora Proxy
Encoder to generate proxy for high-priority ingest or edited materia. This dedicated
AuroraProxy Encoder then only runs scavenge operationswhen new material appears
in aspecific location. That way you can be assured that your high-priority ingest or
edited material isimmediately processed, even if there are multiple other lower
priority scavengejobsthat need to be done at the sametime. Y our other un-dedicated
Aurora Proxy Encoders can do the low priority jobs without interfering with the

availability of the dedicated Aurora Proxy Encoders.
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It is recommended that you dedicate at least one Aurora Proxy Encoder to scavenge
newly edited material that you place in an “Outbox” folder. Refer to “Design
considerations - Aurora Browse with Aurora Edit” on page 17.

Y ou can dedicate the Aurora Proxy Encoder to aparticular Proxy NAS location. This
assumes that for asingle Proxy MDI there are multiple NAS locations.

To configure the Aurora Proxy Encoder, do the following.

1. On the Aurora Proxy Encoder machine, select Programs | Grass Valley |
MediaFrame Config and select the Encoder tab.

2. For the ASK location, enter the name of the M ediaFrame server. Port 9010 is
required. See “Ports and services mapping” on page 47.

3. On the Encoder tab under Registered Encoder MDIs, click Add.

4. Usethe... button to select the MDI. For thefirst encoder, port 9230 isrequired. See
“Ports and services mapping” on page 47. For any additional encoders, the port
number is automatically incremented, e.g. 9231.

5. In the Source section, use the drop-down list to select a source Device:
e For MDI Name, select avalid MDI Name.

» To scavenge material in an “Outbox” folder on aK2 Storage System, select the
K2 MDI.

6. In the Source section, use the ... button to select a source location:
» For Storage Location, select avalid Storage Location.

» Toscavenge material in an “Outbox” folder on aK2 Storage System, select the
specific folder.

7. In the Destination section, use the drop-down list to select a destination Device.

» Toconfigurethe AuroraProxy Encoder to process proxy mediaon one location,
select that location as the Proxy Storage Location. Use the ... button to browse
to the folder (\Media) on the NAS (or other storage location) that receives the

MPEG this encoder creates.!

8. To configure the GXF Server and MPEG encoder options, click Add in the
Registered GXF Servers section. The Add GXF Server dialog box displays.

a. Enter the GXF Server Host Name. Thisisusually setto | ocal host . For an
encoder used with K2 BaseCamp Express, set the GXF server to point to the K2
FTP server.

b. Max Startup Delay — Enter the maximum time the encoder waitsfor recording
to begin after aclip is created in the database. 60 seconds is the recommended

setting.?

c. Stream Timeout — Enter the maximum time the encoder waitsfor abreak in the

1. Thislocation is used when in Rules, Proxy Storage Location is blank (*).

2. When you create anew clip name in the media database on the K2 system, the encoder is notified and waits for the
mediafile to appear. Set this value to be the maximum time allowed in your workflow between the creation of aclip
name and the commencement of recording the clip.
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media stream to be restored. 60 seconds is the recommended setting.

d. Click ok to exit the Add GXF Server dialog box.

9. Inthe Advanced Settings section, you can adjust the Audio Gain Level to calibrate
Aurora Edit LD audio, or to improve the quality of the desktop audio (e.g. if the
sourceis 'too hot').

10.In the MediaFrame Config tool, click Apply.

11.Press the validate button to test the status of the current configurations. If the

configurations are valid, click oK to exit the MediaFrame Config tool.

If configuring the encoder for unicode languages, see “Configuring the encoder for
unicode languages’ on page 113.

Configure multiple proxy encodes on Aurora Proxy Encoder

If you are configuring multiple proxy encodes on an Aurora Proxy Encoder server,
make sure there is a unique MDI name for each encode.

NOTE: An encoder licenseisrequired for each stream.

On the MediaFrame Server, configure in the following manner:

 + ¥ MediaFrame Configuration

f—

), <

DEFAULTDOMAIN

ProsykdDI
MTFSMDI
k2Dl
AdvEncoder_2
AdvEncoder_3
AdvEncoder_4
AdvEncoder_1
NewstDI
Jedi-K.2SummittDI
Shaun_Summit
ProfileMDI

S

Proxy
MNTFS
K2

Aurora Proxy ..
Aurora Proxy ..
Aurora Proxy ..
Aurora Proxy ..

MNews
K2
K2
Profile

Jedi-MF
Jedi-MF
Jedi-MF
Jedi-ADVENC
Jedi-ADVENC
Jedi-ADVENC
Jedi-ADVENC
Jedi-D5M
Jedi-MF
bvtnd-brernas
Jedi-MF

(e [ e

1. If the high-res stream for which the encoder is creating proxy material isinterrupted, the encoder waits thislong for

the stream to continue.
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On the Encoder, configure in the following manner:

 + ¥ MediaFrame Configuration

AdvEncoder_2 MewsMDI/* ProxyhDI AN edi-FSMT.
AdvEncoder_1 MewsMDI/* ProxyhDI AN edi-FSMT.
AdvEncoder_3 MewsMDI/* ProxyhDI AN edi-FSMT.
AdvEncoder_4 MewsMDI/* ProxyhDI AN edi-FSMT.

localhost

Configuring the encoder for unicode languages

If your system is encoding assets that use unicode languages, the Aurora FTP
communication format needs to be set to UTFS8.

To configure the encoder for unicode, follow these steps.
1. From the Start menu on the encoder, select Programs | Grass Valley | Aurora FTP.

2. Inthe AuroraFTP configuration dialog box, click the Communication format
drop-down list.

3. Select UTFS.
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AuroraFTP Configuration Stand Alone B3
FTP Server Port Mumnber: I 21 Max Mumber of Users: I 32
Connection Timeout (sec):l 300 ¥ Record Messages in Event Yiswer
Communication Format: -

License Server: I coho_dsm-1

Database

Main Location

I coho_dsm-1
¥ shared

Backup Location
ser | Password | Default Bin Location
File VibrintavFiles
wnfrmovie WvibrintavFiles
mxfmovie WiivibrinkavFiles

oK I Cancel

Checklist: Encoder stand-alone stage

Use the following check list to verify that the basic configuration and testing of the
stand-al one encoder is complete.

[J Encoder is connected to NAS
(] Encoder writesto NAS

[J MPEG created

L1 MPEG playback with audio
] Storyboard files are created.
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Encoder + Server stage

For this configuration stage you configure the M ediaFrame server to work together
with the Encoder and NA Sfrom the Encoder stand-alone stage. MDI servicesarealso
required, as configured in the MediaFrame stage.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

(
Mediﬁame Low Res
rver Proxy NAS
(
—

Corporate LAN Network

Control Network
MDi|Server Encoders
M FTP Network )
0l — Media (iSCSl) Network

Aurora

K2 *
Medial Server K2|client Ingest

)

O Control Network

Aurora

Ingest

Refer to “The MediaFrame system” on page 14 for aview of the entire system.

To do the basic configuration and testing of the encoder plus server, do the following:
1. “Configure Media Frame Core ASK: Encoder” on page 115

2. “Configure Rules Automation: Encoder” on page 116

3. “Test: Encoder + Server stage - high-res source” on page 120

Configure Media Frame Core ASK: Encoder

Make sure the encoder’ s proxy transfer service is registered with the ASK software
component with alogical name, as explained in “ Configure MediaFrame ASK:
Register components’ on page 84. If ASK is down, you need to manually enter the
names, and they must match exactly. Therefore, where possible, use the drop-down
list to ensure the exact name.
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Configure Rules Automation: Encoder

TheRulestab of the MediaFrame Config tool definesthe rulesfor an encoder creating
proxy.

ﬁMediaFrame Configuration M= B I

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

DI Hegistrationl MDI Configuration | Assets Metadata Mapping | Foles and Licensingl Versionsl

| Use the controls and the list below ta add, change or remave the rules for creation of proxy material, and to madify
| § the failure policy.
ol

— Rules

Rule Description |
Create Proxy from MDI:MewskDI winkerHD
Create Proxy from MDEMewskDI winkerSD

Add Modty | Remove |
— Rule Retry Policy
Max Mumber of Retries: |3 ﬁ
Fietry Pricrity: IIncrease j
Walidate | QK Cancel | Apply |
4 coho_svr-1 10.16,42.80 .

To scavenge newly edited material in an “Outbox” folder on aK2 Storage System, for
MDI Name, select the K2 MDI and location asin “ Configure Aurora Proxy Encoder”
on page 110.

NOTE: Itisespecially important that the Rules Wizard is not running during
configuration stage tests that create media files. When a test media fileis created,
the Rules Wizard can trigger the creation of various types of proxy media. This
causes problems because the partially configured system is unable to handle the
proxy correctly. Configure the rules after you have all the MDI s configured with
their correct names.

Before configuring rules, make sure to apply al previous configuration changes. To
configure arule defining the creation of proxy assets, do the following:

1. Click Add. The Add Rule dialog box displays.
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Configure Rules Automation: Encoder

Rule Type: rowy Creation
—Source —— —
Source Type: |Material ﬂ
Source MDI: I j
Source Folder: I _I
¥ Include Subfolders
¥ Include Sequences
Trangfer Pricrity: INormaI j
r— Destination
Destination MDI: I j
Destination Folder: I _I
r Expire Asset in IE days

Advanced.. | Add | Cloze |

2. Using the Rule Type drop-down list, select the Rule Type:

* Proxy creation — thisrule creates a M ediaFrame asset and associ ates the source
material toit, if it doesnot already exist. If the asset does not have proxy already
associated, this rule causes proxy to be created.

» Asset creation — thisrule only creates a MediaFrame asset and associates the
source material to it, if it does not already exist. It does not create proxy. This
ruleis useful for systemsthat don’t have proxy encoders, or systems that don’t
want to create proxy for everything (such as systems that only want to create
proxy for archived material).

3. Using the Source Type drop-down list, select the Source MDI.

4. Usethe ... button to select or typein the source folder on the machine that the
system monitors for new material.

NOTE: You must use forward slashes for this path.

5. Check the Include Subfolders box to also monitor for material in folders nested in
“MDI Storage Location”.

. Check the Include Sequences box to include Aurora Edit sequences.
. In the Destination section, use the drop-down list to select adestination MDI.
. Usethe ... button to select or type in the destination folder.

© 00 N O

. Expired assets are purged from the system after this many days. Leave blank to
never expire. Refer to “ About expired assets’ on page 119.

10.To modify the Proxy Types and Creation Options, click the Advanced... button.
By default, the following are selected:

» Create while recording

» Recreate proxy if content modified

For further information about these options, refer to “ About configuring rules’ on
page 118. Click ok when done to exit the Advanced dialog box.
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11.Add adds the above settings as a new Proxy Creation rule.

12.The update Rule button only appearsif an existing rule is selected in the Existing
Rules box below, in which case the button puts into effect any changes you have
made to the existing rule.

13.In the MediaFrame Config tool, all currently added rules are displayed. When a
ruleisselected, the options above are automatically loaded with the settingsfor the
selected rule. Y ou can then modify the rule and update it, or modify the rule and
add it as anew rule, or remove the currently selected rule

14.The Rule Retry Policy section specifies how many timesthe system retriesafailed
rule. Keep this setting at 3 or below for most rules (3 for single or dual streamed
encoder, and 4 for quad-stream encoders) to prevent degradation of system
performance. If all the rules have the same setting, jobs are handled in the order
they were put in the database.

15.When afailed ruleisretried, its priority can be changed in relation to other rules
currently being processed. Set to Increase to promote timely processing.

16.Always click ok after making changes

17.Y ou must start or restart the GV Rules Wizard service on the MediaFrame server
to put changes into effect, but if you are doing the initial configuration of the
Aurora Proxy Encoder + Server stage, don't start the service until instructed to do
so in the Aurora Proxy Encoder + Server stage test.

The following sections explain rules.

About configuring rules

The Rulestab offersthe appropriate options based on the currently selected source, as
follows:

Rules when the source is high-res material

These rules create MPEG and storyboard proxy from high-res material. Thisisalso
known as a “scavenge” operation. Depending on the desired behavior of the system
you may have to create multiple rules for the MPEG creation. There are two types of
rules, asfollows:

* Create while Recording — Thisrule causes MPEG to be created while the system
is gtill encoding the high-res material.

* Recreate Proxy if Content is Modified — Thisrulewill causethe system to delete the
proxy associated with high-res material if the material has its content modified. It
will then recreate the MPEG proxy for the material. Thisruleis normally
configured for K2 storage systems.

The following takes place by default with both these types of rules:

» When the Rules Wizard starts up, it traverses ahigh-res device MDI to seeif there
isany material that does not have MPEG proxy associated with it, according to the
currently configured rules. The Rules Wizard will only check the system once after
startup to see if it needs to create any of this proxy.

» Storyboard elementsare used for thumbnails, so in effect thumbnails are generated
by default.
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Tips for configuring rules

» Configure onerule per folder or “location”. Multiple overlapping rules that access
the same folder can produce looping behaviors and other unexpected results.

Configure Assets Tab

GMediaFrame Configuration HE B3

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

| Fules I Foles and Licensingl Versionsl

% Uze the controls below to maodify the policy for retention or deletion of MediaFrame assets.

Drefault Asset Purge Cycle: |24 3: hours

Azzet Policy: [ Delete Assets with no Online Content

Walidate | QK Cancel Apply

j’ aurora-svr-1 10.16.41.62 .:

When the GV Asset Manager service runs it looks for expired assets and orphaned
assets that should be purged from the system. It al so maintains the assets currently in
the Resolver and if necessary initiates the creation of proxy to keep assetsin synch.
Thistab of the MediaConfig tool configures the frequency and rules by which the
Asset Manager carries out its processes.

About expired assets

When assets are created, they can be assigned a Expiration date. Thisisthe value that
you enter on the Rules tab. The Expiration date is set to the current date plus the
number of “Daysto Expire Asset”. If you do not set a“Daysto Expire Asset” value,
the asset will never be purged automatically

The Asset Manager executes aperiodic purgetask that runsat the frequency (in hours)
that you configure on the Asset Manager tab, starting from the last time the Asset
Manager serviceisstarted. Thistask takesthe current time of day date/time stamp and
comparesit to the Expire date. If the date portion of the current timestamp is greater
than or equal to the Expire date, the Asset Manager attemptsto delete the asset. Thus,
the actual purge period can occur up to aday earlier than expected.
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Theasset will not be deleted if the Hold checkbox has been checked in the asset in the
AuroraBrowseclient application, or if the asset hasalock onit for some other reason.
For example, if auser opens the asset in Aurora Editor, then Browse will not delete
the asset.

Recommendation:

Set the “ Daysto Expire Asset” to one more than required to ensure that assets are not
deleted sooner than required.

For example, if you want assets to reside in the system approximately (but not less
than) one day, the “ Daysto Expire Asset” value should be set to 2. Thiswill resultin
actual asset lifetimes between 24 and 72 hours in the system. If you require the
maximum period to be closer to 48 hours than 72, decreasing the Purge Period from
1440 (24 hours) to asmaller value should be effective.

Test: Encoder + Server stage - high-res source

The following test exercises system functionality exclusive to the rules for creating
MPEG proxy and storyboard proxy from high-res material. A successful test verifies
that the basic configurations for the rules are correct.

Test description: Trigger rulesby creating/modifying ahigh-resclip onthe K2 storage
while the Rules Wizard service is off, then on.

Run the test as follows:
1. Make sure that the system is not in use.
2. Make sure the GV Rules Wizard serviceis off on the MediaFrame server.

3. Start the GV Resolver service and the GV Metadata service on the MediaFrame
server.

4. Click start | Programs | Grass Valley| Event Viewer to open Event Viewer.
5. On aK2 system, copy aclip into a bin monitored by the Aurora Proxy Encoder.

6. On the MediaFrame server, start the GV Rules Wizard. Watch Event Viewer and
verify that the MPEG and storyboard proxy are created for the clip.

7. On the K2 system, copy another clip into the bin. Watch Event Viewer and verify
that the MPEG and storyboard proxy are created for the clip.

8. Inyou havea“...if content is modified” rule configured for high-res clips, on the
K2 system, modify aclip (rename) in the bin. Watch Event Viewer and verify that
the MPEG and storyboard proxy are created for the modified clip.

9. If you havea“ Createwhilerecording” ruleconfigured for high-resclips, onthe K2
system, record aclip into a bin monitored by the Aurora Proxy Encoder. Watch
Event Viewer and verify that the MPEG and storyboard proxy are created (in
real-time) as the clip is recorded.
Checklist: Encoder + Server stage

Use the following check list to verify that the basic configuration and testing of the
single-channel encoder plus MediaFrame server is complete.

[J When the Rules Wizard starts up, rules work as configured for the creation of
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MPEG and storyboard proxy.

[0 When aclip isingested, rules work as configured for the creation of MPEG and
storyboard proxy.

L1 When ahigh-res clip is copied into a monitored bin, rules work as configured for
creation of MPEG and storyboard proxy.

1 When ahigh-res clip is modified, rules work as configured for creation of MPEG
and storyboard proxy.

Configure NTFS MDI

{2 MediaFrame Configuration it |EI|1|

ASK Location
’7Hostname: IIocthost Fart: ISD‘ID

MO Registration  MDI Configuration |Assets| Fules I Metadata Mapping | Foles and Licensingl Versionsl

[@ Uze the list and controls below to select and configure the Managed Device Interface Services [MDlz] installed on
thiz system.

j‘ MO Mame: MTFSMDI
\g Generic FTP Sl I _I
Part: Ja11s
“;ﬂ K2 Surnmit File System Folder Locations:
Locations |
\) '] Wedi-FShT way
\9 M5 eries
r,\,-—?@ Mews
Add Femove
@.‘ NTFS Fegistered Type Mappings:
: E stension |Type |
- way sudiodway
P Frofie
.16 Prosy
= Add | Eemove |
Walidate | QK Cancel | Apply |
4 Jedi-MF 192,168.70,230 .

Thistab of the MediaFrame Config tool specifies the machines, directories, and file
types that the NTFS MDI can access. The Aurora Browse application makes these
available as selections for saving and managing assets.

If you need to configure the NTFS MDI, do the following.

1. Select Programs | Grass Valley | MediaFrame Config. Select MDI Configuration tab
and the NTFSicon.

2. Usethe... button. Enter the name of NTFS MDI, as registered with ASK. Refer to
“Configure MediaFrame ASK: Register components’ on page 84.

3. Port 9115 isrequired. See “Ports and services mapping” on page 47.

4. Click the Add button to specify the location of the folder managed by the NTFS
MDI. Thismust be a UNC path. The machine must have NTFS storage. (Y ou can
optionally specify the folder.)
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The Locations section lists currently added machines/folders accessible by the
NTFS MDI. For example, for configuring No V Aurora Edit LD systemsthe
location for the .wav voiceover files would be something like

\\ k2- pr oxy- nas\ wav

5. The Registered Type M appings section defines the types of files accessible by the
NTFS MDI.

NOTE: Do not map the edl/xml.LiteEdit type.

6. To put changesinto effect, click Apply.
7. When prompted to restart the MDI, click Yes.

122 Aurora Browse Installation and Configuration Guide April 6, 2010



Archive stage

Archive stage

For this configuration stage you configure your archive MDI, high-res storage, and
the MediaFrame server to work together. This assumes that the archive devices are
aready installed and connected.

The portion of the system configured and tested in this stage isillustrated by the
following diagram.

MedigFrame Low-Res Q
—

Proxy NAS
e - Aurora Browse
‘ Qient
( fﬁ Control Network
MDI [Server Encpders = Nearfline  Archive
System
TT{ FTP Network )
0] — Media (jSCSI) Network

K2
Media| Server

To configure and test the Archive stage, do the following:
1. “Add archive MDI” on page 124
2. “Verify archive preparations’ on page 125
3. Configure your archive:
a. “Configure DIVA MDI” on page 128
b. “Configure FlashNet MDI” on page 129
c. “Checklist: Archive stage” on page 130
4. “Checklist: Archive stage” on page 130
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Add archive MDI

The archive MDI software component runs as a service. The archive MDls available
areasfollows:

* DIVA
» FlashNet

The archive M DI software component must be installed on a network connected
computer. Similar to the other MDIsin the MediaFrame system, the archive MDI can
beinstalled on aMDI server or on the MediaFrame server, depending on the size and
design of your system.

NOTE: Before archiving News assets, the Aurora FTP software must be installed
on the K2-Aurora FTP server.

You can install the archive MDI software component from the M ediaFrame server
installation program. Select the component for your archive from the Custom setup

page.
i MediaFrame Server - Installshield Wizard ; il
Custom Setup w
Select the program Features you want installed, e
prag W I“*-. i

Click on an icon in the list below to change how a Feature is installed,

B Q,I MediaFrarne Solution o Feature Description

= = | Core 3ervices
== = | Managed Devices

FlashMET Archive

" =2 This Feature will be installed on local hard drive.

(=08 This Feature, and all subfeatures, will be installed on local hard drive.,

=0 This feature will be installed when required.

" ¥ This Feature will not be available.
T . | L= L= s | I

Installshield

Help SpACe < Back I Mext = I Cancel
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Verify archive preparations

For thetype of archive deviceyou use, check the following to verify proper operation
with the system.

DIVA preparations
Check the following on the machine that runs DIV A software:
1. Loginto the machine.

2. Verify that you can FTP from the DIV A server to the machine with the
high-resolution online material:

« If archiving from the Aurora Share, verify that you can FTP from the DIVA
server to the K2-Aurora FTP server through the FTP network using the
vnf novi e login account.

« If archiving from the M-Series, Profile, or K2 server side, verify that you can
FTP from the DIVA server to the K2 FTP through the FTP network using the
novi e login account.

3. Add anew Source and Destination.
4. Fill in the following information needed:

a. Source name — any name (must correspond to the name specified in Transfer
Server)

b. IP Address— can be IP address or host name accessible from DIV A archive
server (must be areachable News, K2, M-Series or Profile server registered as
the Transfer Server in the News, K2, M-Series or Profile MDI)

c. Source Type — choose the appropriate type of server. News FTP and K2 use
FTP_STANDARD and M-Series, and Profile use PDR

d. Production System — choose the correct system
e. Site— choose the site

f. Connect Options — additional options for connection to source server, that is, a
different login name. For example, for K2-Aurora FTP with a user name
vif movi e, putin-1 ogi n vnfnovi e;for K2putin-1 ogi n novi e

g. Root Path — If you're archiving from a News server, leave this blank. If you're
archiving from a K2, M-Series, or Profile server, type in the root path, for
example/ expl odedFi | e/ V: / def aul t

h. Max Throughput (Mb/s) — max throughput

i. Max Accesses—total number of access possible (default 10)

j. Max Read Accesses — total number of access for reading (default 10)

k. Max Write Accesses — total number of access for writing (default 10)
5. Regtart the DIV Archive Manager Service to enable the new settings.
Consider the following when preparing to integrate DIV A with Aurora Browse:

» TheDIVA MDI does not take any user specified name for afull restore. The clips
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arerestored using the original name (from archive). The DIVA MDI does,
however, alow a user specified name for a partial restore.

DIV A has no fixed limit for concurrent transfers.

If archiving from a Profile X P standalone, take the concurrent transfer limit into
consideration. DIV A’ s setting for concurrent transfers applies to specific source/
destination pairs. With the configuration utility/tool you can specify the
concurrency limit on a server-by-server basis.

The DIVA MDI makes an the assumption that the MDI isthe only gateway to the
entire DIV A file system. Any changes made outside the scope of the MDI will not
be reflected in MDI immediately.

Renaming of an asset is not supported in DIVA.
The MDI will use whatever priority the user chooses.

The source name must be the same as the host name specified in the Transfer
Server, not the actual machine. Under that name, specify the host name or IP
address of the actual machinein the IP Addressfield.

If the DIV A server isrebooted, the DIVA MDI service must be restarted. Refer to
“Accessing services’ on page 80.

FlashNet preparations

To use Flashnet with the Aurora Browse system, make surethat you haveinstalled the
following pre-requisites on the Flashnet MDI server.

» Flashnet Client software (provided by SGL)

* MS Message Queuing, the Common subcomponent (part of the Windows Server
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2003 CD)

Message Queuing

To add of remove a component, click the check box. & shaded box means that only part
of the component will be installed. To see what's included in a component, click Details,
Subcomponents of Meszage Dueuing:

O @Active Directary Integration 0.0 MB _:J
'™ &, Common 0.0ME

(| g\ﬁ Downlevel Client Support 0.0ME
[[] % MSMA HTTF Support 0.0MEB
[ =f Routing Support 0.0MB
[ ¥ Triggers 0.0 MB J

Description:  Provides basic functionality for local meszaging services

Total disk space required: 10.4 ME Eetale |
Space available on digk: BF008.4 MB
(6]8 I Cancel |

Check the following on the Flashnet server:
1. Loginto the machine.

2. Verify that you can FTP from the FlashNet server to the high-res storage machine.

If archiving from K2 storage or AuroraShare NAS, verify that you can FTP from
the FlashNet server to the K2 storage or AuroraShare NAS on Control FTP and
login as user vimfmovie.
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Verify archive preparations

3. Make sure the FlashNet services are up and running.

Consider thefollowing when preparing to integrate FlashNet with the Aurora Browse
system:

» The FlashNet MDI does allow a user-specified name for a partial restore.

» TheFlashNet MDI usesafile cacheto support asset functionality. Asthe FlashNet
device does not have any support for file system updates, the FlashNet MDI
assumes that the MDI is the only gateway to the entire FlashNet file system. Any
changes made outside the scope of the MDI will not be reflected in MDI
immediately.

» In FlashNet, renaming of an asset is not supported.

» A restore operation always defaultsto highest “ Time Critical” priority and archive
operation defaultsto “normal” priority.

Network connectivity - all archive types

April 6, 2010

To test network connectivity, ping all machines from all machines.

If archiving to/from K2 Storage or AuroraShare NAS, ping these machines on the
Control FTP network:

If archiving from the Aurora Share, verify that you can FTP from the DIVA or
Flashnet server to the K2-Aurora FTP server through the FTP network using the
vntf nmovi e login account.

* MediaFrame server

* Archive MDI host

* NewsMDI host

» The machine hosting the K2-Aurora FTP service
» Archive machine

» TheK2 storage or AuroraShare NAS system
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Configure DIVA MDI

Open this tab of the MediaConfig tool locally on the machine that hosts the DIVA
MDI software component.

To configure the DIVA MDI, do the following.

{2 MediaFrame Configuration [_ (O] =]

ASK Location
’7Hostname: |<MediaFrame FEIVEr: Part: ISD‘ID

MO Registration  MDI Configuration |Assets| Fules I Fioles and Licensingl Versionsl

Uze the list and contrals below to select and configure the Managed Device Interface
Services [MDIg] installed on this spstem.

2| MDI Name: |DivabDI =
Part: Janzz
DA Hostname: Ic:oho_diva-‘l
DIA Manager Port: 000
Diigk Array Mames: ISTDHAGE_DN_DISK |
Timeout: |1 80 360
P Pofis  —
Llﬁ Prowy LI
Walidate | QK Cancel Apply
g coho_svr-1 10.16.42.80 .

1. Select Programs | Grass Valley | MediaFrame Config. Select the MDI Configuration
tab and the DIV A icon.

2. Usethe ... button to location the name of the DIVA MDI.

3. Port 9122 is required.

4. Enter the hostname or I P address of the DIVA machine.

5. The default value for the Diva manager port is 9000. The default timeout is 180.
6. Click oK.

NOTE: You no longer need to define FTP for archive sources/destinations.
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Configure FlashNet MDI

Open thistab of the MediaConfig tool locally on the machine that hosts the FlashNet
MDI software component. This tab tells the FlashNet MDI where to ook for FTP
transfer of high-res material. For K2 storage or AuroraShare NAS systems, archive
transfers are handled by asingle FTP server.

ﬁMediaFrame Configuration [_ (D] =]
ASK Location
’7Hostname: |<MediaFrame FEIVEr: Fart: ISD‘ID
MDI Registration |Assets| Fules I Fioles and Licensingl Versionsl
[ % Use the list and contrals below to select and configure the Managed Device Interface
I 'Js‘ Services [MDIz] installed on this spstem.
: FlashMETHMDI
t Flashret e R I = _I
Part: Ja124
Generi
a F'FSEHC Flashnet Hosthame: Icoho_sgl-‘l
e K2
gl NTFS
JFJ Prosy
Walidate | QK. Cancel Apply
4 coho_svr-1 10.16,42.80 .

To configure the Flashnet M DI, do the following.

1. Select Programs | Grass Valley | MediaFrame Config. Select the MDI Configuration
tab and the Flashnet icon.

. Enter the name of the MediaFrame server.

. Port 9010 isrequired. Do not modify.

Usethe ... button to location the name of the FlashNet MDI.

. Port 9124 is required. See “ Ports and services mapping” on page 47.
. Enter the name or | P address of the FlashNet machine.

N o O~ WM

. Click oK.

NOTE: You no longer need to define FTP for archive sources/destinations.
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Checklist: Archive stage

Usethefollowing check list to verify that the configuration and testing of the archive
stage is complete.

1 High-res material transfers (archives) to archive device.

I High-res material transfers (restores) from archive device to restore location.
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Deploy remaining machines for full system

Deploy remaining machines for full system

For the basic configuration path, after you have worked through all the configuration
stages and verified functionality at each stage, you deploy your remaining Aurora
Browse machines.

Do the following task to deploy your remaining Aurora Browse machines, as
appropriate for the machines included in your particular system. For instructions,
refer to the applicable configuration stages early in this chapter.

» Deploy remaining Aurora Proxy Encoders. Refer to “ Encoder stand-alone stage”
on page 105 and “Encoder + Server stage” on page 115.

Test system level interactions

Run the following tests to verify that all machines are available and will function
correctly, especialy during times of heavy system activity.

Multiple scavenge test

Thistest verifiesthat scavenge operations can simultaneoudy control al Aurora
Proxy Encoders to optimize performance during times of heavy proxy asset creation.

To test multiple scavenge operations, do the following:

1. Onthe machine from which high-resmediais scavenged, prepare aquantity of test
clips, such that you have one more test clip than the number of Aurora Proxy
Encodersin your system. For example, if you have four Aurora Proxy Encoders,
preparefivetest clips. Y ou must preparethetest clipswithout triggering the system
to create any proxy assets. Y ou can do this by recording mediawith achannel that
is not associated with the system for ingest, or by copying existing clipsto a
different bin or folder. In any case, the bin or folder in which these test clips are
initially placed must not be a bin that is currently monitored by the system for
scavenge operations. Make the test clips at least a minute long.

2. On the MediaFrame server, open Event Viewer.

3. Prepare abin or folder (preferably one that is currently empty) for monitoring by
the system for scavenge operations. On the Aurora Proxy Encoders, definerulesto
create MPEG proxy for high-res material that appears in the scavenge folder.

4. On the machine from which high-res mediais scavenged, simultaneously copy all
the test clips into the prepared bin.

5. In Event Viewer, verify that scavenge activities occur for each channel, and that all
Aurora Proxy Encoders are encoding MPEG simultaneously.

6. With Aurora Edit LD or the Aurora Browse application, validate MPEG assets.

Purge test

1. Select an asset from the results list to load details. Take note of the components
associated with this asset. This can be done by looking at the Related tab in the
detail s page. By using the mouseto hover over the entriesin therelated tab you can
derive where the asset components exist in the system.

2. From the general tab on the details page edit the expiration date and select a date
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in the past.

3. The purge process polls at configured intervals. To expedite testing go to the
Windows services panel and restart the Asset Manager process. Thiswill causethe
cycle to be reset and assets meeting expiration criteriawill be processed
immediately.

4. Refresh the search results list by pressing the go button with no criteria specified.

5. Verify that asset components noted earlier no longer exist in the system. Y ou will
haveto look at the NASfor the specific paths to proxy asset components. The asset
on the high-res storage should also be removed.

Add Aurora Browse Clients

The Aurora Browse client application can beinstalled from the MediaFrame Server.
Beforegiving the usersthe path to the AuroraBrowseinstall er, an administrator needs
to set up roles and licenses for the user.

If the Aurora Browse user has administrator privilegesyou can use setup.exetoinstall
the Aurora Browse application on the client PC. The executablefile installs the
prerequisites and the Aurora Browse application.

If the Aurora Browse user does not have administrator privileges, an administrator
needsto install all the prerequisites for the user. The user then can install the Aurora
Browse application by using the AuroraBrowse.application installer.

Y ou can find the installer on the MediaFrame server share:
\'\ Medi aFr aneSer ver \ Aur or aBr owse.

Do the following tasks to enable PCs to act as a Aurora Browse clients and run the
Aurora Browse application.

e “Connect server and NAS to customer LAN” on page 132
» “Configure Aurora Browse Licenses’ on page 133

» “Managing Aurora Browse User sessions’ on page 135

Connect server and NAS to customer LAN

The MediaFrame server and NA S machines must have network accessto the external
LAN of the Aurora Browse client PCs. Work with the IT personnel at the customer
site to configure Domain, DNS suffix, or any other settings required by the site’'s
LAN.

If you have MediaFrame client applications on a different Windows domain from the
MediaFrame server, you need to define atrust relationship (one way or two way). For
example, you could have your MediaFrame system on Windows domain A with a
trust in the B domain. Applications running on Windows domain B can then connect
to the MediaFrame server on Windows domain A.

Also, make sure that permissions are correct for access to the MediaFrame server
website, which serves the Aurora Browse application. The website uses Integrated
Windows Authentication.
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Configure Aurora Browse Licenses

Y ou must configure the MediaFrame server, as per your Aurora Browse license, to
allow user accessto Aurora Browse application features. Roles and Licensing is
managed centrally from the MediaFrame server. Thisrequires that you log in as
Aurora Browse administrator. A role can be leased if the user has been assigned the
role by an administrator, and alicense for the role exists and is available.

To configure for Aurora Browse licenses, do the following.

1. Select Programs | Grass Valley | MediaFrame Config and select the Roles and
Licensing tab.

ﬁMediaFrame Configuration [_ =[]

A5 Location
’7Hostnama: |Iaca\host Fort: |SD1D

MDI Reg\stratinnl MDI Ennligurat\nnl Assetsl Fules :ﬁ.ﬁ. QI Versinnsl

m Usze the contrals below to modify and manage licensing and user roles, and review current

license usage

7~ License Server Location

Primary Hostname: Ilm:alhnsl

Optional Secondary Hostname: I

Currently uging primary license server,

— Authorization Manager Policy Stare

Stare Type: i+ Local %ML File € Active Directory

Location: Ic.\ThUmsUn\N ewsBrowse' Configurationoles, sml
™ Delete OId Store
Pleaze provide the logon details for an account with the appropriate credentials to delete and/or create

Authorization b anager stores on the specified Active Directory server. Tupically, thiz iz & domain
administrator.

Username: |

Fazswond: I

Diomain: I

Licenze Status... | Authorization M anager. |

Walidate oK I Cancel Apply |

4 coho_swr-1 10.16.42.80 .

2. To add users and assign roles, click the Authorization Manager button.

¥ Authorization Manager

\Zd Ele  action  View Window Help

= e N =N

[TEd Authorization Manager Name_ # [ Type [ Description [
=5 roles.xml (Role Definitions Container Rolss ars a sek of basks nesded to perform & user job Function
- Groups (3 Task Definitions Container Tasks are a set of operations needed to perform a basic user action
-3 Aurors
{1 Groups
B iions

Role Definitions

{1 Task Definitions
[=-{_] Role Assignments
-8 Browseview

+ BrowseLogging
BrowssEdit
MediaManager
Archive
Restore
Multisits
Transfer
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3. Configure according to the Microsoft Windows documentation: add a group, then
add users to that group.

4. Enter the following:

» Username— This must match the account with which the Aurora Browse client
accesses the Aurora Browse application.

» Roles— Sdlect the Aurora Browse application functionality to which the user
needs access. The Roles listed are dependent upon current licensing.

The following table defines the Roles:

Role Description

BrowseView Letsyou search, browse, and explore assets and view them.

Browsel ogging Letsyou search, browse, edit and explore metadata.

BrowseEdit LD editing, search, browse and explore.

MediaManager In addition to al the other privilegesin thistable, MediaManager lets

you search, browse, explore, delete, rename, change custom metadata
schema, and create proxy.

Archive Letsyou transfer high-res assets from a K2 system to an archive
device and optionally delete the high-res assets from the K2 system.

Restore Letsyou restore high-res assets from an archive deviceto aK2
system.

Transfer Letsyou transfer locally on the Aurora Browse system. Y ou heed to

add thisrole even if the user has the MediaManager role.

Encoder Asof 7.0, thereis no longer an Encoder role.
An encoder licenseis used to license each encoding stream.

If you assign aRoleto more users than the session count for which it islicensed,
the Role isnot available to all users at times when sessions exceed the count.
Verify license status and user sessions

To check the status of the licenses or the status of the leased user sessions, click the
License Status button on the MediaConfig tool.

Licenzes l Leases]
License Key | Type | Class | Availa.. | Status |
wHRDRABRIVAEARCHIVE Flosting Nomal  470f 20 Mo enor :

AURORA-BROWSE-BROWSEEDIT Floatng Mormal 50of 50 Mo eror
AURORA-BROWSE-BROWSEVIEW Floating Mormal 47 of 50 Mo eror
AURORA-BROWSE-RESTORE Floating Mormal 47 of 50 Mo eror
BASECAMP-INTEGRATION Floating Mormal 4 of 4 Mo ermor

Cloze

A

The Aurora Browse administrator sets up Aurora Browse users and can restrict their
accessto AuroraBrowse application features and assets, asexplained in thefollowing
procedures.
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Managing Aurora Browse User sessions

The Aurora Browse administrator can view the current users with active sessions and
force a session to be dropped, as follows:

1. Select Programs | Grass Valley | MediaFrame Config and select the Roles and

Licensing tab.
2. Click the License Status button and select the L eases tab.

Licenses

Client
Host

Unleazed
Foles

Uszer Mame | Client &pp Leased Roles

1hnbadmin 101
Brawseliey Browselogging
. Aurora Browse Archive = 341742
COHO_S¥R-1%nbadmin 10.16.42.78 540117 Restare Edro‘\::l\_ls;Edlt 1:55.37
Transfer ediat anager
Brawseliey Browselogging
Aurora Browse Archive = 341742
AMithompsca 10.16.38.99 540117 Restare Edro‘\::l\_ls;Edlt 1:55.07
Transfer ediat anager
«| | »
Fiefrezh | Drop |
Cloze |

4

3. Todrop auser’s current active session, select the user name and click the brop
button.
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Adding custom fields and metadata mapping

Custom fields enhance site-specific management of assets. The Aurora Ingest or
Aurora Browse administrator defines acustom field to create an asset metadata-type
that uniquely fits the site’ s workflow.

The user of the Aurora Browse application can then assign metadata to an asset by
entering text or making a selection in the custom field. Adding custom fieldsis
optional. If you have administrator-level privileges, you can add custom metadata
fieldsin the Aurora Browse client. For more information, see the Aurora Browse
User Guide.

Setting up metadata mapping

M etadata mapping registers and maps any foreign metadata (such as metadatafrom a
camera) into the MediaFrame system. Sinceitisin XML format, an XML schemais
needed.

Y ou need to set up metadata mapping before importing the metadatain Ingest. To set
up metadata mapping, follow these steps:

1. Select Programs | Grass Valley | MediaFrame Config. Select the M etadata M apping
tab.

2. Click Add. The Add New Type —Type Details dialog box displays.

Add New Type [ |
— Tupe Details

Uze the controlz below to name and describe the new type. Optionally, you may alzo chooge to provide an
icon that will appear alongside instances of this type.

Type Mame: IInfinit_l,l

Type Description: |><ml data from the Grazz Valley Infinity camera.

6‘ ‘° € Change. |

Specify an ®5D file that describes the <ML schema of this new type.
#ML Schema:  |C:hp2WGY_Metadata_actual xed

Type lcon:

— Twpe Schema

Cancel | < Previousl Mewt > |

4

3. Enter the type name and description. If you want to change the typeicon, click the
Change... button.

4. Click the ... button to select the XML schemafor this type.
5. Click Next. The Add New Type — Metadata Mapping dialog box displays.
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Setting up metadata mapping

Add New Type [ |

— Metadata Mapping

Uze thiz control to create and delete mappings. Dirag arows from source to destination nodes to add
mappings, or use the buttons below.

= t' Story Metadata (¥ -
""t' b ain metadatab ame o -
- i@ SpokenLanguageCode metadataT humbnailJAL o -
- g CreationDateTime metadataE «pireD ate o -
i@ TakeMumber metadatal sProtected @ -
i WergionMumber Description @ -
- g EditStatus zourcell g -
- i WideoProfile broadcastyfideoFormat -
----- i lzCopy extendedComments @ -
""t' Titles textfield o -
i MainTitle shorttextfield @ -
i WWorkingTitle tag -
----- @ VerzsionTitle longd, o
""t' Ewent longB -
- g Eventindication longC o -
- i@ EventStartDateTime longD @ -
----- i EventEndDateTime longE -
""t' Publication longF o -
| - g PublicationOrganizationt ame longli @ -
- g PublicationServiceM ame longH @ -
----- i Publicationtedium longl @ -
""t' Annotation long) @
i Annotationkind longk, -
- i@ AnnotationSynopsis longl o
- i@ AnnotationD ezcription longhd o -
----- i Cuewords longM o -
""t' Operator longd o -
- g FamilyMame longP o -
- i@ FirstMame longR @ -
- i@ LinkingMame longS o
- i@ PerzonDescription longT o
i Salutation longll o -
- g Telephone longy' -
..... # Email longd @
¢ PReporter
4 L Farnilyt arne: i

=l x

Cancel | < Previousl

4

6. To map the metadata, select the desired field in the Story column and drag it to the
appropriate item in the Metadata column.
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Add New Type [ |

— Metadata Mapping

mappings, or use the buttons below.

Uze thiz control to create and delete mappings. Dirag arows from source to destination nodes to add

- i Eventlndication

- ¢ EventStanDateTime ——
- ¢ EventEndDateTime ——
Publication

| - g PublicationOrganizationt ame
- ¢ PublicationS erviceM ame

----- i Publicationt ediurn

¢ Annatation

i Annotationkind

- i@ AnnotationSynopsis

- i@ AnnotationD ezcription

- g Cughwiords

~,

- g LinkingMame

- i@ PerzonDescription
i Salutation

- ¢ Telephone

" Feporter
i Familyl amne

= " Story Metadata (\’9 -
----" I air > metadataMame
- i@ SpokenLanguageCode / metadataT humbnaillRL
- g CreationDateTime metadatak xpireD ate
i@ TakeMumber / metadatal sProtected
i WergionMumber / Drescription
- g EditStatus zourcel
- i WideoProfile / broadcastyideoF ormat
----- i lzCopy / extendedComments
----" Titles textfield
i MainTitle 4/ shorttextfield
i WWorkingTitle tag
----- @ VerzsionTitle /—ﬁlongﬂ
----" Ewent //—ylongB

Operator
- i@ FamilyH ame — ~ longP
JmEm ongh

= s

longE
longF
longG
longH
longl
long)
longk.
longl
longhd
longh
~ longQl

longS
longT
longld
long
longQ

OO L OO LOL OO COCLOOETOOT

=l X

Cancel | < Previousl

Finish 3| |

4

7. Click Finish. The mapped metadata information is displayed.
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About bin and asset naming limitations

ﬁMediaFrame Configuration M= B3
ASK Location
’7Hostname: IIocthost Fart: ISD‘I 1]
DI Hegistrationl DI Eonfigurationl Assetsl Rules Metadata Mapping | Roles and Licensingl Versionsl
s Use the list and controls below ta review, add and remove foreign metadata types, and configure mappings into
® MediaFrame metadata.
Type NE_”JE | Desc:-r'iption | Mappings |
& Infinity #ml data from the Grazs Valley Infinity ca... 5
add | wedy | Remove |
Walidate | QK | Cancel | Apply |
4§ aurora-syr-2 192,168.3,201 .:

About bin and asset naming limitations

April 6, 2010

The asset name, bin name, and path can include up to 259 characters (including
separators such as\). Some parts of the file path are not visible in AppCenter or
Aurora applications.

The file system limits the number of bytesin a name aswell as the number of
characters. The full count of 259 characters applies to names in English and other
languagesreferred to in 1SO 8859-1. The number of characters might belessthan 259
with some other character sets.

NOTE: Try to limit path namesto less than 150 characters.

The following table breaks down the character length restrictions for the samplefile
system path of \ medi a\ nmybi n1\ nybi n2\ MyVi deo. cnf\ MyVi deo. xml .

Asset name, bin name, and path (up to 2592 characters, including separators

such as\\))
Section of an Therest of the Bin name Asset media Asset name and
asset/path name path name (i.e. directory and extension

everything extension

apart from the

bin and asset

names)
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Asset name, bin name, and path (up to 2592 characters, including separators

such as)\))

Naming limitation | Thispart of the | Thebinname | Thispart of the | Theextensionisnot
path nameis canbeupto pathnameisnot | visiblein AppCenter or
not visiblein 227 visblein Auroraapplications. At
AppCenter or characters AppCenter or least 25 characters are
Aurora (whichwould | Aurora reserved for the asset
applications. leave room applications. name and extension,

for only a The directory even if they are not all
1-character name isthe
asset name) same as the

asset name. 4

charactersare

reserved for the

extension.

File system \media \mybin \MyVideo.cmf \MyVideo.xml

example myhin2

aThefull count of 259 characters might not be available with some character sets.
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Chapter 6

Database and Recovery Planning

Y ou heed to establish arecovery plan in the event an Aurora Browse MediaFrame
system fails, so that services can be re-configured rapidly to minimize impact.

This chapter describes strategies for planning and maintaining the database and
recovery images. It is divided into two sections:

» “Database planning and maintenance strategies’
» “Backup and recovery strategies’

Database planning and maintenance strategies

Procedures in this section are as follows:

» “Encoder failure considerations’ on page 141

» “MediaFrame server failure considerations’ on page 142

» “Updating the database to the simple model” on page 142

» “Creating asimple maintenance plan”’ on page 143

» “Veifying the database maintenance plan status’ on page 145

» “Testing the backup” on page 146

* “Modifying the database maintenance plan” on page 147

» “Restoring the MediaFrame server database” on page 148

» “Updating the maintenance plan after renaming the server” on page 148

» “Reconfiguring MediaFrame after renaming the server” on page 146

Encoder failure considerations

April 6, 2010

Encoders provide redundancy through numbers. A plan should identify the critical
encodersin the system and alternate encodersthat can be reconfigured to substitutein
the case of failure. There are no automated fail-over capabilities with AuroraBrowse
M ediaFrame components. It isimportant to identify which machine(s) host Managed
Device Interface services. These services can be pre-installed on secondary devices,
although the server should not be configured to monitor them unless a failure of the
primary service occurs. Managed Device | nterface services can exist on any encoder
and the server need only to be reconfigured to point to the new machine in case of
failure.

Encoding jobs can be assigned to any available Aurora Proxy Encoder. N+1
redundancy is achieved by adding an extra Aurora Proxy Encoder.
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MediaFrame server failure considerations

The MediaFrame server must have a database maintenance plan in place. The
maintenance plan backs up the SQL database on aregular basis and storesit in asafe
location. In the case of server failure the database can then be restored to minimize
data loss.

If the SQOLSERVERAGENT service is ever stopped, so is your maintenance plan.
Make sure that the service is set to start automatically.

If an off-line backup server is purchased it should be pre-configured to operate in the
system so in case of primary server failure, minimal timewill be spent bringing up the
backup system. The backed up database could be restored to this backup server on a
regular basis.

Newer systems have redundant power supplies and mirrored disksto further protect
the integrity of the system.
Updating the database to the simple model

Asof AuroraBrowse 6.5.2, the MediaFrame database needs to be updated to the
simple model. If your database is not using the simple model, it needs to be updated
before you run the maintenance plan.

To update the database to the simple model, follow these steps:
1. On the MediaFrame server, open SQL Server Management Studio.
2. Connect with the administrator credentials.

3. Expand the left-hand tree view to
<machi ne name> Dat abases| Medi aFr ane.

. Right click on MediaFrame and select Properties.

4

5. In the Select a page pane, select the Options page.

6. From the Recovery Model drop-down list, select Simple.
7

. Verify that the rest of the settings match the following screenshot, and click
OK.
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Creating a smple maintenance plan

|| Database Properties - MediaFrame D E]@ A
9 Generl ; Script ~ {3 Help
% Files :
_'%:" Filegroups Collation: SQL_Latin1_General_CP1_CI_AS v
j: (I;ttn:ir;:ions Recovery model: Simple
% Extended Properties Compatibility level: SQL Server 2000 (80) M
[ Mimoring ;
|# Transaction Log Shipping Cther options:
=21
E Automatic i
Auto Close False
Auto Create Statistics Tue
Auto Shrink False
Auto Update Statistics True
Auto Update Statistics Asynchronously False
B Cursor
Close Cursor on Commit Enabled False
Default Cursor GLOBAL
E Miscellaneous
ANSI NULL Defautt False
ANSI NULLS Enabled False
Saver ANS| Padding Enabled False
MDA ANSI Wamings Enabled False
P e Aqithmetic Abort Enabled False
Concatenate Null Yields Null False
24 Miew connection properties Date Comelation Optimization Enabled False
Numeric Round-Abort False -
ANSI NULL Default
Ready
[ 0K ] [ Cancel

Creating a simple maintenance plan

M aintenance plans automate database tasks necessary to ensure databaseintegrity and
recovery in case of dataloss. As part of the installation process, an application was
downloaded that creates a simple maintenance plan.

Before you run the M ediaFrame maintenance plan application, it must be configured
for your system.

Configuring the MediaFrame maintenance plan

April 6, 2010

Before you can run the M ediaFrame maintenance plan, you need to change the backup
location. By default, itisset for C: \ Medi aFr ane\ Backup, which isafolder that
is not automatically set up on the system. Modify the database backup location to a
network storage, preferably one that is backed up or has some kind of RAID
protection.

To configure the plan, follow these steps:

1. Open the executable file in an editor application, such as Notepad. The
M ediaFrame maintenance plan isinstalled along with the M ediaFrame database
files:

C:\ Prograntil es\ G assVal | ey\ Medi aFr ane\ Dat abase\ Mai nt ena
ncePl an. exe

2. Modify the backup location <add key="BackuplLocati on"
val ue="C:. \ Medi aFr ane\ Backup" />.
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3. If the database is backed up to a network share, modify the account that the SQL
Server (MSSQLSERVER) and SQL Server Agent (MSSQLSERVER) run as. It
needs to run using an account that has permission to write to the network shared
location for the database backup.

Using the simple maintenance plan

Once you have configured the maintenance plan, you can run the executable file and
it will automatically configure SQL Server to run maintenance tasks shown in the
following workflow at the scheduled time.

s

Check Database Integrity

Check Database integrity on Local server c...

Databases: MediaFrame
Include indexes

shrink Database

Shrink Database on Local server connection
Databases: MediaFrame

Limit: 50 MB

Free space: 10 %

Back Up Database (Full)

Backup Database on Local server connection
Databases: MediaFrame

Twpe: Full

Overwrite existing

Backup sek will expire: After {in days) 14
Deestination: Disk.

|

Maintenance Cleanup Task

Maintenance Cleanup on Local server conne. ..

Cleanup Database Backup files
Age: Older than 2 Weeks

CAUTION: When you run the maintenance plan, it deletes any

previously created maintenance plans and all associated jobs and
schedules. To retain these files, save them under a different name
before running the maintenance plan.

To customize the maintenance plan, use SQL Server Management Studio (SSMS)

under <server name> + Management + Maintenance Plans. If the SSMSis open while

Aurora Browse Installation and Configuration Guide
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Verifying the database maintenance plan status

1. Todeterminethe maintenance plan status, look in SQL Server Management Studio

under <server name> + Management + Maintenance Plans.

2. Right-click on the plan and select View History.

Us Microsoft SOL Server Management Studio

File Edit View Window

I':',l___New Query l |_h

Project - Tools Community  Help

0 0 | o e e | [

Object Explarer

Connect ~ |_Eg - - E

3] |_“'LE) SQL Server Agent

= ame Maintes P
= uj megatron-svr-1 {SQL Server 9.0,3068 - AM\gloverj) : Slininidakel
+ [ Databases escription
Security
Server Objects || Subplan Description Scheduls

Replication

Management
= L3 Mai
= [ 3 50
g Activity Monitor

3 Database Mail
g Distributed Transaction Coordinator

Full-Text Search
® [[3 Legacy

# [T Motification Services

!‘ﬂr&m m‘i
| Weekly Subplan Subplan_2

1

Transaction log backup task
Backup Database on Local server connection

T?olbox Databases: MediaFrame |
= Mai Plan Tasks Type: Transaction Log J'
| k Pointer Append existing |

;g;—j Back Up Database Task

Backup set will expire: After {in days) 14

Lk rhadk Natsh Totsaribe Tack

Ready

3. Verify the status:

» Green check mark — everything is good

 Red X — indicates an error

{! Log File Viewer - megatron- sl

UJLJ=ks

S View fiter settings
Selected row detalls

Done {655 records).
&

Maintenance plan description:

LjLoad Log \."JJ Export ._A-[Refresh “F Filter ... “4 Search... & Delete... ifdep
O F‘Eml':;'lta;rdr:;;necne;::: Pl Al Log file summary: Mo filtter applied : :
@ []SaL Agent ;. l Date : P|al.1 Name SuIIJPIan Mame | Task Name | Duration Log. Type .A!
<l m | )]L V[ v 9/9/2008 1.01:16 AM  MaintenancePlan  Daily Subplan 00:01:09 Maintenanc
: BT i v 9/8/2008 7:01:11 PM  MaintenancePlan  Daily Subplan 00:01:04  Maintenanc
v 5/8/20081:0918 PM  MaintenanceFlan  Daily Subplan 00:059:03  Maintenanc
LassHehedt €3 5/8/2008 11:3228 AM  MaintenancsPlan  Weskly Subplan 00:01:40  Mairtenanc
9/10/2008 2:40:47 FM € 9/3/2008 11:25:06 AM  MainteniancePlan  Weskly Subplan 00:01:50  Mairtenanc
Y 0 5/8/2008 11:13:36 AM  MaintenanceFlan  Weekly Subplan 00:02:45 Maintenancl
II:| }v 5/8/2008 11:08:11 AM  MairtenancePlan  Weekly Subplan I 00:01:17 Malntenlag ]'Yl
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Testing the backup

Database performance can be downgraded while thistest isin progress, but the
database will remain operational during the test.

Prerequisite: Verify that logging isturned off for I1S.
1. Right-click on MediaFrame maintenance plan.

2. Click Execute.

NOTE: To check for errors, view the history. See “ Verifying the database
maintenance plan status’ on page 145.

Reconfiguring MediaFrame after renaming the server

Renaming the MediaFrame server after installation can affect the operation of the
system. If you rename the MediaFrame server or K2 BaseCamp Express server
after the software has been installed or configured, follow these steps.

1. Toupdate SQL with the name change, run the ChangeServer Name.bat script found
inC:\ Program Fi | es\ G ass
Val | ey\ Medi aFr ane\ Dat abase\ ChangeSer ver Nane. Follow the
Readme.txt instruction located in the same folder.

2. Redo the database maintenance plan as described in “Updating the maintenance
plan after renaming the server” on page 148.

3. Update MediaFrame Configuration:

a. Make a backup copy of the configuration file:
C.\ Thonson\ Medi aFr anme\ Conf i gur ati on\ Medi aFraneCore. c
onfig

b. In the Configuration file, update the server name in each of the URL lines that
contain the old server name.

For example:

<Ask Url="tcp:// A dMedi aFrameSer ver Nane: 9010/
AskService" [>

<Resol ver Wl ="tcp:// A dMedi aFrameSer ver Nare: 9016/
Resol ver Servi ce" />

<Metadata Ul ="tcp:// A dMedi aFrameSer ver Nare: 9014/
Met adat aServi ce" />

<Li censeManager Url="tcp://
O dMedi aFr aneSer ver Nane: 9012/ Li censeManager Servi ce" [ >
<Tr ansfer Manager Ul ="tcp://

A dMedi aFr ameSer ver Nane: 9020/ Tr ansf er Manager Ser vi ce" /
>

<Subscri pti onManager Url ="tcp://
A dMedi aFr ameSer ver Nane: 9024/
Subscri pti onManager Servi ce" />

<Asset Manager Url="tcp:// O dMedi aFr aneSer ver Nane: 9022/
Asset Manger Ser vi ce" >
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4. In the MediaFrame Config tool, update any MDI running on the server.

5. On any other machines that access the M ediaFrame server, update the
configuration to use the new server name.

Modifying the database maintenance plan

Thefollowing section isbased on a database maintenance plan created using the steps
in “Creating a simple maintenance plan” on page 143.

Modifying the maintenance plan backup location

The pre-configured maintenance plan places database backup files in the following
location:

C. \ Medi aFr ane\ backup

If your site has a different location specified for database backup files, use the
following procedure to modify the location:

1. Open the Windows operating system Services control panel and verify that the
SQLSERVERAGENT serviceis set to start automatically and that it is currently
running.

2. Open Microsoft SQL Server Management Studio and log in with the appropriate
credentials. To create or manage maintenance plans, you must be amember of the
sysadmin fixed server role.

Server Management Studio opens.

3. In Management Studio Object Explorer, expand the node for the MediaFrame
server, expand Management, and then expand Maintenance Plans.

4. Right-click MediaFrame Maintenance Plan, and click Modify.
A Plan Design panel opens.

5. Double-click Backup Database Task.
A Backup Database Task dialog box opens.

6. In the Backup Database Task dialog box, in the Folder field, modify the backup
directory path.

NOTE: SQL can only see local drives and cannot see shared directories or disks
that are not native to the machine.

7. Click ok on the Backup Database Task dialog box.

8. Close Server Management Studio and answer Yes when prompted to save changes.

Modifying the maintenance plan schedule

April 6, 2010

The backup should occur at atime that does not conflict with peak usage of the
system. The pre-configured maintenance plan schedules the backup for 1:30 am. If
this schedul e conflicts with your system usage patterns, use the following procedure
to modify the schedule:

1. Open the Windows operating system Services control panel and verify that the
SQLSERVERAGENT serviceis set to start automatically and that it is currently
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running.

2. Open Microsoft SQL Server Management Studio and log in with the appropriate
credentials. To create or manage maintenance plans, you must be amember of the
sysadmin fixed server role.

Server Management Studio opens.

3. In Management Studio Object Explorer, expand the node for the MediaFrame
server, expand Management, and then expand Maintenance Plans.

4. Right-click MediaFrame Maintenance Plan, and click Modify.
A Plan Design panel opens.

5. Inthe Plan Design panel list, select the weekly maintenance subplan.

6. With the subplan selected, click Subplan Schedule in the toolbar.
The Job Schedule Properties dialog box opens

7. In the Job Schedule Properties dialog box, enter the new schedule details.
8. Click ok on the Job Schedule Properties dial og box.

9. Close Server Management Studio and answer Yes when prompted to save changes.

Restoring the MediaFrame server database

If your MediaFrame server is correctly running the database maintenance plan, the
database backup files allow you to restore the database. Y ou should only need to
restore the database if a catastrophic system failure occurs and you lose the database.

Only database administrators or persons with similar experience and knowledge
should attempt to restore the MediaFrame server database. Based on your
modifications to the database maintenance plan and the time the system failure
occurred, a database administrator can refer to Microsoft SQL Server procedures as
necessary and determine the proper steps. If you need help with this, contact Grass
Valley Support.

Updating the maintenance plan after renaming the server

If you rename the MediaFrame server, you must update the maintenance plan.
Renaming the server does not alter the maintenance plan.

Before updating the maintenance plan, verify that you have has SQL Server
Integration Services (SSIS) installed. SSISis part of the typical SQL Server
installation.

The maintenance plan update can be divided into three main sections;
» Stage 1: Exporting the maintenance plan to afile

» Stage 2: Updating the file with the new server name

» Stage 3: Importing the modified plan

To update the maintenance plan, follow these steps:

1. Open SQL Server Management Studio (SSMS) on the server.
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Updating the maintenance plan after renaming the server

2. Open a connection to the local Database Engine and to the local Integration
Services. (Use the Connect drop down button in SSMS.)

B, Microsolt SOL Server Managenent Studio =TS
Fie Edt Wew Project Took Window Commundy Help

IQbewoeny | B E B Sl DR RES
biect Explorer -

Distributed Transaction Coordinator
Full-Text Search
[ Legacy
B [ Motfication Services
2}y BYTHL-DURANDCE (Inbigration Services 9.0,4053 - AMidurandc)

Feady F

3. Locate the MediaFrameM aintenancePlan under Integration Services|Stored
Packages|MSDB| Maintenance Plans.

4. Right-click on the maintenance plan to bring up the context menu, and select
Export Package.

5. Select File System in the Package L ocation drop-down list.

Export Package - '“MSDBMaintenance PlansMediaFrame . - |EI|£|
Package [ocation: |Fi|e System j
Server: I j

Authentication
Authentication type: IWindows Authentication j
User name: I
Password: I
Package path: IC:'|,Temp'l,MediaFrameMaintenancePIan.dtsx D
Protection level; IEncrvpt sensitive data with user key . |
oK | Cancel | Help |

6. Enter or browse to adesired location in the Package Path text box.
7. Click ok and verify that the file was created by navigating to the specified location.
8. Open thefilein atext editor, such as Notepad.
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9. Replace all occurrences of the old server name with the new server name, and save
thefile.

10.In SSMSS, right-click on Integration Services Stored Packages| MSDB|Maintenance
Plans.

11.From the context menu, select Import Package.

12.Specify the same path asyou did in step 6.

X
Package |ocation: IFle Sysbem ﬂ
Server: | d
—Authentication
Authentication type: I ndows Aukthentication j

Liser name: I

Password: !

Package path: IC:‘l,Tst'l,MediaFrameMain!enancePIan Jdtsx _I

—Import package as

Package name: IMediaFrameMaintenancePlan

Protection level: I J

ok | cancel | meb |

#

13.If the modified maintenance plan has the same name as the original, awarning is
displayed indicating that the Maintenance Plan will be overwritten. Click OK.

CAUTION: Do not import the package file (e.g.
M ediaF ramemaintenancePlan.dtsx) into another maintenance plan.
Modifying the database for non-English searches

To enable the MediaFrame database to allow searches in languages such as Chinese,
the database needs to be modified. Becauseit will take sometimeto re-index the data,
this procedure should be performed when the system is not in prime use. This
procedure will not affect operations aside from search functionality.

To modify the database for non-English searches, follow these steps.
1. Open the Microsoft SQL Server Management Studio tool.

2. Select Databases | MediaFrame | Tables.

3. Right-click on the dbo.MetadataTbl table.

4

. Select Full-Text Index | Properties. The Full-Text Index Properties dialog box
displays.
. Select the Columns page.

ol

6. For every column that has a check box, change the language in the Language for
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Word Breaker column to the appropriate language.

| Full-Text Index Properties - MetadataTbl Loks

| . = — 1
A Genes R et L

_* Cokimns %

§ Schoties |

Linigue e
F_Mistacarn Thi
Selact the eighie cobums that wil be fllie indexed
Languags for Werd Breaker | Typa Column
I Ersgish
¥ Engish
I Erghah

by 200lcharaciarkiatadats  Englsh

Wy ibcharnctarbiatadatn Enghah
W WeSlcharscterbletacace Englah
F MyUrimtedTedMetndta  Englah

¥ sourcelD Engiah
W oteg Neutral

Lt st T Mautral
¥ ¥z Mautral

7. Once all the values are correct, click oK.

The indexes will rebuild with the new word breaker.

Backup and recovery strategies

Procedures in this section are as follows:

» “About the recovery disk image process’ on page 151

» “Creating arecovery disk image for storing on E:” on page 153

» “Creating arecovery disk image CD set” on page 154

» “Restoring from a system-specific recovery disk image on E:” on page 156
» “Restoring from the generic recovery disk image on E:” on page 157

» “Restoring from arecovery disk image CD set” on page 162

» “Activating the Windows operating system” on page 163

About the recovery disk image process

On the MediaFrame server, there are three partitions on the system drive to support
backup and recovery strategies as follows:

» The C: driveisfor the Windows operating system and applications.
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» TheD: driveisfor the datafiles. Thisallowsyou to restore the Windows operating
systemontheC: drive, yet keep thefileson the D: driveintact. Y ou can asorestore
the D: drive.

» TheE: driveisfor storing asystem image of the other partitions. From the E: drive
you can restore images to the C: and D: drives.

When you receive a M ediaFrame server from the factory, the machine has a generic
image on the E: drive. Thisimage is not specific to the individual machine. It is
generic for al machines of that type.

Y ou receivearecovery CD with your MediaFrame server. Thisrecovery CD does not
contain a disk image. Rather, the recovery CD is bootable and contains the Acronis
True Image software necessary to create and restore a disk image.

After your MediaFrame server isinstalled, configured, and running in your system
environment, you should create new recovery disk images for the machine to capture
settings changed from default. These“first birthday” images are the baselinerecovery
image for the machine initslifein your facility. Y ou should likewise create new
recovery disk images after completing any process that changes system software or
data, such asasoftwareupgrade. In thisway you retain the ability to restoreto arecent
“last known good” state.

For the highest degree of safety, you should create a set of disk image recovery CDs,
in addition to storing disk images on the E: partition. Since system drives are RAID
protected, in most failure cases the disk images on the E: partition will still be
accessible. But in the unlikely even of a catastrophic failure whereby you lose the
entire RAID protected system drive, you can use your disk image recovery CDsto
restore the system.

NOTE: Recovery disk images do not back up the media files themselves. You must

implement other mechanisms, such as a redundant storage system or mirrored
storage systems, to back up mediafiles.
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The recommended recovery disk image processis summarized in the following steps.
At the MediaFrame server first birthday...

1. Boot from the Recovery CD.

2. Create a set of disk image recovery CDs. These CDs contain the C:, D:, and E:
partitions.

3. Create adisk image, writing the disk image to the E: partition. This disk image
contains the C:; and D: partitions.

4. Copy the disk image from the E: partition to another location, such as a network
drive.

At milestones, such as after software upgrades...

1. Boot from the Recovery CD.

2. Create adisk image, writing the disk image to the E: partition. This disk image
contains the C: and D: partitions.

3. Copy the disk image from the E: partition to another location, such as a network
drive.

If you need to restore the MediaFrame server...

1. Boot from the Recovery CD.

2. If the E: partition is accessible, read the image from the E: partition to restore the
C: partition, restore the D: partition, or restore both partitions.

3. If the E: partition is not accessible, do the following:
a. Read the disk image from your set of CDs and restore al three partitions.
b. Restart into Windows.
c¢. Copy your most recent disk image to the E: partition.
d. Boot from the Recovery CD.

e. Read theimage from the E: partition to restore the C: partition, restore the D:
partition, or restore both partitions.

Plan arecovery strategy that isappropriatefor your facility, then refer to thefollowing
procedures as necessary to implement your strategy.

Creating a recovery disk image for storing on E:

April 6, 2010

Do the following at the local MediaFrame server to create a disk image of the C:
partition and the D: partition and store the image file on the E: partition:

1. Make sure that mediaaccessis stopped and that the M ediaFrame server on which
you are working is out of service.

2. If you have not aready done so, connect keyboard, monitor, and mouse to the
MediaFrame server.

3. Insert the Recovery CD and restart the machine.
The machine boots from the disc. The Acronis True Image program loads.

4. At the startup screen, select True Image Server (Full Version).
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The Acronis True Image program loads.
The Acronis True Image main window appears.
5. In the Acronis True Image main window, click Backup.
The Create Backup Wizard opens.
6. On the Welcome page, click Next.
The Select Backup Type page opens.
7. Select The entire disk contents or individual partition and then click Next.
The Partitions Selection page opens.
8. Select the 0s (C:) and the Data (D:) partitions and then click Next.
The Backup Archive Location page opens.

9. Inthetreeview select the Backup (E:) partition and then enter the name of theimage
file you are creating. Create the file name using the M ediaFrame server hostname
and the date. Name the file with the .tib extension. For example, if the hostnameis
mfServer, in the File name field you would have
E:\ nfServer1l 20051027.ti b. Click Next.

The Backup Creation Options page opens.

10. Do not change any settings on this page. Click Next.
The Archive Comment page opens.

11. If desired, enter image comments, such as the date, time, and software versions
contained in the image you are creating. Click Next.

The*“...ready to proceed...” page opens.

12. Verify that you are creating images from the C: and D: partitions and writing to the
E: partition. Click Proceed.

The Operation Progress page opens and displays progress.

13. When a“Backup archive creation has been successfully completed” message
appears, click oK.

14. Click operations | Exit to exit the Acronis True Image program.
The MediaFrame server device restarts automatically.

15. Remove the Recovery CD while the MediaFrame server device is shutting down.
16. Upon restart, log on to Windows.
17. Open Windows Explorer and find the image file on the E: partition.

Creating a recovery disk image CD set

Do the following at the local MediaFrame server to create a disk image of the entire
system drive, which includesthe C:, D:, and E: partitions, and store theimagefile on
aset of CDs:

1. Make sure that mediaaccessis stopped and that the M ediaFrame server on which
you are working is out of service.
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2. If you have not already done so, connect keyboard, monitor, and mouse to the
MediaFrame server.

3. Insert the Recovery CD and restart the machine.
The machine boots from the disc. The Acronis True Image program loads.

4. At the startup screen, select True Image Server (Full Version).
The Acronis True Image program loads.
The Acronis True Image main window appears.

5. In the Acronis True Image main window, click Backup.
The Create Backup Wizard opens.

6. On the Welcome page, click Next.
The Select Backup Type page opens.

7. Select The entire disk contents or individual partition and then click Next.
The Partitions Selection page opens.

8. Select Disk 1 to select the OS(C:), the Data(D:), and the Backup (E:) partitionsand
then click Next.

The Backup Archive Location page opens.

9. In the tree view select CD-RW Drive (F:) and then enter the name of the image file
you are creating. Create the file name using the MediaFrame server hostname and
the date. Name the file with the .tib extension. For example, if the hosthameis
mfServer, in the File name field you would have
F:\ nf Server 20051027. ti b. Click Next.

The Backup Creation Options page opens.

10. Do not change any settings on this page. Click Next.
The Archive Comment page opens.

11. If desired, enter image comments, such as the date, time, and software versions
contained on the image you are creating. Click Next.

The*“...ready to proceed...” page opens.
12. Remove the Recovery CD and insert ablank CD.

13. Verify that you are creating an image from Disk 1 and writing to the CD-RW Drive
(F:). Click Proceed.

The Operation Progress page opens and displays progress.

14. Remove and insert CDs as prompted. As you remove each burned CD make sure
you label it correctly to show the sequence of CDs.

15. When a“Backup archive creation has been successfully completed” message
appears, click oK.

16. Click Operations | Exit to exit the Acronis True Image program.
The MediaFrame server restarts automatically.

17. Remove any CD that is still in the CD drive while the MediaFrame server is
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shutting down.

Restoring from a system-specific recovery disk image on E:

The following procedure can be used on a M ediaFrame server that needs itsimage
restored, if theimage was made from that specific machine. If theimageisthe generic
factory-default image, refer to the next procedure “ Restoring from the generic
recovery disk image on E:”

1. Make sure that mediaaccessis stopped and that the M ediaFrame server on which
you are working is out of service.

2. If you have not already done so, connect keyboard, monitor, and mouse to the
MediaFrame server.

3. Insert the Recovery CD and restart the machine. If there is a problem restarting,
hold the standby button down for five secondsto force ahard shutdown. Then press
the standby button again to startup.

The machine boots from the disc. The Acronis True Image program loads.

4. At the startup screen, select True Image Server (Full Version).
The Acronis True Image program loads.
The Acronis True Image main window appears.

5. In the Acronis True Image main window, click Recovery.
The Restore Data Wizard opens.

6. On the Welcome page, click Next.
The Archive Selection page opens.

7. Inthetree view expand the node for the E: partition and select theimagefile, then
click Next:

The Verify Archive Before the Restoring page opens.
8. Leave the selection at No, | don’t want to verify and then click Next.
The Partition or Disk to Restore page opens.
9. Select 0s (C:) and then click Next.
The Restored Partition Location page opens.
10. Select 0s (C:) and then click Next.
The Restored Partition Type page opens.
11. Leave the selection at Active and then click Next.
The Restored Partition Size page opens.

12. Leave settings at their defaults. The size reported in the upper paneisthe size
detected of the actual C: partition. This should be the same as that reported in the
Partition sizefield inthe middl e of the page. Free space before and Free space after
should both be reported at 0 bytes. Click Next.

The Next Selection page opens.

13. Depending on the partitions you are restoring, do one of the following:
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* If you are restoring only the C: partition, select No, I do not and then click Next.
The*“...ready to proceed...” page opens.
Skip ahead to step 20.

 If you are also restoring the D: partition, select Yes, | want to restore another
partition or hard disk drive and then click Next.

The Partition or Disk to Restore page opens. Continue with the next step in this
procedure.

14. Select Data (D:) and then click Next.
The Restored Partition Location page opens.

15. Select Data (D:) and then click Next.
The Restored Partition Type page opens.

16. Leave the selection at Primary and then click Next.
The Restored Partition Size page opens.

17. Leave settings at their defaults. The size reported in the upper paneisthe size
detected of the actual D: partition. This should be the same as that reported in the
Partition size field in the middle of the page. Free space before and Free space after
should both be reported at 0 bytes. Click Next.

The Next Selection page opens.

18. Select No, |1 do not and then click Next.
The Restore Operation option page opens.

19. Do not make any selections. Click Next.
The*“...ready to proceed...” page opens.

20. Verify that you are restoring the correct partition or partitions. Click Proceed.
The Operation Progress page opens and displays progress.

21. When a“The data was successfully restored” message appears, click OK.

22. Click operations | Exit to exit the Acronis True Image program.
The MediaFrame server restarts automatically.

23. Removeany CD currently inthe CD drive whilethe M ediaFrame server is shutting
down.

24. If restoring a MediaFrame or K2 BaseCamp Express server, follow the procedure
described in “Updating the maintenance plan after renaming the server” on
page 148.

Restoring from the generic recovery disk image on E:

There can be multiple versions of the generic recovery disk image onthe MediaFrame
server's E: partition. Refer to Aurora Browse Release Notes to determine which
version you should use.
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This procedure can be used on a MediaFrame server that needs to be restored to its
factory default state. For example, if you neglected to make afirst birthday image, you
might need to use this procedure. If theimage from which you are restoring was made
from the specific machine, refer to the previous procedure “Restoring from a
system-specific recovery disk imageon E:”.

NOTE: Thisprocedurerestoresthe MediaFrameserver (both C: and D: partitions)
toitsfactory default condition. Passwords and other site-specific configurationsare
reset to factory defaults.

1. Make sure that media accessis stopped and that the MediaFrame server on which
you are working is out of service.

2. If you have not aready done so, connect keyboard, monitor, and mouse to the
MediaFrame server.

3. Insert the Recovery CD and restart the machine. If there is a problem restarting,
hold the standby button down for five secondsto force ahard shutdown. Then press
the standby button again to startup.

The machine boots from the disc. The Acronis True Image program loads.
4. At the startup screen, select True Image Server (Full Version).

The Acronis True Image program loads.

The Acronis True Image main window appears.
5. In the Acronis True Image main window, click Recovery.

The Restore Data Wizard opens.
6. On the Welcome page, click Next.

The Archive Sedlection page opens.

7. Inthetree view expand the node for the E: partition and select theimagefile, then
click Next:

The Verify Archive Before the Restoring page opens.
8. Leave the selection at No, | don’t want to verify and then click Next.
The Partition or Disk to Restore page opens.
9. Select 0s (C:) and then click Next.
The Restored Partition Location page opens.
10. Select 0s (C:) and then click Next.
The Restored Partition Type page opens.
11. Leave the selection at Active and then click Next.
The Restored Partition Size page opens.

12. Leave settings at their defaults. The size reported in the upper pane isthe size
detected of the actual C: partition. This should be the same as that reported in the
Partition sizefield in the middl e of the page. Free space before and Free space after
should both be reported at 0 bytes. Click Next.

The Next Selection page opens.
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13. Depending on the partitions you are restoring, do one of the following:

 If you are restoring only the C: partition, select No, | do not and then click Next.
The*“...ready to proceed...” page opens.
Skip ahead to step 20.

 If you are also restoring the D: partition, select Yes, | want to restore another
partition or hard disk drive and then click Next.

The Partition or Disk to Restore page opens. Continue with the next step in this
procedure.

14. Select Data (D:) and then click Next.
The Restored Partition Location page opens.

15. Select Data (D:) and then click Next.
The Restored Partition Type page opens.

16. Leave the selection at Primary and then click Next.
The Restored Partition Size page opens.

17. Leave settings at their defaults. The size reported in the upper paneisthe size
detected of the actual D: partition. This should be the same as that reported in the
Partition size field in the middle of the page. Free space before and Free space after
should both be reported at 0 bytes. Click Next.

The Next Selection page opens.

18. Select No, |1 do not and then click Next.
The Restore Operation option page opens.

19. Do not make any selections. Click Next.
The“...ready to proceed...” page opens.

20. Verify that you are restoring the correct partition or partitions. Click Proceed.
The Operation Progress page opens and displays progress.

21. When a“ The data was successfully restored” message appears, click OK.

22. Click operations | Exit to exit the Acronis True Image program.
The MediaFrame server restarts automatically.

23. Removeany CD currently inthe CD drive whilethe M ediaFrame server is shutting
down.

24. Upon restart the Windows Setup Wizard automatically opens. Do Windows setup
asfollows:

a. Set the Regional and Language Options and click Next.

b. Fill in the Personalize Y our Software information. (For example, set the Name
and Organization to gv.)

c. Enter in Windows Product Key and click Next.

The Product Key is on a sticker on the top of the machine near the front right
corner.
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d. Enter the name of the machine.
The password is pre-set to the factory default. Leave the password asis.

e. Click Next

f. Set Time and click Next.
Windows loads network components and restarts the M ediaFrame server.

25. Label network connections as follows;

a. On the Windows desktop right-click My Network Places and select Properties.
The Network Connections window opens.

b. Rename the connection associated with port 1 on the back of the PC to Control
Connection. If unsure which connection is associated with port 1, try one of the
following procedures

- Plug and unplug a cable into the port on to see which connection gets
connected/disconnected.

- Check the NIC Location:
i. Onthe Windows desktop right-click My Network Places and select Properties.
ii. In the Local Area Connection Properties dialog click the Configure... button.

A Broadcom property dialog opens. In the Location line, it showsthe PCI bus,
device, and function. Concatenate the numbers after the bus, device, and
function. Thisrepresents an index of the NIC card where the bus is the highest
order number and the function is the lowest. For example in the below picture
the index would 100.

Broadcom BCM5STO9C NetXtreme T Gige (NDIS ¥BD € 2] x|

General IMvmd| Diiver | Power Management |

Hﬂ Broadcom BCMS70SC Netiirems |l Gige [MDIS VBD
Chent] #2

Device type: Metwork adapters
Manufacturer. Broadcom Corporation

Location: PCI bus 1, device 0, function 0
Devica stalus
This device is working peaperhy. =]

If you are having problems with ths device, click Troubleshoot to
shart the troubleshoober,

Dievice uzage:
[Use this device (enable] =]

0k | Concel |

iii. Do stepsi and ii for all Network connections. The lowest index should be
associated to Port 1, the next lowest should be associated to Port 2, etc.

c. For the connection that is associated to Port 2 on the back of the PC, rename it
as follows:
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- If the machine is a MediaFrame Server, MDI Server, or K2 BaseCamp
Express, rename the connection to FTP Connection.

- If the machine is an encoder, rename the connection to Media Connection.

d. If the machineisaMediaFrame Server or aK2 BaseCamp Express, rename the
connection that is associated to Port 3 to Corporate LAN Connection.

e. For all other connections rename them to Unused and disable the connection.

f. Onthe menu bar at the top of the window, select Advanced, then Advanced
Settings...

g. Select Control Connection in Connectionsfield.

h. Usethe up arrow button, movethe Control Connectionto thetop of thelist (TOP
priority - 1st).

i. Ensurethat FTP Connection is below the Control Connection.
If not, select FTP Connection, and move it below the Control Connection.

j. Ensurethat Corporate LAN Connection is below the Control Connection.
If not, select Corporate LAN Connection, and move it below the Control
Connection.

k. Click OK to save settings and close.
26. Set power management settings as follows:

a. On the Windows desktop right-click My Network Places and select Properties.
The Network Connections window opens.

b. Right-click a network connection and select Properties.
The ...Connection Properties dialog box opens.

c. Click configure.
The ...Properties dialog box opens.

d. On the Power Management tab, uncheck all checkboxes, if they are not aready
unchecked.

e. Onthe ...Properties dialog box, click oK.

f. Repeat these steps on the remaining network connectionsin the Network
Connections window.

27.Install the Discovery Agent software.

 If thismachineisaMediaFrame, MDI, or K2 BaseCamp Express server, select
the MediaFrameServer option.

* If thismachine is an encoder, select the ProxyEncoder option.

28. Start the SQL Server (MSSQLSERVER) and SQL Server Agent (MSSQLSERVER)
services and set them to Automatic startup.

29. Install MediaFrame server software as described in Chapter 4, Installing the
Aurora Browse System Software on page 33. Also install related software, such as
SNFS, if required for the latest upgrade. Refer to your latest Aurora Browse
Release Notes for detailed instructions.
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30. You must active the Windows operating system within 30 days. Refer to
“Activating the Windows operating system” on page 163

The MediaFrame server is now restored to itsfactory-default state. However, you til|
need to configure the server. If it isa MediaFrame server or K2 BaseCamp Express,
you need to restore the SQL database. For more information, see Chapter 5,
Configuring the system on page 71 and “ Restoring the M ediaFrame server database”
on page 148.

Restoring from arecovery disk image CD set

The following procedure can be used on a M ediaFrame server that needs al three
partitions on the system drive restored.

This procedure assumes that theimage on the CD set isthe system-specificimage, for
the particular machine that you are restoring.

NOTE: At any step in this procedure if a message appears asking for disc/volume,
insert CDs as prompted until you can proceed to the next step.

1. Make sure that mediaaccessis stopped and that the M ediaFrame server on which
you are working is not being used.

2. If you have not already done so, connect keyboard, monitor, and mouse to the
MediaFrame server.

3. Insert the Recovery CD and restart the machine. If there is a problem restarting,
hold the standby button down for five secondsto force ahard shutdown. Then press
the standby button again to startup.

The machine boots from the disc. The Acronis startup screen appears.
4. At the startup screen, select True Image Server (Full Version).

The Acronis True Image program loads.

The Acronis True Image main window appears.

5. Insert the last CD (volume) in your recovery disk image CD set. For example, if
there are three CDs that make up the disk image, insert the third CD.

6. In the Acronis True Image main window, click Recovery.
The Restore Data Wizard opens.

7. On the Welcome page, click Next.
The Archive Sedlection page opens.

8. Inthetree view expand the node for the CD ROM drive and select the imagefile,
then click Next:

The Restoration Type Selection page opens.

9. Select Restore disks or partitions and then click Next.
The Partition or Disk to Restore page opens.

10. Select Disk 1. This selects al three partitions to be restored.

If you do not want to restore all three partitions, refer to similar stepsin “ Restoring
from a system-specific recovery disk image on E:” on page 156.
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Click Next.
The Restored Partition Sizing page opens.
11. Select No, | don’t want to resize source partitions and then click Next.
The Restored Hard Disk Drive Location page opens.
12. Select Disk 1 and then click Next.
The Non-Empty Destination Hard Disk Drive page opens.
13. Select Yes...delete all partitions... and then click Next.

If messages appear asking for disks, insert CDs sequentially and click Retry until
you can proceed to the next step.

The Next Selection page opens.

14. Select No, | do not and then click Next.
The Restore Operation option page opens.

15. Do not make any selections. Click Next.
The*“...ready to proceed...” page opens.

16. Verify that you are restoring partitions. Click Proceed.
The Operation Progress page opens and displays progress.

17. Insert CDs as prompted. As messages appear asking for disks, insert CDs
sequentially and click Retry.

18. When a“ The data was successfully restored” message appears, click OK.

19. Click Operations | Exit to exit the Acronis True Image program.
The MediaFrame server restarts automatically.

20. Remove the Recovery CD while the MediaFrame server is shutting down.

Activating the Windows operating system

April 6, 2010

If aMediaFrame server isrestored to its factory default state or otherwise has the
Windows operating system re-applied, you might need to activate the operating
system. This procedure provides instructions for doing thiswhile the machineis
connected to the Internet. The Activation wizard provides other options, which you
can aso choose if desired.

To active the Windows operating system on a K2 device, do the following:
1. Make sure the machine is connected to the Internet.

2. From the Windows desktop, in the system tray double-click on the key symbol
icon. The Activate window opens.

3. Select Yes, let's activate Windows over the Internet now and click Next.
4. When prompted, “If you want to register with Microsoft right now.”, select No.

5. Wait for the connection. If the system times out, you are prompted for entering
information in the Internet Protocol Connection dialog. Enter the proxy address
and port number as appropriate for your facility’ s connections.
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6. Ensure that “Y ou have successfully activated your copy of Windows’ message
appearsin Activate Windows.

7. Click oK to close the Activate Windows.
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Troubleshooting the system

Troubleshooting tools

The following troubleshooting utilities can be found on Aurora Browse machinesin
the Windows menu Start | Programs | Grass Valley.

MediaFrame troubleshooting tool

EventViewer — This utility isavailable on all Aurora Browse machines and provides
alog of information and errors for services running on that particular device.
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Aurora Browse application troubleshooting tips

Use the following table to identify and resolve problems related to the access and
operation of the Aurora Browse user interface.

Symptom Solution

Problem searching for specific Verify that the word or words you are searching for is not in the noise words list that
wordsin the AuroraBrowse search | SQL automatically screens out of search terms.

To modify thelist of noise words, edit the file that is contained at
$SQL_Server_Install_Path\Microsoft SQL Server\MSSQL.1\MSSQL\FTDATA\ on
your SQL Server host.

Be aware that modifying this list might affect expected execution times.

Problem accessing the Aurora Check the Status window. Verify ASK and the other components are running.
Browse system. Check that the server is running.

Check that the server is connected to the client network.

Check that connections are secure.

Check that 11S is running on the server.

Problem searching for or opening Check to make sure the low-res NAS location is a mapped drive.

proxy

MediaFrame server is accessible Host tables or DNS entries must be set to map name to | P address. This should be
using | P address but not server coordinated with facility IT personnel.

name

Problem Accessing the Aurora Check that the account used to log into the client workstation is licensed on the server.
Browse application - permission See “Configure Aurora Browse Licenses’ on page 133.

denied
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Component Interaction Diagrams

This appendix provides diagrams and explanations of how the system software
components interact.

External Ingest Application to Transfer SmartBin
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ingest
application

—

<<Fibre Channel>> UM <<GigE IP>>
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Interaction
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External Ingest Application to Shared SmartBin
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2. Shared SmartBin. The hi-res
media is ingested to a K2 bin
monitored by a Shared SmartBin.
The SmartBin provides a VMF
view of the media for the Aurora
Edit and Browse systems. When
the News MDI is notified of the
new material, it triggers the
scavenge interaction.

DSM
\ News MDI
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Database
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Metadata
Interaction

Resolver

2. Transfer service initiates proxy creation.
The transfer service pulls the media from the
SmartBin cache via FTP and from it creates
mpeg, thumbnail, storyboard, and RealVideo
proxy, which is stored on the NAS. The transfer
service then notifies the Resolver, which
associates the proxy and hi-res material. The
transfer service also notifies the Metadata
Interaction.
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Metadata

Server Rules
Wizard

Metadata
Service

MDI

Metadata
Database
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Scavenge

1. Material Created.
The MDI monitors the
high-res system (K2
system or News DSM).
When hi-res material
creation is detected the
MDI notifies the Rules
Wizard. If rules apply to
the high-res material
location, the Rules
Wizard checks to see if
the material already has
proxy associated with it.
If not, a job is created
and stored in the
database.

The Proxy MDI can also
trigger this interaction
by notifying the Rules
Wizard of proxy MPEG
creation.

Scavenge

Server

o

Resolver

Rules Wizard
Database

3.3: update list

of material

3.2: get alist
of proxy

—1.1:

2. Rules Wizard Initiates Transfer. When an
appropriate Advanced encoder becomes
available, jobs are pulled from the Rules Wizard
database and a transfer is initiated. The transfer
service streams (via FTP) the asset from the
hi-res system and creates proxy (depending on
the configured rules) to a configured storage
location. If rules dicatate, this proxy creation
occurs while the high-res material is still
recording. Then the transfer service
communicates to the Resolver to associate the
proxy and hi-res material. Once the proxy is
created the transfer service notifies the Proxy

MDI.
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*MDls can alternatively reside on encoders,
ISS platforms, or a dedicated MDI server.

3. Startup. At server startup, the Rules
Wizard gets from the MDls a list of the
material on the hi-res system and on the
proxy system, to account for any
material created when the server was
not running. The Resolver is updated
and if related proxy does not exist as
defined by the Rules Wizard, jobs are
created and stored in the Rules Wizard
/  database.

Advanced
Encoder

2.2: MPEG
2.3: thumbnail
2.4: storyboard
Xfer 2.5: RealVideo
Service |/

171



Appendix A Component Interaction Diagrams

Archive operations on Aurora system
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1. Archive operation control. In the Browse
application, the user selects an asset, navigates to
the management tab, and selects the archive option.
The system queries the ASK for available archive
devices. (Also filters out for hi-res material that
already exists in archive by querying the Resolver).
The user then chooses an available archive. The
system queries the archive MDI to obtain a list of
available tape groups. The user then selects the
target tape group and initiates the archive operation.
IIS accepts the request and submits a transfer job to
the Archive MDI. The Archive MDI gets details about
the affected material from the News MDI. The
Archive MDI intiates the archive operation on the
archive device.
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Archive
Device

2.Transfer material. The archive device initiates the
transfer of material to/from the News system. Once
the transfer is complete, the Archive MDI updates the
Resolver to link the newly transfered hi-res material
to the existing metadata record in the system. The
MDI optionally initiates the removal of the online hi-
res material from the Aurora system if the option to
do so was initially selected.

During the archiving process the system displays the
archive status which is retrieved from the Archive
MDI.
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Server

Resolver

Metadata v
Service

MDI*

—2.1.

1. Asset Manager Queries.
The Asset Manager queries the
Metadata Service periodically
for a list of metadata records
that are set to expire. The
Metadata Service only returns
assets that are set to expire and
are not flagged as being on
hold.
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For each metadata
record set to expire the
Asset Manager queries
the Resolver for related
asset components (e.g.
hi-res, storyboard,
thumbnail, etc.).

Storage
(NAS)

Proxy
Storage

Purge

1: delete material ==

*MDIs can alternatively reside on encoders,
ISS platforms, or a dedicated MDI server.

2. Delete Asset. For each asset
component the Asset Manager
communicates the appropriate MDI to
initiate a delete. The MDI communicates to
the appropriate hi-res system (K2, Media
NAS, etc.) to complete the delete.

Purge removes all associated components
of an asset. The metadata record is the
last component deleted, so that if for any
reason any component fails to delete, its
record is still intact and the component is
visible to the Browse application.
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Appendix B

K2 BaseCamp Express

K2 BaseCamp Expressis aDell R710 server with MediaFrame system components
including alow-res NAS storage, an internal RAID, the MediaFrame database, and
MDIs such as Generic FTP and K2.

Aurora Browse Clients K2 Client NLS Archive

Advanced
MDI Server Encoder

MediaFrame Proxy
Server NAS

( Corporate LAN { Control/FTP LAN

K2 BaseCamp Express does not scavenge assets; proxy is created on demand. It can
utilize multiple encode streams. The speed of the encoder is “throttleable;” that is, it
can be slowed to less than real time. However, the encoder maintains one real-time
encode of 100mb/s 1080i MPEG.

NOTE: Multiple encoder streams can affect encoder performance.

Configuring K2 BaseCamp Express

K2 BaseCamp Express does not come from the factory with the Aurora system
components already installed. Y ou need to cable the system as described in Chapter
2 Installing the Aurora Browse system hardware on page 19.Y ou must theninstall the
MediaFrame and Proxy Encoder software as described in Chapter 4 Installing the
Aurora Browse System Software on page 33.

Depending on your system configuration you might need to install some dependency
software:

* |If BaseCamp Expresswill host the News M DI and connect to an AuroraDSM, you
must install the GVG_MLIB software.

 |f BaseCamp Expresswill host the Profile MDI, you must manually install the
Profile X P software.

CAUTION: You cannot host both the News MDI and Profile MDI on
the same server.

K2 BaseCamp Expressis not an iSCSI client. The encoder uses an external FTP

server to generation low-res material. If a BaseCamp Express server is used with an
external encoder, disable the internal encoder on the BaseCamp Express server.
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Configuring encoders for K2 BaseCamp Express

If your system includes a K2 Storage System and Aurora Proxy Encoders, you need
to point the encoder to the K2 FTP server.

The encoders used with K2 BaseCamp Express uses an external FTP server for
low-res generation. When using the BaseCamp Express server for low-resgeneration,
it can only have one encode stream configured. If a Proxy Encoder server isused, it
can have up to 4 SD encode streams configured. Y ou must create and configure an

Encoder MDI for each stream on the encoder.

For K2 BaseCamp Express serversrunning in a basic K2 system-only configuration,
configure the encoder to usethe K2 FTP server as shown in the following illustration.

ﬁMediaFrame Configuration

IS B3

A5 Location
(Hostname: |EaseEam|:-E:-:prE$$ Fart: |EIU1D

Encoder |MDI Registration | MO Eonfigurationl .t’-‘«ssetsl Rules I Metadata ILI_’I

storage location,

™ Transfer Smarthin
Regiztered Encoder MDls

Uze the contralz below to change how low-resalution prosy iz
encoded, including the source of the scavenged material and its

tDI Mame | Part | Source | Destination

AdvEncoder 9230 K2MDI” FromkdCLANE ageCampE xpressilomw-res

Add | Chodiy | Remove
Registered G=F Servers
Hozthame | Dielay | Timeout
K.2-F5h_hel g0
4| | B
Add Fdodify | Remowe |
— Advanced Settings
Audio Gair: |9 dE
Walidate | 0K Cancel Apply
f micro-2 10.16,90.41 .

In an Aurora System environment, the encoder need to access the K2-Aurora FTP
server. The K2-Aurora FTP server hasthe Aurora Asset softwareinstalled on the K2
FTP server. The encoder configuration for the Aurora setup is show in the following

illustration.
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Configuring the low-res storage on the K2 BaseCamp Express server

ﬁMediaFrame Configuration _|O]

A5 Location
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Encoder |MDI Reqistration | MDI Eonfigurationl .t’-‘«ssetsl Rules I tetadata t 4 I ’I
Uze the contralz below to change how low-resalution prosy iz

encoded, including the source of the scavenged matenial and its
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I Transfer Smarthin
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Add Modiy | Removs |
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Audio Gair: |3 dB

alidate | (] Cancel Apply
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Configuring the low-res storage on the K2
BaseCamp Express server

Thelow-res storageistypically already configured before being shipped. If you need
to re-image your system, as described in “Backup and recovery strategies’ on
page 151, then you will need to configure the low-res storage.

To configure the low-res storage, follow these steps:

1. If BaseCamp Express has been restored from the factory image, and al existing
partitions were removed, create a partition for all remaining unused disk space.

2. Create two shared folders: Media and Audio.
3. Configure the NTFS M DI, as described in “Configure NTFS MDI” on page 121.
4, Prepare the NAS, as described in “Prepare NAS - Condor” on page 79.

Upgrading K2 BaseCamp Express

Y ou can add additional encodersto K2 BaseCamp Express. For moreinformation, see
your Grass Valley support representative.
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Using K2 BaseCamp Express

Y ou can access 2 BaseCamp Express using the Aurora Browse application on client
PCs exactly as you would access the M ediaFrame server, to search for or archive
assets. Up to 18 users can access a BaseCamp Express server at one time. For more
information, see the Aurora Browse User Guide.
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Appendix C

Legacy systems

This appendix documents system architectures, hardware platforms, and software
componentsthat are no longer recommended for new systems, but that areretained in
existing systems.
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NAS instructions - Fastora

The Network Attached Storage (NAS) unit provides storage for MPEG-1 proxy
video, storyboards, and thumbnails. It may also be configured to store Edit Decision
Lists (EDL) that are saved to the system. Encoders are configured to write to specific
locations on the NAS via 100Tx connections over the network. Client accessis
provided via Gigabit Ethernet uplink to the Client Network.

Aurora Browse Proxy NAS (Fastora 104)

§” ?

I
LAN port 1 LAN port 2 Power Power

Gigabit Ethernet
cable to LAN
or clients
Cable asillustrated and as follows:

» For systems with one unified Production network, connect LAN port 1 to the
Production network.

» For systemswith aProduction network consisting of amedianetwork and acontrol
network, connect LAN port 1 to the media network and LAN port 2 to the control
network.

» Connect Gigabit port 1 to the Client network.
» Connect both power cables from the back of the NAS to a power supply.

Power supply units are hot-swappable. Once power is applied using switches on the
rear panel, use the power switch on the front panel to power down. Failure to use the
front switch will cause the disk array to rebuild on the next power up.
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Prepare NAS - Windows Fastora

Prepare NAS - Windows Fastora

For the Linux version, refer to “ Prepare NAS - Linux Fastora” on page 192.

NOTE: Procure | P addresses from the local network administrator prior to
configuring the NAS unit.

When you configure the Windows Fastora NA Sfor the Aurora Browse networks, you
can make network settings in the following ways:

* UseWindows Remote Desktop Connection, as explained in step 4 of the
following procedure, and then use standard Windows procedures to make all
settings. If you do this, read the subsequent steps in the procedure to identify the
required settings.

» Usethe Fastora configuration pages (Web based), as documented in the
following procedure, and make settings as instructed.

NOTE: If you plan to change the name of the NAS unit and you intend to use the
underscore character, such asin root_nb_nas n, you must do so using standard
Windows procedures via the remote desktop. The Fastora configuration page does
not allow the underscore character.

To configure the Windows Fastora NAS for the Aurora Browse networks, do the
following:

1. From any Production network machine, enable the network to recognizethe NAS
by adding an |P address within the subnet range of 192.168.50.0.

2. For thefirst NAS machine (nb-nas-1), open the NA S configuration softwarein
Internet Explorer by entering the following in the browser address bar:

https://192.168.50.31:8098

NOTE: Noticethesin the https: address. Also, make sure your browser allows
cookies and JavaScript (or JIT).

Subsequent NA S machines (nb-nas-2, nb-nas-3) have IP addresses incremented
accordingly (192.168.50.32, 192.168.50.33).

If you received your NAS unit directly from Fastora, the default Fastora | P address
i$192.168.1.11.

3. Logon asfollows:
Username: admi ni strat or
Password: triton
The Fastora Welcome page opens.
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FASTORA nb-nas2

£k Status: Waming

1041W-WSS3-101
The data is your business, storing it is ours

PP IS0 Status | Metwork | Disks | Users | Shares | Maintenance | Help |

Take a Tour | Set Server Name | Set Administrator Password | Set Default Page | Microsoft Communities |

Welcome

‘Welcome to the Web User Interface For Microsoft Windows Server administration, Use the Following tasks to skart using the
SErVEr,

Bﬁj Take a Tour Bﬁ"j Set Server Name
Take & tour to learn how Choose a name so that client
easy it is ko use your server, cormpukers can conneck ko
the server,
fé’j Set Administrator Bﬁ"j Set Default Page
Password Choose which page the
Create a password for the server displays first,

server administrator,

L Microsoft
Communities

Conneck to this Web site for

4. Do one of the following:

» Tousetheremote Windows desktop rather than the Fastora configuration pages,
click Maintenance | Remote Desktop. Thisfeature promptsyou to again log on to
the NAS unit, and then allows you to access the Windows desktop. Make
settings with standard Windows procedures.

» To usethe Fastora configuration pages, continue with this procedure.

5. Click set Server Name and, if necessary, change the name, DNS suffix, and
Domain/Workgroup setting. Work with IT at the customer site to add the NASto
aDomain.

If you make a change, click oK.

NOTE: After making changes on a configuration page, you must click OK or else
your changes are lost.

6. Click Set Administrator Password.

Take a Tour | Set Server Name | Set Administrator Password | Set Default Page | Microsoft Communities

Administrator Account

User name: |administrat0r

Current password: |

MNew password: |

Confirm new password: |

= 0K K cancel

Set a password according to the customer site requirements. Click oK to save
settings.
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7. Click Network | Interfaces. If required by the customer site network, change | P,
DNS, and WINS settings. A recommended configuration isto use the Gigabit port
for the Client network, use LAN Port 1 for the Production network and leave LAN
Port 2 at the default static I P for system maintenance access. For systems with a
Production network consisting of amedianetwork and acontrol network, use LAN
port 1 for the media network and LAN port 2 to for the control network.

8. Click Administration Web Site. |f required by the customer site security policies,
change the | P addresses and/or ports for encrypted and non-encrypted access used
to access the administration Web site. If you make a change, click ok and then
reconnect viathe new port and/or IP address.

9. Click shares | Folders. Share the media directory asfollows:
a. Select New Volume (E:)
b. Click Manage Folders.

c. Select media.

welcome | Status | Metwork | Disks | Users JELE 2Pl Maintenance | Help |

Folders | Shares | Sharing Protocals |

_i Folders in E:

You can manage and share folders.

Search: |FOIder Mame jl b Go
[” Folder Name * Date Modified Attributes Share Type Tasks
W media 105972004 5:11:46 P EEE R
[T RECYCLER 92172004 9:37:46 AM H & e
[T System Volume Infarmat... 10252004 11:37:51 AM H &
Delete
Open
Properties...

Share Falder...

Manage Shares...

d. Click Share Folder.

e. Enter the following:
Share name: nedi a

f. Click windows Sharing. After a pause, the Windows Sharing tab opens.
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welcome | Status | Metwork | Disks rs B el Maintenance | Help |

Folders | Shares | Sharing Protocals |

Mew Share

General

windows Sharing
UNIX Sharing

FTP Sharing

Web Sharing
AppleTalk Sharing

Comment: |
Users allowed to connect to the share simultaneously:

& Unlimited

© Maximum number: |

Offline Settings:

|On|y the files and programs that users specify will be available offline ;I

To set permissions, select a user or group from the Users and groups list, and then select
permissions from the Allow and Deny drop-down lists, To add a user or group, select or type a
user or group name and then click Add. User names should be in the form: domainthame or
name@domain.

Users and groups:  Allow: Deny:
nbadmin INone 'I

Add a user or group:

== Ao
CREATOR OWNER
=< Add CREATOR GROUP
DIALUP
— METWORK =l

= 0K K cancel

g. User privileges for the mediafolder should be as follows:

Everyone — Read only access
nbadmin — Full Control

h. Click oK.
10. Close the NAS configuration pages.

Verify NAS access

Verify Proxy NAS access from production network machines, which are machines of
the following types:

* MediaFrame server

» Aurora Proxy Encoder

* SmartBin encoder

To verify access, from each production network machine do the following:

1. Open Windows Explorer and navigate to the mediadirectory onthe NAS. Y ou can
do this with the following path:

\\root-nb-nas-1\M edia

2. Verify basic read/write capabilities by creating, modifying, and deleting asimple
text file.
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To verify access from client network machines, choose a machine on the Client
network that can represent a Aurora Browse client PC and that is convenient for
testing. From this machine do the following:

1. Open Windows Explorer and navigate to the mediadirectory onthe NAS. Y ou can
do thiswith the following path:

\\root-nb-nas-1\Media
Verify that Aurora Browse client PCswill have read only rights.

NAS instructions - Serial ATA network platform

For the Network Attached Storage (NAS) unit you have the option of the Serial ATA
network (ak.a. Ciprico 1700 or DiMedia) platform.

Platform Specifications are as follows:
» Redundant Power Supplies.

» 100BT LAN (x2)

* RAID protected drives

Power alarm
reset button

Jeo @[ :

oo

/

o l % o@)o oo ?HEJ\\ o
V4

LAN Port 0 LAN Port 1

Power (Connect to (Connect to
Client network) Production
Keyboard/mouse network)
port to pigtail VGA cable
to KVM to KVM

April 6, 2010

Make cable connections as il lustrated.

Power supply units are hot-swappable. If the power supply fails or when power is
cycled, an alarm will sound. To disable the alarm, press the power alarm reset button
to the In position.

Power up the appliance by pressing the small, round On/Standby switch on the front
left of the machine. Oncethe electrical cables are connected, the system has el ectrical
power. Turning the On/Standby switch to standby does not remove power. To remove
power, hold down the On/Standby switch for at least five seconds or disconnect the
electrical cables.
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Prepare Profile Media Servers

On each Profile Media Server that is to interact with the system, check the following
configurations and modify settings as necessary.

1. Set up asa NetTime client. Refer to preceding procedures.
2. Click start | Run, enter regedit and press Enter. The Registry Editor opens.

3. In the Registry Editor open the following key:
HKEY_LOCAL_MACHINE/SOFTWARE/Tektronix/Profile/ShuttleAtM ode
Set the key to TRUE.

4. On the Profile XP, start PortServer.

5. Add a shortcut to PortServer to the startup folder. This ensures that PortServer
always runs on the Profile XP, asit is required for Aurora Browse operation.

6. Verify that the following account has been added to the Profile system:
* username: nbadmin

» password: (contact Grass Valley Support for password)
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NetTime system

MDI Server

Thefollowing diagramiillustratesthe NetTime system. Thissystemisrequired for the
Profile XP/Open SAN environment.

Video
Server

1-Channel |= ===t = 7
Encoder Encoder

(O Production Network )
[[E=======T1) NewsBrowse Server
0 Client Network )

| Adrienne server |

| NetTime rebroadcast server

| NetTime client |

For the K2 storage environment there is not an exacting requirement for clock
synchronization, but you can use NetTime to keep logging entry timesin sync on
Production Network machines. Client machines do not need NetTime.

Prepare NetTime

April 6, 2010

This section providesinstructions for NetTime on the Profile XP/Open SAN system.
On the K2 storage Browse system, the requirement for clock synchronization is only
to keep log entries matching on production network machines. On the K2 storage
Browse system, you do not need to install NetTime on Aurora Browse clients.

NetTime keeps the system clocks on Aurora Browse machinesin sync. Since the
Profile Media Servers and single-channel encoders use the house timecode feeds, the
other machines need to be kept in sync as well. On systems that control ingest and
have single-channel encoders, the primary purpose of NetTime isto keep the Ingest
Scheduler, which runs on the MediaFrame server, and the Aurora Browse client
machines synchronized to house time. On systemsthat do not control ingest, NetTime
is still useful to keep clocks synchronized so that system logs can be correlated.

The following procedure uses a single-channel encoder as the Adrienne Absolute
Time Server. If your system does not control ingest and has no single-channel
encoders, you can use any machine as the Adrienne Absolute Time Server.

Thesingle-channel encoder runsthe Adrienne Absolute Time Server. NetTimeclients
on the production network reference the Adrienne Absolute Time Server. A NetTime
server runs on the MediaFrame server, which rebroadcasts the time to the client
network. NetTime clients on the client network reference the NetTime server.

Set up NetTime with the following procedures:

Aurora Browse Installation and Configuration Guide

187



Appendix C Legacy systems

* “Prepare NetTime servers’ on page 188
* “Prepare NetTime clients’ on page 188

Prepare NetTime servers

Y ou use one single-channel encoder as the primary Adrienne Absolute Time Server,
and another single-channel encoder as the secondary (redundant) Adrienne Absolute
Time Server. A LTC connection to house timecode is required for single-channel
encoders functioning as Adrienne Absolute Time Servers.

NOTE: Make sure that the Thomson Ingest Control service is off before starting
thisprocedure. If the serviceis on and you run AecPciPoll.exe, the single-channel
encoder locks up.

To prepare a single-channel encoder as a Adrienne Absolute Time Server, do the
following:

1. On the single-channel encoder, run the following:
C:\AecPciPoll.exe

I AecPci POLL EXAMPLE x|
READER 14:16:39:19 b32
GENERATOR NiA

VIDEO NiA 0

Thisverifiesthat the Adrienne card is properly installed and the house timecodeis
valid.

. Run C:\Load Service.bat and in Task Manager, verify that NtPciClk.exeis running.
. Restart the encoder and verify that NtPCiClk.exe restarted automatically.
. Open C:\ATCSI10.exe and click Yes toinstall.

. Restart the encoder and verify that the Absolute Time Server icon appears in the
system tray.

g b~ W DN

6. The encoder is now functioning as the primary Adrienne Absolute Time Server.
Repeat this procedure on asecond single-channel encoder, to makeit the secondary
Adrienne Absolute Time Server.

Prepare NetTime clients

Y ou can also optionaly prepare encoders and other Aurora Browse machines as
NetTime clients, in case you want to use them to run the Aurora Browse application
for test purposes or to keep the PC clock in sync with the rest of the system for the log
files.

Some clients need special configuration to ensure time synchronization throughout
the system. Since your single-channel encoder Adrienne Absolute Time Server ison
the Production Network, only NetTime clients on the Production Network have
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access. Y ou must provide access for the external (Client Network) NetTime clientsas
well. To do this, you configure a NetTime client machine (in this case, the
MediaFrame server) which has access to both Production and Client Networksto
rebroadcast the time sync to external networks. NetTime clients on external networks
can then look to the MediaFrame server astheir NetTime server.

To prepare aNetTime client, do the following:

1. Open the following folder:
C:\Time Sync Software\Client

2. Open NetTime-2b6.exe and click Yes to install. Choose the defaults, including
configure as service.

3. Set Net Time options as follows:

a. Enter the host name for the primary and secondary server according to the
following table:

NetTime Client Primary Server Secondary Server
A Production Network Client First Encoder Second Encoder
MediaFrame server First Encoder Second Encoder

External (Client Network) Client MediaFrame server —

b. Select the RFC868(TCP) protocol for both servers

c. For the MediaFrame server, select Allow other computers to sync to this
computer.

d. Leave other fields at the defaults and click Okay.

4. The PC clock should automatically update to match the server. If not, check
network connectivity and review install steps. All machines must be set for the
same time zone to function properly.

Prepare NAS - Serial ATA network platform

To configure the Serial ATA network (ak.a. Ciprico 1700 or DiMedia) NAS for the
Aurora Browse networks, check the following configurations and modify settings as
necessary.

NOTE: Procure | P addresses from the local network administrator prior to
configuring the NAS unit. Access to configuration pages is dependent upon valid
| P addresses.

1. From any Production network machine, enable the network to recognize the NAS
by adding an | P address within the subnet range of 192.168.50.0.

2. For the first NAS machine (nb-nas-1), open the NAS configuration software in
Internet Explorer by entering the following in the browser address bar:

https://192.168.50.31:9890
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NOTE: Noticethe sin the https: address. Also, make sure your browser allows
cookies and JavaScript (or JIT).

Subsequent NA S machines (nb-nas-2, nb-nas-3) have IP addresses incremented
accordingly (192.168.50.32, 192.168.50.33)

The NAS Administration Tool window opens at the Welcome page.
3. Enter the password. The default password is triton. The Status page opens.

4. Inthetree view click Network | Network Ports. The Configure Network Ports page
opens.

5. Configure network ports as follows:

a. Port O Client Network - Set the |P address and subnet mask for the Client
network as specified by the local network administrator.

NOTE: TheDiMedaNASrequiresa static | P addressfor the client port. Set thisup
with the local network administrator.

b. Port 1 Production Network - Set the | P address for the production network as
specified by the local network administrator, then set the subnet mask to
255.255.255.0.

NOTE: For detailed information about configuration options, click the Help icon
(?) in the upper right corner of each window.

c. Click save, then select the Restart option to restart. Reboot takes 2-10 minutes.
Do not power-down the enclosure during reboot.

6. After the NASreboots, accessthe NAS configuration software as described earlier
in step 2 and step 3, except thistime, enter the following in the browser address bar:

https://<Client IP Address>:9890
The Status page appears.

7. In the Status page tree view, click Network | Names/IPs. The Names and | Ps page
opens.

8. Set the following:
+ Domain name - Enter the Client network Domain name.

» Gateway - Enter the IP address for the Client network gateway. Consult the
network administrator.

* Node Name - For example: (root-nb-nas-n)

9. Inthe tree view click System | System Administration | Date/Time. The Date/Time
page opens.

10. Select the correct time zone, date, and time.

11. Click save, then select the Restart option to restart.
Reboot takes 2-10 minutes. Do not power-down the enclosure during reboot.

12. After the NAS reboots, access the NA S configuration software again as described
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in step 6. The Status page appears.

13. Inthe Status page tree view, click Storage | Shares | Create and then click the Next
button. The CIFS Share page opens.

14. Specify CIFS options as follows:
a. Enter Media as the share name.
b. Set user privileges. Select al of the following options:
- Writeable
- Public
- Browseable

- Available
(Do not select Case Sensitive)

c. Click save.
15. Close the NAS Administration Tool.
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Prepare NAS - Linux Fastora

On Linux Fastora NAS devices, check the following configurations and modify
settings as necessary.

1. Using Internet Explorer, browse to the NAS machine. For example:
http://root-nb-nas-n

2. Login as administrator. The password is triton.
3. Navigatein |eft pane to Server Configuration | Basic Configuration.
4. Under the general tab set the following:
» Server Name
» Domain name (for client network)
» DNSserver (from customer IT dept.).
5. Under LAN Port 1 tab, do the following:
» Select manual configuration
* Set the P address
 Subnet mask is 255.255.255.0
. Leave LAN Port 2 unchanged (disconnected)
. Under LAN Port 3 tab, select Get network configuration through DHCP

. At Server Configuration | Date Setup, Set the date and time.

© 00 N O

. Click security Setup | Shared Folder Setup. Select the Windows/Apple/Novell
privileges tab. User privileges for the media folder should be as follows:

* everyone- RO

* nbadmin - RW
10.Click Network Setup | Windows Network. Check Enable Windows Networking.
11.Enter the following:

» customer Domain

» account and password (customer I T dept. will need to provide this)

* enter the WINS server

Host table files
Find host table filesat C: \ W NNT\ syst enB2\ dri vers\etc

Devices share acommon host table, which lists out the Production Network IP
settings. For security purposes, the | P addresses should be non-routable (e.g.
192.168.xxx.xxx) and be part of the same subnets used by the Profile/Open SAN
systems. The customer may request a particular subnet (routable or not) depending on
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the needs of the facility. The only client side | P address needed in the host tableisfor
the client switch itself, which is useful for accessing the web management page from
the Aurora Browse devices.

The following is an example of host table entries. Not shown are entries for Profile
systems, UIMs, and other machines on the network. Refer to the documentation for
these other machines for host table requirements.

#CGeneral Host Table

#Medi aFr ane server

192. 168. 30. 21 i ron-nb-svr

#Browse MDI server

192. 168. 30. 101 i ron- nb- ndi
#Browse NAS

192.168.30. 71 i ron-nb-nas-1
192.168. 30. 72 i ron-nb-nas-2

#Br owse Advanced encoders

192. 168. 30. 50 i ron-nb-adv-1
192. 168. 30. 51 i ron-nb-adv-2

#Br owse si ngl e-channel encoders

192. 168. 30. 26 nb-enc-1 #Open SAN Profile nmpvs-1 vtr 01
192. 168. 30. 27 nb- enc- 2 #Open SAN Profile mpvs-1 vtr 02
192. 168. 30. 28 nb- enc- 3 #Open SAN Profile mpvs-1 vtr 03
192. 168. 30. 29 nb- enc- 4 #Open SAN Profile nmpvs-1 vtr 04

#NB Rout er Gat eway
192. 168. 30. 111 iron-nb-rtr

#The following Cient LAN entries are included in this host table for
#reference only. Machines on client network use DNS | ookup only.

#Browse |ive nonitor encoder

10. 16. 37.91 iron-nb-live-1 #C ient LAN
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10. 16. 37. 92 iron-nb-1live-2 #C ient LAN

#Br owse Et hernet Switch

10. 16. 37. 20 i ron-nb-2950-client-1 #C ient LAN
192. 168. 30. 200 i ron-nb-2950- prod- 1
Host table tips:

 If youareexporting EDLsto AuroraEdit, the AuroraEdit workstation must be able
to resolve the Profile MDI name (present in the EDL) to the |P address of the
Profile X P system to which the MDI connects. The recommended solution isto
map the MDI nameto the Profile | P address in the Aurora Edit workstation’ s host
table. Refer to “MDI and Encoder logical names convention” on page 46.

» The NAS and MediaFrame server | P address need to be resolved using the Client
side | P address via DNS lookup, not the host table.

« If the server has a canonical name, the host table for any machine that runs MDIs
that are subscribed to by the server must match case for the entire canonical name.
E.g., if the server’s canonical nameis“NB-SERVER1.example.net”, then the host
table entry in the MDI server(s) must match; if theentry is
“NB-SERVERLEXAMPLE.NET", then it will not work. Pinging will not show
the problem. The problem doesn’t show up until the MDls attempt to notify the
server.

Adding and configuring an Avalon archive

Avalon archive management software has reached end of service. The following
information on adding and configuring an Avalon archive to aMediaframe systemiis
included here for reference only.

Avalon archive preparations
Check the following on the machine that runs Avalon IDM Software (Archive):
1. Login to the machine and go to /avalon/aam/utils
2. Run aamctrl stat and verify all services running properly.

3. Makesurehost tablesare set correctly. V erify the machine name/lPwhich the IDM
will talk to.

4. If archiving from a Profile X P standal one, make sure the Fibre Channel interfaces
are configured so that Avalon IDM can talk to the Profiles.

Consider the following when preparing to integrate Avalon archive with Aurora
Browse:

« Avaon archive has no fixed limit for concurrent transfers.

Add archive MDI

The archive MDI software component runs as a service, GV Avaon Archive MDI.
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Add archive MDI

The archive MDI software component must be installed on a network connected
computer. Similar to the other MDlsin the MediaFrame system, the archive MDI can
beinstalled on aMDI server or on the MediaFrame server, depending on the size and

design of your system.

You can ingtall the archive MDI software component from the MediaFrame server
installation program. Select the component for your archive from the Custom setup

page.

MediaFrame Server - InstallShield Wizard

Custom Setup

Select the program Features vou want installed.

Click on an icon in the list below ko change how a Feature is installed.

(= - | Core Services
== = | Managed Devices
FlashMET &rchive

"""" =3 This feature will be installed on local hard drive,

Bl Q'I MediaFrarme Solution - Feature Description

=N8 This Feature, and all subfeatures, wil be installed on local hard drive,

=1 This Feature will be installed when required.

------- ¥ This Feature will not be available,

........ Sl AL L - 1

Irisbal 5hield

Help Space « Back I ek = I

Cancel

Aurora Browse Installation and Configuration Guide 195



Appendix C Legacy systems

Configure Avalon MDI

Open this tab of the MediaConfig tool locally on the machine that hosts the Avalon
MDI software component.

To configure the Avalon MDI, do the following.

{2 MediaFrame Configuration [_ (O] =]

ASK Location
’7Hostname: IIocthost Part: ISD‘ID

Aszzets I Fules I Fiolez and Licenzing I Vergions I
Uze the list and controls below to select and configure the Managed Device Interface
Services [MD|g] installed on this spstem.

mz MO Mame: IAvalonMDI _I
Part: | EIEL

M_g Diva, Avalon Hostname: Imuskrat-coho-idm
4 g Flashriet

E Generic
¥ FTF
\) K2
E& M5 eries
g MTFS
P Pofis  —
Llﬁ Prosy LI

Walidate | QK Cancel Apply

¢ coho_svr-1 10.16.42.80

1. Select Programs | Grass Valley | MediaFrame Config. Select the MDI Configuration
tab and the Avalon icon.

. Enter the name of the MediaFrame server.

. Port 9010 isrequired. Do not modify.

Usethe ... button to location the name of the Avalon MDI.
. Port 9120 is required.

. Enter the name or IP address of the Avalon machine.

N~ o O~ W N

. Click oK.

NOTE: You no longer need to define FTP for archive sources/destinations.
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Archive operations on Profile XP

If archiving from the M-Series, Profile, or K2 server side, verify that you can FTP from
the DIV A or Flashnet server to the K2 FTP through the FTP network using the novi e

login account.

Profile XP

Server

-

—
Browse
Client

*MDlIs can reside
on a separate machine,
such as the MDI server.

April 6, 2010

ASK

>
JajsueilT 2’

2.1.2:initiate R

UM
(optional)

@

_2.1.Linitiate
get/put

>
@ 19JSURIIZ'ZZ

00|
0.0
oo

~€—2.3.1:update !

| I
Archive
Device

2. Transfer material. The archive device initiates the
transfer of material to/from the Profile XP. Once the
transfer is complete, the Archive MDI updates the
Resolver to link the newly transfered hi-res material
to the existing metadata record in the system. The
MDI optionally initiates the removal of the online hi-
res material from the Profile XP if the option to do so
was initially selected.

During the archiving process the system displays the
archive status which is retrieved from the Archive

MDI.
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Appendix D

Installing and configuring the FileZilla
Server

Third-party servers such asthe FileZillaFTP server can be used for nearline storage.
The Generic FTP MDI must be configured for FileZilla before you can use FileZilla
with the MediaFrame system.

This chapter contains the following topics:

» “Configuring the Generic FTP MDI for FileZzilla’
» “Ingtalling and configuring FileZilla’

» “Testing the Filezilla configuration”

Configuring the Generic FTP MDI for FileZilla

To use FilezZillawith the MediaFrame system, follow these steps.

1. Install the Generic FTP MDI on the MediaFrame server.

. In the MediaFrame Config tool, select the MDI Registration tab.
. Under Managed Device Services, highlight FTPMDI.

. Click the Add button. The Add MDI Service dialog box displays.

. Inthe MDI Server Hostname text field, enter the name of the MediaFrame server
and click oK.

. In the MediaFrame Config tool, select the MDI Configuration tab.

a A W DN

. Click on the Generic FTP icon.
. Click the Add button. The Add FTP dialog box displays.

. Enter the FTP Server Address. Thisis the name from the host table of the FTP
network on the machine running FileZilla. Be sure to include the _he0 suffix.

10.Leave FTP Root Directory blank.

© 00 N O

11.Enter the FTP username and password. Thisis the username and password of an
administrator-level user that created on the machine that is running FileZilla.

Installing and configuring FileZilla

On the machine chosen to run the FTP service (FileZilla), check to seeif 11Sis
installed. If it is, either uninstall it or disableit.
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200

I1S can be uninstalled through Control Panel | Add Remove Programs | Windows
Components. To disable 1S, follow the Microsoft Windows documentation for your

version of |IS.

On the machine that is going to run FileZilla, follow these steps:

1. Onthe C:\ drive, create afolder and name it root.

2. Create an administrator-level user with the same values used in step 11 of

“Configuring the Generic FTP MDI for Filezilla’ on page 199.
. Install the FileZilla Server software.

o O~ W

= Genersl sstegs A

| banscingss

I Filbes
Prasive mads satting
Secunly seifing:
Miscelaneous
A [l sce sait
Loggrg
G55 Seftings

=
Flstranafes compees:_|
SEL/TLS settings
Budchan st

. Open the FileZilla application.
. Under Edit | Settings, highlight the Welcome message.

v elcome message Filezilla Server

O this page pou can modly the wekcome messags thal vl be sent ba each
connached chert

I yrou enter o cusiom message, the defsul message wil be uted.

Fuues for welcome messages:
Flaass enter only 75 chaacters per ine, additonal charactens vl be removed.
Empy frees o the top of bottom of the meszage vl be removed.

Custom welcome message

% =
o

Froeman spacaiens:

Ev - Disples version of FleZills Server 1™ Hide welcome metsage in g
%% - the X chatacter

x|

7. Click oK to close.

8. Under Edit | Users | General, click Add on the right-side of the pane.
9. Add the username that you used in the FTP MDI config dialog.

10.Select General, then check Enable account and Password.

. From the Custom welcome message window, delete all characters except %v

11.In Password field, enter the password for that user, ssmeasin FTP MDI Config

window.
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Testing the FileZilla configuration
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12.Under Edit | Users, select Shared folders.
13.Under Shared folders window, select Add.
14.Add the root folder created on the C:\ drive. Check all boxes.
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Cancel I

15.Select Set as home dir.
16.Click oK to close.

Testing the FileZilla configuration

1. Open the Aurora Browse client application.

2. Select the Explore pane.

3. Right-click on FTP-MDI and select New Folder.

4. Create afolder named Archive.

5. Archive an asset.

6. Open Transfer Monitor to follow the progress of the transfer.
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