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Preface

ThisNewsBrowse Ingtallation and Configuration Guideis part of afull set of support
documentation for the NewsBrowse system, described as follows.

December 16, 2004

NewsBrowse Installation and Configuration Guide — Provides explanations and
procedures for installing and configuring the NewsBrowse system at a customer
site. Includes recovery planning and troubleshooting sections. This document is
availablein printed form as part of the product bundle when you receive your new
system. It isalso available in electronic form (PDF file) on the NewsBrowse
Application CD-ROM.

NewsBrowse Online Help — Providesinstructions for using the NewsBrowse
application. This document is available from the NewsBrowse application Help
menu.

NewsBrowse Release Notes — Contains the latest information about the
NewsBrowse hardware and the software release shipped on your system. The
information in this document includes upgrade instructions, feature changes from
the previous releases, helpful system adminigtrative information, and any known
problems. Y ou receive this document with the latest version of software, on the
NewsBrowse Application CD-ROM.

NewsBrowse Installation and Configuration Guide
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Preface

Grass Valley Product Support

To get technical assistance, check on the status of problems, or report new problems,
contact Grass Valley Product Support via e-mail, the Web, or by phone or fax.

Web Technical Support

To access support information on the Web, visit the product support Web page on the
Grass Valley Web site. Y ou can download software or find solutions to problems by

searching our Frequently Asked Questions (FAQ) database.

World Wide Web:  http://www.thomsongrassvalley.com/support/
Technical Support E-mail Address. gvgtechsupport@thomson.net.

Phone Support

Use the following information to contact product support by phone during business
hours. Afterhours phone support is available for warranty and contract customers.

United States (800) 547-8949 (Toll Free)
Latin America (800) 547-8949 (Toll Free)
Eastern Europe +49 6155 870 606

Southern Europe +33(1) 34207777

Middle East +33(1) 34207777
Augtralia +61 1300 721 495
Belgium +32 2 3349031

Brazil +55 11 5509 3440

Canada (800) 547-8949 (Tall Free)
China +86 106615 9450
Denmark +45 45968800

Dubai + 971 4 299 64 40

Finland +35 9 68284600

Authorized Support Representative

France
Germany
Greece
Hong Kong
Italy
Netherlands
Poland
Russia
Singapore
Spain
Sweden
Switzerland

UK

+33(1) 34207777
+49 6155 870 606
+33(1) 34207777
+852 2531 3058
+39 06 8720351
+31 35 6238421
+49 6155 870 606
+49 6155 870 606
+656379 1390

+34 91512 0350
+46 87680705

+41 (1) 487 80 02
+44 870 903 2022

A local authorized support representative may be available in your country. To locate
the support representative for your country, visit the product support Web page on the

Grass Valley Web site.

Profile Users Group

Y ou can connect with other Profile X P Media Platform usersto ask questionsor share
advice, tips, and hints. Send e-mail to profile-users@thomson.net to join the
community and benefit from the experience of others.

8 NewsBrowse I nstallation and Configuration Guide
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Chapter 1

System Overview

NewsBrowse is a media management and editing system. When integrated with a
Profile XP Media Server and aNewsEdit system, NewsBrowse supportsthe complete
newsroom workflow — from ingest to editing to distribution to archive.

This chapter includes the following topics:
» “Functiona description” on page 9

« “Twotier system diagram” on page 10
* “NetTime system” on page 11

+ “Legacy systems’ on page 11

Functional description

NewsBrowse processes an incoming feed and simultaneously encodes it into two
formats: alow-resolution (MPEG-1) format stored locally on the Network Attached
Storage (NAS) unit, and a high-resolution format stored on the Profile Media Server.

NewsBrowse creates video thumbnails, storyboards and RealVideo. You can use a
web browser to edit stories using the low-resolution media, which is accessible from
the journalist’s desktop. NewsBrowse also provides arich metadata search engine
that allows you to search for clips using various criteria.

Once you complete a sequence with the NewsBrowse editor, NewsBrowse can use
that sequence to pull the corresponding high-resolution video from the Profile Media
Server and assemble an on-air quality sequence. NewsEdit can also use the sequence
in asimilar way. NewsBrowse can also monitor the Profile Media Server to create
low-resolution files that do not exist, and stream live feeds.

From the NewsBrowse application you can archive and restore high-resol ution media.
Archived mediais still visible from the NewsBrowse application.

For descriptions of the machines used as platformsfor the NewsBrowse system, refer
to “ Cable hardware components’ on page 13.

For descriptions of software components, refer to Appendix A, Component
Interaction Diagrams on page 133.

December 16, 2004 NewsBrowse Installation and Configuration Guide



Chapter 1 System Overview

Two tier system diagram

Archive

Dto A
Router @
Gateway
-\E MDI Server

Video
4 Server

0 g 1-Channel
Encoder

(O Production Network )

il T NewsBrowse Server

(O I ‘ Client Network )

s I Il I eommz——

Dto A EEE==T @ @ Timecode (house time for live
Live Monitor encoder) & PC clock sync’d to house
Encoder time

@ MPEG1 low-res proxy video (with
timecode information)

@ Thumbnail, storyboard and/or Real
video

Web application html pages

@ Media Frame Core communications, such
as between MDlIs, ASK, and Resolver.

Network Attached
* Storage

NewsBrowse systemsfor version 2.0 or higher use the two tier network architecture.
This diagram illustrates the recommended architecture for version 2.7.

The system illustrated here includes all hardware platform types. Smaller systems
might not include all types of hardware platforms. Consult the system design for your
specific system to determine the hardware platforms you must install.

10 NewsBrowse Installation and Configuration Guide December 16, 2004



NetTime system

NetTime system

Thefollowing diagram illustrates the roles the different NewsBrowse platforms play
in the NetTime system. Refer to “ Prepare NetTime” on page 38.

Video
=< Server

MDI Server

Y
[ — 5] 1-Channel o] | 7J Advanced
Encoder Encoder
(O Production Network )
[[=======71) NewsBrowse Server
0 Client Network )

| Adrienne server |

| NetTime rebroadcast server

| NetTime client |

Legacy systems

This manual documents systems that are built new for version 2.7 or higher. While
existing systems can be upgraded to version 2.7 software, their hardware platforms,
network architecture, and other elements might not match the systems documented in
this manual.

Y ou can find information about systems built before version 2.7 in Appendix B,
Legacy systems on page 141. If you need the entire overview and task flow for
working on alegacy system, you should refer to the version of this manual that
corresponds to the software version around which your system was originally built.
Refer to “Revision Status’ on page 2 of this manual for information about previous
manual versions.

December 16, 2004 NewsBrowse Installation and Configuration Guide 11
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Chapter 2

Installing NewsBrowse

This chapter providesinstructions for installing the hardware platforms and software
components that support the NewsBrowse system. When you are done installing the
hardware and software, continue with Chapter 3, Configuring the NewsBrowse
System and Chapter 4, Recovery Planning to complete the ingtallation of your
NewsBrowse system.

Rack-mount hardware components

Follow the instructions for your specific rack to install each component of the
NewsBrowse system. One rack-unit spacing is recommended between components
for ventilation.

Cable hardware components

Refer to the system design for your particular NewsBrowse system and the “ Two tier
system diagram” on page 10 to identify the hardware components and cabling for
your NewsBrowse system. Then turn to the appropriateinstructionsin this section and
connect cables as required.

Be aware of the following as you cable your system:

December 16, 2004

When connecting the network, use 100Tx cabling and switches (or Gigabit uplink
in the case of the NAS). Zoning is not required on the switch if five or less clients
are active. If more than five clients are using the system, it is strongly
recommended that you use an isolated switch or a shared, zoned switch to isolate
the client-side LAN. Network traffic from the NewsBrowse internal LAN is
minimized.

Y ou may want to postpone cabling to external networks until after configuring
respective | P addresses.

The single-channel encoder requires analog video and audio feeds. Digital to
Analog conversion of signals may be required.

Single-channel encoders and live monitor encoders require audio/video
connections. Single-channel encoders require timecode feeds.

For al NewsBrowse machines, connect the keyboard/mouse cable harness as
follows:

* Plug the Y -cable into the keyboard/mouse port on the back of the machine and
into one end of the keyboard and mouse ports on the cable harness.

» Plug the VGA cable on the harness to the back of the machine.

* Plug the other end of the harnessinto a PC connection on the KVM Keyboard/
Monitor Drawer unit. (If you are not using the KVM component, plug the cables
into a PC keyboard, mouse, and VGA port.)

NewsBrowse Installation and Configuration Guide
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Chapter 2 Installing NewsBrowse

NewsBrowse server instructions: Dell or Axiom platform

The central component of the NewsBrowse system is the NewsBrowse server.
Depending on the design of your system, it can host the following software
components:

e The web-application for user interaction

» Thelngest Scheduler which drives the encoders

» The Rules Wizard for background processing

» The database and Managed Device Interface services for holding and relating
assets in the system.

The server connects to all encoders and the Network Attached storage viathe
network. Refer to “ Two tier system diagram” on page 10. The client network is
available for access to the web application.

For the NewsBrowse server you have the option of the Axiom platform or the Dell
platform, as explained in this section, or the HAFT platform, as explained in
“NewsBrowse server instructions: HAFT platform” on page 15.

Platform Specifications are as follows:

e P 3, 1Ghz or better (1 or 2 CPU)  Internet Explorer 6 (SP1)

* 512 MB RAM- CD-ROM Drive * Windows Media Player 7.1

e Minimum 20GB Program Drive » Flash Player 6 (6.0.65.0 update)
*  Windows 2000 Server (SP3) * Microsoft SQL Server (SP3)

* .NET Framework 1.1 » 100Tx LAN (x2)

Cable asillustrated.

Axiom platform

o
I

o
|

O
| o
—

- BW o
Keyboard/mouse VGA cable\ LAN port 2

O

Power ort to pigtail
ok to KVM  'LAN port 1
Dell platform
7 I 11 AN port 1
- or
0 0 | @l p
o o
| L] T~LAN port 2

| |
[SSEJ ] oo o@mo @@ oEmo g RJ)

7 I
Power Power Keyboard/mouse VGA cable
port to pigtail to KVM
to KVM

Connect LAN ports to a network router or switch. Connect port 1 to the Production
Network (or Private Network for three tier) and port 2 to the Client Network.

14 NewsBrowse Installation and Configuration Guide December 16, 2004



NewsBrowse server instructions: HAFT platform

NewsBrowse server instructions: HAFT platform

For the NewsBrowse server you have
Tolerant (HAFT) platform, also know

the option of the High Availability, Fault
n as the Marathon platform. This platformis

made up of two interconnected Dell 2650 servers.

Platform Specifications are as follows:

» P4,3GHz, 2 CPU

* 512 MB RAM- CD-ROM Drive
e Minimum 18GB Program Drive
* Windows 2000 Server (SP3)

e NET Framework 1.1

* Internet Explorer 6 (SP1)

* Windows Media Player 9.0

» Flash Player 6 (6.0.65.0 update)
» Microsoft SQL Server (SP3)

* GbLAN (x4)

Q/ LAN port 2

C
@ o aitae ]| |- et
[pci2 AD @B
‘/ — CoServer
Management
| @@ O-O O-O O-O @@ @ ’ port
¥
Power Keyboard/mouse VGA cable
C_oServer QoServer ports to pigtail to KVM
Link port2  Link port 1 to KVM
\ / LAN port 2
G O
) ) e
[poe A B | ‘ ‘
‘/ H —— CoServer
Management
| oo LAEJ oG=o oGmdo oEe i B ‘ port ¢
\
i
Power Keyboard/mouse VGA cable
ports to pigtail to KVM
to KVM

Cable asillustrated and as follows;

e Connect LAN portsto a network router or switch. Connect LAN port 1 to the
Production Network (or Private Network for threetier) and LAN port 2 to the

Client Network.

» Connect the CoServer Management port to the Production Network (or Private

Network for three tier).

* Interconnect CoServer Link ports with cross-over cables.

» Connect power cablesto a power supply.

Power supply units are hot-swappable.

December 16, 2004
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Chapter 2 Installing NewsBrowse

To power up the HAFT platform, use the normal procedures for the Dell server and
log in to the Windows operating system as normal. The virtual server runsin afull
screen window. To get to the Dell server desktop, press Ctrl + Shift+F12.

To power down the HAFT platform, right-click the system tray icon and select
Manage Endurance Configuration | Shutdown. This does an orderly shutdown of the
virtual server and the Dell server.

Also refer to “ Configure HAFT platform” on page 36 for network configuration
procedures.

16 NewsBrowse Installation and Configuration Guide December 16, 2004



Network Attached Sorage (NAS) instructions - Fastora

Network Attached Storage (NAS) instructions - Fastora

The NewsBrowse Network Attached Storage (NAS) unit provides storage for
MPEG-1 proxy video, storyboards, thumbnails and RealVideo. It may also be
configured to store Edit Decision Lists (EDL) that are saved to the NewsBrowse
system. Encoders are configured to write to specific locations on the NAS via 100Tx
connections over the network. Client accessis provided via Gigabit Ethernet uplink
to the Client Network.

Platform Specifications are as follows:
* Microsoft Windows Server 2003

* Redundant Power Supplies

+ 1000BaseT LAN

* 100Tx LAN (x2)

* RAID protected drives

For instructions on the Linux version of the Fastora NAS, refer to “ Prepare NAS -
Linux Fastora’ on page 145. If necessary, you can mix Linux versions and Windows
versions of the NAS on a single NewsBrowse system.

e »

I
LAN pOI’t 1 LAN port 2 Power Power

Gigabit Ethernet
cable to LAN
or clients

Cable asillustrated and as follows;

« Connect aGigahit Ethernet cablefromtheport onthe NASto your LAN or directly
to NewsBrowse clients.

« Connect an Ethernet cable from LAN1 and LAN2 ports on the NAS to a network
router or switch.

» Connect both power cables from the back of the NAS to a power supply.

Power supply units are hot-swappable. Once power is applied using switches on the
rear panel, use the power switch on the front panel to power down. Failure to use the
front switch will cause the disk array to rebuild on the next power up.

December 16, 2004 NewsBrowse Installation and Configuration Guide 17



Chapter 2 Installing NewsBrowse

NAS instructions: Serial ATA network platform

For the NewsBrowse Network Attached Storage (NAS) unit you have the option of
the Serial ATA network (ak.a. Ciprico 1700 or DiMedia) platform.

Platform Specifications are as follows:
» Redundant Power Supplies.

« 100BT LAN (x2)

* RAID protected drives

Power alarm
reset button

EXYEIR s

oo

o l % oo oo @@\\ o
Ve

]

LAN Port 0 LAN Port 1
Power (Connect to (Connect to

Client network) Production

Keyboard/mouse network)
port to pigtail VGA cable
to KVM to KVM

M ake cable connections as il lustrated.

Power supply units are hot-swappable. If the power supply fails or when power is
cycled, an alarm will sound. To disable the alarm, press the power alarm reset button
to the In position.

Power up the appliance by pressing the small, round On/Standby switch on the front
left of the machine. Once the electrical cables are connected, the system has electrical

power. Turning the On/Standby switch to standby does not remove power. To remove
power, hold down the On/Standby switch for at least five seconds or disconnect the

electrical cables.
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Single-channel encoder instructions

The single-channel encoder creates M PEG-1 proxy versions of high-resolution video.
Thesingle-channel encoder records MPEG-1 proxy in paralel withingest into avideo
server. A NewsBrowse system may contain multiple single-channel encoders.

If a NewsBrowse system uses Advanced encoders for the creation of MPEG, the
single-channel encoder can be an optional component.

Platform Specifications:

e P3, 1Ghz or better (1 or 2 CPU) » Windows 2000 Server (SP3)
512 MB RAM- NET Framework 1.1
CD-ROM Dirive Internet Explorer 6 (SP1)
Minimum 20GB Program Drive 100Tx LAN (x2)

RS-422 Out
_ for VDCP Control
RCA Timecode In from Profile Channel
(optional)
@)
o 86 | ® | . o g
o
o @ © | &
° - | 09 O0|® -=x WM |,
I
Power Video In LAN port 2
VGA cable P
from Router to KVM
Audio In Keyboard/mouse ~ LAN port 1
from Router port to pigtail
to KVM

Cable asillustrated and as follows;

» Connect acable from the Video In port on the Encoder to the analog video feed
source.

» Connect a cable from the Audio In port on the Encoder to the analog audio feed
source.

» Connect a Timecode cable from the Timecode In port (RCA port) to the house
timecode feed.

« Connect two Ethernet cables from the LAN1 and LAN2 ports on the Encoder to a
network router or switch. Make sure the LANZ port is connected to the network
where the Profile exists. A single-channel encoder can be configured to control up
to two Profiles simultaneously using Ethernet API.

* Optionaly connect aRS-422 control cable from the COM2 port on the encoder to
the RS-422 port on the Profile Media Server (only if APl isnot used). See below
for cable pinouts.

* Optionaly connect aRS-422 control cable from the COM2 port on the encoder to
abackup VTR. See below for cable pinouts.
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RS-422 Cable Pinouts

The RS-422 cable that connects the single-channel encoder and the sequential
encoder to aVDCP record channel on the Profile Media Server isaspecia cable. It
needs to use the pinouts described below.

Encoder DB9-F Profile DB9-M
1 Tx- 8 Rx-
2 Tx+ 3 Rx+
3 Rx+ 7 | Tx+
4 Rx 2 | Tx-
5 ground 4 ground
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MDI Server instructions

The MDI server is host for the Managed Device Interface (MDI) services, through

which the NewsBrowse system getsitsvisibility of the assets on the various machines
in the system.

TheMDI server isan optional component. On systemswithout aM DI server, theMDI
services can run on the NewsBrowse server or other NewsBrowse machine.

Platform Specifications are as follows:

e P3, 1Ghz or better (1 or 2 CPU) e .NET Framework 1.1
e 512 MB RAM- CD-ROM Drive * Internet Explorer 6 (SP1)
e Minimum 20GB Program Drive * 100Tx LAN (x2)

Windows 2000 Server (SP3)

o 5N | | ©
&8 | X
i o - Wl |
T
PO\I/ver VGA cable] LAN port2
Keyboard/mouse to KVM

ort to pigtail
{JO KVMp d LAN port 1

Cable asillustrated and as follows:

» Connect LAN portsto anetwork router or switch. Connect port 1 to the Production

December 16, 2004

Network (or Private Network for threetier) and port 2 to the Client Network.
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Advanced Encoder instructions

The Advanced Encoder does the following:

» Creates MPEG-1 proxy versions of high-resolution video assets that already exist

or are actively being recorded on avideo server

» Processes MPEG-1 proxy content and extracts thumbnail images to be used for

proxy identification

 Extracts dynamic scene detection images for storyboard creation
» Renders RealVideo for low bitrate proxy content

The Advanced Encoder processes entirely in the digital domain.

Platform Specifications:

e 2.8 GHz Pentium

* 512 MB RAM

* CD-ROM Drive

e Minimum 40GB Program Drive
* Windows 2000 Professional

e .NET Framework 1.1
 Internet Explorer 6 (SP1)

* Real Producer 8.5

Gigabit port 1

)

|
&

0]

Power Keyboard/mouse  VGA cable
port to pigtail to KVM
to KVM

Cable asillustrated and as follows:

@)
@& o=
N - og @ twm{) E
| |

not used

Gigabit port 2

» Connect an Ethernet cablefrom the Gigabit port 1 Advanced Encoder to anetwork

router or switch.
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Live monitor encoder instructions

The NewsBrowse live monitor encoder converts an audio/video input into network
streaming media. The NewsBrowseweb application is configured to create pagesthat
point to this streaming media feed. This device accepts audio/video feeds and
connectsdirectly to the Client Network. The steaming video isareal-time conversion
of the feed being received by a single-channel encoder.

A live monitor encoder is an optional component; it may be absent if there is no need
for real-time monitoring, or multiple live monitor encoders may be present to stream
different video feeds.

Platform Specifications:

e Pentium 3 1Ghz or better (1 or 2 CPU)
e 256 MB RAM

* CD-ROM Drive

e Minimum 20GB Program Drive

* Windows 2000 Workstation (SP3)

* 100Tx LAN (x2)

» Osprey 220 Streaming Media Encoder.

Video/Audio adapter cable

o oy | —— | o
° °
° @ - -1 °

\

Power

VGA cable LAN port 2
to KVM not used
Keybodrd/mouse LAN port 1
port to pigtail
to KVM

Cable asillustrated and as follows:

» Connect an Ethernet cable from the LAN1 port on the live monitor encoder to a
network router or switch.

» Connect Analog Audio and Video harness to the source that corresponds to the
desired feed for web-based monitoring.
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Router Gateway instructions

The NewsBrowse Router Gateway is the host platform for the Router Gateway
Service. The NewsBrowse system supports SM S7000 router control and Encore
router control via SM S7000 Native Protocol over Ethernet. Thisdeviceisdriven from
the Ingest Scheduling process on the NewsBrowse server. The Router Gateway lets
NewsBrowse schedule and control ingest services by communicating with your
existing router, allowing you to have more ingest feeds than NewsBrowse channels.
The Router Gateway provides the bridge between the NewsBrowse Network
environment and the Audio/Video Router Control environment.

The Router Gateway is an optional component of the NewsBrowse system. Systems
without a stand-alone Router Gateway platform can install the Router Gateway
software components on another NewsBrowse system platform, such as the MDI
server.

Platform Specifications:

* Pentium 3 1Ghz or better (1 or 2 CPU)
* 256 MB RAM

* CD-ROM Drive

e Minimum 20GB Program Drive

»  Windows 2000 Workstation (SP3)

e .NET Framework 1.1

 Internet Explorer 6 (SP1)

* 100Tx LAN (x2)

O 0 O
168 ' Sl
o - | @ w0 MW |
|
Power VGA cable “AN
toKvMm  Portl
Keyboard/mouse LAN
port to pigtail port 2
to KVM

Cable asillustrated and as follows:

» Connect an Ethernet cable from the LAN1 port on the Router Control Gateway to
the NewsBrowse network switch.

» Connect an Ethernet cable from the LAN2 port on the Router Gateway to the
network where the Router Control system can be accessed.
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Install NewsBrowse software

Refer to theinstallation programs|isted below for NewsBrowse software installation.
Also check the NewsBrowse Release Notes for the version of software you are
installing for any version-specific instructions.

The following installation programs are on the NewsBrowse Application CD:

 ..\SngleChannel Encoder\Setup.exe — Use this setup file to install NewsBrowse
software on a single-channel encoder

* ...\AdvancedEncoder\Setup.exe — Use this setup file to install NewsBrowse
software on an Advanced encoder

o .. \Server\Setup.exe — Use this setup file to install NewsBrowse software on the
NewsBrowse server as well as other NewsBrowse machines. The following table
indicates the machines on which the software components are typically installed.
Y ou might install components differently, depending on the design of your
particular NewsBrowse system.

Install Components NB Server MDI server Router Gateway

Core Services v

Managed Devices:

Profile
Proxy
NTFS v
Avalon Network Archive v
DIVArchive v
FlashNet Archive v
NewsBrowse Application v
Ingest v
Router Gateway v
Configure Tool v
Conversion Utility v
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Installing NewsBrowse

Toinstall the software components listed in the preceding table, run the NewsBrowse
server install program and when you arrive at the Custom Setup screen, do the
following:

iiéln Thomson NewsBrowse Server - Installshield Wizard x|
Custom Setup ‘ e
Seleck the program Features wou wank installed, "—E.h.'

Click on an icon in the list below to change how a Feature is installed,

EE,;I MediaFrame Jalution
=~ | Core Services
=~ | Managed Devices
Profile
Provy
MTFS

DIWA Archive
FlashMET Archive
wse Application

........ i

Avalon Network Archive

-

= Featire Description

This Feature requires 13MB on
vour hard drive,

=0 This feature will be installed on local hard drive,

=N8 This feature, and all subfeatures, will be installed on lacal hard drive.

Installshield —

= This Feature will be installed when required.

Help

¥ This feature will not be available,

l

If acomponent that you want to install displaysared X, click the component and
select This feature will be installed on local hard drive.

If acomponent that you do not want to install does not display ared X, click the
component and select This feature will not be available.

Ingtall Profile client software before installing the Profile MDI.
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Configuring the NewsBrowse System

Y ou can use the topics in this chapter in the following ways:

Initial configuration — After your NewsBrowse system components are rack
mounted, cabled, and the physical ingtallation processis complete, continue with
the configuration ingtructions in this chapter to create aworking system. Y ou can
follow the Basic path or the Advanced path through the core configuration stages,
as explained “Configuration overview” on page 28.

Customizing — After the system is functioning, you can go back to the
configuration pages and modify the settings documented in this manual as
Advanced v to customize the system to fit any special workflow requirements.

The topicsin this chapter include the following:

December 16, 2004

“Configuration overview” on page 28

“Establish conventions’ on page 29

“Configure network: Two tier” on page 34

“Prepare for core configuration stages’ on page 38
“Stop NewsBrowse services’ on page 49

“ASK registration stage” on page 50

“Encoder stand-alone stage” on page 61

“Managed Device Interface (MDI) stage” on page 53
“Encoder + Server stage” on page 68

“Router Gateway stand-alone stage” on page 73
“Router Gateway + Server stage” on page 76

“ Advanced encoder stand-alone stage” on page 79
“Advanced encoder + Server stage” on page 87

“EDL Export, Save, Conform stage” on page 93
“Archive stage” on page 99

“Deploy remaining machines for full system” on page 111
“Add live monitor encoders’ on page 111

“Test system interactions with multiple machines’ on page 112
“Add NewsBrowse Clients’ on page 113

“ Administering NewsBrowse user access’ on page 116
“Adding custom fields’” on page 119

“Testing NewsBrowse client operations’ on page 121
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Configuration overview

28

Thisflowchart illustrates the major tasks required
for configuring a NewsBrowse system. Core
Cgszz't';:s configuration tasks are broken (_jown 'i nto stages.
- page 29 - Y ou can work through the configuration stagesin
different ways, as follows:
Configure Prepare Net- to)
Netvsork > Time Rofiles, mp. Nesvgsrﬁ‘ipgggse If you are new to the NewsBrowse
“page34- | | -page38- J |_-page50- system, follow the Basic path. At
Basic Path Advanced Path each configuration page, configure
ASK — (Configure only those settings documented in
Registration . . .
Stage this manual asBasic v'. Thispath
- page 50 - allowsyou to learn the system and
MDI Stage resolve configuration problemsin
- page 53 - stages, with aminima humber of
configuration variables and
machines added to the system at
S each stage. Then, after you have
Stage gained the understanding to make
~page 61- each stage of the system work
g ull IS
“ege - (1= | potoe 1R If you are experienced with the
BirGateway (Oomiws 4 page 111 NewsBrowse system and you want
g:gnd-alone 7 the fastest possible configuration,
. pgaege 73. follow the Advanced path and
| configure the entire system in one
R Satoway’ (Gontigure pass, adding all machines at each
Stage est stage. At each configuration page,
“page 76- you can configure settings
AGVENC.  (Configure ) documented as Advanced v~ aswell
g::;g'a"’”e as those documented as Basic v'.
- page 79 - i i
Y ou can also choose a combination
aov-Ene-+ - ((Configure J=={~  Add of Basic and Advanced paths to suit
Stage v I EneD your level of understanding and the
- page 87- design of the particular
DL NewsBrowse system you are
s_te;)gaege .. configuring.
Refer to the topicsin the remainder of this chapter
g{;ggve for detailed instructions on each task.
- page 99 -
Administer Add System Add Llve
Aocess 'j”e”éiﬁﬁ?!se’fj MR [ M s
-page 16— -page 113- -page 112- -page 111-
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Establish conventions

The following conventions are recommended to make your NewsBrowse system
easier to work on and understand. Refer to these sections as necessary asyou
configure your system.

Machine naming convention

Choose aroot name (based on the site, etc.) and use the following convention for
naming machines.

Machine type Name
NewsBrowse server root-nb-svr
Network Attached Storage (NAS) root-nb-nas-1...n
Managed Device Interface (MDI) Server root-nb-mdi
Single-channel encoder root-nb-enc-1...n
Advanced Encoder root-nb-adv-1...n
Live monitor encoder root-nb-live-1...n
Router Gateway root-nb-rtr
Stand-alone Profile Media Server pvs-1...n

Open SAN Profile Media Server mpvs-1...n

Channel naming convention

In general, channel counting begins at one (not zero), with the first channel assigned
tothefirst channel inthefirst Profilein the system. Keep channel names short, asthey
need to fit across the Ingest Schedule pages. Here's an example for an Open SAN
system using MPV S1104:

NewsBrowse Encoder Channel Name Profile Channel
root-nb-enc-1 Chi Profilel, VTR 1
root-nb-enc-2 Ch2 Profilel, VTR 2
root-nb-enc-3 Ch3 Profilel, VTR 3
root-nb-enc-4 Ch4 Profilel, VTR 4
root-nb-enc-5 Ch5 Profile2, VTR 1
root-nb-enc-6 Ché Profile2, VTR 2

With this naming convention, if thereis a problem, you can use the channel number
to quickly determine which encoder and which Profile are affected.
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MDI naming convention

Y ou should use a consistent naming convention for the Managed Device I nterfaces
(MDIs) in the system. The NewsBrowse system manages a device through an MDI.
Each type of device hasits own MDI. The MDI software component usualy is not
hosted on the same machine that it manages. The following tableillustrates a
suggested convention.

MDI type MDI name(s) Comments
Proxy PROXY1 Thereis but one Proxy MDI in the system. It manages the
storage locations on al the NAS machines.
Profile SAN1 Manages the one designated Profile on an Open SAN.
PROFILE1, PROFILE2, Manages a stand-alone Profile system.
PROFILES,...
NTFS NTFS1 Thereis but one NTFSMDI in the system. It manages NTFS

storage on one or more machines—typically the server and the
NAS machines.

Avalon, FlashNet,
DIVA

ARCHIVEL Manages the archive device.

NOTE: If you are exporting NewsBrowse EDLs to NewsEdit, the NewsEdit
workstation must be able to resolve the Profile MDI name (present in the EDL) to
the | P address of the Profile XP system to which the MDI connects. You can dothis
by either (a) mapping the MDI nameto the Profile I P address in the NewsEdit
workstation’s host table, or (b) by naming the Profile MDI name the same as the
Profile host name.

Services naming convention

Similar to MDIs, you need to have anaming convention for the Ingest Control service
and the Proxy Transfer service. These services run on encoders, so the naming
convention should help you differentiate between the serviceitself and the host (table)
name of the encoder on which it runs. The following tableillustrates a suggested
convention.

Service type Service name(s) Comments
Ingest Control INGEST-CH1, INGEST-CH2, The Ingest Control service runs on single-channel
INGEST-CH3 encoders. Enumerate in parallel with the host (table)
names of the encoders.
Proxy Transfer ADV1, ADV2, ADV3 For Proxy Transfer service running on Advanced

encoders, use this naming convention. Enumerate in
parallel with the host (table) names of the encoders.
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Ports and services convention

NewsBrowse software components are distributed among the machines that make up
the NewsBrowse system. These software components run as Windows services,
which communicate over designated ports. Asyou configure the NewsBrowse
system, you must correctly designate port numbers for NewsBrowse software
components (services), such that the port numbers and components match between

configuration pages.

Establish conventions

Do not create your own convention for port usage. Designate ports as specified in the

following table:

Services Port Comments

Core Services

Thomson Ask 9010 New service for version 2.0

Thomson Metadata 9014 Not visible on a configuration page

Thomson Resolver 9016 Not visible on a configuration page

Thomson Rules Wizard 9018 Not visible on a configuration page

Thomson Ingest Scheduler 8055 Starting range for first remote control. Not
visible on a configuration page.

Ingest Services

Thomson Ingest Control (single-channel encoder) 9330 Version 1.5 default port number was 8045.

Transfer Services

Thomson Proxy Transfer (Advanced encoder) 9230 Starting range for first control. Version 1.5
default port number was 8070.

Managed Device Interface (MDI) Services

Thomson Proxy MDI 9110 —

Thomson Profile MDI? 9100 —

Thomson Avalon Archive MDI 9120

Thomson FlashNet MDI 9124 New service for version 2.7

Thomson DIVA MDI 9122 New service for version 2.7

Thomson NTFS MDI 9115

Miscellaneous Services

Thomson Router Gateway 8065 —

2 TheProfile MDI Service manages anumber of host processes, one for each Profilethat is being managed. These host processes require
ports 9130 - 9139. Stopping/starting the Profile MDI Service stops/starts all of the host processes.
The version 1.5 default port number for these processes was 8022, with no range.

These services are distributed on different machines in the system. They would not
normally run on any one machine, as explainedin“ Accessing NewsBrowse services’

on page 46.

The NewsBrowse system also depends upon Microsoft Internet I nformation Services

(I1S) and SQL services.

Topicslater inthis manual provide specific instructionsfor entering port numbers on

each configuration page.
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Site-specific configuration tables

Create tables similar to the examples given here as required by the site’ s specific

NewsBrowse system. Use conventions as described earlier in this chapter. Thevalues
in bold text in these exampl e tables are pre-defined—you should not change them as
you might fill in your own site-specific table. Values with italic text are an example
of the entry you might make in your own table. Cellswith a“NA” have no applicable

value.

In these exampl es the system root used for naming is “iron”. Replace “iron” with a
root name appropriate to the site.

Machine types |Machine names MDI types MDI name MDI host Ports Other info
The host (table) name | The type of MDI | The name you | The machine that The port
you give each machine| required for each | give each MDI | hogts the MDI(s) used by the
machine MDI
1. Open SAN mpvs-1 ProfleMDI  |SAN12 \\iron-nb-mdi 9100 Process port 9130°
2. Profile Media mpvs-2 NA
— |Server
3. mpvs-3 NA
4. mpvs-4 NA
5. Stand-alone pvs-1 Profile MDI PROFILE1 Process port 9131
6. |ProfileMedia o5 ProfileMDI | PROFILE2 Process port 9132
Server
7. NAS (or other |iron-nb-nas-1 Proxy MDI®  |PROXY1 \\iron-nb-mdi 9110 File system folder(s):
storage device \\iron-nb-nas-1\Media
g |forproxy iron-nb-nas-2 \liron-nb-nas-2\Media
assets)
9. iron-nb-nas-3 \\iron-nb-nas-3\Media
10. |Avaon <hostname>-idm® |Avalon \\iron-nb-mdi 9120
Archive Archive MDI
11. |Machineswith |iron-nb-swr NTFSMDI® |NTFSL iron-nb-svrf 9115 File system folder(s):
NTFS storage \\iron-nb-svr\TempEDL
12. iron-nas-1 \liron-nas-1\EDLs
\\iron-nas-1\Audio
13. iron-nas-2 \liron-nas-2\Audio
2 Only one Profile per Open SAN hasaMDI
b Processes use ports 9130 - 9139. Refer to “ Ports and services convention” on page 31.
¢ A single instance of the Proxy MDI manages all the proxy storage machines.
4 The host table must have an entry with “-idm” appended to the name of the archive device.
Refer to “ Configure Avalon Archive MDI” on page 105.
€ A single instance of the NTFS M DI manages storage on multiple machines.
f- The NTFS MDI must run on the NewsBrowse server.
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Thefollowing tablelists other NewsBrowse machines and services. For Transfer and
Ingest services you assign a name associated with “Device Type’. Thisis similar to
assigning MDI names. Refer to “ Configure Media Frame Core ASK: Register
components’ on page 51. These services aways reside on the same machine that they
manage.

Machine types |Machine names Device types Service name Ports Other info
The host (table) name | The “Device Type” service | Thenameyou give each | The port used
you give each machine | required on each machine | service, similar to MDI. |y the service
14. |NewsBrowse iron-nb-svr NA NA NA
server
15. |Single- iron-nb-enc-1 Ingest INGEST-CH1 9330 Display Names:
channel encoder Enc. Chan. 1
16. iron-nb-enc-2 Ingest INGEST-CH2 Enc. Chan. 2
17. MDI server iron-nb-mdi NA NA NA
18. |Advanced iron-nb-adv-1 Transfer ADV1 9110
19. encoder iron-nb-adv-2 Transfer ADV2
20. |Livemonitor iron-nb-live-1 NA NA NA
encoder i i
21. iron-nb-live-1 NA NA NA
22. Router Gateway |iron-nb-rtr NA NA NA
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Configure network: Two tier

Configure atwo tier network, as explained in the following topics. Thisisthe
recommended architecture for NewsBrowse version 2.0 and higher. Unless otherwise
indicated, al information in this chapter refers to the two tier network. Also refer to
“Twao tier system diagram” on page 10.

Systems upgrading from version 1.5 may retain the three tier network (which was
required for version 1.5) as NewsBrowse 2.0 and higher supports both the three tier
architecture and the two tier architecture. Refer to “ Three tier system diagram” on
page 141. If you are upgrading from version 1.5 to version 2.0 or higher, refer to
NewsBrowse Release Notes for three tier network configuration instructions.

Distribute host tables
Find host table files at C:\WMINNT\system32\driver s\etc

All NewsBrowse devices share a common host table, which lists out the Production
Network |P settings. For security purposes, the | P addresses should be non-routable
(i.e. 192.168.xxx.xxx) and be part of the same subnets used by the Profile/Open SAN
systems. The customer may regquest aparticular subnet (routable or not) depending on
the needs of the facility. The only client side | P address needed in the host tableisfor
the client switch itself, which is useful for accessing the web management page from
the NewsBrowse devices.

Thefollowing is an example of host table entries for the NewsBrowse system. Not
shown are entries for Profile systems, UIMs, and other machines on the network.
Refer to the documentation for these other machines for host table requirements.

#NewsBrowse server

192.168.30.21 iron-nb-svr

#NewsBrowse NAS

192.168.30.71 iron-nb-nas-1
192.168.30.72 iron-nb-nas-2
#NewsBrowse Advanced encoders
192.168.30.50 iron-nb-adv-1
192.168.30.51 iron-nb-adv-2
#NewsBrowse single-channel encoders

192.168.30.26 nb-enc-1 #0Open SAN Profile mpvs-1 vtr 01
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192.168.30.27 nb-enc-2 #Open SAN Profile mpvs-1 vtr 02
192.168.30.28 nb-enc-3 #Open SAN Profile mpvs-1 vtr 03
192.168.30.29 nb-enc-4 #Open SAN Profile mpvs-1 vtr 04

#NewsBrowse MDI server

192.168.30.101 iron-nb-mdi

#NB Router Gateway
192.168.30.111 iron-nb-rtr

#The following Client LAN entries are included in this host table for
#reference only. Machines on client network use DNS lookup only.

#NewsBrowse live monitor encoder

10.16.37.91 iron-nb-live-1 #Client LAN
10.16.37.92 iron-nb-1live-2 #Client LAN

#NewsBrowse Ethernet Switch

10.16.37.20 iron-nb-2950-client-1 #Client LAN
192.168.30.200 iron-nb-2950-prod-1
Host tabletips:

* If you are exporting NewsBrowse EDL s to NewsEdit, the NewsEdit workstation
must be abletoresolvethe Profile MDI name (present inthe EDL) to the |P address
of the Profile X P system to which the MDI connects. Y ou can do this by either (a)
mapping the MDI name to the Profile | P address in the NewsEdit workstation’s
host table, or (b) by naming the Profile MDI name the same as the Profile host
name. Refer to “MDI naming convention” on page 30.

» The NAS and NewsBrowse server | P address need to be resolved using the Client
side IP address via DNS lookup, not the host table.

« If the server has acanonical name, the host table for any machine that runs MDIs
that are subscribed to by the server must match case for the entire canonical name.
E.g., if the server’s canonical nameis “NB-SERVER1.mycorp.net”, then the host
table entry in the MDI server(s) must match; if the entry is
“NB-SERVER1.MY CORP.NET”, then it will not work. Pinging will not show the
problem. The problem doesn’t show up until the MDIs attempt to notify the server.

Configure network settings on Production network machines

Use theinstructionsin this section to configure Production network machines, which
are all those of the following types:

» Single-channel encoder

+ Advanced Encoder
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* Router Gateway

From the factory, the machines are set with static |P and as members of
“WORKGROUP’. Changethe | P addresses according to the host table. Use standard
Windows procedures.

Configure HAFT platform

To configure the HAFT platform for the NewsBrowse networks, do the following:

1. Oneither CoServer 1 or CoServer 2, configurethevirtual server’snetwork settings
asfollows:

a. Configure PCI-2 A for the Production network. Thisisthe CoServer
Management port.

b. Configure PCI-2 B for the Production network.
c. Configure PCI-1 A for the Client network.
2. Copy the host table onto the virtual server.
Do not modify the IP addresses of the CoServer Link ports. They are used only for
communication between the servers.
Configure network settings on Client network machines

Usetheinstructionsin this section to configure Client network machines, which
include the following types:

* NewsBrowse server
» Managed Device Interface (MDI) Server
» Live monitor encoder

NAS machines are also on the Client network. Y ou configure NAS machinesin
“Prepare NAS - Windows Fastora’ on page 40.

The DNSwill provide the IP lookup for the NewsBrowse devices attached on the
client Domain. Y ou must use static | P addresses because DHCP has hot been
qualified.

Y ou will need the following information from the customer's I T department:

» Verify that the subnet mask for the NewsBrowse machines should be
255.255.255.0.

» ThelP addressfor the NewsBrowse server

» ThelP addressfor each live monitor encoder

* ThelPaddressfor each NAS

» ExtralP addresses for future growth

» ThelP addressfor the DNS server and alternate

» The name of the Domain connected on the client side (i.e. mycor p.com)
» TheIP addressfor the WINS server if applicable
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In addition, the customer IT department must add these computers to their Domain.

Proceed with Client network machines as follows. Use standard Windows

procedures:

1. Name computer and add computer to Domain

2. Set IP address for each port, DNS servers

3. Set DNS settings

Test: Verify two tier network settings

V erify that you have basic connectivity in both directions along with the correct name
resolution. Run atest from the NewsBrowse configuration tool. Open the
configuration tool on the NewsBrowse server at Start | Thomson | NewsBrowse |
Utilities | Configuration Tool.

Configure network: Two tier

Configure MediaFrame System I ] 1
Mss valley
A &3 THOMSON BRAND
Mame | IF Address | Type | Lagt Accessed |
inon-cs-1 192.168.30.200
iror-nb-gvr-3 192.168.32.23 Server 3/29/2004 10:08:29 AM
nb-imagesup-7 192.168.32.56 Encoder
Gherd allboues | nb-l?veenc-B 1921683231 Encoder
nb-liveenc-7 1921683232 Encoder 3/29/2004 9:14:47 &M
nb-liveenc-3 192.168.32.34 Encoder
* nbelivesnc-10 192.168.32.35 Encoder
nb-zeqenc-2 192.168.32.81 Encoder 343042004 1:35:25 PM
nb-liveenca 192.168.32.33 Encoder 3/29/2004 9:06:23 &M
192.168.32.40 5/12/2004 7:54:36 AM

nb-liveencls
Fing the box |
Configure the box |
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Prepare for core configuration stages

Do the following tasks in preparation for the configuration of core system
functionality.

Prepare NetTime

NetTimekeepsthe system clocks on NewsBrowse machinesin sync. Sincethe Profile
Media Servers and single-channel encoders use the house timecode feeds, the other
machines need to be kept in sync as well. On systems that control ingest and have
single-channel encoders, the primary purpose of NetTime is to keep the Ingest
Scheduler, which runs on the NewsBrowse server, and the NewsBrowse client
machines synchronized to housetime. On systemsthat do not control ingest, NetTime
is gtill useful to keep clocks synchronized so that system logs can be correlated.

The following procedure uses a single-channel encoder as the Adrienne Absolute
Time Server. If your system does not control ingest and has no single-channel
encoders, you can use any machine as the Adrienne Absolute Time Server.

Thesingle-channel encoder runsthe Adrienne Absolute Time Server. NetTimeclients
on the production network reference the Adrienne Absolute Time Server. A NetTime
server runs on the NewsBrowse server, which rebroadcasts the time to the client
network. NetTime clients on the client network reference the NetTime server.

Refer to “NetTime system” on page 11 for a diagram of the NetTime system.
Set up NetTime with the following procedures:

* “Prepare NetTime servers’ on page 38

» “Prepare NetTime clients” on page 39

Prepare NetTime servers

Y ou use one single-channel encoder as the primary Adrienne Absolute Time Server,
and another single-channel encoder as the secondary (redundant) Adrienne Absolute
Time Server. A LTC connection to house timecode is required for single-channel
encoders functioning as Adrienne Absolute Time Servers.

NOTE: Make surethat the Thomson Ingest Control service is off before starting
thisprocedure. If the serviceis on and you run AecPciPoll.exe, the single-channel
encoder locks up.

To prepare asingle-channel encoder as a Adrienne Absolute Time Server, do the
following:

1. Onthe single-channel encoder, run the following:
C:\AecPciPoll.exe
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i AecPci POLL EXAMPLE %]
READER 14:16:39:19 532
GENERATOR NiA

VIDEO N{A 0

Thisverifiesthat the Adrienne card is properly installed and the house timecode is
valid.

. Run C:\Load Service.bat and in Task Manager, verify that NtPciClk.exeisrunning.
. Restart the encoder and verify that NtPCiClk.exe restarted automatically.
. Open C:\ATCSL10.exe and click Yes to ingtall.

. Restart the encoder and verify that the Absolute Time Server icon appearsin the
system tray.

a b~ W N

6. The encoder is now functioning as the primary Adrienne Absolute Time Server.
Repeat thisprocedure on asecond single-channel encoder, to makeit the secondary
Adrienne Absolute Time Server.

Prepare NetTime clients

Before you use a PC to run the NewsBrowse client application, it must be prepared as
aNetTime client. If you are following the basic configuration path, you must at a
minimum prepare the NewsBrowse server as a NetTimeclient, asit is temporarily
used as a NewsBrowse client in “ Set up NewsBrowse client for configuration stage
tests” on page 71. Then, at the end of the basic configuration path, you can prepare
NetTime on your NewsBrowse client PCs. Y ou can also optionally prepare encoders
and other NewsBrowse machines as NetTime clients, in case you want to use them to
run the NewsBrowse application for test purposes or to keep the PC clock in sync with
the rest of the system for the log files.

Some clients need special configuration to ensure time synchronization throughout
the NewsBrowse system. Since your single-channel encoder Adrienne Absolute Time
Server is on the Production Network, only NetTime clients on the Production
Network have access. Y ou must provide access for the external (Client Network)
NetTime clientsaswell. To do this, you configure a NetTime client machine (in this
case, the NewsBrowse server) which has access to both Production and Client
Networks to rebroadcast the time sync to external networks. NetTime clients on
external networks can then look to the NewsBrowse server astheir NetTime server.
Y ou can optionally also configure the MDI server to rebroadcast the time sync, so it
can back up the NewsBrowse server should there be a problem.

NOTE: Do not install NetTime client on a Profile XP system.

To prepare a NetTime client, do the following:

1. Open the following folder:
C:\Time Sync Software\Client

2. Open NetTime-2b6.exe and click Yes to install. Choose the defaults, including
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configure as service.
3. Set Net Time options as follows:

a. Enter the host name for the primary and secondary server according to the
following table:

NetTime Client Primary Server Secondary Server

A Production Network Client First Encoder Second Encoder
NewsBrowse server First Encoder Second Encoder
External (Client Network) Client NewsBrowse server MDI Server (optional)

b. Select the RFC8e8(TCP) protocol for both servers

c. For the NewsBrowse server, select Allow other computers to sync to this
computer.

d. Leave other fields at the defaults and click Okay.

4. The PC clock should automatically update to match the server. If not, check
network connectivity and review install steps. All machines must be set for the
same time zone to function properly.

Prepare Profile Media Servers

On each Profile Media Server that isto interact with the NewsBrowse system, check
the following configurations and modify settings as necessary.

1. Set up asaNetTime client. Refer to preceding procedures.
2. Click start | Run, enter regedit and press Enter. The Registry Editor opens.

3. Inthe Registry Editor open the following key:
HKEY_LOCAL_MACHINE/SOFTWARE/Tektronix/Profile/ShuttleAtMode
Set the key to TRUE.

4. Onthe Profile XP, start PortServer.

5. Add a shortcut to PortServer to the startup folder. This ensures that PortServer
always runs on the Profile XP, asit is required for NewsBrowse operation.

6. Verify that the following account has been added to the Profile system:

* username: nbadmin *rxxk Contact Grass Valley

e password; ***** Support for password.

Prepare NAS - Windows Fastora
For the Linux version, refer to “Prepare NAS - Linux Fastora’ on page 145.

NOTE: Procure | P addresses from the local network administrator prior to
configuring the NAS unit.

When you configure the Windows Fastora NAS for the NewsBrowse networks, you
can make network settings in the following ways:
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» Usetheremote Windows desktop, as explained in step 4 of the following
procedure, and then use standard Windows procedures to make all settings. If you
do this, read the subsequent stepsin the procedure to identify the required settings.

» UsetheFastora configuration pages (Web based), as documented in the
following procedure, and make settings as instructed.

NOTE: If you plan to change the name of the NAS unit and you intend to use the
underscore character, such asin root_nb_nas n, you must do so using standard
Windows procedures via the remote desktop. The Fastora configuration page does
not allow the underscore character.

To configure the Windows Fastora NAS for the NewsBrowse networks, do the
following:

1. From any Production network machine, enable the network to recognize the NAS
by adding an IP address within the subnet range of 192.168.50.0.

2. For the first NAS machine (nb-nas-1), open the NAS configuration softwarein
Internet Explorer by entering the following in the browser address bar:

https://192.168.50.31:8098

NOTE: Noticethesin the https: address. Also, make sure your browser allows
cookies and JavaScript (or JIT).

Subsequent NAS machines (nb-nas-2, nb-nas-3) have IP addresses incremented
accordingly (192.168.50.32, 192.168.50.33).
t Fastora|P addressis 192.168.1.11.

3. Log on asfollows:
Username: administrator
Password: triton
The Fastora Welcome page opens.

FASTORA nb-nas2 My Vit

g -W553- y Windows®
UG VeSS 35101 & Status: Warning £ &~ Powered

rn———
The data is your business, storing it is ours

Status | Network | Disks | Users | Shares | Maintenance | Help |
Take a Tour | Set Server Name | Set Administrator Password | Set Default Page | Microsoft Communities |
Welcome

‘Welcome to the Web User Interface For Microsoft Windows Server administration, Use the Following tasks to skart using the
SErVEr,

Bﬁj Take a Tour Bﬁ"j Set Server Name
Take & tour to learn how Choose a name so that client
easy it is ko use your server, cormpukers can conneck ko

the server,

fé’j Set Administrator Bﬁ"j Set Default Page
Password Choose which page the
Create a password for the server displays first,
server administrator,
Microsoft

Communities
Conneck to this Web site for

4. Do one of the following:
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» Tousetheremote Windows desktop rather than the Fastora configuration pages,
click Maintenance | Remote Desktop. Thisfeature promptsyouto againlog onto
the NAS unit, and then allows you to access the Windows desktop. Make
settings with standard Windows procedures.

» To usethe Fastora configuration pages, continue with this procedure.

5. Click set server Name and, if necessary, change the name, DNS suffix, and
Domain/Workgroup setting. Work with IT at the customer site to add the NAS to
aDomain.

If you make a change, click OK.

NOTE: After making changes on a configuration page, you must click OK or else
your changes are lost.

6. Click Set Administrator Password.

Take a Tour | Set Server Name | Set Administrator Password | Set Default Page | Microsoft Cammunities |

Administrator Account

User name: |administrat0r

Current password: |

MNew password: |

Confirm new password: |

= 0K K cancel

Set a password according to the customer site requirements. Click OK to save
Settings.

7. Click Network | Interfaces. If required by the customer site network, change IP,
DNS, and WINS settings. A recommended configuration isto use the Gigabit port
for the Client network, leave LAN Port 1 at the default static |P for system
maintenance access, and use LAN Port 2 for the Production network.

8. Click Administration Web Site. |f required by the customer site security policies,
change the IP addresses and/or portsfor encrypted and non-encrypted access used
to access the administration Web site. If you make a change, click ok and then
reconnect via the new port and/or |P address.

9. Click shares | Folders. Share the media directory as follows:
a. Select New Volume (E:)
b. Click Manage Folders.

c. Select media.
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Folders | Shares | Sharing Protocals |

‘i Folders in E:

You can manage and share folders.

Search: |FOIder Mame j | | »oo

[” Folder Name © Date Modified Attributes Share Type Tasks
W media 105972004 5:11:46 P

[T RECYCLER 92172004 9:37:46 AM H &

[T System Volume Infarmat... 10252004 11:37:51 AM H &

Share Folder..

| Manage Shares,

d. Click Share Folder.

e. Enter the following:

Share name; media

f. Click windows Sharing. After a pause, the Windows Sharing tab opens.

welcome | Status |

IRl [Maintenance | Helpl

Folders | Shares | Sharing Protocals |

Mew Share

UNIX Sharing

FTP Sharing
Web Sharing
AppleTalk Sharing

Comment: |
Users allowed to connect to the share simultaneously:

& Unlimited

© Maximum number: |

Offline Settings:

|On|y the files and programs that users specify will be available offline ;I

To set permissions, select a user or group from the Users and groups list, and then select
permissions from the Allow and Deny drop-down lists, To add a user or group, select or type a
user or group name and then click Add. User names should be in the form: domainthame or
name@domain.

Users and groups:  Allow: Deny:
nbadmin Full Control INone 'l

Add a user or group:

== Ao |

CREATOR OWMER

CREATOR GROUP
DIALUP
METWORK =l

Remave

| = 0K | | K cancel

g. User privileges for the mediafolder should be as follows:
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Everyone — Read only access
nbadmin — Full Control
h. Click oK.

10. Close the NAS configuration pages.

Prepare NAS - Serial ATA network platform

To configure the Serial ATA network (a.k.a. Ciprico 1700 or DiMedia) NAS for the
NewsBrowse networks, check the following configurations and modify settings as
necessary.

NOTE: Procure | P addresses from the local network administrator prior to
configuring the NAS unit. Access to configuration pages is dependent upon valid
| P addresses.

1. From any Production network machine, enable the network to recognize the NAS
by adding an I P address within the subnet range of 192.168.50.0.

2. For thefirst NAS machine (nb-nas-1), open the NAS configuration softwarein
Internet Explorer by entering the following in the browser address bar:

https://192.168.50.31:9890

NOTE: Noticethe sin the https. address. Also, make sure your browser allows
cookies and JavaScript (or JIT).

Subsegquent NAS machines (nb-nas-2, nb-nas-3) have | P addresses incremented
accordingly (192.168.50.32, 192.168.50.33)

The NAS Administration Tool window opens at the Welcome page.
3. Enter the password. The default password istriton. The Status page opens.

4. Inthetreeview click Network | Network Ports. The Configure Network Ports page
opens.

5. Configure network ports as follows:

a. Port O Client Network - Set the |P address and subnet mask for the Client
network as specified by the local network administrator.

NOTE: TheDiMeda NASrequiresa dtatic | P addressfor theclient port. Set thisup
with the local network administrator.

b. Port 1 Production Network - Set the | P address for the production network as
specified by the local network administrator, then set the subnet mask to
255.255.255.0.

NOTE: For detailed information about configuration options, click the Help icon
(?) in the upper right corner of each window.

c. Click save, then select the Restart option to restart. Reboot takes 2-10 minutes.
Do not power-down the enclosure during reboot.

44 NewsBrowse Installation and Configuration Guide December 16, 2004



Prepare for core configuration stages

6. After the NASreboots, accessthe NAS configuration software as described earlier
instep 2 and step 3, except thistime, enter thefollowing in the browser address bar:

https.//< Client IP Address>:9890
The Status page appears.

7. In the Status page tree view, click Network | Names/IPs. The Names and | Ps page
opens.

8. Set thefollowing:
* Domain name - Enter the Client network Domain name.

» Gateway - Enter the |P address for the Client network gateway. Consult the
network administrator.

* Node Name - For example: (root-nb-nas-n)

9. Inthetree view click System | System Administration | Date/Time. The Date/Time
page opens.

10. Select the correct time zone, date, and time.

11. Click save, then select the Restart option to restart.
Reboot takes 2-10 minutes. Do not power-down the enclosure during reboot.

12. After the NA S reboots, access the NA S configuration software again as described
in step 6. The Status page appears.

13.1n the Status page tree view, click Storage | Shares | Create and then click the Next
button. The CIFS Share page opens.

14. Specify CIFS options as follows:
a. Enter Media as the share name.
b. Set user privileges. Select all of the following options:
Writeable
- Public
Browseable

Available
(Do not select Case Sensitive)

c. Click save.
15. Close the NAS Administration Tool.

Verify NAS access

Verify NAS access from production network machines, which are machines of the
following types:

* NewsBrowse server
» Single-channel encoder

» Advanced encoder
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To verify access, from each production network machine do the following:

1. Open Windows Explorer and navigate to the mediadirectory onthe NAS. Y ou can
do this with the following path:
\\root-nb-nas-1\Media

2. Verify basic read/write capabilities by creating, modifying, and deleting asimple
text file.

To verify access from client network machines, choose a machine on the Client
network that can represent aNewsBrowse client PC and that is convenient for testing.
From this machine do the following:

1. Open Windows Explorer and navigate to the mediadirectory on the NAS. Y ou can
do this with the following path:

\\root-nb-nas-1\Media

2. Verify that NewsBrowse client PCswill have read only rights. e Contact Grass Valley

Support for password.

About Windows Domains and the nbadmin account

All NewsBrowse NAS machines require that an nbadmin account with apassword of *****
has permission to the folder on the NAS that the encoders write to, and that
the web service running on the NewsBrowse server reads from.

From a Windows networking perspective, when a user account is defined on alocal
computer rather than a Domain Controller, the account isa“local” account, whose
complete name is <computer name>\<username>, rather than
<domain>\<username>. For example, with an encoder named Encoderl, a
NewsBrowse server named Serverl, and aNAS named NASL, there are three separate
local accounts: Encoder1\nbadmin, Server 1\nbadmin, and NAS1\nbadmin.

The Windows network automatically maps alocal account from one computer onto
the local account of another computer—as long as both the account name and the
password are identical. To enable this mapping to occur, the Windows Domain
Controller “synchronizes’ the local accounts on computers at the time they join the
Domain. Therefore, if the nbadmin account is added to the NAS machine after the
Windows NAS has joined the Windows Domain, this synchronization does not occur.
This should not be a problem on factory-prepared NewsBrowse machines, as they
come with the nbadmin account pre-configured. However, if the proper sequenceis
not followed and the problem does occur, the workaround isto remove the NASfrom
the Windows Domain and then re-add it immediately thereafter.

Accessing NewsBrowse services

NewsBrowse software components are distributed among the machines that make up
the NewsBrowse system. These software components run as Windows services. A
NewsBrowse machine has the services that correspond to the NewsBrowse software
componentsiit hosts.

When you change the configuration for a particular software component through the
NewsBrowse configuration pages, you must restart that software component’s
NewsBrowse service to put the changesinto effect. Click Start | Settings | Control
Panel | Administrative Tools | Services to accessthe services. All NewsBrowse service
names start with “Thomson...”, so they group together in the serviceslist.
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¥, services -0l x|
| action  iew |J1-->| |||§|J>lll TS |
Tree I Mame / I Descripkion I Status I Skartup Type | Log On As | :I
Services (Local) %Thomsnn Ask, Skarked Autonnatic Local3yskem
%Thomsun Ingest Scheduler Starked Automatic LocalSyskem
%Thomsnn Metadata Starked Autamatic LocalSyskem
%Thomsnn MTFS MDI Service Skarked Autonnatic inbadrmin
%Thomsun Resolver Started Automatic Local3yskem
8 Thomson Rulesiwizard Skarted Automatic LocalSywstem i

Refer to “Ports and services convention” on page 31 for alist of NewsBrowse
services.

Accessing NewsBrowse system configuration pages

Use Internet Explorer to browse to port 280 of a NewsBrowse machine to access its
configuration pages. Y ou must have administrator permissions on the NewsBrowse
machine. For example, tolog on to the configuration pages on the NewsBrowse server
with administrator permissions, use the following:

Username: root-nb-svrinbadmin =k Contact Grass Valley
Password: ***** Support for password.

The settings you find on a particular computer’s configuration pages depend on the
NewsBrowse software installed on the computer. For example, if your MDI
component are hosted on a single-channel encoder, you find the Profile Managed
Device and Proxy Managed Device configuration settings at port 280 of that
single-channel encoder. However, if your MDI component are hosted on a dedicated
MDI server, you find the Profile Managed Device and Proxy Managed Device
configuration settings at port 280 of the MDI server machine.

Y ou can access a NewsBrowse computer’ s configuration pages as follows:

e From the local computer, use the following URL:
http://localhost:280

» Fromthe NewsBrowse server, you can a so open the NewsBrowse launch page and
the click the Configuration link. To open the NewsBrowse launch page, use the
following URL:

http://localhost/nbui
The NewsBrowse launch page resides on the NewsBrowse server only.

» From a network-connected computer, substitute localhost in the URL with the
computer’ s network name. For example, to access the configuration pages or the
NewsBrowse launch page on a NewsBrowse server named iron-nb-svr, use the
following URLSs:

http://iron-nb-svr:280
http://iron-nb-svr/nbui
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Y ou must have network access to open configuration pages. With either atwo tier or
athreetier network architecture, you can access all NewsBrowse devices from the
NewsBrowse server. However, devices on the Client Network, such as a
NewsBrowse client PC, do not have access to all NewsBrowse devices. From a
NewsBrowse client PC you cannot access devicesthat are on the Production network
only, such as single-channel encoders.

To access NewsBrowse configuration pages, do the following:

| adsress [ titpifiocanost:zan =l 2z Enter the URL to the configuration page at port 280 and press Enter.
| MediaFrame Product Configuration &
Iron—nb—enc—1 Verify the machine name and | P address, to confirm that you are configuring
[P IR AR the correct machine. There can be multiple IP addresses for the different
Host:  localhost NewsBrowse networks.
Pot 9010
ASK Service Updats . . i i
N Click links to open configuration pages.

Lo
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Stop NewsBrowse services

Before beginning your initial core configuration stages, you must stop all
NewsBrowse services. This prevents the creation of corrupt database records and
other errors that result from a partially configured system.

Goto each NewsBrowse machine and turn off all “ Thomson...” services, asdescribed
in “Accessing NewsBrowse services’ on page 46. Then, when you configure each
stage, you start the appropriate servicesto put the settings into effect. Thisbringsthe
system on-linein an orderly fashion that allows you to verify system interactions and
identify configuration problems.

NOTE: It isespecially important that the Rules Wizard is not running during
configuration stage tests that create assets. When a test asset is created, the Rules
Wizard can trigger the creation of varioustypes of proxy media assets. This causes
problems because the partially configured system is unable to handle the assets
correctly.
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ASK registration stage

The ASK software component runs on the NewsBrowse server. It is the central
registry for al the software components of the NewsBrowse system. As software
components carry out tasks in a functioning system they regularly refer to the ASK
component to establish communication and exchange commands and data.

The NewsBrowse system configuration pages also refer to the ASK component to
populate fields and lists and to validate the values you enter as you configure the
system. For this reason you should configure the ASK component first.

To do the basic configuration and testing of the ASK software component, do the
following:

1. “Configure Media Frame Core ASK: Register components’ on page 51
2. “Test: ASK registration stage” on page 52
3. “Checklist: ASK registration stage” on page 52
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pasueApy
<\ Aipow ou og

<

AX regidtration stage

Configure Media Frame Core ASK: Register components

Domain:

Port: 9010

Update 1

WDl Mame

http://localhost:280 => MediaFrameCore —> ASK

DEFAULTDOMAIN

Open this configuration page locally on the NewsBrowse server machine.

—— All Domain names in the NewsBrowse system must be identical.

—— Port 9010 is required. See “ Ports and services convention” on page 31.

SCAVENGE1

updating.

Saves changes. Changes are lost if you leave the configuration page without

For the following settings, use the table below and refer to “ Site-specific
configuration tables’ on page 32. Add each MDI and “Device Type’ serviceinthe

NewsBrowse system

Device Type:

Host Mame or IP

Port: 9230

|
Add MDI

Existing MDIs

[Transfer

Iron—nb—zec—1

Click to add an MDI.

PROXY1 (Proxy, irar—nb—mdi:9110)

SANT (Profile, iron-nb-mdi: 8130}
FPROFILE1 (Profile, iron-nb-mdi 8131}
PROFILEZ (Profile, iron—nb-mdi: 9132}
INGEST_CH1 (Ingest, iron—nb—enc—1:3330}
INGEST CH2 (Inaest. iron-nb—enc—1:9330)

Delete MDI -

———Lists currently added MDls.

Deletes the currently selected MDI.

Always click Update... buttons after making changes

To put changes into effect, start or restart the ASK service on the NewsBrowse

server.

When you add an MDI | Select “Device |Enter “MDI Enter “Host Name or IP” ... Enter “Port” ... |Comments
for this type of Type”... Name” ...
machine/device...
Open SAN Profile? | Profile Asper Host (table) name of the machine  |9130- 9139 | These are process ports, as
convention. hosting the Profile MDls. Typically explained in “Ports and services
Stand-alone Profile | Profile Refer to“MDI  |the MDI server convention” on page 31. Assign
naming numbersin an intentional
convention” on sequence, so they are easy to match
page 30. in “Configure Profile MDIS’ on
page 57.
NTFS storage on NTFS NTFSL, asper | NewsBrowse server host (table) Leave field
Windows machines convention. name, asthe server istherequired | blank. Correct
NTFS MDI host. port number is
automatically
Single-channel Ingest Asper Single-channel encoder host (table) |entered on
encoder convention. name “Add MDI”.
Refer to Referto“Ports
Advanced encoder Transfer “Services Advanced encoder host (table) name| and services
naming convention”
convention” on on page 31 to
page 30. verify.
Proxy Proxy PROXY 1, asper |Host (table) name of the machine
convention. hosting the Proxy MDI. Typically
the MDI server.
Archive device ... Archive ARCHIVEL, as |Host (table) name of the machine
per convention. | hosting the archive MDI

2 Enter only one Profile per Open SAN. As per convention, name the MDI for the Open SAN, rather than for the Profile.

The ASK settings page registers MDIs and services with the ASK software
component, which runs on the NewsBrowse server.
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Test: ASK registration stage

Thefollowing test verifies that configuration pages are correctly loading the
configured MDI information.

Test description: Open configuration pages and verify MDI lists.
Run the test as follows:
1. Make sure that the NewsBrowse system isnot in use.

2. Onthe NewsBrowse server, openthe Ask Location configuration page. Verify that
itisconfiguredtolocalhost and port 9010. These should bethe default values. Refer
to “Configure ASK Location: NewsBrowse server” on page 69.

3. OpentheMedia Frame Core | Rules Automation page. For the Profile MDI field, click
the ... button. After a short pause, alist should appear. Verify that the configured
Profile MDI names are listed. Close the list without selecting anything.

4. Open the Ingest Scheduler | Scheduler page. For the MDI Name field, click the ...
button. After ashort pause, alist should appear. Verify that the configured Ingest
MDI names are listed. Close the list without selecting anything.

Checklist: ASK registration stage

Use the following check list to verify that the basic configuration and testing of the
ASK registration stage is complete.

L1 All MDI names and “Device Type’ service names are registered with ASK.

[ Configuration pages load MDI names.
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Managed Device Interface (MDI) stage

In this configuration stage you add a Managed Device Interface (MDI) server to the
NewsBrowse system and then set up managed device interfaces so that Profile video
serversand Proxy (NAS) devicesare on-line as managed devices. Each type of device
has aMDI which representsthe device' s assetsin away that is understandable by the
other components of the NewsBrowse system. This allowsthe NewsBrowse server to
coordinate the activity of the NewsBrowse system.

The Encoder + Server configuration stage and other similar configuration stages
reguire managed device interfaces to run their tests.

To bring Profile and Proxy managed devices on-line, do the following:
* “Prepare MDI server” on page 54

e “Configure ASK Location: MDI server” on page 55

« “Configure Proxy MDI” on page 56

» “Configure Profile MDISs” on page 57

e “Test: MDI stage” on page 58

» “Checklist: MDI stage” on page 60

December 16, 2004 NewsBrowse Installation and Configuration Guide 53



Chapter 3 Configuring the NewsBrowse System

Prepare MDI server

The machinethat hoststhe MDI servicesactsasthe MDI server. |dentify the machine
that isthe MDI server asfollows:

Dedicated MDI server — For medium to large NewsBrowse systems, the M DI services
are on astand-alone MDI server machine, to ensure system performance. If your
system has a dedicated MDI server, it comes from the factory with Profile and Proxy
MDI servicesinstalled, so you do not need to do any further installation. The MDI
server requires only network communication in preparation for its use in the
NewsBrowse system.

NewsBrowse server as MDI server — For small NewsBrowse systems, the MDI
services can reside on the NewsBrowse server. The NewsBrowse server comes from
the factory with Profile and Proxy MDI service installed, to support these smaller
systems, so you do not need to do any further installation. The NewsBrowse server
also hasthe NTFS MDI serviceinstalled, asit isrequired to run on the server,
regardless of the size of the system.

For the remaining configuration steps in this stage, open configuration pages locally
(http://localhost:280) on the machine running the MDI services.
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Configure ASK Location: MDI server

o
o
5 http://localhost:280 => ASK Location Access this page locally on the MDI server.
3
=
< ASK:

Host:  ron-nb—svr —— Enter the name of the NewsBrowse server?
v Port: 9010 —— Port 9010 is required. See “Ports and services convention” on page 31.

Update } Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
Itisnot necessary to restart a service to put these settings into effect.

2 |f the MDI server isthe NewsBrowse server, enter “localhost”.
This pagetellsthe MDI server whereto look for the ASK service, which runs on the

NewsBrowse server. The function of the ASK isto store the location of the software
components in the NewsBrowse system, so the components can find one another.

December 16, 2004 NewsBrowse Installation and Configuration Guide

55



Chapter 3 Configuring the NewsBrowse System

Configure Proxy MDI

o]
o
C<>§ 3 hitp:/localhost: 280 => Proxy MDI Access this page locally on the MDI server.
@5 3 .
b3
o a<d
v Domain: DEFAULTDOMAIN —— All Domain names in the NewsBrowse system must be identical.
\ MDI Narme: PROXY1 _#—Must be set to PROX Y 1, as per convention.
v Pot 9110 —— Port 9110 is required. See “ Ports and services convention” on page 31.
4 Wk Saves changes. Changes are lost if you |eave the configuration page without
updating.
v Monitored Storage Location —— For each NAS machine, enter the UNC path to the“Media’ folder. Thisisthe
location to which the NewsBrowse system writes the proxy media assets.?
v Add Montored Locaton ——————— Click to add as alocation.
Wiror-nk-nas—1yecia —— Liststhe currently added locations. Y ou can add multiplelocations. Y ou should
Hiron-nb-nas—1iMedialEnc have one or more |ocations listed for each NAS machine.
Wron-nb-nas—1\wedial\Enc? '
Wron-nb-nas—1\Wedia\Scavenge
Wron—nb-nas—2\Wedia
v

Removs Monitored Location  —+—————— Removes the currently selected location.

Always click Update... buttons after making changes

To put changes into effect, start or restart the Proxy MDI Service on the MDI
server.

& Y ou can definemultiplelocations on asingle NAS machine, but for
each location you must enter and add the compl ete path.

Thispage configuresthe Managed Device I nterface (MDI) for the NAS machinesthat
store the low-res proxy media. The NewsBrowse system depends on the Proxy MDI
to make proxy media assets visible across the system.

For the Proxy MDI, thereis but one managed device, with thelogical name PROXY 1.
This managed device can have multiple locations. The Mediadirectory on each NAS
machineisentered asalocation. Other directories can be entered aslocationsaswell.
In thisway the Proxy MDI knows where to look for the low-res assets.
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Configure Profile MDlIs

http://localhost:280 => Profile MIDI

Port: 9100
Domain: DEFAULTDOMAIN

Update |

Managed Device Interface (MDI) stage

Access this pagelocally on the MDI server.

Profile MDI Settings

—— Port 9100 is required. See “Ports and services convention” on page 31.
—— All Domain names in the NewsBrowse system must be identical.

B el

MOl Name PROFILEZ

Profile Host Name or [F; PvE—2

Aszset System Dwell Time (mins): 2

Port: 9132

Add Profile Managed Device

Saves changes. Changes are lost if you leave the configuration page without
updating.

- Select aProfile MDI.

——— Enter the host (table) name of the Profile for the MDI selected above.?

———Thetimethat the Profile MDI waits before it informs the NewsBrowse system
that aclip has finished recording. Leave at 2.

——Automatically increments so each Profile MDI has a unique process port.
~t— —Click to add as an existing managed device. For stand-alone Profile Media

Existing Profile MDIs

Servers, add aMDI for each one. For Open SAN Profile Media Servers, add
only one MDI per Open SAN.

0-SANT mpvs-12 8130
1-PROFILET pws—12 8121

——— Verify the MDIs currently on-line. A listing for asingle Profile MDI includes
the valuesfrom all four “Add Profile MDI” fields above.

Remave Prafils Managed Devics  —+———— Click to remove the selected managed device.

Thefollowing settings specify Profiles to which assets can be transferred via
Fibre Channel from other Profiles. Thisisused by Conform-To-Air EDL and
other Fibre Channel transfers. Refer to “ Configure Profile M DI: Conformto air

settings’ on page 94.
Add Transfer Target The transfer operation requires the fibre channel 9 pag

Profile MDI Name: PROFILEZ

Profile Host Mame or IP; [pve—2

_-[— Select the MDI for aProfile to which assets can be transferred.

——Host (table) name of the Profile specified above.

| AddTranserTamgel |———————————Click to add as atransfer target. This makes the Profile available for selection

Existing Transfer Targets

from the NewsBrowse application as atransfer destination.

PROFILET pvs-1

—— Profiles capable of receiving a Fibre Channel transfer.

Remove Transfer Tagst . +———————— Cllick to remove the selected transfer target.

Always click Update... buttons after making changes

To put changes into effect, start or restart Profile MDI Service on the MDI
server.

2Make sure the Profile name is entered just asit isin the host table.

This page configures the Managed Device Interfaces (MDI) for the Profile Media
Servers that record and store the high-res media. The NewsBrowse system depends
on the Profile MDI to make high-res media assets visible across the system.

Asyou add Profile MDls, refer to “ Site-specific configuration tables” on page 32 and
make sure that you associate Profile MDIs and Profile host names correctly.

Multiple Profile MDIs run on a single machine (the MDI server), but they each need
their own process port number. For this purpose the “Port” field automatically
increments. To use the automatically incremented port numbers, make sure you add
Profile MDIsin the correct sequence. Y ou can also manually enter port numbers. The
MDlsand their port numbers must match settingsasin“ Configure MediaFrame Core
ASK: Register components’ on page 51.

If you are configuring the basic MDI stage, do not yet configure transfer targets.
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Test: MDI stage

The following test exercises system functionality exclusive to the Managed Device
Interfacesin this stage. A successful test verifies that the basic configurations are
correct.

Test description: Using the Managed Device I nterfaces, view the assets on each
managed device and verify visibility into the machine’ sfile system.

Run the test as follows:

1. Make sure that the NewsBrowse system isnot in use.

NOTE: Running thesetestswill tie up a channel and could collide with commands
from the Ingest Schedule page. Inform operators that they must not use the
channelsunder test.

2. On the machine that hosts the MDI services, click Start | Programs | Thomson |
NewsBrowse | Utilities | Remoting Host Controller. The Remoting Host Controller
application starts up. Startup is verified by theicon in the Windows system tray as
it displaysfirst ared X, then changesto anormally displayed icon.

3. Right-click theicon in the system tray and select Remoting Host Controller. The
Remoting Host Controller application opens. The Profile MDI Service must be
running, asit supports the Remoting Host Controller application.

Profile Managed Device Processes N |[ 5'

Channel | Status |
Profilet anagedD evicel Running
Profilet anagedD evicel Running

Start | Stop | Recanfigure | Cloze |

4. Verify that the number of processes running is the same as the number of Profile
Media Servers added as managed devices.

5. Close the Remoting Host Controller application.
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6. On the machine that hosts the MDI services, click Start | Programs | Thomson |
NewsBrowse | Diagnostic Tools | Asset System Client. The Asset System Client
application opens.

Asset System Client -0 x|
Hogt: poart:
{localhost {9130 Cornect |
. , Filter:
Diomai: Device: net

- ) ) container/prosy. group
Lacation: Fieqistered Tupe: viden/prosy. mpeq

IEXT:IdefauIt I cnntainer!prnfile.grmj wideo/prowy.rm _I

Rezponze
Interval [gec):

Traverseall
Get Asset List | r Containers I Aspne IE— End Explore I Clear List

- - xllﬁx "
I I cantainer/profile. group
videa/profile. crmf Dezelect Al |
-

1| | ~l

0 Delete Azzet | Get Azzet Property |

Subscribe Events | Clear List |

| | |
Test |

7. Configure as follows to check the connection to a Profile managed device:

e Host: localhost

 Port: 9130 or another process port number for a Profile MDI. Y ou can find the
process port number for each Profile MDI on the Profile MDI Settings
configuration page in the Existing Profile MDIs box.

8. Click connect. Verify that the Get Asset List button and other buttons become
enabled, which means the connection is successful.
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9. Click subscribe Events. This subscribes to notifications from the asset system.
With this enabled you should see a message when an asset is created or deleted.

10.Configure as follows to view assets on a Profile managed device:
» Enablethe Traverse All Containers check box.

» Location: Leavethisfield blank. With Traverse All Container enabled, when the
Get Asset List button is clicked it will get al of the assets for the MDI. If you
enter a path to a specific clip, you must use forward slashes in the path.

» Registered Type: container/*
11.Click Get Asset List. Verify that alist of media assets appears.
12.Select an asset and click Properties. Verify that properties for the asset appears.

13.Repeat step 9 through step 12 for each Profile managed device, aslisted on the
Profile MDI Settings configuration page in the Existing Profile MDI s box.

14.Configure as follows to check the Proxy MDI connection:
¢ Host: localhost
* Port: 9110

15.Click Connect. Verify that the Get Asset List button and other buttons become
enabled, which means the connection is successful.

16.Configure as followsto view assets at a Proxy location:
» Enablethe Traverse All Containers check box.
» Location: Leave thisfield blank.
* Registered Type: container/*

17.Click Get Asset List. Verify that alist of media assets appears, for example, the
low-res assets created in “ Test: Encoder stand-alone stage” on page 65.

18.Select an asset and click Properties. Verify that properties for the asset appears.

19.0n the NewsBrowse server, start the Asset System Client and click Subscribe
Events asin step 9 above. When testing the notifications with the Asset System
Client, it should run on the server — the same machine on which the Rules Wizard
runs. This helps validate the networking configuration between the two machines.

Checklist: MDI stage

Use the following check list to verify that the basic configuration and testing of the
MDI stage is complete.

L] The machine designated as the MDI server has the Proxy MDI service and the
Profile MDI service installed and running.

[ Each Profile Media Server added as a managed device has a Profile Managed
Device Process running on the MDI server machine.

1 From the Asset System Client application on the MDI server, assets and their
properties are visible from each Profile Media Server or Open SAN and from each
machine configured as a Proxy location.
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Encoder stand-alone stage

For this configuration stage you configure and test one single-channel encoder, one
NAS, and one Profile XP server to work together.

The portion of the NewsBrowse system configured and tested in this stage is
illustrated by the following diagram.

Dto A

T

( Production Network )

Video
Server

Encoder

» Network Attached
~ Storage

Refer to“ Two tier system diagram” on page 16 for aview of the entire NewsBrowse
system.

To do the basic configuration and testing of a single-channel encoder, do the
following:

1. “Configure ASK Location: Single-channel encoder” on page 62

. “Configure Ingest Control: Single-channel encoder” on page 62

. “Configure Proxy Asset (NAS): Single-channel encoder” on page 63
. “Configure media server: Single-channel encoder” on page 64

. “Configure MPEG encoder: Single-channel encoder” on page 65

. “Test: Encoder stand-alone stage” on page 65

~N o 0o~ WDN

. “Checklist: Encoder stand-alone stage”’ on page 67
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Configure ASK Location: Single-channel encoder

http://root-nb-enc-n:280 —> ASK Location

pasueApy
Ayipow jou 0@

g
o ASKE
4 Host:  iron-nb—svr —— Enter the name of the NewsBrowse server
v Port: 9010 —— Port 9010 is required. See “Ports and services convention” on page 31.
v Update } Saves changes. Changes are lost if you leave the configuration page without
updating.
Always click Update... buttons after making changes
It is not necessary to restart a service to put these settingsinto effect.
This page tells the single-channel encoder where to look for the ASK service, which
runs on the NewsBrowse server. The function of the ASK isto store the location of
other services in the NewsBrowse system that the encoder might need to access.
Configure Ingest Control: Single-channel encoder
5
c? S. http://localhost:280 —> Single Channel Encoder —> Ingest Control Access this page from the local single-channel encoder.
@5 3
& i é:
\4 Cortrl P?;;:cootﬁ & Ethemst (NET) ¢ Serial Port (ap———— Select the protocol that controlsthe Profile.
v IP P 9330 —— For Ethernet, enter IP Port 9330. For Serial Port, select aCOM Port. See
“Ports and services convention” on page 31.
4 Max Record Minutes: 360 —— 360 minutes recommended
v Backup ¥TR: [ Enable ——If using abackup VTR, select Enable
v COM Port If using abackup VTR, select a COM port.
v Record delay (frames): 40 —Ad] ust as required by the backup VTR?
v Update | Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes

To put changesinto effect, start or restart the Thomson Ingest Control service
on the single-channel encoder.

@ Tuneat alater timeto make surethe VTR start matchesthe Profile
and encoder start time.

This page provides general information about the single-channel encoder and how it
controls the Profile Media Server and (if you use one) a backup VTR.

62 NewsBrowse Installation and Configuration Guide December 16, 2004



Jiseq

paoueApy

Encoder stand-alone stage

Configure Proxy Asset (NAS): Single-channel encoder

o
o
8 http:/localhost:280 => Single Channel Encoder => Proxy Asset Information Access this page from the local single-channel encoder.
2
%
v MOl Name:  PROXY —+—Thereisbut onelogica Proxy Managed Device in the system, named
PROXY1.2
File System Folder; ron—nb—nas—1 _4— Select the path to the folder (\Media) on the NASS (or other storage |location)
that receives the MPEG this encoder creates.
Update { Validates the current configurations with the Proxy M DI settings and saves
changes. Changes are lost if you leave the configuration page without
updating.

Alwaysclick Update... buttons after making changes

To put changesinto effect, start or restart the Thomson Ingest Control service
on the single-channel encoder.

2 PROXY 1 can have multiple folders (on multiple machines)
defined as locations for assets.

This page specifies the location (on a NAS machine) in which the single-channel
encoder places the proxy MPEG it creates.

When this page opens and when you click a ... button, fields and lists are popul ated
with valid information as currently defined on the ASK settings page and the Proxy
MDI settings page.

If you have not yet configured Proxy MDI settings (asin the M DI stage), you must
type in the File System Folder path (\root-nb-nas-n\Media) rather than using the ...
button and then selecting from alist. Refer to “ Site-specific configuration tables” on
page 32. Inthis case you can ignore error messages about the Proxy M DI information
not being available.
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Configure media server: Single-channel encoder

o]
o
z 5 http://root-nb-enc-n:280 = Single Channel Encoder => Primary Media Server
5 3
W5 3
23S
o a< 4 ¥
v Live Record: I Enabl Leave this box checked unless the Profileis being taken off line.?
Record using: [ AP ~+——Select API or VDCP (AP is strongly recommended).
\4 _— For API, enter the machine name of the Profile, asit isin the host table. For
Host Name or IP:  Mpvs—1 VDCP, select the COM port connected.
v Channel:  V/ir1 ———For AP, select the Profile channel. For VDCP, enter the signal port connected.®
v Delay: O —— For AP, set to 0. For VDCP, enter delay frames, tuned for the channel so that
the Profile and encoder start times arein sync.
\4 MDI Name:  SAN .7 Select the MDI name for the Profile specified under “Profile Control” above.
\4 Profile Bin' EXT:/Ch1ingest 74— Select abin on the Profile. Upon ingest, the high-res asset is saved here.®
vv Update Validates and saves the current configurations. Changes arelost if you leave the

- configuration page without updating.

Always click Update... buttons after making changes

To put changes into effect, start or restart the Thomson Ingest Control service
on the single-channel encoder.

@ Normally the media server is enabled. Uncheck only when the
Profileis off line, but if you still need a second Profile or backup
VTR o run.

b- This field is dependent upon the API/VDCP selection above.

¢ For AP, thislist is automatically populated by reading the channel
names, as in Configuration Manager, from the Profile specified in
the “Host Name...” field above.

d Thisfieldis dependent upon the API/VDCP selection above.

& Thislist isautomatically populated by reading bins and volumes, as
inMediaManager, from theProfilespecifiedinthe“Host Name...”
field above

This page configures the connection between the single-channel encoder and the
Profile channel it controls. Make sure that you correctly associate the MDI with the
correct Profile Media Server. Refer to “ Site-specific configuration tables’ on page 32.

If you have abackup Profile, return to the Single Channel Encoder = Backup Media
server link and configure similarly. On the backup server configuration page, you
must check Enable, asit isunchecked by default.
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Configure MPEG encoder: Single-channel encoder

o
o
5_ 5, http://root-nb-enc-n:280 —> Single Channel Encoder =>» MPEG Encoder
S 3
£33
0 o =
o a<
4 Mpeg bit rate: 1000000 —— Leave at default of 12000000.
v Mpeg delay (frames): 0 —— Leaveat default of 0. Modify only to debug server/encoder timecode problems.
v video source: € Svideo Select Composite
& Composne—/
v Video standard. [FPS_5994 Select fields per second: FPS_5994 for drop-frame NTSC, FPS_60 for
non-drop-frame NTSC, FPS_50 for PAL.
v Audio GainLevel. [0.0dB The MPEG encoder audio output. Adjust to calibrate Advanced Edit audio, or
to improve the quality of the desktop audio (i.e. if the sourceis 'too hot’)
v v Updats Saves changes. Changes are lost if you |leave the configuration page without

updating.
Always click Update... buttons after making changes

To put changes into effect, start or restart the Thomson Ingest Control service
on the single-channel encoder.

This page configures the parameters the encoder uses when it creates the MPEG
proxy assets.
Test: Encoder stand-alone stage

The following test exercises system functionality exclusive to the basic
configurationsfor the single-channel encoder. A successful test verifiesthat the basic
configurations are correct.

Test description: A short test clip (high-res) isrecorded on the Profile Media Server,
while at the same time the low-res proxy asset is created on the NAS.

NOTE: Run thistest only in the stand-alone stage, with machinesthat have not yet
been added as managed devices (asin the + Server stage). Once the server is
connected, thistest can result in corrupt database records.

Run the test as follows:

1. Make sure that the NewsBrowse system is not in use.

NOTE: Running these testswill tie up a channel and could collide with commands
from the Ingest Schedule page. | nform operators that they must not use the
channelsunder test.

2. Click start | Programs | Thomson | Event Viewer. Event Viewer opens.

December 16, 2004 NewsBrowse Installation and Configuration Guide 65



Chapter 3 Configuring the NewsBrowse System

3. Click start | Programs | Thomson NewsBrowse | Ingest Client. The Ingest Client
application opens.

[ 1ngest Client E» =1ol x|

Hogt Marne or IF; ||nc:a|hnst

Part: |933E| Conrect |

—Status

State: [DLE madrd0d_1 iz finizshed. Result SUCCEEDED

Result:  SUCCEEDED

|ngest finished.

Duration 00:00:50:00

—Ingest Contml Using FPS:

Ingest | Agget Marne: W

Abart | Start Time: W Gt Azsets |
Update Diuration | Diuration: W
Get Start Time |

If you open the Ingest Client application on an operational NewsBrowse system,
you'll see the status messages of the last encode job.

4. Configure asfollows:
¢ Host Name or IP: localhost
» Port: 9330

5. Click Connect to establish a connection with the Ingest Control service that
controlsthetarget Profile. Look for the following report in the Status areato verify
the connection:

o State: IDLE
6. Configure as follows to create a high-res and a low-res asset:
» Asset Name: Enter aname for the test asset you are about to create.

o Start Time: Enter ASAP. This starts recording immediately, similar to acrash
record. Or you can enter a start time a few minutes ahead of the current time.

 Duration: Enter 00.00.20.00 (thisis 20 seconds, which is adequate for test
purposes)

7. Click Ingest. Theingest job is submitted and a ProNet session is established with
the Profile. Watch the reportsin the Status areato verify that the creation of the
assetsis progressing. Look for the following report to verify completion:
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e States SUCCEEDED

8. In Event Viewer, verify informational messages regarding the creation of the
assets.

NOTE: If you've not yet configured the MDI's, you may get some error messagesin
Event Viewer asthe encoder attempts to communicate completion information to
MDI services. I n this case these messages can beignored.

9. Inthe Ingest Client application, click Get Assets. For both the high-res and the
low-res assets, look for the following report:

« COMPLETE_OK

10.0n the Profile system, use Media Manager to verify that a clip with the correct
duration was created. Note the location of the clip, asit is used in configuration
stage tests later in this chapter.

11.0n the NAS, use Windows Explorer to verify that the MPEG clip was created.
Open and play the clip. Validate video and audio.
Checklist: Encoder stand-alone stage

Use the following check list to verify that the basic configuration and testing of the
single-channel encoder is complete.

I Audio/Video/Timecode connected properly
] NetTime server running

L1 Profile(s) record hi-res

1 Encoder writesto NAS

L1 MPEG playback with audio
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Encoder + Server stage

For this configuration stage you configure the NewsBrowse server to work together
with the single-channel encoder, NAS, and Profile X P server from the Encoder
stand-al one stage. MDI services are aso required, as configured in the MDI stage.

The portion of the NewsBrowse system configured and tested in this stage is
illustrated by the following diagram.

Dto A
Video
ﬁ@ Server
n 1-Channel
Encoder
( Production Network
——===1
MDI Server NewsBrowse Server Network Attached
Storage

Refer to “ Two tier system diagram” on page 16 for aview of the entire NewsBrowse
System.
To do the basic configuration and testing for the Encoder + Server stage, do the
following:

1. “Configure ASK Location: NewsBrowse server” on page 69

. “Configure Media Frame Core ASK: Single-channel encoder” on page 69
. “Configure Ingest Scheduler: NewsBrowse server” on page 70

. “Set up NewsBrowse client for configuration stage tests’ on page 71
“Test: Encoder + Server stage” on page 71

o N w N

. “Checklist: Encoder + Server stage” on page 72
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Configure ASK Location: NewsBrowse server

o
o
Z 3  http:/localhost:280 => ASK Location Open this page locally on the NewsBrowse server machine.
53 _
o< ASIG
Host: localhost —— Enter localhost, since you are configuring on the NewsBrowse server itself.
v Port: 9010 —— Port 9010 is required. See “Ports and services convention” on page 31.
Update | Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes

Itisnot necessary to restart a service to put these settings into effect.

This page tellsthe NewsBrowse server where to look for the ASK service. Since the
ASK service runs on the NewsBrowse server, you enter localhost for the ASK host
location. On all other machines you must enter the name of the NewsBrowse server.

Configure Media Frame Core ASK: Single-channel encoder

Make sure the single-channel encoder’s Ingest Control serviceis registered with the
ASK software component asa“Ingest” device, as explainedin “ Configure Media
Frame Core ASK: Register components’ on page 51.
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Configure Ingest Scheduler: NewsBrowse server

o]
o
Z 3 http:/llocalhost:280 => Ingest Scheduler => Scheduler Open this page locally on the NewsBrowse server.
g2
w3
%32
o a<
v Purge Event. 7 —— Number of previous days of ingest history
v Back to Back Delay: 29 —— Minimum back-to-back delay in seconds between records on the same channel.
Default valueis 29.
“ideo/Audio Router Gateway:
v Host Mame ar [P:  iron—np—r —— Machine name (from host file) of Router Gateway.
v Port. 8065 —— 8065 required.
v Update Saves changes. Changes are lost if you leave the configuration page without
updating.
v MDI Narme:  INGEST-CH2 -+ Select the M DI for the encoder. This specifies the encoder as aningest channel.
v Display Mame:  Enc. Chan. 2 —— Enter auseful name for the channel. Thisis displayed in the NewsBrowse
application.
VideofAudio Router Destination:  WMXP22 j— Select the router destination for the channel.
v ___ AddiUpdats Channsl  +———————— Adds the above specified encoder as an ingest channel
INGEST-CH1,(Enc.Chan. 1) MXP21 Currently added ingest channels
v ___ Remove Channel +——————— Removes the currently selected ingest channel
v C Y YYYMMDD —— Adds the selected date suffix automatically to high-res clips
€ Y YMMDD
Date Stamp £ DOMMYY
© DOMMY VY'Y
& NONE
v € HHMMSS —— Adds the selected time suffix automatically to high-res clips
Time Stamp  HHMM
& NONE
v Update Date/Time Stamp -|— Saves date Sstamp and time stamp Changeﬁ

Always click Update... buttons after making changes

To put changes into effect, start or restart the Thomson Ingest Scheduler
service.

The page defines resources available and operating parameters for ingest jobs.
Add the encoder as an ingest channel.

For “Video/Audio Router...” settings, refer to “Add Router Gateway to Ingest
Scheduler” on page 77. If you are configuring the basic Encoder + Server stage, do
not yet configure these settings.
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Set up NewsBrowse client for configuration stage tests

Temporarily set up the NewsBrowse server asaNewsBrowseclient. Thisisexplained
in “Prepare NetTime clients” on page 39 and in “Set up client PCs” on page 114.
Using the NewsBrowse server as a NewsBrowse client is only for the purpose of the
staged configuration process. Once the entire NewsBrowse system is operating, you
should no longer use the NewsBrowse server as a NewsBrowse client.

Other configurations normally required for NewsBrowse clients, such as
NewsBrowse users and licenses, are not necessary when the NewsBrowse client runs
on the NewsBrowse server, because you log into the server as NewsBrowse
administrator. To use an external PC as a NewsBrowse client, refer to “ Add
NewsBrowse Clients’ on page 113 for the complete instructions.

Test: Encoder + Server stage

The following test exercises system functionality exclusive to the basic
configurations for the Encoder + Server stage. A successful test verifiesthat the basic
configurations are correct.

Test description: Using the NewsBrowse user interface, one test clip is manually
recorded (crash record) and onetest clip is schedule recorded. The NewsBrowse
system correctly creates (at the right time) the high-res assets on the Profile Media
Server and the low-res proxy assets on the NAS.

Run the test as follows:

1. Make sure that the NewsBrowse system is hot in use.

NOTE: Running these testswill tie up a channel and could collide with commands
from the I ngest Schedule page. | nform operators that they must not use the
channels under test.

2. From the NewsBrowse server, open the NewsBrowse application.
3. Click theingest tab at the top of the NewsBrowse window. The Ingest page opens.

4. On the Ingest page, verify that you can see the single encoder with the correct
channel name at the top of the column.

5. Make sure you are on today's schedul e, and enable auto-refresh.

6. If not aready running, start Event Viewer by clicking Start | Programs | Thomson |
Event Viewer. Y 0OU can view activity in Event Viewer asyou run tests.

7. Do acrash record as follows:

a. Onthelngest page, click thered record button at the top of the channel column.
The Add Schedule Event window appears showing the current time as the start
time of the record, with adefault duration of 30 minutes.

b. Enter a meaningful test clip name

c¢. Change the duration to one minute. Duration usesthe SMPTE timecode format:
hours.minutes:seconds.frames.

d. Click Add Event. The event gets added to the Ingest Schedule in the current time
slot and begins recording.
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e. Changeto List View and track progress until the job reports COMPLETED.
8. Do a scheduled record as follows:

a. Onthelngest page, double-click in the channel column at atimethat isahead of
the current time. The Add Schedule Event window appears.

b. Enter a meaningful test clip name.

c. Change the gtart time to atime that is afew minutes ahead of the current time.
Start Time uses a 24-hour clock.

d. Change the duration to one minute.

e. Click Add Event. The event is added to the Ingest Schedule in the specified time
slot.

f. Changeto List View, wait until the recording begins, and track progress until
the job reports COMPLETED. Verify that the job starts at the correct time.

9. Check for the crash record and schedule record assets as follows:
a. Click the browse tab at the top of the NewsBrowse window.
b. Onthefind tab, verify that the crash record and scheduled record clips are listed.
c. For each of these clips, select it, then click the related tab. Verify that online
media and MPEG Video arelisted.
Checklist: Encoder + Server stage

Use the following check list to verify that the basic configuration and testing of the
single-channel encoder plus NewsBrowse server is complete.

1 Clock synched

1 Crash record successful
[ Scheduled record on time
I New assetsin system
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Router Gateway stand-alone stage

For this configuration stage you configure the Router Gateway component for control
of your router controller (if used in your system).

Refer to“ Two tier system diagram” on page 10 for aview of the entire NewsBrowse
system.

To dothe basic configuration and testing of the Router Gateway stand-al one stage, do
the following:

1. “Add Router Gateway” on page 73

. “Configure ASK Location: Router Gateway” on page 74
. “Configure Router Gateway” on page 74

. “Test: Router Gateway stand-alone stage” on page 74

a A WODN

. “Checklist: Router Gateway stand alone stage” on page 75

Add Router Gateway

The machine that hosts the Router Gateway software component acts as the Router
Gateway machine, asfollows:

Dedicated Router Gateway — |n some NewsBrowse systems, the Router Gateway
software component is on a stand-alone Router Gateway machine. If your system has
a dedicated Router Gateway machine, it comes from the factory with the Router
Gateway software component installed, so you do not need to do any further
installation. The Router Gateway machine requires only network connectionsin
preparation for its use in the NewsBrowse system.

MDI server as Router Gateway — The Router Gateway software component can also
reside on another NewsBrowse machine, such asthe MDI server. If your system uses
the M DI server asthe Router Gateway host, you must first install the Router Gateway
software component from the NewsBrowse server ingallation program. Run the
installation program and install only Router Gateway.
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Configure ASK Location: Router Gateway

o]
o
§ § http://localhost:280 => ASK Location Open this page locally from the machine hosting the Router Gateway Service.
oS 3
232
o a< ASK:
v Host:  Iron-nh—svr —— Enter the name of the NewsBrowse server
\4 Port: 9010 —— Port 9010 isrequired. See “Ports and services convention” on page 31.
\4 Update } Saves changes. Changes are lost if you leave the configuration page without
updating.
Always click Update... buttons after making changes
It is not necessary to restart a service to put these settings into effect.
This pagetellsthe Router Gateway whereto look for the ASK service, which runson
the NewsBrowse server. The function of the ASK isto store the location of
NewsBrowse components.
Configure Router Gateway
o]
o
c<’§ 8  nhttp:/localhost:280 => Router Gateway Open this page locally from the machine hosting the Router Gateway Service.
w3 3
232
0 o<
v Router Gateway Port: 8065 —— Port 8065 is required. See “Ports and services convention” on page 31.
Primary Router Contraller:
v Host:  iron-nb-rtr —— Name (asit isin host table) of machine hosting Router Gateway service
4 Port: 12345 —— 12345 isthe standard port for the SMS7000 native protocol .
Backup Router Contraller:
v Host: — If using a backup host, enter machine name.
4 Port: 12345 —— Use the standard port for router controller. Defaults to 12345.
Vv Update } Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
To put changes into effect, start or restart the Router Gateway service.

This page specifies the machine or (backup) machines that host the Router Gateway
Service.
Test: Router Gateway stand-alone stage

Thefollowing test triggers the Router Gateway component to send a control signal to
the router controller. A successful test verifies that the basic configurations are
correct.

Test description: Using the Router Gateway Client application, change the source and
destination of the router.

Run the test asfollows:
1. Make sure that the NewsBrowse system isnot in use.
NOTE: Runningthesetestswill tie up a channel and could collide with commands

from the I ngest Schedule page. | nform operators that they must not use the
channelsunder test.
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2. From the Router Gateway host, click Start | Programs | Thomson | NewsBrowse |
Diagnostic Tools | Router Gateway Client. The Router Gateway Client application

opens.

. Router Gateway Tesk ;|g|5|
Connect | IP: [localhost Por:  [80ES
Destinations: Sources:
| LR H

Take |
Get Source |

3. Configure asfollows:
* IP: localhost
» Port: 8065.

4. Click connect. Verify that the Destinations and Sources drop-down lists are
populated, which means the connection is successful.

5. Configure as follows to trigger the router controller:

» Destinations: Select a destination from the list that is not the destination
currently used by the router.

» Sources. Select asource fromthelist that is not the source currently used by the
router

6. Monitor the video and audio currently routed. Click Take. V erify that the video and
audio changes.

7. Repeat previous steps to validate that takes work for all destinations that are
configured to an ingest channel.
Checklist: Router Gateway stand alone stage

Use the following check list to verify that the basic configuration and testing of the
Router Gateway stand alone stage is compl ete.

1 The machine hosting the Router Gateway software component connects to the
router controller.

1 The Router Gateway software component can change Destinations and Sources on
the router controller.
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Router Gateway + Server stage

For thisconfiguration stage you configure the Router Gateway component for control
of your router controller (if used in your system).

The portion of the NewsBrowse system configured and tested in this stage is
illustrated by the following diagram.

Dto A
Video

Router Server

Gateway
1
E i n 1-Channel

Encoder
(O Production Network )
I ===10
MDI Server NewsBrowse Server Network Attached

Storage

Refer to “ Two tier system diagram” on page 10 for aview of the entire NewsBrowse
system.

To do the basic configuration and testing of the encoder plus server, do the following:
1. “Add Router Gateway to Ingest Scheduler” on page 77

2. “Test: Router Gateway + Server stage” on page 78

3. “Checklist: Router Gateway + Server stage” on page 78
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Router Gateway + Server stage

Add Router Gateway to Ingest Scheduler

http://root-nb-svr:280 = Ingest Scheduler => Scheduler

Scheduler Settings

Purge Event: 7 —— Number of previous days of ingest history
Back to Back Delay. 29 —— Minimum back-to-back delay between records on the same channel
Wideo/Audio Router Gateway:
Host Name or [P iron—nb—tr ——Name (asit isin host table) of machine hosting Router Gateway service
Fot: 8065 ——8065. Refer to “Ports and services convention” on page 31.
Updatz Saves changes. Changes arelost if you leave the configuration page without
updating.
MDI Name:  INGEST-CH2 -+ Sdlect the MDI for the encoder. This specifiesthe encoder as an ingest channel.
Display Name:  Enc. Charn, 2 —— Enter auseful name for the channel. Thisis displayed in the NewsBrowse
application.
Videa/Audio Router Destination:  MXP22 _+—— Sdlect the router destination for the channel.
__ AddiUpdats Channel  +———————— Adds the above specified encoder as an ingest channel

Existing Channels

INGEST-CH1 (Enc.Chan. 1) MxP21

Update Date/Time Stamp

Date Stamp

Time Stamp:

Currently added ingest channels

w‘— Removes the currently selected ingest channel

C Y YYYMMDD Adds the selected date suffix automaticaly to high-res clips
¥ YMMDD

 DDMMY Y

 DDMMYYY Y

& NONE

€ HHMMSS Adds the selected time suffix automatically to high-res clips

" HHMM
& NONE

Update Date/Time Stamp —————— Saves date stamp and time stamp changes

Always click Update... buttons after making changes

To put changesinto effect, start or restart the Thomson Ingest Scheduler service
on the NewsBrowse server.

This page make the Router Gateway machine available to the Ingest Schedul er

service.

In the Router Gateway + Server stage, configure only Video/Audio Router Gateway
and Add/Update Ingest Channel settings.

If you have previously added an ingest channel but have not yet configured its router
destination, you will have to remove the channel and then add it again but with the
router destination configured.
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Test: Router Gateway + Server stage

Thefollowing test triggers the router controller as part of Profileingest. A successful
test verifies that the basic configurations are correct.

Test description: Using the NewsBrowse application, use the Router option in
conjunction with Profile ingest.

Run the test as follows:

1. Make sure that the NewsBrowse system ishot in use.

NOTE: Running thesetestswill tie up a channel and could collide with commands
from the Ingest Schedule page. I nform operators that they must not use the
channels under test.

2. From the NewsBrowse server, open the NewsBrowse application.

3. Click theingest tab at the top of the NewsBrowse window. The Ingest page opens.
4. Make sure you are on today's schedule, and enable auto-refresh.

5. Verify that the router option is available as follows:

a. Onthe Ingest page, click the red record button at the top of the channel column.
The Add Schedule Event window appears showing the current time as the start
time of the record, with adefault duration of 30 minutes.

b. Verify that the router source list is present. Change the router source.
c. Enter ameaningful test clip name.

d. Change the duration to one minute. Duration usesthe SMPTE timecode format:
hours: minutes:seconds.frames.

e. Click Add Event. The event gets added to the Ingest Schedule in the current time
slot and begins recording.

f. Verify that the router changes the video and audio signal correctly.

Checklist: Router Gateway + Server stage

Use the following check list to verify that the basic configuration and testing of the
Router Gateway + Server stage is complete.

[J Router-control connections successful between NewsBrowse server and Router
Gateway

I NewsBrowse application controls router at ingest
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Advanced encoder stand-alone stage

For this configuration stage you configure and test one Advanced encoder and one
NAS to work together. The Advanced encoder functions as both an Image Support
Server to create thumbnail, storyboard, and Real Video assets, and as a Sequential
(scavenge) encoder to create MPEG proxy assets.

The portion of the NewsBrowse system configured and tested in this stageis
illustrated by the following diagram.

. Network Attached
" Storage

Refer to“ Two tier system diagram” on page 10 for aview of the entire NewsBrowse
system.

To do the basic configuration and testing of a Advanced encoder stand-alone, do the
following:

1. “Configure ASK Location: Advanced encoder” on page 80

. “Configure Advanced Encoding Control” on page 80

. “Configure Proxy Asset (NAS): Advanced encoder” on page 81

. “Configure MPEG encoder: Advanced encoder” on page 81

. “Configure Real Media Encoder: Advanced encoder” on page 82

“Test: Advanced encoder stand-alone stage - high-res source” on page 83
“Test: Advanced encoder stand-alone stage - MPEG proxy source” on page 85

© N O oA W N

. “Checklist: Advanced encoder stand-alone stage” on page 86
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Configure ASK Location: Advanced encoder

http://root-nb-adv-n:280 —> ASK Location

pasueApy
Ayipow jou 0@

g
o ASKE
4 Host:  iron-nb—svr —— Enter the name of the NewsBrowse server
v Port: 9010 —— Port 9010 is required. See “Ports and services convention” on page 31.
v Update } Saves changes. Changes are lost if you leave the configuration page without
updating.
Always click Update... buttons after making changes
It is not necessary to restart a service to put these settings into effect.
This page tellsthe Advanced encoder where to look for the ASK service, which runs
on the NewsBrowse server. The function of the ASK is to store the location of
NewsBrowse components.
Configure Advanced Encoding Control
g
z E http://root-nb-adv-n:280 —>» Advanced Encoder => Advanced Encoding Control
<
@ % g
53
v Remote Port: 9230 ———Port 9230 isrequired. See “Ports and services convention” on page 31.
v Update Always click Update... buttons after making changes
v GXF Server Host Mame: UIM1_heo Enter the host name of the UIM.
v Max. Startup Delay: 60 —— Enter the maximum time the encoder waits for recording to begin after aclip is
created in the database. 60 seconds is the recommended setting.?
v Strearn Timeout: 50 __ Enter the maximum time the encoder waits for abreak in the media stream to be
restored. 60 seconds is the recommended setting.
Vv _ awewrsewr +——— Click to add as a GXF server for this encoder.
IP= UIMT_hen Port=0 StarupDelay—— GXF servers currently added for this encoder.
=60:StreamTimeout=60
v __ RemmecxF sever +————— Removethe currently selected GXF server
Always click Update... buttons after making changes
To put changes into effect, start or restart the Thomson Proxy Transfer service
on the Advanced encoder.
@ When you create a new clip name in the media database on the
Profile XP, the encoder is notified and waits for the mediafile to
gppear. Set this value to be the maximum time allowed in your
workflow between the creation of a clip name and the
commencement of recording the clip.
b-If the high-res stream for which the encoder is creating proxy
material isinterrupted, the encoder waits thislong for the stream to
continue.
This page configures the connections between the Advanced encoder and the server
from which it getsits media stream, such asa UIM.
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Advanced encoder stand-alone stage

Configure Proxy Asset (NAS): Advanced encoder

Configure Proxy Asset Information

WDI Mame:  PROSXY 1 {

http://root-nb-adv-n:280 —> Advanced Encoder —=> Proxy Asset Information

Thereis but one logica Proxy Managed Device in the system, named
PROXY1.2

Default Fils Systsm Foldar Yiron-nb-nas—1iMedia .4— Select the path to the folder (\Media) on the I\éAS (or other storage location)

Update t

2 PROXY 1 can have multiple folders (on multiple machines)
defined aslocationsfor assets. Theselocationsaredefined onthe
Proxy MDI configuration page.

b- This location is used when in Rules, Proxy Storage Location is
blank (*).

that receives the MPEG this encoder creates.

Validates the current configurations with the Proxy M DI settings and saves
changes. Changes are lost if you leave the configuration page without
updating.

Alwaysclick Update... buttons after making changes

To put changes into effect, start or restart the Proxy Transfer service on the
Advanced encoder.

This page specifies the default location (on aNAS machine) in which the Advanced
encoder places the MPEG proxy, thumbnail, storyboard, and RealVideo assets it

creates.

When this page opens and when you click a... button, fields and lists are popul ated
with valid information as currently defined on the Proxy MDI settings page.

Configure MPEG encoder: Advanced encoder

Configure MPEG Encoder

Update 1

http://root-nb-adv-n:280 —> Advanced Encoder —> MPEG Encoder

MWpeg bit rate: 1000000 —— Leave at default of 1000000.

Saves changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
Restart the Thomson Proxy Transfer service on the Advanced encoder.

This page configures the parameters the encoder uses when it creates the MPEG

proxy assets.
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Configure Real Media Encoder: Advanced encoder
http://root-nb-adv-n:280 —>» Advanced Encoder —> Real Media Encoder

Configure Real Media Encoder

Target Audience Setting W Select 56K. ngher Setti ngs consume Advanced encoder System resources and
cause performance degradation.

Aypow jou 0@

oiseg
< pasueapy

Update 1 Saves changes. Changes are lost if you |eave the configuration page without
updating.

<\

Always click Update... buttons after making changes

To put changes into effect, start or restart the Proxy Transfer service on the
Advanced encoder.

This page sets the resolution for the Real Media assets created by the Advanced
encoder.
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Test: Advanced encoder stand-alone stage - high-res source

Thefollowing test exercises Advanced encoder functionality for creating proxy assets
using a Profile high-res clip as the source. A successful test verifies that the basic
configurations are correct.

Test description: New asset-types (M PEG proxy, thumbnail, storyboard) are created
from a high-res asset and are transferred to a different location.

ASK configuration, asin“ASK registration stage” on page 50, isrequired for thistest.

NOTE: Run thistest only in the stand-alone stage, with machinesthat have not yet
been added as managed devices (asin the + Server stage). Once the server is
connected, thistest can result in corrupt database records.

Run the test asfollows:
1. Make sure that the NewsBrowse system isnot in use.

2. Make surethe Rules Wizard Service, Thomson Resolver service, and the Thomson
Metadata service are off on the NewsBrowse server.

3. On the Advanced encoder, click Start | Programs | Thomson | NewsBrowse |
Diagnostic Tools | Transfer Client. The Transfer Client application opens.

(/™ Transfer Client —10]x|
Get Compatible Tupe
Huost: W part: 3230 Canmest | : 42
Source Laid:  [ExTu/defaultTest! Einat Ividenfprofile.c&mf |
Destlaid.  |C:\TestMediaiTestt Format.  videoiproxy mpeg »|  Frame Number: |D
I~ IC:‘.TestMedia‘.Tes‘t'l Farmat: Istilllmage.‘pro:-:}l.thumj Frame Murber: ID
¥ IC:ITestMedia'tTesﬂ Farrnat: Istilllmagefpro:-:y.stnryj Frame Mumber ID
I I Format: I j Frame MNumber: ID
|Jpdate Status | Transfer (Mo Auto-updat | Cancel duto-Lpdate I |§Tlansfer ['ith Auto-update] I Cancel Tranzfer |
Taken | Source | D estination | Deszt Format | State | 4 |
T973eh81-19... Test Testl videnfor oy mpeg DOME 100
TH7 3R89 Teatl Tesatl shilllmage promy t DOME 100
05251 c5ed... Test Testl stillmage/prosy. .. DOME 100

4. Configure as follows to check the connection:
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¢ Host: localhost
e Port: 9230

5. Click Connect. Verify that the ...Update... and ... Transfer... buttons become
enabled, which means the connection is successful.

6. Configure as follows to define the source clip on the Profile XP:

» Source Laid: Enter the path to a clip on aProfile. For example, EXT:/default/
clip_name to on astand-alone Profile, v:/default/clip_name on an Open SAN. Do
not enter the *.cmf extension as part of the file name, as the Transfer Client
application adds it automatically.

NOTE: The Source path must use forward sashes. Also, the volume name of the
Profileis case sensitive.

* (Source) Format: video/profile.cmf
7. Configure thefirst row as follows to transfer/transcode a proxy MPEG asset:

e Dest Laid: Enter adirectory onthe local Advanced encoder machine. Thisisfor
test purposes only. The test MPEG file will be written to this directory.

NOTE: The Destination path must use back dashes

» (Destination) Format: video/proxy.mpeg

8. Select the checkbox to enable the next row, then configure as followsto transfer/
transcode athumbnail asset:

« Dest Laid: Enter adirectory onthelocal Advanced encoder machine. Thisisfor
thistest only. The test files are written to the directory.

NOTE: The Destination path must use back dashes

o (Destination) Format: stilllmage/proxy.thumbnail

9. Select the checkbox to enable the next row, then configure as follows to transfer/
transcode a storyboard asset:

» DestLaid: Enter adirectory onthe local Advanced encoder machine. Thisisfor
thistest only. The test files are written to the directory.

NOTE: The Destination path must use back dashes

» (Dedtination) Format: stillimage/proxy.storyboard

10.Click Transfer (With Auto update). Watch the report in the State column to verify
that the asset creation is successful.

11.Using Windows Explorer, verify the MPEG, storyboard, and thumbnail assets
created. Open and play the MPEG clip. Validate video and audio.
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Advanced encoder stand-alone stage

The following test exercises system functionality exclusive to configurations for
creating thumbnail and storyboard assets from aM PEG proxy asset. A successful test
verifiesthat the basic configurations are correct.

Test description: Thumbnail and storyboard assets are created from an MPEG proxy
asset.

ASK configuration, asin“ASK registration stage” on page 50, isrequired for thistest.

NOTE: Run thistest only in the stand-alone stage, with machinesthat have not yet
been added as managed devices (asin the + Server stage). Once the server is
connected, thistest can result in corrupt database records.

Run the test asfollows:
1. Make sure that the NewsBrowse system isnot in use.

2. Make surethe Rules Wizard Service, Thomson Resolver service, and the Thomson
Metadata service are off on the NewsBrowse server.

3. On the Advanced encoder, click Start | Programs | Thomson | NewsBrowse |
Diagnostic Tools | Transfer Client. The Transfer Client application opens.

(/™ Transfer Client —1O0x]
Huost: W port: IW B | Get Compatible Type
Source Laid: I‘u.irnn—nb—nas—1 iediaiTest1 Fomat: Ividen#prnﬁy.mpeg j
Dest Laid: Ili.irun—nb—nas—1 iedianTestl Farmat: Istilllmage.f'pro:-:_l,l.thumj Frame Murmber: ID—
v I‘u.irnn—nh—nas—1 edisnTest Farmat: Istilllmagefpro:-:y.xtnryj Frame Murnber: IU—
r I Format: I j Frame Mumber: ID—
I I Format: I j Frame MNumber: ID
|Jpdate Status | Transfer (Mo Auto-updat | Cancel duto-Lpdate I |§Tlansfer ['ith Auto-update] I Cancel Tranzfer |
Taken | Source | D estination | Deszt Format | State | 4 |
TH73eRET-19.. Tezt] Test stilllrnage prowy b DOME 100
05251 c8ed... Testl Testl stillmage/prosy. ... DOME 100

4. Configure as follows to check the connection:
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¢ Host: localhost
e Port: 9230

5. Click Connect. Verify that the ...Update... and ... Transfer... buttons become
enabled, which means the connection is successful.

6. Configure as follows to define the MPEG source clip on the NAS:

« Source Laid: Enter the path to a MPEG asset on aNAS machine. Y ou can use
an asset created in an earlier test.

* (Source) Format: video/proxy.mpeg

7. Configure the first row as follows to transfer/transcode a thumbnail asset from a
MPEG asset:

» Dest Laid: Enter the path to the directory on the NAS machine that contains the
source MPEG asset. For the purposes of thistest, the thumbnail and storyboard
assets must be written to the same location as the source MPEG asset.

o (Destination) Format: stilllmage/proxy.thumbnail

8. Select the checkbox to enable the next row, then configure as follows to transfer/
transcode a storyboard asset from a MPEG asset:

* Dest Laid: Enter the path to the directory on the NAS machine that contains the
source MPEG asset. For the purposes of thistest, the thumbnail and storyboard
assets must be written to the same location as the source MPEG asset.

» (Destination) Format: stilllmage/proxy.storyboard

9. Click Transfer (With Auto update). Track progressin the State column until it
reports DONE.

10.Using Windows Explorer, verify that the thumbnail and storyboard test fileswere
written to the proper directory.
Checklist: Advanced encoder stand-alone stage

Use the following check list to verify that the basic configuration and testing of the
stand-alone Advanced encoder is complete.

[J Advanced encoder is connected to NAS
1 Encoder writesto NAS

[J MPEG created

I MPEG playback with audio

[J Thumbnails files are created.

[ Storyboard files are created.
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Advanced encoder + Server stage

For this configuration stage you configure the NewsBrowse server to work together
with the Advanced encoder and NAS from the Advanced encoder stand-alone stage.
MDI services are also required, as configured in the MDI stage.

The portion of the NewsBrowse system configured and tested in this stageis
illustrated by the following diagram.

=—— | Video
Server

Network Attached
" Storage

MDI Server NewsBrowse Server

Refer to“ Two tier system diagram” on page 10 for aview of the entire NewsBrowse
system.

To do the basic configuration and testing of the encoder plus server, do thefollowing:
1. “Configure Media Frame Core ASK: Advanced encoder” on page 87

. “Configure Rules Automation: Advanced encoder” on page 88

. “Test: Advanced encoder + Server stage - high-res source” on page 91

. “Test: Advanced encoder + Server stage - MPEG proxy source” on page 92

ga h W DN

. “Checklist: Advanced encoder + Server stage” on page 92

Configure Media Frame Core ASK: Advanced encoder

M ake sure the Advanced encoder’ s Proxy Transfer serviceisregistered with the ASK
software component asa“ Transfer” device, asexplained in“ Configure Media Frame
Core ASK: Register components’ on page 51.
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Configure Rules Automation: Advanced encoder

http://root-nb-svr:280 —> Media Frame Core —» Rules Automation

Rules Automation Settings

The following settings define the creation of MPEG proxy assets.

Create Praxy MPEG if Profile movie | exists when Rules Wizard star -—— Select arule

Prafile MDI Name:  PROFILE .4—— Select the M DI for the Profile monitored by Advanced encoder.
Profile Storage Location:  SCAY .- Enter the path to the bin on the Profile that the NewsBrowse system monitors
for movies. Note: You must use forward slashes for this path.
Praxy MDI Name: - PROXY1 _+— Must be PROXY1
Rule Priority: [Normal ~+—Set al rulesto Normal to ensure all are processed

—— Definesthe age of the MPEG asset after which it isautomatically deleted from

Days to Expire Asset:
the system the next time the purge rule runs. Leave blank to never expire.

Add "Creats Proxy MPEG' Rulef——— Adds settings above as a Create Proxy MPEG encoder rule

The following settings define the creation of thumbnail, storyboard, and Real

Video assets
Create Proxy | Thumbnail =—— Select an asset type
if Proxy MPEG [ exists when Rules Wizard star =—— Select arule
Proxy MDI Name: PR J— Must be PROXY 1
Proxy Starage Location —— L eave blank, so the system can use any NAS and keep proxy assets together®
Rule Priarity: | Mormal ~—Set all rulesto Normal to ensure all are processed

Add "Create Proxy” Rule. ————— Adds settings above as a Create Proxy rule

CreatelfSourcelsCreatedClosed Source: DEFAULTDOMAIRA—— Displays all currently added rules.
CreatelfSourceExist Source DEFAULTDOMA\NJ’man_mp\fj

CreatelfSourceContentlshodifiedClosed Source:DEFAUL

CreatelfSourceExist Source:DEF AULTDOMAINPROXY 1A
CreatelfSourcelsCreatedClosed Source DEFAULTDOMA_\I‘F

4 »
___ Remmepue ————— Removes the currently selected rule

Rule Retry Policy

Max Number Of Retriss: 3 —— Specifieshow many timesthe system retriesafailed rule. Keep this setting at 3
or below for most rules to prevent degradation of system performance.
Retry Priority: [ Increase ~+——When afailedruleisretried, its priority can be changed in relation to other rules

currently being processed. Set to Increase to promote timely processing.

_ UpdsteRety Policy - Save Retry setting changes

Purge Expired Assets Period: 60 —— Expired assets are purged from the system after this many days.
Update purge policy.  ————— Saves Purge setting changes. Changes are lost if you |eave the configuration
page without updating.

Always click Update... buttons after making changes

Y ou must start or restart the Thomson Rules Wizard service on the
NewsBrowse server to put changes into effect, but if you are doing the initial
configuration of the Advanced encoder + Server stage, don’t start the service
until instructed to do so in the Advanced encoder + Server stage test.

2 When thisfield is left blank, the Rule specifies “*” as the Proxy
Storage Location, so the Default File System Folder is used, as
configuredin “Configure Proxy Asset (NAS): Advanced encoder”

on page 81
This page defines the rules for an Advanced Encoder creating proxy material for an
asset. There are two groups of rulesto create proxy material, as explained in the
following sections.
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Create Proxy MPEG Rules

These rules create MPEG material from a Profile or M-Series movie. Thisisaso
known asa* scavenge” operation and isthe same as Sequential encoder functionality.
Depending on the desired behavior of the system you may have to create multiple
rules for the MPEG creation. There are four types of rules for MPEG creation, as
follows:

* Exists when Rules Wizard starts up — Thisrule will cause the Rules Wizard to
traverse a Profile/M-Series MDI to see if there are any Profile/M-Seriesfiles that
do not have MPEG asset associated with it. The Rules Wizard will only check the
system once after startup to seeif it needs to create any of these assets.

* Is recording — Thisrule causes MPEG to be created while the system is encoding
the Profile/M-Series asset. This MPEG will only be created if you have an
Advanced Encoder configured in the system.

NOTE: The“isrecording” rule should not be configured with the “is created
(closed)” rule referencing the same Profile/M-Series storage location. Also if any
other processis associating MPEG and the high-resolution material together this
rule should not be configured for that location.

If you want to reserve an Advanced encoder to only create MPEG for assets that
are created by the ingest you will need to have the MPEG materia be created in a
separate folder than the other scavenge MPEG material and configure the advance
encoder'sto only use this folder.

* |Is created (closed) — This rule causes MPEG to be created after the Profile/
M-Series asset is done recording. It is most commonly used with Sequential
Encoders. Refer to Appendix B, Legacy systems.

NOTE: The “iscreated (closed)” rule should not be configured with the “is
recording” rule referencing the same Profile/M-Series storage location.

* Has its content modified — Thisrule will cause the system to delete the proxy
material associated to a Profile/M-Series movie if the movie has its content
modified. It will then recreate the MPEG material for the asset. Note: Thisruleis
normal not configured unlessthe site’ sworkflow frequently modifies contentin an
asset.

Systemswill usualy haveeither “Isrecording” or “Iscreated (closed)” ruleset up (not
both) for directories that are being monitored for the scavenge process.
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The following table maps the “ Create Proxy MPEG” rules and provides an example
text string for each rule, as appearsin the Existing Rules box when the rule is added.

Create Proxy
MPEG if Profile
movie...

For movies in bin SCAV1, Profile 1

For movies in bin SCAV2, Profile 2

...exists when
Rules Wizard

Createl f SourceExist Source: DEFAULTDOMAIN/
PROFILE1L/EXT:/SCAV U/* video/profile.cmf

Createl f SourceExist Source: DEFAULTDOMAIN/
PROFILE2/EXT:/SCAV 2/* video/profile.cmf

Do not
configure
both to

L reference
the same
storage
location

Starts up Destination:DEFAULTDOMAIN/PROXY 1/* /* video/ Destination:DEFAUL TDOMAIN/PROXY 1/*/* video/
proxy.mpeg Priority:Normal proxy.mpeg Priority:Normal

...is recording Createl fSourcel sCreated Source: DEFAULTDOMAIN/ Createl f Sourcel sCreated Source: DEFAULTDOMAIN/
PROFILEL/EXT:/SCAV V/* video/profile.cmf PROFILEL/EXT:/SCAV 2/* video/profile.cmf
Destination:DEFAULTDOMAIN/PROXY 1/* /*, video/ Destination:DEFAULTDOMAIN/PROXY /*/*, video/
proxy.mpeg Priority:Normal proxy.mpeg Priority:Normal

...is created Createl fSourcel sCreatedClosed Createl f Sourcel sSCreatedClosed

(closed) Source:DEFAULTDOMAIN/PROFILEVEXT:/SCAVY | Source:DEFAULTDOMAIN/PROFILE2/EXT:/SCAV2/
* video/profile.cmf Destination:DEFAULTDOMAIN/ * video/profile.cmf Destination:DEFAULTDOMAIN/
PROXY 1/*/* video/proxy.mpeg Priority:Normal PROXY 1/*/* video/proxy.mpeg Priority:Normal

...has its Createl f SourceContentl sM odifiedCl osed Createl f SourceContentl sModifiedClosed _

ﬁﬁ;‘éﬁ?&d Source:DEFAULTDOMAIN/PROFILEVEXT:/SCAVY | Source:DEFAULTDOMAIN/PROFILE2/EXT:/SCAV2/

* video/profile.cmf Destination:DEFAULTDOMAIN/
PROXY 1/* [* video/proxy.mpeg Priority:Normal

* video/profile.cmf Destination:DEFAULTDOMAIN/
PROXY 1/*/* video/proxy.mpeg Priority:Normal

Create Proxy Rules

These rules create thumbnails, storyboards, and Real Media video from an MPEG
asset. Thisisthe same as Image Support Server (1SS) functionality. Most systems
only create thumbnail and storyboard material. There are two types of rulesto create

the proxy material, asfollows:

* Exists when Rules Wizard starts up — This rule will cause the Rules Wizard to
traverse a Proxy MDI to seeif it needsto create proxy material from the MPEG

asset.

* Is created — Thisrulewill key off of material being created and will create the
desired proxy material. If you have acreate proxy MPEG rule“Isrecording” or “Is
created (closed)” you should havethisrule configured if you want any other proxy

material created.
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The following table maps the “ Create Proxy” rules and provides an exampl e text
string for each rule, as appears in the Existing Rules box when the rule is added.

If Proxy MPEG... Create Thumbnail assets Create Storyboard assets Create Real Video assets

... exists when Createl f SourceExist Createl f SourceExist Createlf SourceExist

Rules Wizard Source:DEFAULTDOMAIN/ Source: DEFAULTDOMAIN/ Source: DEFAUL TDOMAIN/

Starts up PROXY 1/*/* video/proxy.mpeg PROXY 1/*/* videol/proxy.mpeg PROXY 1/* /* video/proxy.mpeg
Destination:DEFAULTDOMAIN/ Destination:DEFAULTDOMAIN/ Destination:DEFAULTDOMAIN/
PROXY 1/*/* stilllmage/ PROXY 1/*/* stilllmage/ PROXY 1/*/* video/proxy.rm
proxy.thumbnail Priority:Normal proxy.storyboard Priority:Normal Priority:Normal

...is created Createl f Sourcel sCreatedCl osed Createl f Sourcel sCreatedClosed Createlf Sourcel sCreatedCl osed
Source:DEFAULTDOMAIN/ Source: DEFAULTDOMAIN/ Source:DEFAULTDOMAIN/
PROXY 1/*/* video/proxy.mpeg PROXY 1/*/* video/proxy.mpeg PROXY 1/*/* video/proxy.mpeg
Destination:DEFAULTDOMAIN/ Destination:-DEFAULTDOMAIN/ Destination:DEFAULTDOMAIN/
PROXY L/*/* stilllmage/ PROXY L/*/* stilllmage/ PROXY 1/*/* video/proxy.rm
proxy.thumbnail Priority:Normal proxy.storyboard Priority:Normal Priority:Normal

Test: Advanced encoder + Server stage - high-res source

The following test exercises system functionality exclusive to the rules for creating
MPEG proxy, storyboard, and thumbnail assets from aProfile high-res sourceclip. A
successful test verifies that the basic configurations for the rules are correct.

Test description: Trigger rules by creating/modifying aclip on aProfile Mediaserver
while the Rules Wizard service is off, then on.

Run the test as follows:
1. Make sure that the NewsBrowse system ishot in use.
2. Make sure the Thomson Rules Wizard serviceis off on the NewsBrowse server.

3. Start the Thomson Resolver service and the Thomson M etadata service on the
NewsBrowse server.

4, Click start | Programs | Thomson | Event Viewer t0 open Event Viewer.

5. On aProfile Media Server, copy aclip into a bin monitored by the Advanced
encoder.

6. Onthe NewsBrowse server, start the Thomson RulesWizard. Watch Event Viewer
and verify that the proxy MPEG, storyboard, and thumbnail assets are created for
theclip.

7. On the Profile Media Server, copy another clip into the bin. Watch Event Viewer
and verify that the proxy MPEG, storyboard, and thumbnail assets are created for
theclip.

8. On the Profile Media Server, modify aclip (rename) in the bin. Watch Event
Viewer and verify that the proxy MPEG, storyboard, and thumbnail assets are
created for the modified clip.

9. If you havea“isrecording” rule configured for high-resclips, onthe Profile Media
Server, record aclip into a bin monitored by the Advanced Encoder. Watch Event
Viewer and verify that the proxy MPEG, storyboard, and thumbnail assets are
created (in real-time) asthe clip is recorded.
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Test: Advanced encoder + Server stage - MPEG proxy source

The following test exercises system functionality exclusive to the rules for creating
storyboard and thumbnail assets from a MPEG proxy asset. A successful test verifies
that the basic configurations are correct. Thistest assumesthat you are using
single-channel encoders for creating the MPEG proxy asset at ingest.

Test description: Trigger rules by creating aclip on a Profile Media server while the
Rules Wizard serviceis off, then on.

Run the test asfollows:

1. Make sure that the NewsBrowse system isnot in use.

NOTE: Running thesetestswill tie up a channel and could collide with commands
from the Ingest Schedule page. | nform operators that they must not use the
channelsunder test.

2. Stop the Thomson Rules Wizard service on the NewsBrowse server.

3. Start the Thomson Resolver service and the Thomson M etadata service on the
NewsBrowse server.

4. From the NewsBrowse server, open the NewsBrowse application.

5. Ingest a short test clip. On the related tab, verify that only the MPEG proxy asset
is created.

6. Start the Thomson Rules Wizard service on the NewsBrowse server. In the
NewsBrowse application on the related tab, verify that the thumbnail and
storyboard assets are created for the MPEG asset, as per your currently configured
rules. This could take a few minutes, depending on clip length.

7. Ingest a short test clip. On the related tab, verify that the MPEG proxy asset is
created and the other assets are created as well. This could take afew minutes,
depending on clip length.

8. Stop the Thomson Rules Wizard service, Thomson Resolver service, and the
Thomson M etadata service on the NewsBrowse server.
Checklist: Advanced encoder + Server stage

Use the following check list to verify that the basic configuration and testing of the
single-channel encoder plus NewsBrowse server is complete.

1 Whenthe RulesWizard starts up, ruleswork as configured for the creation of proxy
MPEG, thumbnail, and storyboard assets.

L When aclipisingested, ruleswork as configured for the creation of proxy MPEG,
thumbnail, and storyboard assets.

I When a Profile clip is copied into a monitored bin, rules work as configured for
creation of proxy MPEG, thumbnail, and storyboard assets.

I When a Profile clip is modified, rules work as configured for creation of proxy
MPEG, thumbnail, and storyboard assets.
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EDL Export, Save, Conform stage

For this configuration stage you configure the settingsfor thefollowing Edit Decision
List (EDL) features. These features are available in the NewsBrowse application
when EDL s are created:

« Export — Exports an EDL to a pre-defined location.
» Save— Savesthe EDL as aNewsBrowse system asset for future use.

e Conform — Creates a high-res asset that matches the EDL on a Profile Media
Server.

e Conform to Air — Creates a high-res asset that matches the EDL on one Profile
Media Server, then transfers the asset to another Profile Media Server.

To do the basic configuration and testing of the EDL stage, do the following:
. “Configure Profile MDI: Conform to air settings’ on page 94

. “Configure NTFSMDI” on page 95

. “Configure Media Frame Core ASK: NTFS’ on page 95

. “Configure Conform Services’ on page 96

. “Configure Export Services’ on page 97

. “Configure Save EDL settings’ on page 97

. “Test: EDL stage” on page 98

. “Checklist: EDL stage” on page 98

o N O O A WDN P
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Configure Profile MDI: Conform to air settings

o]
o
é’ 8  nhttp://root-mdi-svr:280 =3 Profile MDI This page resides on the machine hosting the Profile MDI service.

w23

%32

5ad

v Port: 9100 —— Port 9100 isrequired. See “Ports and services convention” on page 31.
v Domain: DEFAULTDOMAIN —— All Domain namesin the NewsBrowse system must be identical.

v v Update Saves changes. Changes are lost if you leave the configuration page without

updating.
Add Profile MDI

v MDI Name: FROFILEZ |+ Select aProfile MDI.

v Prafile Host Name or [P Pvs—2 —— Enter the host (table) name of the Profile for the MDI selected above.?

v Asset System Dwell Time (mins): 2 ——Thetime that the Profile MDI waits before it informs the NewsBrowse system
that a clip has finished recording. Leave at 2.

v Port: 9132 ——Automatically increments so each Profile MDI has a unique port.

v Add Profils Managed Bevies . Cllick to add as an existing managed device. For stand-alone Profile Media
Servers, add aMDI for each one. For Open SAN Profile Media Servers, add
only one MDI per Open SAN.

0-SANT mpvs—12 9130 —— Verify the MDIs currently on-line. A listing for asingle Profile MDI includes
1-PROFILET pvs—12 9121 the values from all four “Add Profile MDI” fields above.
v Remove Profils Managed Devies  —+———— Click to remove the selected managed device.
The following settings specify Profiles to which assets can be transferred via
Fibre Channel from other Profiles. Thisis used by Conform-To-Air EDL and
other Fibre Channel transfers.
The transfer operation requires the fibre channel :

v Prafile MDI Mame: PROFILE2 _4— Select the MDI for a Profile to which assets can be transferred.

\4 Prafile Host Name or [P pvE—2 —— Host (table) name of the Profile specified above.

\4 _ AddTransfer Target +——————————— Click to add as a transfer target. This makes the Profile available for selection
from the NewsBrowse application as a transfer destination.

PROFILET pvs—1 —— Profiles capabl e of receiving a Fibre Channd transfer.
v Rermove Transfer Target "7 Click to remove the selected transfer target.

Always click Update... buttons after making changes

To put changes into effect, start or restart Profile MDI Service on the MDI
server.

&M ake sure the Profile name is entered just asit isin the host table.

This page configures the Managed Device Interface (MDI) for the Profile Media
Servers that record and store the high-res media. The NewsBrowse system depends
on the Profile M DI to make high-res media assets visible across the system.

For the EDL stage, configure the settings related to the EDL Conform to air feature.
Specify one of more on-air Profiles as the targets to which conformed high-res clips
can be transferred for playout.

For other settings, refer to “ Configure Profile MDIS’ on page 57.
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Configure NTFS MDI

http://root-nb-svr:280 —> Managed Devices = NTFS MDI

NTFS MDI Product Configuration Settings

MDI Name:  MTFS ——Name of NTFS MDI, as registered with ASK. Refer to “Configure Media
Frame Core ASK: Register components’ on page 51.
Domain:  DEFAULTDOMAIN —— All Domain names in the NewsBrowse system must be identical
Port: 9115 —— Port 9115 required. See “Ports and services convention” on page 31.
Updats | Saves changes. Changes are lost if you leave the configuration page without
updating.

File System Folder Location; iron-nb—swiTempEDL —— Machine (and folder) managed by the NTFSMDI. Thismust beaUNC path.
sxamp:eu&msmame\ . Themachinemust have NTFSstorage. Y ou can optionally specify thefolder.
Example2:\\HosthametFolder

Add Location —} Adds the machine/folder) as managed by the NTFSMDI.
Wiron-nb-nas TEDLs —— Lists currently added machines/fol ders accessible by the NTFS MDI.

Wron-nb-nas tAudio

Existing File System Folder Locations:
g o Wiron-nb-pas—2Audio

__ Delete Lacation 4——————————— Removes the currently selected machine/folder from the list.

RegisteradType Mappings:  xmil-edlixml —— Defines the types of files accessible by the NTFS MDI. Follow the example
Example1 ibt-text/file Sy ntax.
Example2 way-audia/wayv
__ Add RegistersdType |+ Adds the file-type as accessible the NTFS MDI.
bat-textffile —— Lists currently added file-types accessible by the NTFS MDI.

c wav-audiofeay

Histing RegisteredTypes:
___ Delets RegistersdTyps  +——————— Removes the currently selected file-type from the list.

Alwaysclick Update... buttons after making changes
Restart the Thomson NTFS MDI Service on the NewsBrowse server.

This page specifies the machines, directories, and file types that the NTFS MDI can
access. The NewsBrowse application makes these available as selections for saving
and managing assets, including EDLSs.

» Enter alocation for saving EDLs. Typically thiswould be onaNAS machine, such
as\\root-nas-n\EDLSs.

» Enter alocation for temporarily saving EDLSs as they are being conformed.
Typically thiswould be on the NewsBrowse server, such as
\\root-nb-svr\TempEDL.

NOTE: Configure different locations for EDL operations. Do not use the same
locations for saving, temporary saving, conforming, and exporting EDLS.

» Enter alocation for saving audio files. Typically thiswould be on aNAS machine,
such as \\root-nas-n\Audio.
« Enter xml-edl/xml and wav-audio/wav as afile-types.

Configure Media Frame Core ASK: NTFS

Make sure the NTFS MDI is registered with the ASK software component as a
“NTFS’ device, asexplained in “ Configure Media Frame Core ASK: Register
components’ on page 51.
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WDI Storage Lacation: Mron—nt—swiiTempEDL

Configure Conform Services

http://root-nb-svr:280 —> NewsBrowse Application => Conform Services

When an EDL isconformed it istemporarily stored in the location specified

by the following settings.
MDI Nams: NTF51 = Select the name for the NTFS MDI (NTFS1).

Enter a full UNC path to the directory (on a machine with NTFS storage) in
which the EDLs are temporarily stored.2

Update | Saves changes. Changes are lost if you leave the configuration page without
updating.

The following settings specify a Profile that can be used to conform an EDL.

Add Conform Service

Display Name: Conform To Alr —Enter the label for display in the NewsBrowse application that identifies the
service of a Profile conforming an EDL.
Frafile MDI Mame: SAM1 .4— Select the MDI for the Profile that does the conformance.
Target MDI Name: PROFILE 1 .= The Profile managed by thisMDI isaplay-to-air Profile to which
Conform-to-Air high-res assets are transferred.
Target MDI Starage Location: EXT-/Conform -~ Location (bin) on the play-to-air Profile where the Conform-to-Air high-res
asset is stored.
NewsQPFro Semvice: [ Enable Select to make the EDL available to NewsQPro.
__ Add Conform Senice —————————— Add the service to conform EDLS.

Existing Conform Services|

Conform To SAN, sve SANT gt SART Y Conform NewsaPro N —— Currently added services available to conform EDLs. Y ou can add services

using severa Profiles, so that they can be selected in the NewsBrowse
application when conforming an EDL.

__Remowe Conform Senice +————————— Removesthe currently selected EDL service.

Always click Update... buttons after making changes
Restart the NewsBrowse application to put changesinto effect.

& This directory must be shared so it can be accessed by the

NewsBrowse server.

b- This list is automati cally populated by reading the volume and

bin names, asin Media Manager, from the Profile indicated by
“Target MDI Name” above.

This page tells the NewsBrowse application where to store EDLs that are to be
conformed and specifies Profiles that are available to conform EDLSs. Y ou can add
multiple Profiles as Conform Services, each of which isthen available for selection
from the NewsBrowse application.

NOTE: Configure different locationsfor EDL operations. Do not use the same
locations for saving, temporary saving, conforming, and exporting EDLSs.

For a Conform-To-Air service, one Profile (often an Open SAN Profile) does the
work of conforming the EDL, then the resultant high-res asset is transferred to an
On-Air Profile (usually a stand-alone Profile) for playout. Y ou must define the
NewsBrowse application display name, the Profiles, and the locations to make this
type of Conform-to-Air service available in the NewsBrowse application.
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EDL Export, Save, Conform stage

Configure Export Services

http://root-nb-svr:280 —> NewsBrowse Application => Export Services

Export Services Settings

Digplay Name: Export to Sports Enter the |abel for display in the NewsBrowse application that identifies the
location to which EDLs can be exported.

Enter afull UNC path to the directory to which the EDLSs are exported.?

Export Location: Yjron-nb—nas—1'Sports

_ AddExport Looation  {——————— Adds the location as an export location.

Export to News Wiron-nb—nas—1thews Currently added location available for exporting EDLS. Y ou can add severa
locations, so that they can be selected in the NewsBrowse application when

exporting an EDL.

__ Remove Expart Location {———————— Removes the currently selected location.

Alwaysclick Update... buttons after making changes
Restart the NewsBrowse application to put changes into effect.

@ This directory must be shared so it can be accessed by the
NewsBrowse server.

This page tells the NewsBrowse application the locations available for exporting
EDLSs. You can add multiple locations, each of which isthen available for selection
from the NewsBrowse application. Name locations and add them according to

workflow needs.

NOTE: Configure different locations for EDL operations. Do not use the same
locations for saving, temporary saving, conforming, and exporting EDLSs.

Configure Save EDL settings

http://root-nb-svr:280 —> NewsBrowse Application => Save EDL

Save EDL Settings

—— EDLsare saved to thislocation, usually aNAS machine.

Aypow jou oQg

EDL Storage Location: Wiron—nb—nas—1EDLs
il By im B et [ —— After thismany days, a saved EDL isdeleted. Enter O to never delete.

Update-| Saves changes. Changes are lost if you leave the configuration page without
updating.

Alwaysclick Update... buttons after making changes
Restart the NewsBrowse application to put changes into effect.

This page tells the NewsBrowse application where to save EDLs and how long to
keep them in the system.

NOTE: Configure different locations for EDL operations. Do not use the same
locations for saving, temporary saving, conforming, and exporting EDLS.
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Test: EDL stage

The following test exercises system functionality exclusive to the EDL
configurations. A successful test verifies that the basic configurations are correct.

Test description: Using the NewsBrowse application, create an EDL, then export,
save, and conform it.

Run the test as follows:
1. Make sure that the NewsBrowse system ishot in use.
2. Load aclip in the NewsBrowse application.

3. Mark infout region of the clip and press the Insert to Timeline button to add to the
timeline. Do this a couple of times with this and other assets.

4. Select Save from the timeline control. Enter and take note of the name used for
saving. The save should be successful.

5. Refreshtheresultslist by clicking the Go button with no criteriaselected. The EDL
asset name should appear in the results list.

6. Select the Export button from the timeline control. Select a destination and choose
export.

7. Select Conform from the timeline control. Enter and take note of the name used for
conforming. Select atarget (not a Conform to Air target) and choose Conform.

8. Select Conform again from the timeline control. Enter and take note of the name
used for conforming. Select a Conform to Air target and choose Conform.

9. To verify export, the EDL file should be in the export destination.

10.To verify Conform, on the Profile/Open SAN aresulting high-res asset should be
created with the exported EDL name. Playback the conformed asset from the
Profile/Open SAN.

11.To verify Conform with Transfer to On-Air, a high-res asset should exist on the
On-Air server. Playback the conformed asset from the On-Air server.
Checklist: EDL stage

Use the following check list to verify that the basic configuration and testing of the
EDL functionality is complete.

[JEDL iscreated and saved.

[ Saved EDL available as asset from NewsBrowse application
L] EDL exportsto specified location

I Profile correctly creates conformed EDL

L] Transfer to On-Air EDL plays from On-Air Profile
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Archive stage

For this configuration stage you configure your archive MDI, Profile Media Servers,
and the NewsBrowse server to work together. This assumes that the archive devices
are already installed and connected.

The portion of the NewsBrowse system configured and tested in this stageis
illustrated by the following diagram.

Archive
@ Fibre Channel  [EemTeees

Video
Server

(O Production Network )

. NewsBrowse
- Server

=== MDI Server

To configure and test the Archive stage, do the following:

. “Add archive MDI” on page 100

. “Verify archive preparations’ on page 101

. “Configure ASK Location: Archive MDI host” on page 104
. “Configure Media Frame Core ASK: Archive” on page 104
. “Configure Avalon Archive MDI” on page 105

. “Configure FlashNet MDI” on page 107

. “Configure DIVA MDI” on page 108

. “Configure Archive Services.” on page 109

© 00 N O O ~A W N P

. “Test: Archive stage” on page 109
10.“Checklist: Archive stage” on page 110
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Add archive MDI

The archive M DI software component runs as a service. The archive MDlIsthat are
available for the different types of archive devices are asfollows:

« Avadon Archive MDI — runs as the Thomson Avalon Archive MDI service
¢ FlashNet MDI — runs as the Thomson FlashNet MDI service
 DIVA MDI — runs as the Thomson DIVA MDI service

The archive MDI software component must be installed on a network connected
computer. Similar to the other MDIsin the NewsBrowse system, the archive MDI can
beinstalled onaMDI server or on the NewsBrowse server, depending on the sizeand
design of your NewsBrowse system.

Y ou can install the archive MDI software component from the NewsBrowse server
installation program. Select the component for your archive from the Custom setup

page.
i'c!rl' Thomson NewsBrowse Server - InstallShield Wizard x|
Custom Setup w
Select the program Features you want installed. =
prag ki I““' ‘h

Click on an icon in the lisk below o change how a Feature is installed,

E‘E;I MediaFrame Solution - - Feature Description
o il v | Care Services

£l =3 v | Managed Devices
Profile

Proxy

MTFS This Feature requires 1733KE on

Avalon Metwork Archive your hard drive.

DIV Archive e

FlashMET Archive

=) This Feature will be installed on lacal hard drive.

=18 This Feature, and all subfeatures, will be installed on local hard drive,

| This Feature will be installed when required.
Iristallshield

Help | ¥ This feature will not be available,
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Verify archive preparations

A single Profile X P system provides a maximum of four streams for concurrent
transfers. Keep this mind when configuring the archive device for concurrent
transfers. If the archive is configured such that it can request more than four streams
simultaneously from any single Profile XP system, the additional transferswill error
out.

For the type of archive deviceyou use, check the following to verify proper operation
with the NewsBrowse system.
Avalon archive preparations
Check the following on the machine which runs Avalon IDM Software (Archive):
1. Login to the machine and go to /avalon/aam/utils
2. Run stataam and verify all services running properly.

3. Makesure host tables are set correctly. Verify for the machine name/IPwhich IDM
will talk to.

4. Make surethe Fiber channel interfaces are configured so that Avalon IDM can talk
to the Profiles.

Consider the following when preparing to integrate Avalon archive with
NewsBrowse:

» Avalon archive has no fixed limit for concurrent transfers, so it can be configured
to consume as few or as many streams provided by the Profile XP systems on the
Open SAN.
FlashNet preparations

Check the following on the machine which runs the FlashNet software:
1. Login to the machine.

2. Verify that you can telnet to the Profile Ethernet | P addresson port 8192 (telnet
keystone2 le0 8192).

3. Verify that you can FTP from the FlashNet server to the Profile on the Fibre
Channel address and login as user movie.

4. Makesurethe" FlashNet Socket Listener” and “ FlashNet Automation” servicesare
up and running.

5. Use the FlashNet “ Jukebox” application to test that a drive can be successfully
accessed from FlashNet. Refer to “ User Guide for FlashNet running on Windows
NT and Windows 2000 platforms” .

Consider the following when preparing to integrate FlashNet with NewsBrowse:

» TheFlashNet MDI does not take any user specified namefor the restore. The clips
arerestored using the original clip name (from archive).

» FlashNet’ ssetting for concurrent transfers appliesglobally to all source/destination
pairs. Thereis no setting on a server-by-server (Profile-by-Profile) basis. To make
the setting for “ maximum number of concurrent transfers’, you use afile named
C:\.dtool_env where you can specify “API_MAX_BACKUPS’ and
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“API_MAX_RESTORES'. Thefollowing isan examplefor an eight drive system:
API_MAX BACKUPS 2
API MAX RESTORES 4

This example specifies that two concurrent jobs could be used for automation
ingest into the archive, four concurrent jobs could be allowed for automation
restore of archives, leaving two drives spare for emergency use or another function.

» TheFlashNet MDI usesafile cache to support asset functionality. Asthe FlashNet
device does not have any support for file system updates, the FlashNet MDI
assumes that the M DI is the only gateway to the entire FlashNet file system. Any
changes made outside the scope of the MDI will not be reflected in MDI
immediately.

* Renaming of an asset is not supported in FlashNet.
» A restore operation aways defaults to highest “ Time Critical” priority and archive
operation defaults to “normal” priority.
DIVA preparations
Check the following on the machine which runs DIVA software:
1. Login to the machine.

2. Verify that you can FTP from the DIVA server to the Profile on the Ethernet | P
address and login as user movie.

Consider the following when preparing to integrate DIV A with NewsBrowse:

» TheDIVA MDI doesnot take any user specified namefor therestore. Theclipsare
restored using the original name (from archive).

» DIVA hasno fixed limit for concurrent transfers, so it can be configured to
consume as few or as many streams provided by the Profile XP systems on the
Open SAN.

» DIVA’ssetting for concurrent transfers appliesto specific source/destination pairs.
With the configuration utility/tool you can specify the concurrency limit on a
server-by-server (Profile-by-Profile) basis. A single Profile XP system provides a
maximum of four streams for concurrent transfers.

» The DIVA MDI makes an the assumption that the MDI isthe only gateway to the
entire DIV A file system. Any changes made outside the scope of the M DI will not
bereflected in MDI immediately.

* Renaming of an asset is not supported in DIVA.

» A restore operation always defaults to highest “ Time Critical” priority and an
archive operation defaults to “normal” priority.

» The source name specified in the DIVA configuration utility must be the same as
the host table name of the Profile XP system.

» |f theDIVA server isrebooted, the Thomson DIVA MDI service must berestarted.
Refer to “ Accessing NewsBrowse services’ on page 46.
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Network connectivity - all archive types

Using Ethernet | P addresses, from each machinein thefollowing list ping all the other
machinesin the list:

* NewsBrowse server

* Archive MDI host

* Profile MDI host (MDI server)

* Archive machine

» All Profile systems from/to which mediais archived/restored

Using Fibre Channel | P addresses, from each machinein thefollowing list ping all the
other machinesin the list:

* Archive server
 All Profile systems from/to which media is archived/restored
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Configure ASK Location: Archive MDI host

o]
o
Z 2  http:/localhost:280 => ASK Location Open this page locally on the machine that hosts the Archive MDI.
<
w8 3
552
o a< ASK:
v Host:  Iron-nh—svr —— Enter the name of the NewsBrowse server
\4 Port: 9010 —— Port 9010 isrequired. See “Ports and services convention” on page 31.
v Update } S?Vpdgf changes. Changes are lost if you leave the configuration page without
updating.

Always click Update... buttons after making changes
It is not necessary to restart a service to put these settings into effect.

This page tellsthe Archive MDI host where to look for the ASK service, which runs

on the NewsBrowse server. If the Archive MDI host isaMDI server or other

NewsBrowse machine this configuration has likely already been done.
Configure Media Frame Core ASK: Archive

Make sure the Archive MDI is registered with the ASK software component, as
explained in “ Configure Media Frame Core ASK: Register components’ on page 51.
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Archive stage

Configure Avalon Archive MDI

http://localhost:280 => Managed Devices = Avalon MDI  Open this page locally from the Avalon Archive MDI host.

Host Mame: muskratidm —— Name of the Avalon Archive machine. Append -idm to the end of the name.
[Host name must have -idm appended to it This name (with -idm appended) must also be in the host table.

(eg. ‘archive-idm', where 'archive’ is the name
of the Server). Note: this must be a Host
and not an IP Address.]

Port: 9120 —— Enter 9120. See “Ports and services convention” on page 31.
Padding (n Seconds): 2 —— Adds mediato the clip to ensure correct long GOP structure. Leave at 2.
Number of Instances: 1 —— The number of archive devices controlled by the MDI.
Partial Restare: [~ Select if using partial restore feature.
Update Saves changes. Changes are lost if you leave the configuration page without
updating.
. The following settings define archive sources/destinations.
Select Avalon. Requires netsem configuration on Avalon. The remainder of
rny C Avalon this page is disabled.?
Y& & Round-robin -OR-
Sedlect Round-robin. Requires configuration in the following fields?:
Define Stand-Alone Profile Define Open SAN
vse € gta”d e Select Stand-alone. Select OpenSAN.
penSAN
MDI Namne: _+—Select the MDI namefor the Profile. Select the MDI name for the Open SAN.
Host Name(s) ——Host (table) name of Profile. Enter host (table) name of each Profile

[If Type = OpenSAN, enter Host Names separated on the Open San, with commas

by commas (eg., Hostl, Host2, Host3,..). Mote: Host Separatlng.°
narme (not [P Addresses) must be used. To verify

these settings, perform a Fibre Channel ping of each

<hostnarme=_fol from the Archive semver. ]

Add Adds a Profile or Open SAN as a source/destination for archive operations.
PROFILE (StandAlone, pvs_1) —— Currently added Profiles or Open SANSs.

Configured Profiles:

Deletes the currently selected device.

Remove 1
Always click Update... buttons after making changes

To put changes into effect, start or restart the Thomson Avalon Managed
Device service.

& With Avalon configuration, you define Profiles and load balance

Open SANs when you configure netsem, so it is not necessary to
enter any information on this page.

b1 you do not use Avalon configuration, you must define Profiles

and load balance Open SANSs on this page.

¢ This defines the Open SAN load balancing. The order of Profiles

entered here isthe order in which the MDI seeks an open channel
for an archive job.

Open this page locally on the machine that hosts the Avalon Archive MDI software
component.This page tells the Avalon Archive MDI where to look for the Profile
Media Serversfor archive and restore of high-res media assets. On this page, or in the
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Avalon netsem, add all Profiles and Open SANsthat are part of the NewsBrowse
system. When configuring netsem, make sure the netsem Open SAN logical name
matches the NewsBrowse Open SAN MDI name.
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Configure FlashNet MDI

http://localhost:280 —> Managed Devices —> FlashNet MDI

Flashnet MDI Configuration Settings

Ajipow jou oq

N

MDI Configuration

MDI Name: Archivel

Port: 9124

Flashnet Server Host Namelpnr nb-liveenc15

_~— The name of the FlashNet MDI.

Update 4

|Add Profile Settings

@ Stand Alone
Profile Type:
© OpenSAN

MWDl Mame:

Profile Host Names or IP
Addresses:

For OpenSAM, separate the host names with
a comra e.g., Profile] Profile2]

updating.

Archive stage

Open this page locally from the FlashNet MDI host.

—— Enter 9124. See “Ports and services convention” on page 31.
—— Name or |P address of the FlashNet machine.

Saves changes. Changes are lost if you leave the configuration page without

The following settings define archive sources/destinations.

Define Stand-Alone Profile

Define Open SAN

Select Stand-alone.

-+ Sdlect the MDI namefor the Profile.

——Host (table) name of Profile.

|
Add

Remove Profile Settings

FPROFILE1 (StandAlone, pvs_1)

Remave

Deletes the currently selected device.

Select OpenSAN.

Select the MDI name for the Open
SAN.

Enter host (table) name of each
Profile on the Open San, with
commas separating.?

Adds a Profile or Open SAN as a source/destination for archive operations.

——Currently added Profiles or Open SANs.

Always click Update... buttons after making changes

& This defines the Open SAN load balancing. The order of Profiles

entered here isthe order in which the MDI seeks an open channel
for an archive job.

Open this page locally on the machine that hosts the FlashNet MDI software

component.

This page tellsthe FlashNet MDI where to look for the Profile Media Servers for
archive and restore of high-res mediaassets. Add all Profiles and Open SANsthat are
part of the NewsBrowse system.

December 16, 2004

NewsBrowse Installation and Configuration Guide

107



Chapter 3 Configuring the NewsBrowse System

pedueApY

< <oiseg

108

Ajipow jou 0oQ

<

NewsBrowse I nstallation and Configuration Guide

Configure DIVA MDI

http://localhost:280 —> Managed Devices —> DIVA MDI Open this page locally from the DIVA MDI host.

DIVA MDI Configuration Settings

MDI Configuration

MDI Nams: Archive’ _F—Nameof the DIVA MDI.
Port: 9122 — Enter 9122. See “Ports and services convention” on page 31.

DIVA Host Name o IP; nb—svr—1071 —— Name of IP address of the DIV Archive machine.

—— Theport at which DIVA Manager listensfor any active connection. By default
this port is set to 9000.

—— Specify the name of the disk arrays that are currently configured with the

DIVA Manager Port: 9000

Disk Array Names: Online-storage

[Enter comma separated disk array names DIVA Systa‘na
that is configured with DIVA e.0., Array1 Array2]
Timeout: 180 —— Thetimeout value that controls any communication with the DIVA manager.
(Murnber of seconds the MDIwill try to connect Defau|t val ue iS set to 180 Seconds.
before timing out)
Update Saves changes. Changes are lost if you leave the configuration page without
updating.
i The following settings define archive sources/destinations.
. Define Stand-Alone Profile Define Open SAN
TR e Stand Alone ———Select Stand-alone. Select OpenSAN.
© OpenSAN
MDI Name: _+— Select the MDI name for the Profile. Select the MDI name for the Open SAN.
Profile Host Names: — Host (table) name of Profile. Enter host (table) name’ of each Profile
[Enter Profile host names (not [P Addresses) on the Open San, with commas
For OpenSAN, separate the host names with $parat| ng.d

a comma e.g., Profilel Profile2]

Adds a Profile or Open SAN as a source/destination for archive operations.

|
Add

Remove Profile Settings

FPROFILE1 (StandAlone, pvs_1)

—— Currently added Profiles or Open SANSs.

Deletes the currently selected device.

Remove |
Always click Update... buttons after making changes

@ Anarray designates acollection of disks designated by their name
as they are declared in the DIV Archive configuration.

b. Host table name of Profile must be the same as the source name
specified in the DIVA configuration utility.

C Host table name of Profile must be the same as the source name
specified in the DIVA configuration utility.

d- This defines the Open SAN load balancing. The order of Profiles
entered here is the order in which the MDI seeks an open channel
for an archive job.

Open this page locally on the machine that hoststhe DIVA MDI software component.

Thispagetellsthe DIVA MDI wheretolook for the Profile M edia Serversfor archive
and restore of high-res media assets. Add al Profiles and Open SANsthat are part of

the NewsBrowse system.
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Configure Archive Services.
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http://root-nb-svr-n:280 —> NewsBrowse Application => Archive Services

Archive Services Settings

Display Name:  Mirrared SANs —— Enter name for restore location, for display in the NewsBrowse application.
Profile MDI Name: ~ SANZ I——Select aMDI for aProfile or Open SAN that gets the restored clips.
Profile Storage Location:  :/Restare .}——Sdect alocation on the Profile or Open SAN that gets the restored clips.2
v . Enable Minrared Destination for this—— Sef ect if restoring to mirrored Profilesor Open SANSs. Thisopensthefollowing
Restare Localian fields for mirrored restore operations.
v Wimored Profile MDI Name: S AM2 _.}—— Select the MDI for the mirrored system that gets the restored clips.
v Mirrored Profile Storage Location:  \ /Restare _|——Select alocation on the mirrored system that gets the restored clips.
__ AddRestore Location +—————— Cllick to add as arestore location.

Restore o SAN, SANT, V-iRestore Lists currently added restore locations.

Restore to Profile 1, PROFILE1, EXT/RESTORE
v

_ Remave Restore Location Click to remove the currently selected restore location.

Restart the NewsBrowse application to put changes into effect.

2 Profilelocation lists are automatically populated by reading bins
and volumes, asin Media Manager, from the Profile whose MDI
is selected from the field above.

This page tells the Archive MDI where to place high-res assets as they are restored
from the archive device.

When you select “Enable Mirrored Destination...”, you can then enter the MDI and
location for the mirrored Profile or Open SAN system. Thisallowsyou to define both
Profiles or Open SANs as a single restore location. When this single location is
selected in the NewsBrowse application, clips are restored or deleted on both Profiles
or Open SANs simultaneoudly.

Test: Archive stage

The following test exercises archive functionality. A successful test verifies that the
archive configurations are correct.

Test description: Using the NewsBrowse application, archive and restore high-res

media

Run the test asfollows:

1. Make sure that the NewsBrowse system isnot in use.

2. From the NewsBrowse server, open the NewsBrowse application.

3. From the Find tab, load aclip. After a short pause, the clip appearsin the
application interface.

4. Ontherelated tab, verify that online media islisted as a Related Asset Component.

5. On the mgmt tab, verify the presence of the following links:

» Modify Group Membership
» Archive Selected Asset
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The following links might also be present if the asset has aready been archived:
* Restore Selected Asset

* Dédlete from Archive

Archiveand Restorelinksare not present if the NewsBrowse user currently logged
onisnot assigned Archive and Restoreroles. See” Configure NewsBrowse Users”
on page 117.

6. Onthemgmt tab, click Archive Selected Asset. The Archive Selected A sset settings
are displayed on the tab.

7. Select an Archive Group. Thislist comes from the archive device. Thisisthe
location to which the high-res clip is archived.

8. Select delete online media following archive.
9. Click submit, then Yes to confirm and Close.

10.0n the NewsBrowse launch page, click Archive Status to track the progress of the
transfer. Once the transfer is compl ete the status reports as DONE and 100%.

11.0n the NewsBrowse application Find tab, click Go. The asset list reloads. Verify
that an amber dot islisted with the asset. Select the asset to reload it, then click the
related tab and verify that offline media is now listed.

12.0nthemgmt tab, click Restore Selected Asset. The Restore Selected Asset settings
are displayed on the tab.

13.Select from the Restore to Location list. Thisisthe Profile system location towhich
the archived clip is transferred.

14.Click Submit, then Yes to confirm and Close.

15.0n the NewsBrowse launch page, click Archive Status to track the progress of the
transfer. Once the transfer is compl ete the status reports as DONE and 100%.

16.0n the NewsBrowse application Find tab, click Go. The asset list reloads. Verify
that theamber dot isnolonger listed with the asset. Select the asset to rel oad it, then
click therelated tab and verify that both online media and offline media are now
listed.
Checklist: Archive stage

Usethe following check list to verify that the configuration and testing of the archive
stage is complete.

L] High-res asset transfers (archives) from Profile to archive device.

[ High-res asset transfers (restores) from archive device to Profile restore |ocation.
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Deploy remaining machines for full system

Deploy remaining machines for full system

For the basic configuration path, after you have worked through all the configuration
stages and verified functionality at each stage, you deploy your remaining
NewsBrowse machines.

Do the following tasks to deploy your remaining NewsBrowse machines, as
appropriate for the machines included in your particular NewsBrowse system. For
instructions, refer to the applicable configuration stages early in this chapter.

« Add backup Profiles. Refer to “ Configure media server: Single-channel encoder”
on page 64 and “ Configure Profile MDIS’ on page 57.

« Add backup VTRs. Refer to “ Configure Ingest Control: Single-channel encoder”
on page 62 and “ Configure media server: Single-channel encoder” on page 64.

» Deploy remaining single-channel encoders. Refer to “Encoder stand-alone stage’
on page 61 and “Encoder + Server stage” on page 68.

» Deploy remaining Advanced encoders. Refer to “ Advanced encoder stand-alone
stage” on page 79 and “ Advanced encoder + Server stage” on page 87.

Add live monitor encoders

If your system uses live monitor encoders, add them to the system as follows:

1. If you have not already done so, cable and configure for network access similar to
the NewsBrowse server.

2. Connect the audio/video feed for an ingest channel.
3. Add live monitor encoders on the Ingest Scheduler Live Feeds configuration page.

]

o
z 3 http://root-nb-svr:280 = Ingest Scheduler => Live Feeds
<
g g Live Feeds Settings
22
o

Associale to Ingest MDI Name:  [NGEST-CHZ A4— Select the MDI (Transfer service) for the single-channel encoder (ingest
channel) for which the live monitor encoder provides a video stream.
Host Name or IP:  iror-rib—live-2 —— Machine name (from host file) of the live monitor encoder.
v Port: 8080 —— Port 8080 required.
Add Feed -} Adds the live monitor encoder as alive feed.
INGEST_CH1 mmsiron-rio—live—1:3080 — Currently added live monitor encoders.

v Remave Feed —} Removes the selected live monitor encoder.

To put changes into effect, start or restart the Thomson Ingest Scheduler
service.

4. On each live monitor encoder, start Windows Media Encoder. There should be a
Windows Media Encoder shortcut on the Windows desktop.

5. Open the NewsBrowse application and on the Ingest page verify that the video
stream appears.
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Test system interactions with multiple machines

Run the following tests to verify that all machines are available and will function
correctly, especialy during times of heavy system activity.

Multiple channel ingest test
Thistest verifiesingest and creation of proxy assets for all channels simultaneoudly.
1. Make sure that the NewsBrowse system is not otherwise in use.

2. Make sure that all the Profile system channels for which NewsBrowse creates
proxy media have an appropriate media feed.

3. On the NewsBrowse server, open Thomson Event Viewer.

4. In the NewsBrowse application, schedule ingest events on each channel to occur
al at the sametime.

5. Oncethe events start recording, select the find tab on theleft side of the application
and press the go button with no criteria specified. Assets with the event names
should appear in the resultslist.

6. Select an asset from the results list to load the details on the right side of the
application. Video should be visible.

7. After the recording is complete, reload assets and verify that thumbnails and
storyboards are created as well. Depending on how your rules are set up, this can
take up to two times the duration of the original media.

Multiple scavenge test

This test verifies that scavenge operations can simultaneoudy control al Advanced
encoders and appropriate Profile channels to optimize performance during times of
heavy proxy asset creation.

To test multiple scavenge operations, do the following:

1. Prepare a quantity of test clips on a Profile system, such that you have one more
test clip than the number of Advanced encodersinyour system. For example, if you
have four Advanced encoders, prepare fivetest clips. You must prepare the test
clips without triggering the NewsBrowse system to create any proxy assets. You
can do this by recording mediawith a channel that is not associated with the
NewsBrowse system for ingest, or by copying existing clips to adifferent bin. In
any case, the bin in which these test clips areinitially placed must not be a bin that
is currently monitored by the NewsBrowse system for scavenge operations. Make
the test clips at least a minute long.

2. On the NewsBrowse server, open Thomson Event Viewer.

3. Prepare a Profile system bin (preferably a bin that is currently empty) for
monitoring by the NewsBrowse system for scavenge operations. Define a*“ Create
Proxy MPEG if Profile movie...is created” rule for the bin. It is not necessary to
create “ Create Proxy” rules for the creation of other proxy assets, as this
functionality istested in the previous “Multiple channel ingest test”.

4. Onthe Profile system, use MediaManager to simultaneously copy all thetest clips
into the prepared bin.
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5. InEvent Viewer, verify that scavenge activities occur for each channel, and that all
advanced encoders are encoding MPEG simultaneously.

6. With the NewsBrowse application, validate MPEG assets.

Purge test

1. Select an asset from the results list to load details. Take note of the components
associated with this asset. This can be done by looking at the Related tab in the
detail s page. By using the mouse to hover over the entriesin the related tab you can
derive where the asset components exist in the system.

2. From the general tab on the details page edit the expiration date and select a date
in the past.

3. Thepurge process pollsat configured intervals. The default interval is24 hours. To
expedite testing go to the windows services panel and restart the rules wizard
process. Thiswill cause the cycle to be reset and assets meeting expiration criteria
will be processed immediately

4. Refresh the search results list by pressing the go button with no criteria specified.

5. Verify that asset components noted earlier no longer exist in the system. Y ou will
haveto look at the NASfor the specific pathsto proxy asset components. The asset
on the Profile should a so be removed.

Add NewsBrowse Clients

Do the following tasks to enable PCs to act as a NewsBrowse clients and run the
NewsBrowse application.

e “Connect server and NAS to customer LAN” on page 113
e “Setupclient PCs’ on page 114

e “Configure NewsBrowse Licenses’ on page 114

» “Testing NewsBrowse client operations’ on page 121

If you are upgrading from NewsBrowse system version 1.5 to version 2.0 or higher,
refer to NewsBrowse Release Notes for upgrade instructions regarding NewsBrowse
clients.

Connect server and NAS to customer LAN

The NewsBrowse server and NA S machines must have network accessto the external
LAN of the NewsBrowse client PCs. Work with the I T personnel at the customer site
to configure Domain, DNS suffix, or any other settings required by the site’'sLAN.
Refer to “Two tier system diagram” on page 10.

Also, make sure that permissions are correct for access to the NewsBrowse server
website, which serves the NewsBrowse application. The website uses I ntegrated
Windows A uthentication.

Continue with the next procedure “ Set up client PCs”.
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Set up client PCs

The requirements for a NewsBrowse client PC are as follows:

Network access to the NewsBrowse server

Network access to NewsBrowse NAS machines. Refer to “ Prepare NAS -
Windows Fastora’ on page 40 for test procedures.

DirectX 9.0c or higher
Flash Player

Live Filter

NetTime

To set up a PC to satisfy these requirements, do the following:

1

2.

From aclient PC, open Internet Explorer 6 and browse to the following URL to
open the NewsBrowse launch page:

http://root-nb-srv/nbui.
From the NewsBrowse Launch page, click Client Setup. Follow the Client Setup

on-screen instruction for Flash Player, for Live Filter, and (if you have not already
done so) for NetTime. Also refer to “ Prepare NetTime” on page 38.

After installation be sure to clear the browser cache on client machinesto insure
updated components are downl oaded. To clear the browser cachein I nternet Explorer
gotoTools | Internet Options, from the General tab select the Delete Files button, check
Delete all offline content, and click OK.

Continue with the next procedure “Configure NewsBrowse Licenses’.

Configure NewsBrowse Licenses

Y ou must configurethe NewsBrowse server as per your NewsBrowselicenseto alow
user access to NewsBrowse application features.

To configure for NewsBrowse licenses, do the following:

1

From the NewsBrowse Launch page, click License & User Management. This
requires that you log in as NewsBrowse administrator.

e Login: root-nb-srv\nbadmin [, Contact Grass Valley

o Password: ***** Support for password.

The License Manager page opens.
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License Manager
Active Sessions

Active Sessions
view and manage
current sessions
nbadmin  127.0.0.1
Users
specify licensed
users and associate
ther to roles
and groups

Manage Groups
Establish groups
for asset visibility

nbadmin  10.16.37 51

Licenses
view and manage
available licenses

Browse. MediaManager
Browse. IngestManager
Browse. Ingest'iew

Browse ArchiveTransfer
Browse ArchiveRestore

Browse. View 472952004
LiteEdit. Editor 4:39:26
Browse. Logger P

Browse MediaManager

Browse. IngestManager

Browse. Ingestview

Browse. ArchiveTransfer

Browse. ArchiveRestare

Browse. IngestManager  4/29/2004
Browse. Ingestyiew A lEral)
Browse. View P
LiteEdit. Editor

Browse. Logger

Browse. MediaManager

Browse. ArchiveTransfer

Proweco ArchivaPactnra

4£29/2004
4:40:12
P

43072004
9:17:29
A

Add NewsBrowse Clients

=10l x|

B

drog

drop

L

2. Click Licenses. The Licenses pageis displayed.

Licenses

Roles

Wiew
MediaManager
Logger
IngestManager
Ingestview
ArchiveTransfer
ArchiveRestore
Editor

Editor

License
Browse

LiteEdit
AdvancedEdit

20
20

Session Count
30

Set Session Count

Set Session Count
Set Session Count

3. Click set Session Count next to the applicable license. The Set Session Count for

... pageisdisplayed.

Set Session Count for AdvancedEdit License

Update |

License Mame: AdvancedEdit
Roles: Editor
Current Session Count: 20

Mew Session Count: PU

Authorization: I

Cancel |

4. Enter the appropriate number of licenses purchased (be sure to include any
previoudy purchased license counts). Y ou must provide the proper password to
change this value. Click Update to save changes.

5. On the NewsBrowse server, restart |SS services. Click Start | Run and run
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Users must be set up to allow access to the NewsBrowse application from a
NewsBrowse client PC. To do this, you must continue with the next section
“Administering NewsBrowse user access’.

Administering NewsBrowse user access

The NewsBrowse administrator sets up NewsBrowse users and can restrict their
access to NewsBrowse application features and assets, as explained in the following
procedures:

» “Configure NewsBrowse Groups’ on page 116
» “Configure NewsBrowse Users’ on page 117

» “Managing NewsBrowse User sessions’ on page 119

Configure NewsBrowse Groups

The purpose of NewsBrowse groups is to manage a user’s access to assets. The
NewsBrowse administrator can create groups and assign the groups individually to
users. Using the NewsBrowse application, groups can also be assigned to individual
assets. In thisway each user’s access is restricted to the assetsin their assigned
groups.

Configuring NewsBrowse groupsis optional. If you do not configure NewsBrowse
groups, users and assets are all assigned to the default group, so al users have access
to all assets.

To configure NewsBrowse groups, do the following:

1. From the License Manager page, click Manage Groups. The Groups pageis
displayed.

Groups

Mask Bit HName =
0 default
1  test Change the values of the
fields to reflect the group
° Spurt; - names used for asset visibility
3 Cwernight stories and click update.
4 Weather
5  Entertainment
E  10pm
7 YWARNING: Changing group
names does naot change
8 group mernbership for users
q or assets. If an existing
group's name is removed, the
1 group's membership for users
11 and assets will continue to
12 exist but may not be used.
13 LI

2. Enter names to define groups according to the workflow with which the systemis
used.

3. Click update to save changes.

Continue with the next procedure “ Configure NewsBrowse Users’.
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Configure NewsBrowse Users

Y ou must add NewsBrowse users before using the NewsBrowse application from any
NewsBrowse client PC. The NewsBrowse application only allows access by users
that have been added, as explained in the following procedure.

1. From the License Manager page, click Users. The Users page is displayed.

User Name Roles Groups
critesh Browse. View 0:default Edit/Rermove
Browse. MediaManager
Browse. Logger
Browse. Ingesthanager
Browse. Ingestview
Browse ArchiveTransfer
Browse ArchiveRestore
frankah Browse. View 0:default Edit/Rermove
Browse MediaManager
Browse. Logger
Browse. IngestManager
Browse. Ingestview
Browse. ArchiveTransfer
Browse ArchiveRestore
LiteEdit. Editor
hadley Browse. View 0:default Edit/Rernove
Browse. MediaManager
Browse. Logger

Add a User | Brinter friendly view

2. To add new NewsBrowse User, click Add a User. To modify an existing
NewsBrowse user, click the Edit/Remove link for the user. The Update User page
is displayed.

Update User

Username Roles Groups

[enter name here] Browse. View [~ 0 default
Browse MediaManager [~ 1 test Add

Browse. Logger

r
r
r
[~ Browse lngestManager Delete |
[~ Browse lngestview

[~ Browse ArchiveTransfer ﬂl
[~ Browse ArchiveRestore

r

r

LiteEdit. Editor
AdvancedEdit. Editar

3. Enter the following:

* Username — This must match the account with which the NewsBrowse client
accesses the NewsBrowse application.

* Roles— Select the NewsBrowse application functionality to which the user will
have access. The Roles listed are dependent upon current licensing. The
following table defines the Roles:

Role Description

Browse.View Lets you browse for video clips and view them.
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Role Description

Browse.M ediaManger Also lets you change the metadata including clip expiration; you can
schedule and execute purge.

Browse.L ogger Also lets you modify custom fields and keywords.

Browse.IngestM anager Lets you schedule recording events.

Browse.IngestView Lets you view the Ingest schedulein list view and in graphic view.

Archive.SendToArchive | Letsyou transfer high-res assets from a Profile system to an archive
device and optionally delete the high-res assets from the Profile

system.
Restore.RestoreFrom Lets you restore high-res assets from an archive device to aProfile
Archive system.
LiteEdit.Editor Lets you do cuts-only editing.
AdvancedEdit.Editor Lets you use the Advanced Edit program, which lets you use the

editing features of NewsEdit.

If you assign aRoleto more users than the session count for whichitislicensed,
the Roleis not available to all users at times when sessions exceed the count.

» Groups — Select the groups for which the user will be allowed to access media
assets.

4. Click Add for new users, or Update to modify existing users. Y ou can also click
Delete to remove a user from the NewsBrowse system.

5. Repest the previous two steps to add additional users.
6. Click update to save changes.

7. On the NewsBrowse server, restart |SS services. Click Start | Run and run
issrestart.
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Managing NewsBrowse User sessions

The NewsBrowse administrator can view the current users with active sessions and
force a session to be dropped, asfollows:

1. From the License Manager page, click Active Sessions. The Active Sessions page
is displayed.

“J License Management - Microsoft Internet Explorer 10l =|

Browse. MediaManager |

Active Sessions Browse. IngestManager
view and manage Browse. Ingest'iew

current sessions Browse ArchiveTransfer

Browse ArchiveRestore

nbadmin  127.0.0.1 Browse. View 4/29/2004  4/25/2004  drop
Users LiteEdit. Editor 4:39:26 4:40:12
specify licensed Browse. Logger P P

users and associate Browse MediaManager

ther to roles Browse. IngestManager
and groups Browse. Ingestview

Browse ArchiveTransfer

Browse ArchiveRestore
Manage Groups  nhadmin  10.16.37.51 Browse IngestManager 4/29/2004  4/30/2004  drop
Establish groups Browse. Ingestyiew 21943 9:17:29
for asset visibility Erowse. View (=¥ Ahd

LiteEdit. Editor

Browse. Logger

| Licenses Browse. MediaManager
VIBw and sl Browse ArchiveTransfer
available licenses Firrawca ArchivaRactnra LI

2. Click the drop link to drop a user’s current active session.

Adding custom fields

The purpose of custom fields is to enhance site-specific management of assets. The
NewsBrowse administrator defines a custom field to create an asset metadata-type
that uniquely fitsthe site’'s workflow. The user of the NewsBrowse application can
then assign metadata to an asset by entering text or making a selection in the custom
field.

Adding custom fields is optional .
To configure custom fields, do the following:

1. From the NewsBrowse Launch page, click Asset Management Administration. This
requires that you log in as NewsBrowse administrator.

e Login: root-nb-srv\nbadmin
g ) *xxxk Contact Grass Valley

o Password: #**x*x Support for password.
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The Asset Management Administration page opens.

Custom Fields

Custom Field Field Name  Type Options Add Field

ustom Fields

add/remove custom fields il dffiz_Wweed) (deiie %I Fiald Mame:
Suitability text Documentary Delete | I

Investigative
Huran Interest

edit options Type:
Refresh Page | Rating number Deleta | * text
" number
" date
Add Field |

2. For each custom field you add, do the following:
a. Enter afield name.
b. Select the type of field asfollows:

- Text— A free-entry text field or adrop down list of selections that you
define, as explained in the next step in this procedure.

- Number — A field in which only numbers can be entered.

- Date— A field that, when clicked, opens a calendar from which a date can
be selected.

c. Click Add Field.
3. If you are adding atext field, you have the following options:

« To alow text to be freely entered in the field, no further configurations are
necessary. Skip to the next step in this procedure.

« Toprovideapre-defined list of selectionsfor thefield, click Edit Options for the
field. The Update Field Options page opens.

Update Field Options
Update Options for field: Suitability

Field Option Add an Option

Documentary  delete
Investigative delete
Human Interest delete I

Option “alue:

Add

Dane |

For each selection that isto be on thelist, enter its text and click Add. You can
also click Delete to remove a selection from the list. When the list is complete,
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click Done.

4, Click Add Field and Delete as necessary to complete your custom fields. To view
your latest changes, click Refresh Page.

5. Openthe NewsBrowse application, select an asset, and click Custom. Y our custom
fields are available to assign metadata to the asset.

Testing NewsBrowse client operations

To perform aquick check that the web and database services are accessible to aclient
PC, do the following:

1. Logintoaclient machine.

2. Open Internet Explorer 6 and browse to the following URL.:
http://iron-nb-svr/nbui.

In this example, iron-nb-svr isthe host name or |P address of the NewsBrowse
server.

3. Click Launch NewsBrowse Application. Y ou are now logged into the NewsBrowse
application website and should have assets available for browsing.
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Recovery Planning

Egtablish arecovery plan for the customer in the event a NewsBrowse machine fails,
so that NewsBrowse services can be re-configured rapidly to minimize impact.

Encoder failure considerations

Encoders provide redundancy through numbers. A plan should identify the critical
encodersin the system and alternate encodersthat can be reconfigured to substitutein
the case of failure. There are no automated fail-over capabilities with NewsBrowse
components. It isimportant to identify which machine(s) host Managed Device
Interface services (for either Proxy MDI or Profile MDI). These services can be
pre-installed on secondary devices, although the server should not be configured to
monitor them unless afailure of the primary service occurs. Managed Device
Interface services can exist on any encoder and the server need only to be
reconfigured to point to the new machine in case of failure.

Encoding jobs can be assighed to any available Advanced Encoder. N+1 redundancy
is achieved by adding an extra Advanced Encoder.

Server failure considerations

The SQL database should be backed up on aregular basisand stored in asafelocation.
In the case of server failure the database can then be restored to minimize dataloss. If
an off-line backup server is purchased it should be pre-configured to operate in the
system soin case of primary server failure, minimal timewill be spent bringing up the
backup system. The backed up database could be restored to this backup server on a
regular basis.

Newer NewsBrowse systems have redundant power supplies and mirrored disks to
further protect the integrity of the system.

Database maintenance and administration

NewsBrowse utilizesthe SQL full recovery model and amaintenanceplanisessential
to keeping the database in working order. Not only does the database need to be
backed up but the accompanying transaction log needs to be backed up as well.
Failureto back up thetransaction |og can cause the database to becomeinoperable due
to the transaction log file growing too large.

Thetransaction log is responsible for keeping track of all the editsto data until it
reaches what is known as a checkpoint. Once the checkpoint is reached, the data
should be permanently committed to the database. Problems arise when this
checkpoint is reached, data is not committed to the database, and the transaction log
continuesto grow. If the transaction log reaches the capacity of growth it can render
the database inoperable. In the event that the database has been rendered inoperable,
amanual truncation of the transaction log will need to be performed, as explained in
“Repairing a database that is unusable due to transaction log size” on page 124.

Adopt the following practices to keep the database healthy:
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» Daily monitor the growth of the transaction log daily, as explained in “How to
determine the size of the transaction log” on page 124.

» When necessary, manually back up the database and the transaction log, then
shrink the transaction log file to release disk resources to the operating system, as
explained in “Manually controlling transaction log growth” on page 125.

» Set up adatabase maintenance plan. This automatically backs up the transaction
log and the database. Refer to “ Setting up a database maintenance plan” on
page 125.

Repairing a database that is unusable due to transaction log size

If the database is rendered inoperable due to the transaction log becoming too large,
itishighly likely that the transaction log has never been backed up, a database
maintenance plan has not been enabled on the system, or the SQL Server agent is not
running to implement your maintenance plan. The following steps should resolve the
problem:

1. Open SQL Query Analyzer

2. Make surethe databasein question is selected in the top tool bar. (For thisexample
the MediaFrame database will be used.)

3. First try to backup the transaction log without truncating it by running the
following command:

BACKUP LOG MediaFrame TO Disk = 'filePath\fileName.trn'

Where filePath and fileName is user specified, (e.g. D:\Emergency
Backups\MediaFrame_tran_12052003.trn) if the file does not aready exist, you
will need to createit. If thetransaction logisfull itislikely that this command will
fail but it isimportant to try it to maintain database integrity.

4. Regardless if the previous command passes or fails, execute the following
command to clear the transaction log:

BACKUP LOG MediaFrame WITH TRUNCATE_ONLY

5. To free unused resources to the operating system execute the following command:
DBCC SHRINKFILE(MediaFrame log, 2)

How to determine the size of the transaction log

When SQL isinstalled the space that it is alotted on the operating system is divided
into two parts: 50% isgiven to store transaction logs and 50% isreserved for data. To
identify the amount of space the transaction logsis taking up, open SQL Query
Analyzer and execute the following command.

DBCC sqlperf(logspace)

This command will return the amount of space each database’ s transaction log is
taking up and the percentage of space the transaction log is using. The column that
lists the percent of space the transaction log is taking up is misleading. NewsBrowse
databases set the transaction log growth limit to 500MB. If one of the databases
transaction logs s larger than 350M B, then follow the steps in the next procedure
“Manually controlling transaction log growth”.
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Manually controlling transaction log growth

Use this procedure when the transaction log is approaching its size limit. First back
up the database and the transaction log to keep arecord of its current state. Then flush
and shrink the transaction log file to reduce its size. To do this open SQL Enterprise
Manager and manually backup the database and transaction log of the database in
guestion. The stepsto do this are as follows:

1. From the Enterprise Manager right mouse click the database in question; select All
Tasks\ Backup Database...

2. Make sure that the Database Complete radio button is selected.

3. Inthe Destination section under Backup to:, check the file path and make sure the
filehasa.bak extension. If it does not have a.bak extension or the pathisnot where
you would like the backup fileto reside, click the Remove button to removethefile
and the associated path. Click the Add... button and browse to the directory to
which you would like to store the file. Make sure you give it afile name with the
.bak file extension. (For example: D:\DB\MediaFrame.bak) Click the ok button
and verify that the path entered islisted in the Backup to: list.

4. In the overwrite section make sure that overwrite existing media radio button is
selected.

5. Click the ok button to backup the database.

6. To backup the transaction log the steps are very similar. Open the Enterprise

Manager right mouse click the database in question, select All Tasks\ Backup
Database...

7. Make sure that the Transaction log radio button is selected.

8. In the Destination section under Backup to:, check the file path and make sure the
file hasa.trn extension. If it does not have a..trn extension or the path is not where
you would likethe backup file to reside, click the Remove button to removethefile
and the associated path. Click the Add... button and browse to the directory to
which you would like to store the file. Make sure you give it afile name with the
trnfileextension. (For example: D:\DB\MediaFrame.trn) Click the ok button and
verify that the path entered islisted in the Backup to: list.

9. In the Overwrite section make sure that overwrite existing media radio button is
selected.

10.Click the ok button to backup the Transaction log.
11.0pen SQL Query Anayzer.
12.Make sure the database in question is selected in the top tool bar.

13.Execute the following code:
BACKUP LOG MediaFrane WITH TRUNCATE_ONLY
DBCC SHRINKFILE(MediaFrame_log, 2)

Setting up a database maintenance plan

The best way to control the growth of transaction logsisto simply back them up, once
aday at the very least. SQL 2000 makesit very easy to set up a database maintenance
schedule. Before you begin implementing adatabase mai ntenance plan using the SQL
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2000 Database Maintenance Planner wizard make sure that the
SQLSERVERAGENT serviceis started and its properties are set to auto start for a
local system account. If the SQLSERVERAGENT is not running, the database
maintenance plan will not run. The following steps describe how to launch and
configure the SQL 2000 Database Maintenance Planner:

1. Open SQL 2000 Enterprise Manager.

2. Expand Microsoft SQL Servers, expand the SQL Server Group and select the SQL
server.

3. OntheTools menu, click Database Maintenance Planner...
4, After thewizard launches click the Next> button.

5. Select These databases radio button and select the MediaFrame and NBIngest
databases.

6. Click theNext> button to navigate to the Update Data Optimization Information page.

7. Select the Update statistics used by query optimizer. Sample check box and set it to
10% of the database.

8. Check the schedule to verify that the time scheduled will not conflict with peak
usage of the system. If ascheduletime changeis needed, click theChange... button
to modify the time. This option can be run daily but once a week is good.

9. Click the Next> button to navigate to the Database Integrity Check page.
10.Select the Check database integrity check box.

11.Select the Include indexes radio button.

12.Select the Attempt to repair any minor problems check box.

13.Select the Perform these checks before doing backups check box.

14.Check the schedul e to verify that the time scheduled will not conflict with peak
usage of the system. If ascheduletime changeis needed, click the Change... button
to modify the time. This option can be run daily but once aweek is good.

15.Click the Next> button to navigate to the Specify the Database Backup plan page.
16.Select Back up the database as part of the maintenance plan check box.

17.Select Verify the integrity of the backup when complete check box.

18.Select the Disk radio button

19.Change the schedule from once aweek to daily by clicking the Change... button.
20.Select the Daily radio button and set the interval to Every 1 day(s).

21.Select the Occurs once at radio button. If the default time of 2:00:00 AM is not
good, change it to amore suitable time.

22.Make sure that the Start Date is today's date and that the No end date radio buttons
are selected.

23.Click the ok button and verify the schedule.
24.Click the Next> button to navigate to the Specify Backup Disk Directory page.
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25.Select the Use the default backup directory radio button, except if the site hasa
specific folder for database backup files. If that is the case, then select the Use this
directory radio button and enter in the specified path. (Note: SQL can only seelocal
drives and cannot see shared directories or disksthat are not native to the machine.)

26.Select the Create a subdirectory for each database check box.
27.Select the Remove files older than check box and set the value to 1 week(s).
28.The backup extension should be set to BAK.

29.Click the Next> button to navigate to the Specify Transaction Log Back up Plan
page.

30.Select Back up the transaction log as part of the maintenance plan check box.
31.Select Verify the integrity of the backup when complete check box.

32.Select the Disk radio button.

33.Click the Change... button to set the transaction log schedule.

34.Select the Daily radio button and set the interval to Every 1 day(s).

35.Select the Occurs every radio button and set the interval to every 6 hours.

36.Make sure that the Start Date is today's date and that the No end date radio button
is selected.

37.Click the ok button and verify the schedule.

38.Click the Next> button to navigate to the Specify Transaction Log Backup Disk
Directory page.

39.Select the Use the default backup directory radio button, except if the site hasa
specific folder for database backup files. If that isthe case, then select the Use this
directory radio button and enter in the specified path. (Note: SQL can only seelocal
drives and cannot see shared directories or disksthat are not native to the machine.)

40.Select the Create a subdirectory for each database check box.

41.Select the Remove files older than check box and set the value to 1 week(s).
42.The backup extension should be set to TRN.

43.Click the Next> button to navigate to the Reports to Generate page.
44.Click the Next> button to navigate to the Maintenance Plan History page.

45.Click theNext> button to navigate to the Completing the Database Maintenance Plan
Wizard page.

46.Enter NewsBrowse for the name of the schedule.

47.Click the Finish button. (Note: If an error occurs, it ismost likely that your
SQLSERVERAGENT was not started. Start the service and start over.)

If the SQLSERVERAGENT isever stopped, soisyour maintenance plan. Make sure
that the service is set to auto start in case of areboot.
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Database Restoration

When NewsBrowse isinstalled, a maintenance plan should be implemented to
schedule backups of the MediaFrame and NBIngest databases and transaction logs.
The rule of thumb in restoring the database is to restore the last successful database
backup and transaction log backups preceding system failure. Below isagiven
scenario of a system failure and the steps necessary to recover.

» 2:00:00 AM database back up performed by the maintenance plan
» 8:00:00 AM transaction log is backed up by the maintenance plan
e 2:00:00 PM transaction log is backed up by the maintenance plan
e 2:30:00 PM system failure occurs

The basic stepsto recover are as follows:

1. Restore the database backup done at 2:00:00 AM

2. Restore the transaction backup done at 8:00:00 AM

3. Restore the transaction backup done at 2:00:00 PM

With a database maintenance schedule in place, SQL aready recognizes the most
recent database backup aswell asthe sequence of transaction log backups. Torestore
the NewsBrowse databases to the most current state before failure occurred, open
SQL Enterprise Manager, expand the SQL Servers, expand the SQL Server Group,
expand the server node, expand the databases directory and do the following:

1. Right mouse click the MediaFrame database
2. Select All Tasks.

3. Select Restore Database...

4

. Select the Database radio button.

SQL automatically selects most recent database backup file and sequence of
transaction logs.

5. Verify the date and time stamp.
6. Click the ok button.

SQL will first restore the database, then restore the first transaction log backup, then
restore the proceeding transaction logs up until the point of failure. After restore has
completed the database will be restored to the point in time of the last backed up
transaction log. Repeat the above steps for the NBIngest database.
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Troubleshooting the NewsBrowse sys-

tem

Troubleshooting tools

Thefollowing troubleshooting utilities can be found on NewsBrowse machinesin the
Windows menu Start | Programs | Thomson | NewsBrowse | Diagnostic Tools.
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LogViewer — This utility isavailable on all NewsBrowse machines and provides
alog of information and errors for services running on that particular device.

Timecode Check — Thisisa utility provided on encoders that will display the
timecode being fed into the Adriennetimecode board. Thisisvaluablefor checking
that house time is being read when setting up a single-channel encoder. No
NewsBrowse services should be running when using this utility.

Asset System Client — Thisutility onthe M DI server providesaview of the events
generated by Managed Device Interface services configured in the system. Refer
to “Test: MDI stage” on page 58.

Remoting Host Controller — This utility on the MDI server manages Profile
Managed Device processes. Refer to “Test: MDI stage” on page 58.

Ingest Client — This encoder utility exercises a single-channel encoder to test the
ability to encode mpeg and initiate record on the high-res video server. Refer to
“Test: Encoder stand-alone stage” on page 65.

Transfer Client — This encoder utility is used to test scavenge and transcode
operations. Refer to “ Test: Advanced encoder stand-alone stage - high-res source”
on page 83.

Router Gateway Client — This utility allows you to test the connection between
the Router Gateway and the router control system. Refer to “ Test: Router Gateway
stand-alone stage”’ on page 74.

Configuration Tool — Thistool can check network connectivity (ping) from the
NewsBrowse server to al the machinesin the NewsBrowse system. Open the
configuration tool on the NewsBrowse server at Start | Thomson | NewsBrowse |
Utilities.
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Chapter 5 Troubleshooting the NewsBrowse system

Troubleshooting tips

Use the following table to identify and resolve NewsBrowse system problems.

Symptom

Solution

Problem accessing the NewsBrowse application
with Internet Explorer - cannot find server or
DNSerror.

Check the server name or IP address used in the
browse address.

Check that the server is running.

Check that the server is connected to the client
network.

Check that connections are secure.

Check that I1Sis running on the server.

Web application is accessible using | P address
but not server name

Host tables or DNS entries must be set to map
nameto |P address. This should be coordinated
with facility IT personnel.

Problem Accessing the NewsBrowse application
- permission denied

Check that the account used to log into the client
workstation also exists on the server. Thisis done
through the windows administrative tools.

The NewsBrowse client browse comes up with
results but thumbnails are missing (broken link
indicatorswherethumbnailsshould be). Videois
also inaccessible.

Check Ethernet connections from NAS to the
client network.

Check that the client account exists on the NAS.
Thisisthe account used to log into the client
browse machine.

The NewsBrowse client play back video but
scrubbing is poor.

There istoo much traffic on the network. Try to
isolate NewsBrowse from other network activity.

Use a switch rather than ahub for connectivity.

Recording does not start as scheduled for ingest.

Check that encoder, server and client workstation
PC clocks are synchronized to house timecode
feed (reference NetTime setup instructions).

Check that al Thomson services are running on
server and encoders (use windows services panel
from adminigtrative tools).

Storyboard displays permissions denied
error.Timecode does not display with video in
clip player.

Check that the server has permissionsto accessthe
NAS.

Make an initial connection from the server to the
NAS by mapping adrive. This establishes the
connection for subsequent use - the mapped drive
is not used directly.

Video does not |oad/play in the clip player.

Check that MPEG-1 exists by navigating to the
“related” tab in the details display area. If an
MPEG link appears, click onit. If video playsthen
install the “live feed filter” on the client. This can
be found from the Client setup link on the
NewsBrowse launch page. If video does not
display, check that the client has permissions on
the NAS.
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Troubleshooting tips

Symptom Solution

General Browser Issues (esp. after reinstall). Be sure to clear the browser cache by selecting
Tools > Internet Options from the menu. Then
from the Genera tab select the Delete Files button.
Check the Delete all offline content checkbox and
click OK.

Also be sure to update components from the client
setup page provided with the NewsBrowse
application. The client setup page can be accessed
from the NewsBrowse launch page.
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Appendix A

Component Interaction Diagrams

This appendix provides diagrams and explanations of how the NewsBrowse system
software components interact.
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1. Add Event. The user enters event
information via the web application user
interface. The Ul passes the event
information to the Ingest Scheduler process
which stores the event data and creates a
metadata entry using the Metadata Services.
Synchronized PC clocks are critical for
scheduling and processing events.

(@® Synchronized PC clocks (via NetTime)
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Ingest 2

Appendix A Component Interaction Diagrams

1. Notification of new Server
mpeg. In the previous
diagram, Ingest 1, proxy \

mpeg is created. Ingest
Control then notifies the
Proxy MDI of the
presence of the new
mpeg. The Proxy MDI
then notifies the Rules
WiIzard, which checks
to see if the asset
already has thumbnail,
storyboard, and
RealVideo formats
associated with it. If not,
a job is created and
stored in the database.

Resolver

Rules Wizard
Database

1.2: notify PrOX*y
asset created MDI

/.,

Z

*MDls can alternatively reside on encoders,
ISS platforms, or a dedicated MDI server.

yd
'J"/7O
t -
§/§,as |1 Channel Encoder

Se )
Cfea[@
q

Ingest
Control

2. Rules Wizard Initiates Transfer.

When an appropriate Advanced

encoder becomes available, jobs are

pulled from the database and a
transfer is initiated. The transfer
service reads the mpeg from the
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stored location and transcodes it into
thumbnail, storyboard, and RealVideo
formats (depending on the configured
rules), which are then written back to
the same location as the original mpeg
file.

%,
)
(s}
@
3 \
AN
Advanced
Encoder
2.2: thumbnail
2.3: storyboard Xfer
2.4 ReaIV|dIeo Service
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Scavenge

Scavenge

. 3.3: update list ] *
1. High-Res Asset Server of L;Zs:ts s Profile MDI )
Created.lThe Profile —1.1: monitor Profile == < P!‘Oflle
MDI monitors the 3.1: get alist—> Video
) . . x [=] Server
Profile Video Ser\(er file Resolver\\ of assets éﬂ@ N
system to determine 7. NS . . .
when a new asset is . 5 MDIs can alternatively reside on encoders,
Proxy ISS platforms, or a dedicated MDI server.
created. When asset MDI*

creation is detected the
Profile MDI notifies the
Rules Wizard which
checks to see if the
asset already has mpeg
associated with it. If not,
a job is created and
stored in the database.

Rules Wizard
Database

2.6.2:asset

3.2: get alist
of assets

3. Startup. At server startup, the Rules
Wizard gets from the MDlIs a list of the
assets on the Profile system and on the
Proxy system, to account for any assets
created when the server was not
running. The Resolver is updated and if
related assets do not exist as defined by
the Rules Wizard, jobs are created and
stored in the database.

2. Rules Wizard Initiates
Transfer. When an appropriate
Advanced encoder becomes
available, jobs are pulled from
the database and a transfer is
initiated. The transfer service
streams (via FTP) the asset from
the Profile and creates proxy
assets of all types (depending on
the configured rules) to a
configured storage location. Then
it associates the high-res
material with the proxy assets.
Once the proxy assets have
been created the transfer service
notifies the Proxy MDI.
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Archive

1: select an asset
3: select an archive

—b5: select tape group 37—

Server

Resolver

Archive

December 16, 2004

— *Archive MDI can
NewsBrowse L reside on a separate
Client application machine, such as the
(1) MDI server.

7: archive asset —3»

Archive
MDI* Archive

Device

1. User selects an asset, navigates to the management tab, selects the archive option.

2. The system queries the ASK for available archive devices. (Also filters out for assets that already exist in archive
by querying the Resolver)

3.The user chooses an available archive.

4. The system queries the archive MDI to obtain a list of available tape groups.

5. The user selects the target tape group and initiates the archive process.

6. 1IS accepts the archive request and submits a transfer job to the archive MDI.

7. The archive MDI performs the archive operation by transferring an online asset to the archive device.

8. The archive MDI updates the Resolver to link the newly archived asset to the existing metadata record in the
system. The MDI optionally removes the online material from the system if the option to do so was selected initially
9. During the archiving process the system displays the archive status which is retrieved from the archive MDI which
was used to perform the transfer.
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The Rules Wizard periodically
queries the Metadata Service
for a list of metadata records
that are set to expire. The
Metadata Service only returns
assets that are set to expire and
are not flagged as being on

hold.
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*MDls can alternatively reside on encoders,
ISS platforms, or a dedicated MDI server.

For each asset component the Rules
Wizard communicates the appropriate
MDI to initiate a delete. The MDI
communicates to the appropriate device
(Profile Video Server or Storage file
system) to complete the delete.

Purge removes all associated components
of an asset. The metadata record is the
last component deleted, so that if for any
reason an asset fails to delete, its record
is still intact and the asset is visible to the
NewsBrowse application.
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Appendix B

Legacy systems

This appendix documents system architectures, hardware platforms, and software
components that are no longer recommended for new NewsBrowse systems, but that
are retained in existing NewsBrowse systems.

Three tier system diagram

@ @ ﬁ::(liii(;/Video & Windows streaming

() @) Timecode (house time for live
Video encoder) & PC clock sync'd to house

Server time
MPEGH proxy video (with timecode

Router
[ ]Controller
| information)

—@ ) Production Network ) ) ) Thumbnail, storyboard and/or Real

video

Web application html pages
Image

[====—"1 SUPPOH
@ Server

b

TC

Server | [EEE=E=== RoUler

n Sequential
“ Gateway :

% (O NewsBrowse Private Network

NewsBrowse

Live Monitor Encoder (=

—@ Client Network

|

—

Systemsthat are upgrading from NewsBrowseversion 1.5 to version 2.0 or higher can
usethethreetier network architecture. NewsBrowseversion 1.5 required thethreetier
network, while NewsBrowse version 2.0 and higher supports either atwo tier or a
three tier network.

The systemillustrated here includes all hardware platform types. Smaller systems
might not include all types of hardware platforms. Consult the system design for your
specific system to determine the hardware platforms you must install.
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Two tier system diagram version 2.0
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Thisdiagram illustrates the recommended architecture for NewsBrowse version 2.0.
It includes devices that are no longer supported in version 2.7 and higher.
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Sequential encoder instructions

Sequential encoder instructions

The sequential encoder creates MPEG-1 proxy versions of high-resolution video
assets that already exist on avideo server.

Single-channel encoders and sequential encoders both share the same hardware and
are wired up identically except for timecode and video/audio sources.

If aNewsBrowse system uses single-channel encoders for the creation of MPEG, the
sequential encoder can be an optional component.

RS-422 Out
for VDCP Control
RCA Timecode In from Profile Channel
(optional)
0
186 @ = e
o
e OO MM o ©
o : (- 00 OO . |
|
Power Video In VGA cable [ LAN port 2
from Router to KVM
Audio In Keyboard/mouse  LAN port1
from Router port to pigtail
to KVM

Cable asillustrated and as follows:

December 16, 2004

Connect a cable from the Video In port on the Encoder to the analog video feed
source.

Connect acable from the Audio In port on the Encoder to the analog audio feed
source.

Connect a Timecode cable from the Timecode In port (RCA port) to the Profile
Media Server Timecode Out port; the Profile port must be configured as a
Timecode generator and should be free running time of day, closely reflecting the
actual time of day.

Connect two Ethernet cables from LAN1 and LAN2 ports on the Encoder to a
network router or switch.

Optionally connect a RS-422 control cable from the COM2 port on the encoder to
the RS-422 port on the Profile Media Server (only if API isnot used). Refer to
“RS-422 Cable Pinouts’ on page 20.
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Image Support Server (ISS) instructions

The NewsBrowse Image Support Server is host for the background metadata
extraction services used within NewsBrowse. From the Image Support Server,
NewsBrowse processes MPEG-1 proxy content and extracts thumbnail imagesto be
used for proxy identification, extracts dynamic scene detection imagesfor storyboard
creation, and renders RealVideo for low bitrate proxy content.

Platform Specifications:

» Pentium 3 1Ghz or better (1 or 2 CPU)
e 256 MB RAM

* CD-ROM Drive

e Minimum 20GB Program Drive

»  Windows 2000 Workstation (SP3)

e .NET Framework 1.1

 Internet Explorer 6 (SP1)

* Real Producer 8.5

» Mediaware hardware dongle

Mediaware dongle

O 0 = O
16 @s | P
&R ® ®
o : | |® E| |
| |
Power VGA cable LAN port 1
to KVM LAN port 2

Keyboard/mouse not used
port to pigtail
to KVM

Cable asillustrated and as follows:

» Attach the Mediaware dongle to the parallel printer port on the back of the Image
Support Server to enable generation of thumb-nails and storyboard extraction.

» Connect an Ethernet cable from the LAN1 port on the ISS to a network router or
switch.
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Prepare NAS - Linux Fastora

Prepare NAS - Linux Fastora

On Linux FastoraNAS devices, check the following configurations and modify
settings as necessary.

1. Using Internet Explorer, browse to the NAS machine. For example:
http://root-nb-nas-n
2. Login as administrator. The password is triton.
3. Navigate in |eft pane to Server Configuration | Basic Configuration.
4. Under the genera tab set the following:
* Server Name
» Domain name (for client network)
» DNS server (from customer IT dept.).
5. Under LAN Port 1 tab, do the following:
e Select manual configuration
» Set the|P address
* Subnet mask is 255.255.255.0
. Leave LAN Port 2 unchanged (disconnected)
. Under LAN Port 3 tab, select Get network configuration through DHCP

. At Server Configuration | Date Setup, Set the date and time.

© 00 N O

. Click security Setup | Shared Folder Setup. Select the wWindows/Apple/Novell
privileges tab. User privileges for the media folder should be as follows:

* everyone- RO

* nbadmin - RW
10.Click Network Setup | Windows Network. Check Enable Windows Networking.
11.Enter the following:

» customer Domain

 account and password (customer I T dept. will need to provide this)

e enter the WINS server
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