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Introduction

The purpose of this guide is to provide a brief introduction to GV Convergent Client and its
features.

When you log in to GV Convergent Client you open the Stage.

The GV Convergent Client Stage presents a series of tiles, which are arranged in the order
you would perform the tasks if you were to configure a GV Convergent system from start to
finish. Each task builds on the last. It all begins by defining one or more areas. Once you
have area, you can add logical levels. Then, you can create a topology.

These tasks are described in the chapters that follow.

GV Convergent Documentation

Other GV Convergent Client guides include:
+ GV Convergent Release Notes
« GV Convergent, A Quick Tour of the Admin Tasks
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Getting Started With GV Convergent Client

This chapter describes the following tasks:
« Launching GV Convergent Client, on page 9
« Logging In To GV Convergent Client, on page 9
+ Navigating Back to Stage, on page 10
« Switching User Profiles, on page 11
- Viewing Notifications, on page 12

Launching GV Convergent Client

Once GV Convergent Client is installed on your computer, the shortcut icon appears on
your desktop.

For details on installing GV Convergent Client for the first time, refer to A Quick Tour of GV
Convergent Admin tasks.

Logging In To GV Convergent Client

Tip: Before logging in to GV Convergent Client ensure that you have a valid user name and
password, as well as the Management IP address of GV Convergent Admin.

To log in to GV Convergent Client
1 Click the GV Convergent Client icon on your PC.
The GV Convergent Client login screen appears.

GV CONVERGENT

IP/SDI ROUTER CONTROL SYSTEM

User name: admin

10.37.77.106

ber me:

Log in
Version: 1.4-dev Build Number: 1036
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Navigating Back to Stage

2 Enter your user name and password in the User name and password text boxes.
3 Enter the Management IP address of the GV Convergent Admin in the Server text box.
4 Click Login.

Navigating Back to Stage

The Stage is the main entry point to configure GV Convergent. At any time, you can return
to the Stage view.
To navigate back to Stage
1 Open GV Convergent Client to any task.
2 Do one of the following:
« Click the Stage tab at the bottom or the UL.
+ Click the plus button at the bottom of the UL.

Tip: The second option is useful, if you have a lot of tasks open.

@' & Area  »f Device Graph #% & admin A

Library 3 >gy: Device Graph 2 Property Editor =

q( Select S Link - Device Properties

blue

Control Ports[1] 2 &) Dummy Network Switch
ghzlingeuve ™
Switch

Ports [60] 2 1 2

Character o

Generator
Ports [60] B 1 2
Converter
Controller Starting Output
=) DA Expose Streams
Manufacturer
DDR Serial Number
= ' Dummy Network Switch
Decoder
G Name Dummy Network Switch
Demultiple: & Description Dummy Network Switch

Connection State 1
JEvezizr Connection State 2
ame © connections From Multiple Servers.
Synchroniz
v

& NAT Box

© Switch Datapath ID 00:00:00:00:00:00:00:00

-E Topolog...gurator

The home or Stage view appears.
@ & Area = Device Graph @ % Qadmn A

%4 Configuration ¥&, Monitoring ¥ Control ®3 Administration
Area Configurator *&s Path Manager F  Alias Editor & User Management

Logical Level Editor A\ system status Router Control

Topology Configurator

Logical Device Table

‘Category Configurator

Panel Configurator

= GPIO Configurator
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Switching User Profiles

From the Stage or any open task, you can change to another user profile.

Note: Before switching to another user profile, ensure that you have the required
user name, password, and Management IP address.

To switch to another user profile
1 Click on the user profile name at the top right of GV Convergent Client.
@' & Area = Device Graph © & 3 admin A

ice Library @ >gy: Device Graph @ Property Editor [}
virtual ~ ¢ Edit ’_‘1 Select $ Link - Device Properties

A blue
M) Camera
Control Ports(1] T3 Q) Dummy Network Switch
?h@ngenvﬁ =
Switch
Ports [60] a| 1 2 3 4

out

Character
Generator
Ports [60] 2 1 2 3 4

Converter
Controller Starting Output 1

DA Expose Streams

Manufacturer

DDR Serial Number

' Dummy Network Switch
Decoder
S Name Dummy Network Switch
Demultiple: © Description Dummy Network Switch
Connection State 1
JEvseiz Connection State 2
Frame © Connections From Multiple Servers
Synchroniz G NaT Box

G switch Datapath ID 00:00:00:00:00:00:00:00

=3 Topolog...gurator [+]

GV CONVERGENT

IP/SDI ROUTER CONTROL SYSTEM

Log out

2 Click Log out to continue.
The Log in screen appears.
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GV CONVERGENT

IP/SDI ROUTER CONTROL SYSTEM

10.37.72.100 -

ember me:

Log in

: 1.4-dev Build Number: 1036

3 Enter your login credentials in the User name and Password text boxes.

4 Enter the Management IP address of the GV Convergent server you are connecting to
in the Server field.

5 Click Log in.
GV Convergent Client opens to the view applicable to the user.
@ & Area =2 Device Graph © % & admin A

¥ Configuration @ Monitoring ¥ Control ®3 Administration
Area Configurator ‘é- Path Manager &= Alias Editor A} User Management

Logical Level Editor ‘\/‘ System Status EH router control

Topology Configurator

Logical Device Table

‘Category Configurator

Panel Configurator

% GPIO Configurator

Note: Access permissions vary according to the permissions granted to the
user’s role. For further information, seeAdministration Tasks, on page 219.

Viewing Notifications
A notification is an indicator that an event has occurred.

To view your notifications
1 Login to GV Convergent Client.
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@' & Area  »ff Device Graph © # & admin A

¢ Configuration ¥& Monitoring ¥ Control o3 Administration
Area Configurator *G- Path Manager &% Alias Editor &) User Management
Logical Level Editor A System Status B8 Router Control
Topology Configurator
Logical Device Table
Category Configurator
Panel Configurator

= GPIO Configurator

2 Click on the up arrow in the top right corner of the UL.

The Notification window appears.
@' & Area = Device Graph #  Qadmn 4

2 Configuration ¥@, Monitoring R Control v System

&  Area Configurator Path Manager &  Alias Editor
& A New Task is Available

Logical Level Editor “\ System status Bl router control
A\ User Management
Topology Configurator
A New Task is Available
Logical Device Table
=7 Topology Configurator
Category Configurator

Panel Configurator A New Task is Available

A System Status

= GPIO Configurator
A New Task is Available
@&  Logical Device Table
A New Task is Available
B8  Router control
A New Task is Available

8- Path Manager

3 Expand the System list. The list of new events appears.
4 Click on a listed event on the right to view it in the UL
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Configuration Tasks

The Configuration tasks in GV Convergent Client are used for creating and maintaining
areas, topologies, categories, and panels.

@' & Area = Device Graph @ #+ & admin A

¥, Configuration 8 Monitoring ¥ Control |3 Administration
Area Configurator *G=  Path Manager &=  Alias Editor AR User Management
Logical Level Editor "\[‘ System Status B router control
Topology Configurator
Logical Device Table
Category Configurator
Panel Configurator

== GPIO Configurator

The Configuration Tasks are described under the following headings:
« Area Configurator Tasks, on page 16
« Logical Level Editor Tasks, on page 29
« Topology Configurator Tasks, on page 38
+ Logical Device Table Tasks, on page 64
- Category Configurator Tasks, on page 90
« Panel Configurator Tasks, on page 96
« GPIO Configurator Tasks, on page 112

Required Permissions

Only users who are assigned to the Administrators role have View, Edit, and Delete
permissions in the Area task. All other configuration tasks are accessible to users with either
Administrator or Engineer rights only. For more information, see Viewing Permissions by
Role, on page 226.
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Area Configurator Tasks

The Area Configurator task is used for configuring the Areas and controllers in
GV Convergent.

An Area is container that is used for grouping together a subset of resources within a
system. Typically, these resources are closely related, by physical location, functionality,
ownership, and/or logical organization. An area is managed by a single controller group,
which is made up of:

« asingle controller

- or optionally, two redundant controllers to provide 1:1 fail-over protection
This section describes the following:

+ Accessing Areas in the GV Convergent Client, on page 16

« Adding an Area, on page 17

« Configuring a Controller Group, on page 18

« Selecting an Area, on page 22

« Deleting an Area, on page 23

Accessing Areas in the GV Convergent Client

All configuration in GV Convergent Client begins by creating one or more areas. Once you
have the areas defined, you can add the logical levels, the topologies, and so on.
To configure the area in GV Convergent Client

1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select Configuration > Area Configurator.

%y Configuration

Area Configurator

Logical Level Editor

Topology Configurator

Logical Device Table

Category Configurator

Panel Configurator

GPIO Configurator
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The Area Graph appears.

¥ GV Co dmin@10.37.72.28 = | B ||
PG udio A =2 Kevin tests §) # Qadmn A

Device Library £ Aea: Area Graph = Property Editor =3

r _/ Edit D select S Link © Refr... Properties
Studio A
Name
Short Name
Description

External Id

B -@

Studio A

& Area Configurator (+]

By default, there is one area, called Area. Use the Property Editor on the right to
rename it and make it easy to identify within your system.

3 Select the Area to access the Property Editor.
You are automatically in Edit mode. Edit is highlighted in the bar at the top.

4 Enter the required information in the Name, Short Name, Description, and External
ID fields to identify the area.

5 Repeat the procedure for each area in your system.

Adding an Area

You can create multiple areas for your system. This can facilitate configuration and control
tasks. Smaller subsets are easier to bring into focus and manage.

To add an area
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select Configuration > Area Configurator. See Accessing Areas in the GV Convergent
Client, on page 16.
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This opens the Area Graph.
@ & Studio A % Device Graph 3 admin A

Virtual Devices & Area: Area Graph = Property Editor =3
O wea _/ Edit D select & Link o . Properties
Studio A
=) Incoming Feeds — swdion
) Master control Short Name a

Description Preproduction studio

&) Remote Site External d 2

&) studio

&%) Transmission

)
@ =0
°
System Controller Studio A
o)

& Area Configurator & User Management A% User Management = Topolog...qurator ={3 Topolog...gurator A\ User Management &\ User Management d v

3 Select the area tile on the left.
4 Drag it to the Area Graph.
5 Repeat the procedure as many times as required to add all the areas you require.

Note: Currently, GV Convergent supports one Area. Area inter-connectivity and
multiple areas (Incoming Feeds, Master Control, Remote Site, Studio, and
Transmission) are not supported.

Configuring a Controller Group

18

By default, there is one area and one System Controller group on the Area Configurator
Device Graph.

A controller group can have one or more areas. The controller is a physical or virtual server
that runs the GV Convergent software.

A Controller group can be made up of either one or two controllers. You need two
controllers to implement redundancy or failover protection. In the redundant
configuration, one controller is active and the other is on standby. If there is a problem,
such as a network connection loss, the standby controller becomes the active controller,
automatically. In addition, you can force the standby controller to become the active
controller by performing a manual failover operation, at any time.

To configure a controller group

1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select Configuration > Area Configurator. See Accessing Areas in the GV Convergent
Client, on page 16.
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By default, there is one controller and one area on the graph.

/ Edit G select S Link O Refresh roup Properties  Properties

System Controller
Name
# Controllrs
Short Name
Advanced
Description
Enable NMOS Node Proxy

Virtual 1P Address

& Area Configurator & Area Configurator &

3 Select the bubble for the System Controller you are configuring.
4 Select the System Controller Group Properties.
Property Editor

System Controller Group Properties  Properties

System Controller

Name System Controller

# Controllers 1

Short Name System Controller
Advanced

Description System Controller

Virtual IP Address 0.0.0.0

Reference IP 0.0.0.0

Enable NMOS Registry v

NMOS Registry Priority ]

NMOS Discovery Registry http://10.37.72.47:4041

The following properties can be configured for the panel. See also Description of Common
Device Properties, on page 122.

Parameter Description

Name The name or identifier for this system controller group.

# Controllers Enter 2 in the field if you are setting up redundancy. Otherwise, enter
1. You can only have one or two system controllers in a group.

Description An optional description for this system controller group.

Virtual IP Address Set the IP that is configured for the master and allows for transparent

failover for third party control systems. For example, in a cluster
configuration, a soft panel can be configured to point to the virtual IP.
When a failover happens, the control is maintained through the panel
using the virtual IP.

Reference IP Set the IP of a machine that is always on. After a failover the server that
can connect first to this IP will become the master.

19
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Configuring a Controller Group

Parameter Description

Enable NMOS Registry | Starts an NMOS registry on the GV Convergent controller. For more

information about how to configure and use GV Convergent's NMOS
registry, see To use GV Convergent’s built-in NMOS Registry, on

page 158.
NMOS Registry Sets the priority of GV Convergent’s built-in registry that is started
Priority when the Enable NMOS Registry option is enabled.
Domain Ids Only applications / devices that use the same Domain IDs can

communicate with each other on the network. For example, this
parameter is used by SAM devices.

This is a comma separated list of domain IDs on which you want to
discover devices and communicate with them. The default value for
Grass Valley equipment is 101.

Valid range: 0 to 232.

5 Select the Properties tab.

6 Select 1 under System Controller to configure the first controller.

Property Editor

System Controller Group Properties  Properties
System Controller

Controllers [2] =] 1

System Controller 1

@) Name System Controller 1

@) Description System Controller 1

Controller 1

IP Address

The following properties can be configured for the individual system controller that form
the system controller group. See also Description of Common Device Properties, on

page 122.

Parameter Description

Name The name or identifier for this system controller instance.
Description An optional description for this system controller instance.

20
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Parameter Description

Short Name A nickname used wherever the controller is specified. This name

should be limited to 8 characters or less in length. This requirement is
important if you are using NVISION panels as they use the Short Name
to display device names and NVISION hardware can display a
maximum of 8 characters for a device name. Otherwise, a longer
nickname can be used.

IP Address The network IP address for this system controller instance.

This field for System Controller 1 is populated automatically with
this system controller’'s Management IP address. This cannot be
changed.

When system controller redundancy is used (System Controller 2 is
available), set the network IP address for System Controller 2.

7 Select tab 2 under System Controller to configure the second controller.

Property Editor

System Controller Group Properties  Properties

System Controller

Controllers [2] =] 1

System Controller 2

@) Name System Controller 2
@) Description System Controller 2
G short Name Controller

G 1P Address 10.37.72.24

8 Update the identification fields for the second controller: see the table above.

A confirmation message is displayed:

Are you sure?

The configuration of the primary GV Convergent

controller will overwrite the secondary controller's
configuration. Are you sure you want to continue?

Cancel

9 Click OK to continue.

Notes

When redundancy has been configured, System Controller 2 joins the Controller
group automatically as the standby controller. It becomes the active controller in the
event of an automatic or manual failover.

When you click OK, the database from Controller 1 is copied to Controller 2
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You can view the health of both controllers on the System Status task. The System Status
Task page will show the status of the controllers at all times, and the right hand section
shows the health of devices specific to a topology. However, you must create your areas
and topologies first. See System Status Task, on page 202.

Selecting an Area

You must select an area before you can create or maintain a topology within it. Only one
area can be selected at a time.

To switch from one selected area to another
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

The currently selected Area is displayed at the top of the interface.

& Studio B | =2 Device Graph ®

Virtual Devices 3 Area: Area Graph o =

o Area _# Edit DK Select © Link £ Refresh & Delete

Note: You can perform this procedure from Stage or from any open task. You can
always select an area.

2 Click on this area.
A secondary window appears.

Click or tap Select Area to select Studio A.

3 Click on the area that you to select.
In the screen shot above, this is Studio A.
4 Click Select Area at the top of the window.
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Deleting an Area

Note: You cannot delete the currently selected Area. If necessary, make another
Area active first. See Selecting an Area, on page 22.

To delete an area

1 Select another Area other than the one you are going to delete. See Selecting an Area,
on page 22.

2 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

3 Select Configuration > Area Configurator. See Accessing Areas in the GV Convergent
Client, on page 16.

4 Click on the Area you want to delete.
5 Click Delete [5] at the top of the logical level editor.
6 A confirmation message appears. It lists the topologies created in the Area.

Delete Areas

Are you sure you want to delete the selected areas?
The following topologies will be deleted as well:

Studio A -> Device Graph

Cancel

7 Click OK to continue.

Selecting a Graph

In the Area Configurator, you define the various Areas in your system. Within each Area, you
can create multiple Graphs, and each Graph contains a Topology. Each topology shows a
part of how the various physical and logical devices are arranged and interconnected
within the broadcast facility.

To work on a topology, you first need to select the Graph in which the Topology is held. You
can work on only one topology at a time.

To select a Graph

Note: A Graph mustbe created in an area.Then, itis available only in the area where
it was created.

1 Select the required Area. See Selecting an Area, on page 22.
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2 Click the Graph icon ] that holds the currently active topology at the top left of
GV Convergent Client.
@' & Areddl = Device Graph & % & admin A

¥z Configuration ¥& Monitoring = Control w3 Administration
Area Configurator "G Path Manager ¢ Alias Editor A\  User Management
Logical Level Editor A\, system Status outer Control
Topology Configurator
Logical Device Table
Category Configurator
Panel Configurator

= GPIO Configurator

This opens the graphs window. It shows the currently-available graphs for the selected
Area. Each Graph contains a Topology.

3 Double-click the Graph you want to update or select the Graph you want to update and
then click Load.
&P & sudoA -t Device Graph © & $iomack A

X Cancel < Load / Edit W Delete

Device Graph 2018-02-26 Video Preproduction (Video Prod) 2018-02-26

@ ) Device Graph Studio A Video
Preproduction
Being edited by:
admin Being edited by:
jcormack This graph is empty.

Now, any configuration work you carry out will be on this selected Graph.
&P & sudoA -t Video Preproduction © & $iomack A

Virtual Devices T logy: Video Preproduction o Property Editor o
= > 5
) Camera 7o co@e B0

Changeove
-~ g
& switch

fi) Character
Generator

®15) Converter

&) DA

I=8) DDR

M) Decoder
=€) Demultiples

) Encoder

Frame
Synchronize

B Graphics

{3 Topolog...gurator {3 Topolog...gurator [+]

If the topology is new, the Graph is blank. The next step is to begin adding devices. See
Adding Devices to a Topology, on page 43.
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Creating a new Graph for a Topology

To create a new topology

1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
2 Select the required Area. See Selecting an Area, on page 22.

&P & neal] +2 Device Graph

Device Library

& ology: Device Graph

75 5

virtual oWe v
) Camera
Changeover
&) Chang
& switch

Character

&) Generator

®15) Converter
=) DA

=8 DDR

M) Decoder
=+ ) Demultiplexe

‘ Encoder

Frame
Synchronizer

B Graphics

) GV Node

&) IP Device

User Management B Router Control & Logical ...ce Table

=

=3 Panel Co...gurator

# Padmin A

Property Editor o
Device Properties

GV Node 10.37.80.238

SpIOutputs[144] =

Stream SOP Config (&5] 1

Output Lanes[48] @

SDIInputs[144] @

InputLanes[48] @ E 12

Frame IP Address 10.37.80.238

5 | | s | R

Network Host Name GVN

Advanced
Description GV Node 10.37.80.238

2022-7 Mode

6 HD Mode

Card Mode

Expose Streams

Gateway Connection State 1

Gateway Connection State 2

Gateway NP16 Connection State

IFM-2T Version

Internal Wiring Done.

Join Timeout (ms)

Router Connection State 1

Router Connection State 2

SSM Address Enabled

2= | ogical L...| Editor & Path Manager ={§ Topolog...gurator

3 Click the Graph icon that holds the currently active topology at the top left of

GV Convergent Client.

This opens a secondary window.
&P & studoA - DeviceGraph
X Cancel

Device Graph 2018-02-26
Device Graph

Being edited by:

# Qjormack M

4 Click Add [+].
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The Create New Graph window appears.
&P astudon  Device Graph © #  Qicomack A

X Cancel

Device Graph 2018-02-26

®  Device Graph

®  Being edited by:
= admin
jcormack
@ |

Create New Graph

Add Cancel

5 Enter a name for the new topology and enter meaningful text in the Summary and
Description fields for easy identification.
&P & sudoA -t Device Graph © & $iomack A

X Cancel

Device Graph 20180226
® e Device Graph
Being edited by:
admin
jcormack

Create New Graph
Video Preproduction
Video Prod

Studio A Video Preproduction |

Add Cancel

6 Click Add on the Create New Graph window.

The new topology appears in the list box with the existing topologies.
&P & sudoA -t Device Graph © & $iomack A

X Cancel S Load / Edit W Delete

2018-02-26 Video Preproduction (Video Prod) 2018-02-26
Device Graph Studio A Video
Preproduction
Being edited by:
admin Being edited by:
jeormack This graph is empty.

7 Select the new topology and click Load. Or double-click the topology.
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The selected topology is opened.

@ & StudioA & Video Preproduction

Virtual Devices T logy: Video Preproduction
= > 5
) Camera 7o co@e B0

Changeove
-~ g
& switch

fi) Character
Generator

®15) Converter

&) DA

I=8) DDR

M) Decoder
=€) Demultiples

) Encoder

Frame
Synchronize

B Graphics

{3 Topolog...gurator {3 Topolog...gurator [+]

1 $jcomack M

@ Property Editor o

If the topology is new, the Topology is blank. The next step is to begin adding devices.
See Adding Devices to a Topology, on page 43.

Deleting a Graph

Only inactive graphs / topologies can be deleted. See Making an Active Topology Inactive,
on page 60. You cannot delete all graphs from GV Convergent; at least one graph must

always be present.

To delete a Graph

1 Select the required Area. See Selecting an Area, on page 22.

2 If you are deleting the active topology, you must first make it inactive. See Making an

Active Topology Inactive, on page 60.

3 Click the Graph icon that holds the currently active topology at the top left of

GV Convergent Client.
&P & Aeal -G Device Graph L

¥ Configuration
Area Configurator "§ Path Manager

Logical Level Editor A system status

Topology Configurator

Logical Device Table

Category Configurator

Panel Configurator

= GPIO Configurator

¥& Monitoring

#  Qadmin M

*a Control w3 Administration
&5  Alias Editor A\ User Management

EH Router control

This opens the graphs window. It shows the currently-available graphs for the selected

Area.
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4 Select the Graph you want to delete and then click Delete.
&P & sudoA -t Device Graph © & &iomack A

X Cancel < Load / Edit @ Delete

2018-02-26 Video Preproduction (Video Prod) 2018-02-26

Device Graph Studio A Video
Preproduction

Being edited by:
admin Being edited by:

jeormack This graph is empty.

Deleting the last Graph

You cannot delete all graphs from GV Convergent; at least one graph must always be
present. To delete the last graph, proceed as follows.

1 Create a new graph (see Creating a new Graph for a Topology, on page 25)
2 Make the new graph active (Activating a Topology, on page 58).
3 Delete the previous graph.
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Logical Level Editor Tasks

Logical levels allow for the definition of compatibility and shuffling rules. This presents the
user with complete control of the path definition to prevent routing of incompatible levels.
For example, Logical levels are used to identify a stream’s video resolution, the number of
audio channels, ancillary data, and so on.

Every unique type of stream format in your facility should have a unique Logical Level.
These levels are then assigned to sources and destinations (in the Logical Device Table; see
Logical Device Table Tasks, on page 64). This allows GV Convergent’s routing system to
make takes between sources and destinations with signal types that are compatible with
each other, and with the underlying hardware, so that takes can be successfully made in the
real world.

This section describes the following:
« Accessing the Logical Level Editor, on page 29
- Viewing the Default Logical Levels, on page 31
+ Duplicating a Logical Level, on page 32
« Editing a Logical Level, on page 33
« Deleting a Logical Level, on page 34
+ Configuring a New Logical Level, on page 35
- Configuring the Logical Levels for the Devices in a Topology, on page 36

Accessing the Logical Level Editor

Use the Logical Level Editor to define new logical levels and to view the compatibility of the
default levels.
To access the Logical Level Editor Task

1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select an area.

3 Select Configuration > Logical Level Editor.

%y Configuration

Area Configurator

Logical Level Editor

Topology Configurator

Logical Device Table

Category Configurator

Panel Configurator

GPIO Configurator

29



Configuration Tasks
Accessing the Logical Level Editor

The Logical Level Editor appears.

Note: Only users who are assigned to the Administrators or Engineers role in the
selected area have View, Edit, and Delete permissions in the Logical Level Editor task.
See Viewing Permissions by Role, on page 226.

@ & Area o Device Graph # & admin A

Logical Level Editor [~

Compatible with  Contains  Shuffle with
video SDI audio E 5
Level ID 1 Level ID 2 Level 1D 3

audio2 audio3

Level ID 4 Level ID 5 Level ID 6
e e e audiol
audiod audios. audios Level ID 4
Level ID 7 Level ID 8 Level ID 9

audio? audios audio9
Level ID 10 Level ID 11 Level ID 12

audio10 audioll audio12
Level ID 13 Level ID 14 Level ID 15

audio13 audiol4 audiol5
Level ID 16 Level ID 17 Level ID 18

audio16 ancillary MADL
Level ID 19 A16 Level ID 23 Level ID 25 MADI
MADI

video-ancillary TICO TICO-V-ANC Level 1D 25

Level ID 33 V-ANC Level ID 52 Level ID 53 TICO-VA
TICO-VIDEO
Level ID 54 TICO-V

£ Logical L...I Editor [+]

Note: Before you can open the Logical Level Editor, you must open an Area and a
Topology. Logical levels are defined specifically for each topology.

The Logical Level Editor has two columns:

- The first column contains tiles for all default logical levels along with the logical
levels you have added.

« The second column has three tabs: compatible with, contains and shuffle with. The
shuffle with allows a user to configure which audio levels can be shuffled with
which. See Create Logical Devices with Shuffled Audio, on page 77.
Logical Level Editor Menu

The Logical Level Editor menu has the following menu options.

Icon Description
W4 Edit Edit a logical level’s properties. See Editing a Logical Level, on page 33.
g_i. Duplicate Make a copy of the currently-selected logical level. See Duplicating a

Logical Level, on page 32.

Delete Remove the currently-selected logical level. See Deleting a Logical
Level, on page 34.
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Viewing the Default Logical Levels

The default logical levels are represented by the first tiles displayed in the Logical Level
Editor column, beginning with video, then audio, ancillary, and finally AES67. When you
create new logical levels, they are added after these ones.

You can change the Short Label and Level ID of a default Logical Level, but not the Name.
Click Edit to do so. Also, you cannot delete a default level.

The Audio Live device uses AES67 audio levels. See Logical Levels that specifically support
Audio Live, on page 187 for more information.

Verifying the Compatibility of the Default Logical Levels

Compatibility defines which Logical Levels are compatible when making a take. This is
shown in the Compatible with tab shown below. When a source and destination use the
same Logical Level, or the two Logical Levels are compatible with each other, then a take is
possible between the source and destination.

Certain default Logical Levels are compatible with other Logical Levels. For example,
AES67-16 is compatible with SDI audio. That is to say, a take between an AES67-16 source
and an SDI audio destination is allowed by the router system.

When you create a Logical Level, you always modify the compatibility between these
Logical Levels according to the required source / destination signal types.
To verify the compatibility of Logical Levels

1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select Configuration > Logical Level Editor. See Accessing the Logical Level Editor, on
page 29.

The Logical Level Editor appears.
@' & Area = Device Graph © ﬂ &admin A

Logical Level Editor =]

E r B Compatible with  Contains  Shuffle with

SDI video SDI audio E 5

Level D 1 Level ID 2 V levelD3

audiol audio2 audio3
Level ID4 Level ID 5 A2 LevelID6 A3

audiot audioS audiob
Level ID 7 Level ID 8 A5 LevelID9 A6

audio? audio8 audiog
Level ID 10 A7 level ID 11 A8 Level ID 12 A9

audio10 audio11 audio12
Level ID 13 A0 Level ID 14 ALl LevelID 15 A12

audio13 audio14 audiols
Level ID 16 A13 Level ID 17 A14 LevelID 18 A15

audiol6 ancillary MADI

Level ID 19 Al6 Level D23 ANC Level ID 25 MADI
MADI
video-ancillary TICO TICO-V-ANC Level ID 25

Level 1D 33 V-ANC  Level ID 52 Level ID 53 TICO-VA

TICO-VIDEO
Level ID 54 TICO-V

£ | ogical L...| Editor [+]

3 Select alogical level tile on the left.
The tiles for the logical levels it is compatible with are highlighted in the right column.

Note: Alogical level is always compatible with itself.
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Verifying the Component Signal Types of the Default Logical Levels

Like the compatibility, the signal types of the default logical levels is predefined and cannot

be changed. When you create a Logical Level, you always modify the signal type
components.

To verify the signal types of the default logical levels

1 Follow the procedure under Verifying the Component Signal Types of the Default
Logical Levels, on page 32.

2 When you select a tile for a logical level in Logical Level Editor, the compatibility is
highlighted in the Contains tab.

Duplicating a Logical Level

32

A pre-existing logical level can be copied to reuse that logical level’s configuration

properties and then you only need to modify the necessary logical level properties as
required for the new application.

Notes

Logical levels are specific to topologies. In another topology, you won't see the
logical levels you create in the currently selected topology.

Only SDI and TICO levels can be duplicated.

To duplicate a logical level
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select Configuration > Logical Level Editor. See Accessing the Logical Level Editor, on
page 29.

3 Select a pre-existing level on the left-hand panel that you want to duplicate.
@' & Area = Device Graph © # & admin A

Logical Level Editor [

Compatible with Contains  Shuffle with

v
evel ID2

evel ID5 evel ID 6
evel ID8 evel ID 9
evel ID 11 evel ID 12

evel ID 14 11D 15
audio14

Level ID 16 evel ID 17 11D 18

ancillary video-ancillary
Level ID 19 evel ID 20 ANC  LevelID 21

TICO-VIDEQ TICO-V-ANC
Level ID 22 evel ID 23 TICO-V Level ID 24 TICO-VA

£ Logical L...] Editor [+]

4 Click Duplicate £ at the top of the interface.
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The Logical Level configuration window opens.

Level To Duplicate

Name Prefix
Name Suffix
Short Label Prefix
Short Label Suffix

Starting Level ID

Ok Cancel

5 Enter meaningful names to identify the level in the Name Prefix, Name Suffix, Short
Label Prefix, and Short Label Suffix text boxes.

6 Enter a unique identifier in the Starting Level ID text box.
7 Click OK.
A tile for your new logical level is displayed in the left hand column.

Logical Level Editor

s B g

video-ancillary

Level ID 33

Level ID 36

audiolHD
Level ID 39

audio4HD
Level ID 42

audio7HD

Level ID 45

audiolOHD
Level ID 48

audiol3HD
Level ID 51

audiol6HD
Level ID 54

Al6HD

TICO-V-ANC
Level ID 34

videoHD
Level ID 37
audio2HD
Level ID 40
audioSHD
Level ID 43
audio8HD
Level ID 46
audiol1HD

Level ID 49

audiol4HD
Level 1D 52

ancillaryHD
Level ID 55

TICO-VA

TICO-VIDEO
Level ID 35

SDI audioHD
Level 1D 38

audio3HD
Level ID 41

audiobHD
Level ID 44

audio9HD
Level ID 47

audiolZHD
Level ID 50

audiol5HD
Level 1D 53

Al15HD

video-ancillaryHD

Level ID 56

V-ANCHD

£ Logical L...| Editor (+]

See Configuring the Logical Levels for the Devices in a Topology, on page 36.

Creating the Logical Levels for a 4K/ UHD Switching Setup

For an example of how to create the logical levels for 4K / UHD switching when a quad-link
signal path is used, see Configuring 4K/ UHD Quad-Link Streams for use with an IQMix or
IQUCP25 Device, on page 142.

Editing a Logical Level

Use the following procedure to modify a logical level’s identification information. The
Audio setting marks that the level is an audio level.

To edit a logical level
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
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2 Select Configuration > Logical Level Editor. See Accessing the Logical Level Editor, on
page 29.
3 Select a level on the left-hand panel that you want to edit.

Note: Forthe defaultlogical levels, you can modify the Short Label and Level ID. You
cannot modify the Name.

4 Click Edit at the top of the logical level editor.
Logical Level Editor

e

SDAES67-16

SDAES67- SDI audio

Level ID 1
52

Level ID 5

Level ID 9 1

Cancel
audiol2
Level ID 13 A10  level ID 14 A1l levelID 15

5 Modify the properties as required.

Parameter Description

Name The level’'s name.

Short Label A shortened name for the level.

Level ID A unique identifier for this level.

Audio When set, this level will appear in the Shuffle with tab of the right

pane for shuffling rules. See Create Logical Devices with Shuffled
Audio, on page 77.

# Channels When available, this shows the number of audio channels supported
by this level. The Audio Live device uses a range of levels, each one
supporting a different number of audio channels. See Configuring a
Device that Supports Audio Breakaway/Shuffling such as Audio Live,
on page 184.

6 Click OK.

Deleting a Logical Level

Use the following procedure to delete a logical level you have created that is no longer
required in the selected topology.

Note: You cannot delete the default logical levels. The Delete button is disabled
when you click on these levels.

To delete a logical level
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select Configuration > Logical Level Editor. See Accessing the Logical Level Editor, on
page 29.
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3 Select the tile for the logical level you want to delete.

Logical Level Editor

s Bg

video-ancillary

Level ID 33 V-ANC

Level ID 36

audiolHD
Level ID 39

audio4HD
Level 1D 42

audio7HD
Level ID 45

audiol0HD
Level ID 48

audiol3HD
Level ID 51

audiol6HD

Level ID 54 Al1GHD

Logical L...| Editor

TICO-V-ANC

Level ID 34 TICO-VA

videoHD
Level ID 37

audio2HD
Level ID 40

audioSHD
Level ID 43

audio8HD
Level ID 46

audiol1HD
Level ID 49

audiol4HD
Level ID 52

ancillaryHD
Level ID 55

L

TICO-VIDEO
Level ID 35

SDI audioHD
Level ID 38
audio3HD
Level ID 41

audiobHD
Level TD 44

audio9HD
Level ID 47

audiol2HD
Level ID 50

audiol5HD
Level ID 53 A15HD

video-ancillaryHD
Level ID 56 V-ANCHD

4 Click Delete at the top of the logical level editor.

Note: There is no confirmation for the deletion.

Configuring a New Logical Level

Use the following procedure to configure a new logical level. This determines which signal
types are compatible with this level.

To configure a new logical level

1
2

Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
Select Configuration > Logical Level Editor. See Accessing the Logical Level Editor, on

page 29.

Select the tile for the logical level you want to configure.

&P & nen - DeviceGraph

Logical Level Editor
s

sp1
Level ID 1

video
level D2

audiol
Level D 4

audio2
Level ID5

audiod audios

Level ID 7 Level ID8

audio7
Level ID 10

audiod
Level ID 11

audiold
Level ID 13

audio11
Level ID 14

audio13
Level ID 16

audiol4
Level ID 17

audiol6
Level ID 19

ancillary
Level ID 20

TICO TICO-VIDEO

Level ID 22 Level ID 23

Logical L...| Editor [+]

SDI audio
Level ID 3

audio2
Level D 6

audios

Level ID 9 13

audiod

Level ID 12 A9

audiol2

Level ID 15 A12

audiol5

Level ID 18 Al5

video-andillary

Level ID 21 V-ANC

TICO-V-ANC

TICO-V Level ID 24 TICO-VA

£+ & admin A

(=} (=}

¥ Compatible with Contains  Shuffle with

Level ID 1
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The tile for your new logical level is automatically highlighted in the right hand column.

4 Select the tiles for the signal types in the right hand column that are compatible. Click a
tile a second time to deselect it.

Configuring the Logical Levels for the Devices in a Topology

Use the following procedure to set the logical levels for the device’s sources and
destinations in your topology. Logical levels can be used to define the type of signal carried
on a physical connection between physical devices. If compatibility is not an issue, the
default logical levels may be utilized.

To configuring an area in GV Convergent Client
1 Select the required topology in the area. See Accessing the Topology Configurator, on

#  &jcomack A

2

S Link O Refr... @ Delete | ) Active

(] ‘Short Name.

Network Host Name.

Camera-A (40) Monitor-A (1) # Input Connectors:

# Output Connectors
Advanced

© i

Camera (1) Monitor (11)

Seqver (1)

=)
ao

Multiviewer (6)

{3 Topolog...qurator ©

2 Select the device for which you want to configure its logical level.

In the above example, the camera bubble is selected. SDI is the default logical level for
cameras.

3 Select Device Group Properties.
4 Select the Logical Level parameter in the Property Editor.
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This opens the Logical Level list.

@ & Area = Device Graph © Logical Level Selector to3 1 admin
Device Library @ Topology: Device Gra| A

: S C SDI audio : .
virtual v /" Edit o et s perties Device Properties
M) Camera

@ Changeover
Switch

~

Level ID4 Level ID 5 Level ID 6

Level ID 7 Level ID 8 Level D9
Character

Generator
Level ID 10 Level ID 11 Level ID 12
Converter
audio10 audio11 audio12

Level ID 13 Level ID 14 Level ID 15
DA

audio13 audiol4 audiol5
DDR Level ID 16 Level ID 17 Level ID 18

audiol6 ancillary

Decoder Level ID 19 Level ID 2 Level 1D 23
video-ancillary TICO-V-ANC TICO-VIDEO
Demultiplexer 5 ] Level ID 33 Level ID 34 TICO-VA Level ID 35 or Type
put
Encoder utput
e "ations on Inputs

Synchroni; =5 on OQutputs

Graphics ¥

OEE A

P Pattern 224.${device.number}.¢{port.number}.${s|

g

GV Node

&) I° Device

Pattern 225.${device.number}.${port.number}.${s|

oK Cancel

&\ User Management EH Router Control .ce Table E3 Panel Co. r Logical L...| Editor ={3 Topolog...gurator il Category...gurator |w

5 Select the required logical level for the device group.
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Topology Configurator Tasks

In the Area Configurator, you define the various Areas in your system. Within each Area, you
can create multiple Graphs, and each Graph contains a Topology. The topologies show how
the various physical and logical devices are arranged and interconnected within the
broadcasting facility. See Area Configurator Tasks, on page 16 and Selecting a Graph, on
page 23.
These sections describes the following:

« Accessing the Topology Configurator, on page 38

« Selecting a Graph, on page 23

« Refreshing the Topology, on page 41

- Creating a new Graph for a Topology, on page 25

« Adding Devices to a Topology, on page 43

« Methods to Link Devices in a Topology, on page 48

« Defining Device Properties, on page 55

« Deleting a Device From a Topology, on page 57

« Activating a Topology, on page 58

« Making an Active Topology Inactive, on page 60

+ Unlocking / Relocking a Topology, on page 61

+ Locking an Unlocked Topology, on page 62

Certain devices require a detailed procedure to configure them; see Special Device
Configuration Tasks, on page 121 for more information about these devices.

Accessing the Topology Configurator

38

You can access the Topology Configurator from Stage or from any open task. Access
permissions are required. See also Selecting a Graph, on page 23.
To access the Topology Configurator from Stage

1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select Configuration > Topology Configurator.

%y Configuration

Area Configurator

Logical Level Editor

Topology Configurator

Logical Device Table

Category Configurator

Panel Configurator

GPIO Configurator




GV Convergent Version 2.1.0
User's Manual

The Topology Configurator appears. The Topology Configurator comprises three
sections. The left hand column has a list of bubbles, representing the device groups,
such as cameras, routers, and monitors. You drag these onto to the Topology (middle
column) and create connections between them. Then, you can configure the
properties for the Device Groups in the Property Editor (right-hand column).

& anea 2P © & Qadmin A
ice Library @ Topology: 2 - IP-to-IP @ = Property Editor o

virtual Ek S oWe ¥ O Device Group Properties Device Properties
IPSrc16

out

~
i) Camera E Ports[2]

Panel (1)
%) changeover Switch Name 1psrele
# Devices 3
Character Generator Short Name PSrci6-
= Network Host Name IPSIC16.

®15) converter

.. # Output Connectors 2

1PDst (2) # Input Connectors. 0

Advanced
=0 or Description PSIcl6.
Logical Level sDI
=
M) pecoder Default Connector Type 1P/R1-45

Audio8 (2) Audio Live ({) D-Audio16 (1) # Streams Per Input 1

=) pemultiplexer
# Streams Per Qutput 3
b)) cocer Automatic Destinations on Inputs "
Automatic Sources on Outputs

) Frame Synchronizer 'EU }: Expose Streams v

B craptics

S-Audiol6 (1) Network Switch-A Receive Stream IP Pattern 224 ${device.number}.${port.number}.${str|

Send Stream IP Pattern 225 ${device.number}.${port.number}.${str|
v

=3 Topolog...gurator (+]

If an Area is open, the Topology Configurator opens in that area. You can switch areas
from anywhere in GV Convergent Client. See Selecting an Area, on page 22.

Access Permissions

Access permissions to the Topology Configurator vary according to role. Only users who are
assigned to the Administrators or Engineers role can View, Edit, and Delete topologies and
device properties. Operators have the right to view topologies and device properties.
Maintenance staff and Guests have no access. See Viewing Permissions by Role, on

page 226.

Topology Configurator Menu

Topology: 2 - IP-to-IP

/s ° o@e B0

The Topology Configurator has the following menu options.

Icon Description
Edit Use this editing mode to select a device on the topology to edit its

properties. See Defining Device Properties, on page 55.

Select Use this editing mode to select one or more devices on the topology
(by drawing a square with your mouse cursor) to move the selected
devices around on the topology as a group, or to delete them. Press
the <Ctrl> key to temporarily enable this option.
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Icon

Description

(S Link

Use this editing mode to connect a device’s sources to the destinations
of another device. See Methods to Link Devices in a Topology, on
page 48.

This editing mode is also used to break the connection between two
devices. See Deleting the Connection Between Device Groups, on
page 54.

Refresh

Reloads the Topology’s contents. See Refreshing the Topology, on
page 41.

Delete

Remove the currently-selected device from the topology. See Deleting
a Device From a Topology, on page 57.

E Quick Connect

This automatically connects the unconnected ports of devices on the
topology. See Methods to Link Devices in a Topology, on page 48 and
Using Quick Connect to Link all Devices in a Topology, on page 48.

@ Quick Config

This sets the configuration of the selected devices on the topology.
See Using Quick Config, on page 47.

n Deactivate / Active

Activating a topology makes GV Convergent connect to and activate
all drivers to devices in the topology. This is important for

GV Convergent to learn a device’s current configuration.

See Activating a Topology, on page 58 and Making an Active Topology
Inactive, on page 60.

B Lock / Unlock

Lock a Topology to prevent you from inadvertently making edits on an
active topology. See Unlocking / Relocking a Topology, on page 61
and Locking an Unlocked Topology, on page 62.

How to Identify if a Device Bubble is Selected or Not

A device bubble has the following selection states.

Device properties are shown in the

Description Device Bubble State Property Editor

Gray, no white circle | Not selected

@ =—— Gray with white circle | Selected

Blue with white circle | Selected °
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Refreshing the Topology

If you have added a lot of devices to a topology or made many modifications to it, you may

need to refresh the Topology. You can refresh topology regardless of whether it is active or
inactive.

To refresh the Topology

1 Open a topology in the Topology Configurator.
@' & Aea ot 2-IPtolP  § % Qadmin A

Device Library @ Topology: 2 - IP-to-IP = Property Editor o
Vitus! Devices E s Koelocl@ e @ Device Group Properties  Device Properties

IPSrcl6

ouT

) camera [ ] ports[2]

panel (1)

=) Changeover Switch Name PSIci6

# Devices 3

Character Generator Short Name 1PSrcl6-

(] Network Host Name IPSIcl6
®15) converter
PDst (2) # Input Connectors. 0
# Output Connectors 2
Advanced
Description IPSicl6.
Logical Level sDI

Decoder Default Connector Type IP/RI-45
Audio8 (2) io Live (1) D-Audiol6 (1) # Streams Per Input 1
Demultiplexer

# Streams Per Output 3

Automatic Sources on Outputs

Frame Synchronizer Eﬂ }: Expose Streams 4

=0
-€
K encocer Automatic Destinations on Inputs V'
=
1a]

S-Audiol6 (1) Network Switch-A Receive Stream IP Pattern 224 ${device.number}.${port.number}.${str|
Graphics

Send Stream IP Pattern 225 ${device.number}.${port.number}.${str|
v

Mouse: N/A Zoom: 0.9

=3 Topolog...gurator [+
2 Click the Refresh button at the top of the interface.
The topology is inaccessible during the brief time it takes to refresh the window.

Viewing the Topology in Full Screen Mode

By default, the selected topology is displayed in the center of the Topology Configurator
task. The devices are displayed on the left and the Property Editor is displayed on the right.
To view the topology in fullscreen mode

1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select the required Area. See Selecting an Area, on page 22.
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3 Select the required topology. See Selecting a Graph, on page 23.

(&P & sudoa |« IpgTopology

Virtual Devices 2 Topology: IpgTopology

camL ()

.gurator &\ User Management & Area Configurator &\ User Management

il Category...qurator

& Qadmn A
[ o | Property Editor Q

[ [ Lo(k\ Device Group Properties  Device Properties

62

I L...| Editor - System Status {3 Topolog...gurator ©

4 Click the Fullscreen toggle button at the top of the interface.

The Topology expands across all three columns in the Topology Configurator.

(&P & sudoh |+ IpgTopology

Topology: IpgTopology

camt (5)

gurator ) &\ Use ement 1 &b Area Configurator &% User Management

Active

i Category...qurator

O Refresh

B—

MON (5)

£ |ogical L...| Editor - System Status

»f§ Topolog...gurator [}

TIP

To zoom and center the topology view:

« click the Refresh button.
« double-click an empty space.

To return to default mode

1 When the Topology is in fullscreen mode, click Fullscreen to toggle the display back to

the default mode.
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Adding Devices to a Topology

By adding devices to a topology, you are making a representation in GV Convergent of the

real world equipment you are using, and the physical interconnections made between this
equipment.

There are two types of devices in GV Convergent.

« Virtual Devices: These are devices that GV Convergent does not need to know any of
the device's configuration parameters in order to use the device. Therefore, the device
can be offline when configuring it in GV Convergent. See To add a Virtual Device to a
topology, on page 43. Certain devices may require advanced configuration procedures;
see Special Device Configuration Tasks, on page 121.

« Discovered: These are devices that GV Convergent needs to know the device’s
configuration parameters in order to know which of the device’s spigots have been
configured as sources or destinations, the levels, and so on. These devices must be
online when configuring them in GV Convergent. To add a Discovered device to a
Topology, see To add a Discovered Device to a Topology, on page 45. These devices

typically require advanced configuration procedures; see Special Device Configuration
Tasks, on page 121.

To add a Virtual Device to a topology

Certain Virtual Devices require advanced configuration procedures; see Special Device
Configuration Tasks, on page 121 for more information about the specific device you are
adding to the Graph, if necessary.

1 Select the required Area. See Selecting an Area, on page 22.
2 Select the required topology. See Selecting a Graph, on page 23.
3 The topology must be currently:

« Activated (see Activating a Topology, on page 58).

+ Unlocked (see Unlocking / Relocking a Topology, on page 61).

4 From the Device Library, Virtual Device on the left, select Virtual Devices from the
drop-down list.

@' & Area  »f topo2 & # & admin A

Device Library & pology: topo2 Property Editor

Virtual Devices ~ i v Ek S oWe ¥ U Device Group Properties Device Properties g

A Camera
) Camera,

#1 it Con o
Changeover nput Connectors

Switch # Output Connectors 0

) Character @@% Advanced
Generator N\

Description Camera
Converter Camera (1) Logical Level SDI
Default Connector Type
A

# Streams Per Input

# Streams Per Output
DDR

1
1

Automatic Destinations on Inputs v/
v

H Decoder Automatic Sources on Outputs

Expose Streams v
‘E Demultiplexe Receive Stream IP Pattern 224.${dexv
v

Send Stream IP Pattern 225.5{dex o

& Area Configurator && Area Configurator -l: Topolog...gurator "é- Path Manager # Stage [+] v
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5 From the Device Library, Virtual Device find the device that represents a piece of

equipment you want to control: select the device bubble and drag it into position on
the Topology and release the mouse button.

Initially, the device bubble represents a single device, such as a single camera. However,
a bubble is a device group that can represent one or more devices. See To name a
device and set the number of devices in the group, on page 44.

Repeat step 5 to and the following procedure (To name a device and set the number of
devices in the group, on page 44) until you have added all the required devices to the
topology.

To name a device and set the number of devices in the group

A device group is a collection of devices of the same type that can be configured together.
All bubbles in a Topology are automatically device groups with the exception of the
following devices: IPG-3901 / IPG-4901, IQMIX / IQUCP25, MV-820-IP, Kahuna-IP, NMOS
devices, AudioLive, IQAMD, Network Switch, Router, and GV Node.

1

44

Click on the name of the device underneath the bubble to create a device group.
The Device Group configuration window appears.

sEke (i

MON1 (5)

R

CAM1-

5
4+ +10

Cancel

Enter meaningful names to identify the device group in the Name and Short Name
fields.

In this case, the Camera device group is named CAM1 to identify the cameras
controlled by Controller 1. These parameters can also be set in the Property Editor.
Use the plus and minus buttons to enter the number of device instances are in the
group.

Click OK.

Each device instance is shown and can be individually configured in the Property
Editor, under Devices, by clicking an instance.

In the above example, five monitors, two IPGs, two network switches, and five cameras
have been added to the Topology.
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To add a Discovered Device to a Topology

There are two different types of discovered devices:

« NMOS devices discovered with IS-04, that ares essentially senders and recievers (edge
devices).

« GV Convergent stack discovered devices, that are physical devices such as Audiolive,
gateways, routers and multi-viewers. This may require the use of auto-connect or the
addition of edge devices (SDI or IP virtual devices).

Discovered devices typically require advanced configuration procedures; see Special
Device Configuration Tasks, on page 121 for more configuration information about the
specific device you are adding to the Graph.

Adding a discovered device to a topology
1 Select the required Area. See Selecting an Area, on page 22.
2 Select the required topology. See Selecting a Graph, on page 23.
3 The topology must be currently:
« Activated (see Activating a Topology, on page 58).
« Unlocked (see Unlocking / Relocking a Topology, on page 61).

4 From the Device Library, on the left, select Discovered from the drop-down list. In the
example below, an IQMix was discovered on the network.

@'I & Exposed Streams s IPG-4901 setup )

Device Library 3 Topology: IPG-4901 setup

Discovered - _# Edit ’_'1 Select S Link < Refresh & Delete "i‘ Active
T

__ IQMIX4010 )
¥ 101350 =

IQMIX4010 (1)

{3 Topolog...gurator [+]

5 From the Device Library, Discovered find the device that you want to control: select

the device bubble and drag it into position on the Topology and release the mouse
button.

The device pulled from the Device Library, Discovered becomes grayed out and
another instance of the same device instance cannot be added again to the Topology.

However, multiple device instances found in the Device Library can be used to create a
device group.
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6 To create a device group:

a From the Device Library, Discovered, find the device that you want to control:
select the device bubble and drag it into position on the Topology and release the
mouse button.

b From the Device Library, Discovered, find another identical device that you want
to control: select the device bubble and drag it on top of the first device instance
already on the Topology and release the mouse button.

@' & Exposed Streams =& IPG-4901 setup & % Qadmn 4

Device Library % iology: IPG-4901 sets Property Editor @

Discovered ~ | # Edit % t . o [ Device Properties
4 IQMIX4010
Devices [1] =3 IpDev IpDev

Ethernet Ports|2] @ ETHL ETHZ

_ IQMIX4010 IpSpigots[16] @  Spigot13 Spigot14 Spigot15 Spigot16
B 101351

IQMIX4010 (2) re— &l 1 2 3 | 4 s
Ip Spigot 16
Name
Spigot number
Short Name
Switch Mode
Mode

={3 Topolog...gurator [+)
The two device instances are shown and can be individually configured in the Property
Editor, under Devices, by clicking an instance.

7 Click on the name of the device underneath the bubble to name the device or device
group.

IQMIXA010
IpDev

Cancel

These parameters can also be set in the Property Editor when the device bubble is
selected.

Property Editor

Device Properties

IQMIX4010

Devices [1] Q IQMIX4010

Ethernet Ports[2] @ ETH1 ETH2

Ip Spigots[16] [~ Spigotl Spigot2 Spigot3

TQMIX4010

@) Description IQMIX4010

Delete

IQMIX4010

IQMIX4010

9 Logical Level

Device GUID
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Using Quick Config

Quick Config is used to make bulk configuration changes to the selected devices. See How
to Identify if a Device Bubble is Selected or Not, on page 40. It can:

« Change a device’s logical level.

« Expose or un-expose the device’s streams.

Switches allow the changes to apply only to IP streams, SDI streams, inputs, or outputs. For
example, Quick Config can be used multiple times: the first time to set the logical level for
the device’s inputs, and then a second time to set another logical level for the device’s

outputs.

To set the Quick Config options for the selected devices
1 Select the devices on the Topology you want to configure.
2 Click in the Topology Configurator’s toolbar.

Topology: 2 - IP-to-IP

v EK 9 < E S5 IS _ Keep current level

Cancel

3 Set the following options.

Parameter

Description

Logical level family

Select the logical level to assign to the device’s source and destination
streams. See also Duplicating a Logical Level, on page 32.

Keep current level: leaves the device's currently-assigned source and
destination logical levels untouched.

Expose streams

un-expose streams

Only certain devices support this property. When Expose Stream is set,
it displays the streams for this device in the Logical Device Table. See
Logical Device Table Tasks, on page 64.

Apply to IP streams

Set to apply the above settings to IP network connections between
devices.

Apply to SDI

Set to apply the above settings to SDI connections between devices.

Apply to Inputs/Rx

Set to apply the above settings to device destinations.

Apply to Outputs/Tx

Set to apply the above settings to device sources.

4 Click OK.
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Once two or more devices have been added to the Topology Configurator (see Adding
Devices to a Topology, on page 43), devices can be linked together using the following
methods. Using one method does not prevent you from using another method in the
future.

Linking Method | Description See Procedure

Quick Connect | Automatically connects all unconnected | Using Quick Connect to Link all
ports of devices currently in the Topology | Devices in a Topology, on
Configurator. Quick Connect options can | page 48.

limit automatic connections by stream,
source, or destination type.

Manual Linking | Create the links between devices 1 Manually Linking the Devices
manually. Manual linking allows precise in a Topology, on page 50.
control over link parameters. 2 Manually Setting the Link’s
You must also set the link’s physical Physical Connection
connection parameters (sources and Parameters (Sources and
destinations) for each link. Destinations), on page 51.

Using Quick Connect to Link all Devices in a Topology

Quick Connect automatically connects all unconnected ports of:
« All devices currently in the Topology Configurator when no devices are selected.
- The currently selected devices in the Topology Configurator.
See How to Identify if a Device Bubble is Selected or Not, on page 40.
When necessary, it reads the device’s configuration to learn:
« Which ports / spigots have been configured as sources or destinations.
« The available IP ports, including control and management ports.

If a NMOS node has been added to the topology and has been configured and is working
(see Adding NMOS Devices to a Topology, on page 158), Quick Connect will connect the
NMOS node’s management ports.

Quick connect also automatically connects the link’s physical connection parameters
(sources and destinations) for each link.

Once more devices have been added to the topology, or if a link has been cut, Quick
Connect can be run again to automatically connect those devices. Quick Connect will
ignore existing connections between devices.

Quick Connect has an option to automatically create sources and destinations for SDI
inputs and outputs. SDI inputs are connected to Camera devices, and outputs are
connected to Monitor devices.

Quick Connect is found in the Topology Configurator’s toolbar.

Topology: 2 - IP-to-IP

%o owdele




GV Convergent Version 2.1.0
User's Manual

PREREQUISITES: The following must have been configured:

- If the system requires physical IP connections to be made, make sure you have at least
one network switch device in your topology. If your network uses network switch
redundancy to support SMPTE 2022-7, then you must have at least two network switch
devices in your topology. See also Configuring Network Switch Redundancy to Support
SMPTE 2022-7, on page 172.

- Ensure that core devices such as those listed in Special Device Configuration Tasks, on
page 121 have been added to the topology using drag-and-drop from the Virtual or
Discovered devices libraries and have been configured before using this tool. For
example, GV Nodes, IPG-X901, IQMix / IQUCP25 cards, Audio Live, and Routers. See
Special Device Configuration Tasks, on page 121 for specific information about these
devices.

« Add the remaining devices to the topology. See Adding Devices to a Topology, on
page 43.

« The topology must be currently:

« Activated (see Activating a Topology, on page 58).
+ Unlocked (see Unlocking / Relocking a Topology, on page 61).

« All devices must be currently online. That is, no device should be shown in red in the
System Status. See System Status Task, on page 202.

« Therequired logical levels have been created. See Accessing the Logical Level Editor, on
page 29.

Using Quick Connect

Set the Quick Connect options before using Quick Connect. See Using Quick Config, on
page 47.

1 Click [5Y in the Topology Configurator’s toolbar.

Topology: 2 - IP-to-IP

= 2% o oo m—

RED

OK Cancel

2 Set the following options.

Parameter Description

Do IP connections Set to automatically create IP network connections between devices.
Main network Select the name of the primary switch in your network.

Backup network If your network uses network switch redundancy to support SMPTE

2022-7, then select the name of the secondary switch in your network.
See also Configuring Network Switch Redundancy to Support SMPTE
2022-7, 0on page 172.

Do SDI connections | Set to automatically create SDI connections between devices.

3 Click OK.
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Manually Linking the Devices in a Topology

Once the device groups are added to the Topology, the next step is to create links between
them using the Link mode which allows you to link bubbles with a touch-based device.
Otherwise, if you are using a mouse and keyboard interface, you can link devices together
using the following procedure while in the Edit mode as well.

To link devices or device groups in a topology
Open the required topology.

1 Select the required Area. See Selecting an Area, on page 22.

2 Select the required topology. See Selecting a Graph, on page 23.
- ¢

Short Name
Network Host Name.

# Input Connectors

~
oo ofi ofi s

= - - q
CAM1 (5) 1PG12 (1) G2 (1) MON1 (5)

Send Stream 1P Patter

o F it & &/ U it G Logical Table

3 Click the Link button at the top of the interface.
4 Select the first bubble in the pair you want to connect.

When the bubble is selected, the device is highlighted in blue and both the bubble’s
input and outputs ports become available. Input ports are on the left side of the
bubble. Output ports are on the right side of the bubble.

5 Select an input or output port on the bubble.
If the input port was selected, the output ports of all the available devices appear. If the
output port was selected, the input ports of all the available devices appear.

6 Draw a line, with your mouse, between the ports of the two devices to make the
connection between them. Or if you are using a touch-based device, the Link mode
allows you to link bubbles together by dragging a bubble over others so that the
connectors touch each other and then pull them apart to their final position.
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Manually Setting the Link’s Physical Connection Parameters (Sources and
Destinations)

When a link is selected, the Physical Connection Table appears. It is in this table where you
create the connections between device ports. When you add devices to a Topology and
you then link two devices, you are indicating that the two devices in two groups are
virtually connected. Therefore, you need a place to specify how these devices are actually
(physically) connected. This is achieved through the Physical Connections Table. It is in this
table where you will actually specify that port1 of device1 that is part of group1 is
connected physically with port1 of device1 of group2, for example.

<& « Device Graph @ # Qamn A
Device Library &2 >gy: Device Grz & Physical Connections Table =S
€9 Builder €9 Candidate [ ] Connected [ ] Other ¥
= Selectall £ Deselect all Router external labels

) Multiviewer - - - o o o
88 Router

Device output output Tnput Tnput Device

== Network Sv Name Port Id Label Label Port Id Name

Riroutss | Mon1In1 1 Mon1

E5) ronel Rtoutss | MontIn2 o
e E ) s g Rrouts7 | Mon1In3 Mon1
SR4) Patchbay x Rtoutss | MonlIng Mon1

MontIns Mont
Camera (100) Router Monitor (100) Rroutgy | Montn on

43 rrocessor Rtroutoo | Mon1InG Mon1
Ruoutor | Mon2int Mon2

Production

P Riroutoz | Mon2In2 Mon2
Switcher

Riroutoz | Mon2In3 Mon2
4 Remote Fe: Riroutos | Mon2in4 Mon2
Rtoutos | Mon2Ins Mon2
) rovter Rtroutss | Mon2In6 Mon2
Rirouto7 [ | Mon3In1 Mon3
Riroutos | || Mon3In2 Mon3
Riroutog g | Mon3in3 Mon3
at Return ¥ < 5 |m
Total Outputs: 100  Filtered: 100 Total Inputs: 600 Filtered: 600

& Area Configurator {3 Topolog...gurator [+)

To make a connection, you must start in the Builder tab, and then complete the action in
the Candidate tab.

The Physical Connection Table uses connection icons as follows.

Icon |State (status) Action

has been selected in the Builder tab.

The stream is connected. Connect: make the connection between
the source and destination devices.

[cfx] | The stream is ready to be connected asit | —

(o] — Disconnect: break the connection
between the source and destination
devices.

The Physical Connection Table uses port type icons as follows. A source’s output port type
must be linked to the same input port type at the destination.

Port Type
Icon Description

@ P13 | The connection type is SDI.
m The connection type is IP.
w The connection type is MADI.
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In the Physical Connection Table, more than one table row can be selected at a time; to
add to a selection, use Shift or Ctrl to select a range of table rows or to add another row to
the selection.

Builder Tab

The Builder tab shows all the outputs and the inputs available for connections. The output
streams are shown on the left and the inputs are shown on the right for the selected link. By
selecting streams in the Builder tab makes them available in the Candidate tab where they
are then linked. For extra information about an input or output, set Router external labels.
The Router external labels are only available for router ports and not all device ports.

1 Qadmn A

Physical Connections Table =S

€2 Builder ©3 Candidate [ ] Connected [ ] Other ¥/

= Selectall S Deselect all Router external labels

v v v v v

Device Output Output Input Input Device
Name Port 1d Label Label Port 1d Name

Riroutss | Mon1In1 1 Mon1
Riroutss | MonlIn2 Mon1

Mon11n3 Mon1
Rtroutsg | MoniInd ) Mon1
Rirouts | MonlIns Mon1
Riroutso | MonlIng Mon1
Rirouts1 | Mon2In1 Mon2
Riroutsy | Mon2In2 Mon2
Rirouts3 | Mon2In3 Mon2
Riroutss | Mon2Ina Mon2
Riroutss | Mon2Ins Mon2
Riroutss | Mon2InG Mon2
Rirouts7 [ | Mon3In1 Mon3
Riroutss | || Mon3In2 Mon3

Riroutsg g, | Mon3In3 Mon3.

< > <
Total Outputs: 100 Filtered: 100 Total Inputs: 600 _ Filtered: 600

To associate a device’s output stream to another device’s input
1 Select one or more source output stream table rows that you want to link to
destination’s input.
2 Drag the source output stream table rows onto the destination input(s).
The selected items become available in the Candidate tab.

You can bypass the Candidate tab as follows: you select all your destination, and all your
sources and then with your right mouse button held down you drag the destinations over
the sources. With this method, the only way to review your connections is by going into the
Connected tab and disconnecting the wrong/unwanted ones.
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Candidate Tab

Once a device's output stream has been associated to another device’s input in the Builder
tab, you can review these associations to then select the ones you want to link together.

Physical Connections Table =S

€2 Builder Candidate Conpected Other w
Deselect all €9 Connect Router exte...

Y OmmY oL T 4

Output Output Port Port
Port 1d Label Type Type

Rirout1
Rirout2
Rirouts
Rirouta
Rirouts
RirOuts
Rirouts

Rirout10

Rirout11

Rirout12

Rirout13

Rirout1a

Rirout1s

Rirout16

Rirout17

ICPRRRRRRRRRRRR®
IPPRRRRRRRRRRRR®

<
Total Candidates: 91 _ Filtered: 91

To link a device’s output stream to another device’s input

1 Select one or more table rows that you want to link the source’s output stream to the
destination’s input.

2 When satisfied with your selection, click Connect at the top of the table.

Connected Tab

This tab shows the currently linked streams between the source’s output and the
destination's input. Links can be disconnected in this tab.

Physical Connections Table =S
€ Builder €9 Candidate [ ] Connected Other [
= Selectall £ Deselect all € Disconnect Router exte...

A4 A4 Y OmmY @MY

Device Output Output Port Port
Name Port 1d Label Type Type

<
Total Connected: 9 _ Filtered: 9

To disconnect a device’s output stream from another device’s input

1 Select one or more table rows that you want to disconnect the source’s output stream
to the destination’s input.

2 When satisfied with your selection, click Disconnect at the top of the table.

Other Tab

This tab will show you all the other connections that a device's ports has on another links.
For example, you have devicel with 20 ports, 10 are connected to device2 and 10 to
device3. You select the first link and you connect the 10 ports. You select the second link on
the Other tab you will see the first 10 ports that you connected.
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Deleting the Connection Between Device Groups

To delete the connection between devices

Open the required topology.
1 Select the required Area. See Selecting an Area, on page 22.
2 Select the required topology. See Adding Devices to a Topology, on page 43.

Topology: Device Graph

S H%e oWe Y

=
=- . =

CAML (5) IPG12 (1) MONL (5)

3 Select the Link button at the top of the interface.
4 Draw a line across the connection.
The scissor icon appears on the line and the link turns red.

5 Release the mouse.
The connection link is removed.

54



GV Convergent Version 2.1.0
User's Manual

Defining Device Properties

You set the parameters for the selected device in the Property Editor. The configuration
parameters for most devices is intuitive and no further explanation is required. However,
the configuration of certain devices requires advanced knowledge; see Special Device
Configuration Tasks, on page 121 for more information about these devices.

Inheritance of Property Values from the Device Group Properties Tab

Certain parameter values in the Device Properties tab inherit their values from the
corresponding parameter values in the Device Group Properties tab. This allows you to
configure common parameters for a large number of devices at once with a default value.

Device Group Properties Tab
Parameter Values (Default)

Parameter Value
Inheritance

Device Properties Tab Device Properties Tab
e o o0

Parameter Values Parameter Values

When you change the value of a parameter in the Device Properties tab such that it is now
different from the corresponding value set in the Device Group Properties tab, the
parameter will be displayed with an orange background. This is shown below.

Property Editor

Device Group Properties | Device Properties

1PG2

Devices[1] e PG

Ethemnet Ports[2] o ETHL ETH2

Gateways[11] @  SDIInl SDIIn 2 SDIIO 1 SDI IO 2

P62
© Name G2 The parameter’s value is a non-default value
O b==igf e (indicated by the orange highlight)

S short Name PG

Frame IP Address 10.37.83.53

S Network Host Name

S Logical Leval
G Automatic Destinations on Inputs . )
© Automatc ouroas on Outputs Click to reset the parameter’s value back to the

Connection to Controller 1 default value set in the Device Group

Connection to Controller 2 u Properties
G Expose Streams

Firmware version

Internal Wiring Done:

Operation Mode

G sSM Address Enabled

To define properties for a device
1 Open the required topology. See Selecting a Graph, on page 23.
2 Select the device you want to configure.
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The Property Editor is displayed on the right.

# Qadmin A

= | Property Editor a

Virtual Devices @ Topology: IpgTopology a

O Refresh Group Properties  Device Properties

Active

gurator & User Management & Area Co or & User Management € Logical ...ce Table

In this case, the IPG2 bubble is selected and the Device Group Properties tab is selected
in the Property Editor.

3 Select the Device Properties tab to view the properties for the individual device. See
also Description of Common Device Properties, on page 122.
Property Editor
Device Group Propertiest| Device Properties
1PG2
Devices[1] = i)
Ethernet Ports[2] o ETH1 ETH2
Gateways [11] Q SDIIn1l SDIIn2 SDITO 1 SDIIO 2
IPG2
G Name
G Description
G Short Name ™6
Frame IP Address 10.37.83.53
G Network Host Name P62
oo
G Logical Level

G Automatic Destinations on Inputs

G Automatic Sources on Outputs

Connection to Controller 1
Connection to Controller 2
© Expose Streams
Firmware version
Internal Wiring Done

Operation Mode

G ssM Address Enabled
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For example, for the Cameras, there is a Device Group Properties tab for the camera
group and a Device Properties tab for each of the five cameras.

Camera Device Group Properties

The Device Group Properties tab sets the default parameter values to be passed down to
each individual device in the Device Properties tab to save time. These default values can
be overridden in the at the device level in the Device Properties tab.

Property Editor

Device Group Properties  Device Properties

CAML
out
Ports[1]
Name
# Devices
Short Name
Network Host Name
# Input Connectors
# Output Connectors
Advanced
Description
Logical Level
Default Connector Type
# Streams Per Input
# Streams Per Output
Automatic Destinations on Inputs
Automatic Sources on Outputs
Expose Streams
Receive Stream IP Pattern  ${device.number}. ${port.number}. ${stream.number}

Send Stream IP Pattern .${device.number}.${port.number}.${stream.number}

Camera Device Properties
Property Editor
Device Group Properties  Device Properties
CAM1
Devices (5] o CAMI-1 CAM1-2
Control Ports[0] @ @
out
Ports[1] al 1
cAM1 1
S Name
G Description
S short Name
G Network Host Name
S Logical Level
G # Input Connectors
S # Output Connectors
G Default Connector Type
S # streams Per Input
G # Streams Per Output
© Automatic Destinations on Inputs

G Automatic Sources on Outputs

S Expose Streams

Note: All devices, device groups, and connections have properties.

Deleting a Device From a Topology

You must open a topology in the Topology Configurator before you can delete it.

To delete a topology
1 Select the Area. See Selecting an Area, on page 22.
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Select the topology. See Selecting a Graph, on page 23.
Select the device you want to remove.
The device is highlighted on the Topology.

4 Click Delete.
@' & Area o Device Graph @ & & admin A

Device Library Device Graph o Property Editor o
~E RS oulr e @ Device Properties
&

GV Node 10.37.80.238
) Camera
SDIOutputs[144] @

virtual

@) Changeover

Stream SDP Config [t8] 1
® Switch

Output Lanes[48] @
Character
Gi s aen [Py SDI Inputs[144] Q
ol Generator = puts{144]
-

Inputlanes[48] @

31 | s s s |

®\5) Converter

Frame IP Address 10.37.80.238
Network Host Name G
= DA
Advanced
&) oor 7 Description GV Node 10.37.80.238
2022-7 Mode
M) ecoder 6HD Mode
Card Mode
) Demultiplexe
Expose Streams
B encoder ‘Gateway Connection State 1
Gateway Connection State 2
Frame
L T : i e = Gateway NP16 Connection State
Synchronizer a2
IFM-2T Version
Graphics
B cr=» Internal Wiring Done
GV Node e e Join Timeout (ms)
Router Connection State 1
é 1P Device Router Connection State 2
v

SSM Address Enabled

User Management B Router Control G Logical ...ce Table 3 Panel Co...gurator £ Logical L...| Editor & Path Manager =7 Topolog...gurator

Activating a Topology

By activating a topology makes GV Convergent connect to and activate all drivers to
devices in the topology. For example, for a GV Node it means initiating the Densité and
NP0016 connections and being able to control them. By activating a topology, panels will
become active and light up.

You must select a topology and open it in the Topology Configurator before you can make
it active.

Note: Only one topology can be active at a time for each area.

To make a topology active

1 Select the required Area. See Selecting an Area, on page 22.
2 Select the required topology. See Selecting a Graph, on page 23.
@' & Studio A = IpgTopology

Virtual Devices 3 Topology: IpgTopology

A 2 A
B Camera = B EL( S o We BC

- Changeover
& Switch

3 Click Active at the top of the Topology Configurator.
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A confirmation message appears.

Confirm

Are you sure you want to set

<IpgTopology> active?

(0]4 Cancel

4 C(lick OK to continue.

The following changes occur.
& o o2 PP

Device Library £ Topology: 2 - IP-to-IP

7% o

virtual Lo © I I ]

) Camera ==}

Panel (1)
=) Changeover Switch

Character Generator
=

1PDst (2)

®15) converter
&= DA

=8 oor

M) oecoder
*§) pemultiplexer
B ercoder

1) Frame Synchronizer

BY crepnics

&)
L]

Audio8 (2) Augio Live (1) D-Audiol6 (1)

&

S-Audiol6 (1)

Y
LdaY
Network Switch-A
~
Mouse: N/A Zoom: 0.9

{3 Topolog...qurator [+]

#  Ladmin 4
Property Editor =1
Device Properties
RED

Control Ports[1] G ) Dummy Network Switch

Network Host Name:
# Input Connectors
# Output Connectors
Advanced
Description
Logical Level
# Streams Per Input
# Streams Per Output
Automatic Destinations on Inputs
Automatic Sources on Outputs
Controller Starting Tnput
Controller Starting Output
Expose Streams
Manufacturer

Serial Number

« The topology name is displayed in red at the top of the Topology Configurator.
+ Ared lightbulb is displayed beside the topology name.

+ Ared box appears around the topology.
« Active is written on the bar.
« The topology is locked.

+ The red Active bar is displayed on the thumbnail for the active topology.

&P & sudoA [+ TpgTopology

X Cancel

TpgTopology 2018-02-27  Device Graph

Device Graph o
Being edited by:

Being edited by:

admin

“This graph is empty.

Active

2018-02-27  GVNodeTopology

&% Qicomack M\
© Add

2018-02-27  MultiHopTopology
- ® °

2018-02-27

Being edited by:
admin

Being edited by:
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Making an Active Topology Inactive

Only one topology can be active at a time for each area. You must open the active topology
in the Topology Configurator before you can make it inactive.

To make an active topology inactive
1 Select the required Area. See Selecting an Area, on page 22.
2 Select the required topology. See Adding Devices to a Topology, on page 43.

@ & Studio A s IpgTopology

Virtual Devices 0z Topology: IpgTopology

2% oW BT

3 Click the Active button at the top of the Topology Configurator.
A confirmation message appears.

Confirm

Are you sure you want to set
<IpgTopology> inactive?

(0]4 Cancel

4 Click OK to continue.
The following changes occur.
@' & Area o Device Graph & & admin A

Device Library £ J0logy: Device Graph ©  Property Editor

virual - 7% 9 Device Properties
-~ GV Node 10.37.80.238
M) Camera

SDIOutputs [144]
Changeover
> Switch

Character o
G e SDI Inputs| 144
Generator = puts[144] @

‘Stream SDP Config [t8] 1

Output Lanes[48] @

Input Lanes [48]
®15) Converter Frame IP Address 10.37.80.238
5 pA Network Host Name G
‘Advanced
=8) DDR X Description 6V Node 10.37.60.238
2022-7 Mode
M ecoder 6HD Mode

Card Mode
Demultiplexe
Expose Streams
&) Encoder Gateway Connection State 1

Gateway Connection State 2

IFM-2T Version
Graphics

-€
L T . o o Gateway NP16 Connection State
Synchronizer

Internal Wiring Done
GV Node Join Timeout (ms)
Router Connection State 1
é 1P Device — Router Connection State 2

SSM Address Enabled

User Management B Router Control G Logical ...ce Table 3 Panel Co...gurator £ Logical L...| Editor & Path Manager =7 Topolog...gurator -

« The topology name no longer appears in red at the top of the Topology
Configurator.

- The red bar no longer appears at the base of the Topology.
+ The topology is unlocked.

+ The red Active bar is no longer displayed on the thumbnail for the active topology
in the secondary window.
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Unlocking / Relocking a Topology

A topology is locked automatically when you make it active. The lock only affects the
current GV Convergent Client application. If multiple users have the same topology open,
then each user can lock/unlock their client to do edits; this setting is not global to all open
clients.

To unlock an active topology
1 Select the required Area. See Selecting an Area, on page 22.
2 Select the required topology. See Selecting a Graph, on page 23.
This opens the topology in the Topology Configurator.
& ane G2 PP # Ladmn A

ice Library Topology: 2 - IP-to-IP Property Editor
virtal E /&Ko oW e 4 Device Properties
RED

Control Ports[1] | ) Dummy Network Switch

) Camera

Panel (1)
=% Changeover Switch

Character Generator

& &

1PSTCl6 (3) R PDst (2)

Network Host Name
®1g) converter
# Input Connectors
2 .. # Output Connectors
Advanced
Description

& & Lopkalteve
“ e # Sty Per Input
Audio8 (2) Audio Live () D-Audio16 (1) reams Per Input

# Streams Per Out
<€) pemultiplexer =3

Automatic Destinations on Inputs
B crcoder Automatic Sources on Outputs

I‘EI L Controller Starting Input
= T4

S-Audiot6 (1) Network Switch-A
§ [ —
B crrtics
Manufacturer

B) Frame Synchronizer -
Controller Starting Qutput

v

Mouse: N/A Zoom: 0.9 Serial Number

[ Topolog...gurator [+

3 Click the Lock button.
A confirmation message appears.

Confirm

Are you sure you want

to unlock <IpgTopology=>?

(0]4 Cancel
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4 Click OK to continue.
& ane 20w

Device Library Topology: 2 - IP-to-1P

vitual 2% % oW A

$admin A

= Property Editor

Device Properties
RED

Control Ports[1] G ) Dummy Network Switch
) Comera =
IN
Panel (1) Ports [20]
=% ) Changeover Switch
our
Ports [20] = 1
Character Generator L2
& é Network Host Name
®15) converter =T
IPSIC6 (3) 1PDst (2) # Input Connectors
=) oa # Output Connectors
Advanced
=8) oor

Description

o Logical Level
M) vecoder

o) = #St Per Input
Augio Live (1) D-Audiol6 (1) reams Per Input

# Streams Per Qut|
=€) pemuitiplexer e

B encoder

u
) Frame Synchronizer R

Automatic Destinations on Inputs
Automatic Sources on Outputs
Controller Starting Input
Controller Starting Qutput
S-Audiol6 (1) Network Switch-A

_ Expose Streams
B creohics

Manufacturer

- v
Mouse: N/A Zoom: 0.9 Serial Number

={3 Topolog...qurator [+]

When a topology is unlocked
« Thelock icon is unlocked.

- If you have Edit permissions to the Topology Configurator for the selected area, you
can modify the active topology.

Locking an Unlocked Topology

It is recommended to relock an unlocked topology, when you have finished your edits. This
prevents you from inadvertently making edits on an active topology, such as selecting an
object and pressing delete by accident.

Note: You can onlylock an unlocked active topology. Inactive topologies cannot be
locked or unlocked.

To lock a unlocked active topology
1 Select the required Area. See Selecting an Area, on page 22.
2 Select the required topology. See Selecting a Graph, on page 23.
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This opens the topology in the Topology Configurator.
1P-to-1P & admin A
Topology: 2 - IP-to-IP = Property Editor

s7xe owe e ?a Device Properties
RED

= Control Ports[1] G ) Dummy Network Switch

Panel (1)
=) Changeover Switch

Character Generator

& &

IPSIC16 (3) RE PDst (2) # Input Connectors

Network Host Name

®15) converter

9 oa # Output Connectors
Advanced
=8 oor Description
CEI Logical Level
M) oecoder #8t Per Input
ki J . reams Per Input
Audio8 (2) Augio Live (1) D-Audiol6 (1) P

# Streams Per Out|
=€) pemuitiplexer e

Automatic Destinations on Inputs
k Encoder Automatic Sources on Outputs

Controller Starting Input

& %
1) Frame Synchronizer = 'S =
Controller Starting Output

S-Audiol6 (1) Network Switch-A
m _ Expose Streams
Graphics
Manufacturer

/A Zoom: 0.9 Serial Number

-I: Topolog...gurator
3 Click the unlocked Lock button at the top of the Topology Configurator.
No confirmation message appears.

@' & Studio A = IpgTopology

Virtual Devices 3 Topology: IpgTopology

s/ oW B @

The Lock icon switches to the locked state.
No one can edit the topology.
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Logical Device Table Tasks

Use the Logical Device Table task to view and configure the streams for the logical levels.
Audio shuffling and breakaway can also be configured to create multiple streams with
different audio channels (for example, for multi-language support).

The Logical Device Table task is also where you create virtual crosspoints (XPTs) and to
configure logical destination devices that are related to these virtual XPTs. See Configuring
Virtual Crosspoints (XPTs), on page 79.

Megasource is a logical source device that is defined with multiple streams, under multiple
logical levels, that can be routed to a logical destination with at least one matching logical
level. This allows the definition of a source device with multiple locations in the topology,
where the destination devices’logical levels will determine which streams to route. For
example, the user may connect Bars to two different routers, the destination logical level
will determine which of these two source streams are to be used. This is usually the source
stream that is local to the destination. Megasource also allows for 4K/UHD quad-link
sources to share a single stream of 16 channel audio and ancillary data with the 4 video
streams. See also Using Megasource, on page 74 for more information.

Accessing the Logical Device Table task

To access the Logical Device Table Task
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
2 Select an area. See Selecting an Area, on page 22.
3 Select a topology. See Selecting a Graph, on page 23.
4 Select Configuration > Logical Device Table.

%y Configuration

Area Configurator
Logical Level Editor
Topology Configurator
Logical Device Table
Category Configurator
Panel Configurator

55 GPIO Configurator
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The Logical Device Table task appears.
& anea 42l © #  Qadmin A

03[ Multilevel Table
Sources Destinations Virtual XPTS

Audios-10ut1 ES R B OO
Aucios-1 v
Audiog-10ut2

Aucios-1 Desaription

Audios-20ut1 AudioB-10ut1.C1
ey Ixhudio8 Combined .

Audio8-20ut2 S-Audio160utl x S-Audiol60ut1
Audio16 Audiol6 —

IPSrc16-10ut1.1 X IPSrcl6-10utl2 X IPSrc16-10utl.2
1PSrcl6-1 225..1.1 | IPSrci61 225.1.1.2 | IPSel61 235.1.1.3

Channel Browser

s1 s1

IPSrc16-20ut1.1 x IPSrc16-20ut1.2.C1

Audio8-10ut1.C1 s1-chs 2252.1.1

Audiog-1 226.1.1.1| @
Audio8-10ut1.

IPSrc16-30ut1.1 x 1PSIC16-30ut1.2.C5 >

S PSrci63 25311 PSici63 25313

Audiog-1
Audio8-10ut1.
Augiog-1

<
Total Sources: 5_Filtered: 5 Total levels: 27_Filtered: 6

& Logical ...ce Table [+]

The default streams for your topology, are displayed in the left hand column under
Stream Browser.

The following tabs are found in the right hand column under Multilevel Table.

Tab Description

Sources Show the currently configured sources. Sources are the available
outputs for all the devices on your topology. See Adding a Source to
the Logical Level Table, on page 69.

Destinations Show the currently configured destinations. Destinations are the
available inputs for all the devices on your topology. See Adding and
Configuring a Destination, on page 74.

Virtual XPTS Show the currently configured virtual crosspoints. See Configuring
Virtual Crosspoints (XPTs), on page 79.

5 Select the Sources tab to view the streams from the sources.

The Logical Level associated with the source are displayed. For information on the
logical levels, see Logical Level Editor Tasks, on page 29.

6 Scroll down in the Sources view to see all the levels for the selected source.

Stream Browser / Channel Browser

The Stream Browser shows all currently available steams. When a stream has two or more
channels, the Channel Browser gives you access to the individual audio channels in a
stream thereby allowing you to implement audio breakaway and audio shuffle for
independent audio routing. See Create Logical Devices with Shuffled Audio, on page 77.
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To make use of this feature, streams will need to pass through a device that supports audio
breakaway/shuffling, such as GV Node or Audio Live. See Configuring a GV Node Device, on
page 123 and Configuring a Device that Supports Audio Breakaway/Shuffling such as
Audio Live, on page 184.

226.1.1.1
Audio8-10ut2
Audio8-1 226.1.2.1
Audio8-20utl
AudioB-2
Audio8-20ut2

Channel Browser

ER OO0
ER OO =

Audio8-10ut1.C1
AudioB-1 226.1.1.1

Audio8-10ut1.C2
Audio8-1 226.1.1.1

Audio8-10ut1.C3

Audio8-1 226.1.1.1 @

The selected stream

Note: if more than one stream is
selected in the Stream Browser,
then the Channel Browser shows
all channels derived from the
selected streams

The Channel Browser shows the
available audio channels for the
selected stream

Each audio channel can be
dragged onto a different level in
the Multilevel table to shuffle
the source’s audio

The Stream Browser and Channel Browser menu have the following menu options.

Icon Description
Eﬂ Select All Selects all items in the Stream Browser.
=1 Clear All Deselects all items in the Stream Browser.

Channel Browser

Shows the Channel Browser (found in the Stream Browser only).

Automated

Sources / Destinations

Creates all the audio levels in the Multilevel Table for the selected
streams. See also Configuring an IQAMDA40 Device, on page 191 for an
example of how to use this feature.

Filter

Filters the list. See Filtering Lists, Table Columns, Sources, and
Destinations, on page 88.

Multilevel Table Menu

The Multilevel Table menu has the following menu options.

Icon

Description

New

Creates a new Source / Destination / Virtual XPTS in the Logical Device
Table. See Adding a Source to the Logical Level Table, on page 69,
Adding and Configuring a Destination, on page 74, and Configuring
Virtual Crosspoints (XPTs), on page 79.

Delete

Removes the currently-selected Source / Destination / Virtual XPTS in
the Logical Device Table. See Deleting a Source, Destination, or Virtual
XPTS, on page 77.

Eﬂ Select All

Selects all rows in the Multilevel table.

oo
ats] Clear All

Deselects all rows in the Multilevel table.
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Icon Description

= Levels Shows the Logical Level Selector. This allows you to set the logical
levels that are to be shown in the Multilevel Table.

See Setting the Logical Levels to be Displayed in the Multilevel Table,
on page 68.

Hide automatic | Shows or hides automatic sources / destinations in the Logical Device
sources / destinations | Table.

Virtual Shows the available destinations available from previously-configured
Destinations virtual XPTS.

E Reset all filters The columns of the Logical Device Table have filters. These buttons
3 Reload all filters clear all filters and restores the previous filters.

See Filtering Lists, Table Columns, Sources, and Destinations, on
page 88.

Export Exports the Logical Device Table to a CSV file. See Exporting a Logical
Device Table, on page 77 or Selecting all Devices in the Logical Device
Table for Export, on page 77.

E Restore default | When a source or destination has been renamed, this resets the name

label to its original label.
Refresh Reloads the Logical Device Table's contents.

About Automatic Sources or Destinations

Certain sources and destinations are created automatically by GV Convergent, such as edge
devices: cameras, monitors, and so on. Automatic sources or desitnations are created when
the following properties (as applicable) have been set in the device’s property editor:

+ Automatic Destination

« Automatic Destinations on Inputs

» Automatic Destinations on Outputs
» Automatic Source

« Automatic Sources on Outputs

» Automatic Sources on Inputs

See also Description of Common Device Properties, on page 122.

The A icon is shown next to the name for the row in the Multilevel Table to indicate that the
source or destination was automatically created by GV Convergent.
Source or destination was

— automatically created by

/ GV Convergent

IQUCP25_SDIOut3 This yellow bar indicates that the
e hame is no longer the automatically-
generated name

Note: You cannotdelete a default source from the Logical Level Table. However, you
can modify the levels associated with the source. Also, you can modify or delete the
sources that you create.
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Automatically created sources’and destinations’ name can be re-named by double-click
the name field. A yellow bar indicates that the name of the source or destination is no
longer the automatically-generated name. Click |51 Restore default label to revert back to
the automatically-generated name.

If you try to delete an automatic source or destination from the Logical Device Table, the
following message is displayed at the bottom of the task.

The sel d are i generated, and cannot be deleted. n

To remove an automatic source or destination, you must deselect the following properties
(as applicable) in the device’s Property Editor:

+ Automatic Destination

» Automatic Destinations on Inputs

« Automatic Destinations on Outputs
» Automatic Source

« Automatic Sources on Outputs

« Automatic Sources on Inputs

Setting the Logical Levels to be Displayed in the Multilevel Table

68

You can show or hide the Logical Level shown in the Multilevel Table. For example, once
you have created custom levels in the Logical Table Editor, you might want to show those
levels while hiding others that are not of interest for the moment. Showing or hiding
Logical Levels in the Multilevel Table is used to facilitate bulk assignment of sources and
destinations in the Multilevel Table. See Bulk Assigning Logical Levels in the Multilevel
Table, on page 74.

To modify the logical levels associated with a source

1 Select a Source in the Logical Device Table. See Accessing the Logical Device Table task,
on page 64.

2 Click the Logical Levels icon B at the top of the table.
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A secondary window opens displaying the levels for the selected source.

Logical Level Selector

Level ID 1 Level ID 2 Level ID 3

Level ID 4 Level ID 5 Level ID 6

Level ID7 Level ID 8 Level ID 9

Level ID 10 Level ID 11 Level ID 12

audiold
Level ID 13

audioll
Level ID 14

audiol2
Level ID 15

audiol3
Level ID 16

audiol4
Level ID 17

audiol5
Level ID 18

audiol6
Level ID 19

ancillary

Level ID 22 Level ID 23

wvideo-ancillary
Level ID 33

TICO-V-ANC
Level ID 34

TICO-VIDEQ

V-ANC TICO-VA Level ID 35

Cancel

3 Select one or more levels you want to use for the selected source.
4 Click OK.

The columns in the Multilevel Table adjust to add the ones you have selected.

Adding a Source to the Logical Level Table

By default, the logical device table displays the sources in the selected topology. You can
add a logical device to the table that is not in the topology. You would then have the option
of switching to the new logical device in place of the existing device.

To add a source to the logical level table
1 Open the logical level table for the required topology.

@ & Area £ 2-TPtoP @

Audio8-10ut1
Audio-1
Audio8-10ut2
Audios-1
Audio8-20ut1
Audio8-2

Audio8-20ut2

Channel Browser

Audios-10ut1.C1

Audiod-1 226111 @
Audio8-10ut1.C2

Audios-1 226111/ @
Audio8-10ut1.C3

<
26111 @

Audiog-1

Multilevel Table

Sources

2xAudiod

Audio16

s1

$2-chs

s3-shfl

™ Total Sources: 5 Filtered: 5

G Logical ...ce Table (]

De Virtual XPTS
= % B2 o
4

Description
Combined

S-Audio160ut1
Audio16 -

-Audiol6

IPSrC16-10ut1.1 X IPSrc16-10ut1.2

= PSic161 225.1.1.1| IPSrel61
IPSrc16-20utl.l

S1-chs TPSrl
IPSTCl6-30utl.1 x

sl PSCIE3

2253.1.1

Total levels: 27 Filtered: 6

2 Click New [+] at the top of the Multilevel Table.

% Qadmin 4

Audio8-10ut1.C1
Audiog-1

S-Audio160ut1
16

X IPSrc16-10utl.2

225.1.1.2 | 1PSrc16-1

IPSIc16-20ut1. 2.1

1PSIC16-30ut1.2.C5
IPSIC16-3
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A secondary window appears.

Cancel

3 Enter the required information in the Base Name, Start Index, and Count fields.
4 Click OK.
New sources are created. The Base Name is displayed under the Name and

Description fields. The number of new sources created corresponds to the number you
enter in the Count field.

fod &admm A

Multilevel Table

Sources Destinations
owvERROC
Name Description
Cam1001 Cam1001
Cam1002 cam1002
Ccam1003 Cam1003
Cam1004 Cam1004
Cam1005 Cam1005
S2%-1 $2X10ut 1
SIX20ut 1
S2X3 0ut 1

S2X40ut 1

1@ sw4

$910utl

Total Sources: 305 Filtered: 305 Total levels: 24 Filtered: 0

In the example, five new sources are created. The name for each device begins with the
base name CAM100. A number is appended to the base name. This begins with the
starting index and increases by one for every number in the count.

Configuring Streams for New Sources

After creating new sources, the next step is to configure the streams for them. Different
streams can be assigned to different levels, so that a source is composed of streams from
different devices (to do implicit breakaway).
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For example, the column you drop a stream on in the Multilevel table selects the part of the
stream to use to create the logical device. This is shown below for a stream from the Stream

Browser.
& anea wui-

DI ©
& Multilevel Table
4 Sources
Breakaway Audio EoW
Brea...do
CamTRO3-1
Cam..31 RETE
CamTR03-2
CamTRO3-1
cam..32
CamTRO4-1
CamTR03-2
Cam..41
CamTR04-2 CamTROA1
Cam..42

CamTR04-2

s pg =
a8 B0

Virtual XPTS
B o,
= SDIVideo

so1 v A A n

Destinations
¢ %Y
4

Audio
Channel 2

Component | Components} Channel 1

h 4

Description #

CamTR03-1 CamTR03-1 CamTR03-1

1| cam.31

CamTR03-1 CamTR03-1
SAIR03 1 0ut 1 2
Cam..31 1] cam..31

CamTR03-2 CamTR03-2 CamTR03-2
CamTR03 2 Out 1 ) . .

CamTR04-1 CamTR04-1

1 | cam..a1

CamTR04 1 Out 1

TRO4-2
CamTR042 Out 1

Select the row before dropping a destination onto it

Stream Drop onto

Multilevel Table

Column Description

SDI This fills all levels (video, 16 audio channels (A1 to A16), ANC, and
V-ANCQ) with the equivalent levels from the SDI video stream.

\ This takes the video level only from the SDI stream.

A This takes the audio levels only from the SDI or audio stream for all 16
audio channels (A1 to A16).

Alto A16 This takes the first audio channel from the SDI or audio stream.

ANC This takes the ANC level only from the SDI stream.

V-ANC This takes the V-ANC level only from the SDI stream.
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For instance, you could create a source with Video from a GV Node and the audio from an
IPG-3901, or IPG-4901. You do this by assigning the GV Node stream under the SDI column,
and the IPG-3901, or IPG-4901 stream under the Audio (A) column. If audio
breakaway/shuffling is required to complete the path, GV Convergent will automatically
choose a route through Audio Live for example.

Configuring Streams for Audio Live Audio Channels

When using Audio Live in your topology (see Configuring a Device that Supports Audio
Breakaway/Shuffling such as Audio Live, on page 184), you can:

« From the Stream Browser, drop the audio stream onto the audio (A) column. This is
shown above.

- From the Channel Browser, drop one or more audio channels from the stream onto the
A1 to A16 column(s). To open the Channel Browser, see Stream Browser / Channel
Browser, on page 65.

@ & nea 22 o % 34

Stream Browser . Multilevel Table

Sources Des Virtual XPTS VIdeO AUdIO AUdIO AUdIO
Aucos 10w EOW HB 2% B O
26111 |@) |Abdoest vl . v SDLVideo ,]Component|Components] Channel 1, Channel 2,
Audos- 2001 Audios 2002
Audios-2 226.2.1.1 @ Audios-2
o rsrcie-toutia e e
o

so1 v a1 x a2 x

IPsrcie-iouts;
sciet
TPsrc1610u2.2 sret6-1001.1 x| wsaciomz x| wsasioua Tesrct6-10ut12
Deciot 25122 psicier psrcis1 2 2 fesass
1
innel Browser srchs chs ' —
= “s30utL

Ipsicis3 ¥ pscis3
IPSrc16-10ut1.2.C1

sl 25112
IPSrc16-10ut1.2.C3
PSrci6t
IPSrc16-10ut1.
St
IPSrc16-10ut1
Sl
IPSrC16-10ut1.2.00 IPSIC16-10ut1.2.010 ¥ Total Sources: 6 _Fitered: 6 Total levels: 27 Filtered: 6

G Logical ...ce Table

Symbols for currently active Audio Breakaway and Shuffle

Symbols are used in the name of a logical device to identify if the audio has been shuffled
or there is an audio breakaway currently active.

CAM10001

Symbol Description

E Breakaway This icon appears next to the name for the row to indicate that the
audio comes from another stream source.

E Shuffle This icon appears next to the name for the row to indicate that one or
more audio levels have been exchanged for another audio level from
the same stream. To shuffle the audio, see Create Logical Devices with
Shuffled Audio, on page 77.

To configure streams for the new sources
1 Open the Logical Device Table for the required topology.

In the left hand column under Stream Browser, the default streams for your topology
are displayed.
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Add sources to the Logical Level Table. See Adding a Source to the Logical Level Table,
on page 69.

Select a source’s row to which you want to add a stream.
@ & Area =i Device Graph # Qadmin A

Stream Browser 2 Multilevel Table =]

A4 Sources Destinations
(] ow=EDR

55793 1@ ss7-94 v
55795 1@

55797 557.98
§57-100
Cam1002 Cam1002
557-99
$57-101 §57-102
cam1003
S57-101 557-102
§57-103 -
Cam1004 Cam1004
$57-105 §57-106
557105 $57-106

Cam1005

§57-107 $57-108 52X 1 0ut 1
S57-107 557108

£57-100 §57-110 s2x20ut 1
$57-109 857110

§57-111 §57-112 s2X30ut1
s57111 S57112

§57-113 §57-114 $2X4 0ut 1

ss7-114

857115 §57-116 2 sEmE
S57-115

$57-117 §57-118 <

¥ Total Sources: 305 _Filtered: 305 Total levels: 24 _Filtered: 3

@' & Area = Device Graph 5 Qadmn 4

Stream Browser 0. Multilevel Table =)

A 4 Sources Destinations

° o Video Audio
s57.93 1@ s ¥y Component| Components

55795 Description v A

55797

§57-100
Cam1002 Cam1002

oo r e oo r e o Yo ror e or

s57-101 $57-102
Ccam1003
£57-101

$57-102

557-103. -
Cam1004 Cam1004

$57-105. $57-106 TS
557-105 557-106

$57-107 §57-108 s2X10ut1

557-107

557-108
557-109 §57-110 S22 0ut 1

£57-109

$57-110
$57-111 §57-112 $2X30ut 1

s57-111

$57-112

$57-113 §57-114 S2X40ut 1

557-114
s57-115 $57-116 = SUlEm

557115

$57-116

S57-117 §57-118 <

1+ (@ coriin ¥ Total Sources: 305 _Filtered: 305 Total levels: 24 _Filtered: 3

In the above image, a stream is added to a source for its video component. Drag the
same stream or another stream from the Stream Browser to a source to add its audio
components.
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Bulk Assigning Logical Levels in the Multilevel Table

The Stream Browser and Channel Browser have filters that allow you to refine the stream
selection shown. See Filtering Lists, Table Columns, Sources, and Destinations, on page 88. It is
often possible that by using filtering, streams can be grouped together so that they can be
dropped in bulk onto the Multilevel Table, on a row or a column.

« To bulk drop streams on to a row, select one row first and then select two or more
streams to drop onto the row.

Virtual XPTS

L1
1gM4000 1
L2l

Select the row before dropping a destination onto it

15 @ 1oMixd00 1

Total Sources: 2 Filtered: 2 Total levels: 110 Filtered: 106

Logical L... Editor @ Logical ..ce Table [ Router Control °

« To bulk drop streams on to a column, select two or more rows first and then select two
or more streams to drop onto the column.

Adding and Configuring a Destination

The procedures for adding and configuring destinations are the same as for adding and
configuring sources. For details, see Adding a Source to the Logical Level Table, on page 69
and Configuring Streams for New Sources, on page 70.

The IP Clean Switch option enables routing of an IP source to a local GV Node destination
for a vertically accurate switch.

Using Megasource

74

Megasource changes GV Convergent’s pathfinding rules to match exact logical levels
before applying best match logic. This allows you to create logical sources where the same
or different streams can be added to the logical level columns that share the different
custom logical levels. Megasource only applies to sources with multiple stream/level
pairings and the filtering happens when a normal destination is used in a route.

When doing a take, the GV Convergent's pathfinding algorithm will attempt to find an exact
level match between the logical source and the logical destination. Failing to find an exact
match, it attempts to find a compatible level match as it currently does. If there is more than
one possible compatible match (ambiguous take), it will fail the take because we don't
know which stream should be used on the logical destination.

Note that a 4K take is a subset of this feature where there are four SDI levels per logical
source and logical destination (one SDI level for each quad-link or two-sample interleave
division substream component). See Configuring 4K / UHD Quad-Link Streams for use with
an IQMix or IQUCP25 Device, on page 142 for more information.
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For example, you have three SDI signals from the same source. One signal is full resolution
1080p video, the second signal is 720p video, and the third is 480p video. One destination is
for the full resolution 1080p video, the second destination is for the 720p video, the second
destination is for the 480p video, where the destination devices' logical levels will
determine which streams to route.

The following is an example of how to do this.

Using Megasource

1 Create the following Topology to use for this example. See Adding Devices to a
Topology, on page 43.

IQMIX4000-In (8) 0 (1) / i _SDI (1) IQUCP25_SDI-Out
f (8)

2 Create three copies of the SDI Logical Level called SDI-A, SDI-B, and SDI-C in the
Logical Level Editor. See Duplicating a Logical Level, on page 32.

3 Click in the Multilevel Table, Sources tab, of the Logical Device Table to hide the
automatically-generated sources. See Multilevel Table Menu, on page 66.

4 Click [+] in the Multilevel Table, Sources tab, of the Logical Device Table to create a
new source (shown in this example as Megasource). See Adding a Source to the Logical
Level Table, on page 69.

5 In the Logical Device Table, select a source’s row to which you want to add the streams.
See To configure streams for the new sources, on page 72.
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6 From the Stream Browser of the Logical Device Table, drag the three source streams
onto the Multilevel Table. The first stream represents 1080p video, the second stream
represents is 720p video, and the third stream represents 480p video.

Stream Browser Multilevel Table

Sources Destinations Virtual XPTS

IQMIX40001n2 L
1 @ M.In2 v
IQMixavUOLna
1)@ |om..1na R

IQMIX4000In5 IQMIX4000In6 IQMIX4000In1

QM...InS 1 @ 1QM.In6 Megasource Megasource IQM...In1 110
IQMIX4000In7 IQMIX4000In8
QM...In7 1 @ 1QM.Ing

Select a row before dropping
the sources onto it

Total Sources: 9 Filtered: 1 Total levels: 108  Filtered: 105

#{% Topolog...qurator Logical L.| Editor (& Logical ..ce Table ~  System Status ]

7 Click in the Multilevel Table, Destinations tab, of the Logical Device Table to hide
the automatically-generated destinations. See Multilevel Table Menu, on page 66.

8 Click [+] in the Multilevel Table, Destinations tab, of the Logical Device Table to
create new destinations, one for each level (1080p, 720p, and 480p video). See Adding a
Source to the Logical Level Table, on page 69.

9 In the Logical Device Table, select the first source’s row to which you want to add the
streams.

10 From the Stream Browser of the Logical Device Table, drag the first destination stream
onto the Multilevel Table.

11 In the Logical Device Table, select the second source’s row to which you want to add
the streams.

12 From the Stream Browser of the Logical Device Table, drag the second destination
stream onto the Multilevel Table.

13 In the Logical Device Table, select the third source’s row to which you want to add the
streams.

14 From the Stream Browser of the Logical Device Table, drag the third destination stream
onto the Multilevel Table.

@' & Area =0 Megasource & 3 admin A
Stream Browser 0 Multilevel Table =
T Sources Destinations Virtual XPTS
IQUCP25_SDIOUtL ow =" B ¥ <
1QU...utt v y
1QUCP25_SDIOuL2
1QU...ut2 — SO
IQUCP25_SDIOUL3 TQUCP25_SDIOuUt1 x
1QU...ut3 oy vt 1
IQUCP25_SDIOut4 IQUCP35_SDIOut? x
1QU...ut4 1QU...ut2 1
IQUCP25_SDIOuS IQUCP25_SDIOUt3 x
1QU...ut5 1QU...ut3 1

IQUCP25_SDIOut6

[0 Select the row before dropping a destination onto it

<
Total Destinations: 11 Filtered: 3 Total levels: 108 Filtered: 105

={3 Topolog...gurator gical L...| Editor & Logical ...ce Table “\j‘ System Status

15 Test the configuration by making takes between a logical source and destination that
use the Megasource source. See Performing a Take in Router Control, on page 214. See
in Pathfinder that the correct source resolution is received by each destination. See
Viewing Information about the Destinations, on page 199.
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Deleting a Source, Destination, or Virtual XPTS

You can delete any source, destination, or virtual XPTS that you have created.

To delete a source, destination, or virtual XPTS
1 Open the Logical Device Table task for the required topology.

2 Select the Sources tab, the Destination tab, or virtual XPTS tab according to what you
are deleting.

3 Select the sources, destinations, or virtual XPTS in the table.

Note: You can delete one or more sources or destinations at the same time.

4 Click the Delete icon [3].

Exporting a Logical Device Table

You can export the data in your logical device table in a csv file.

To export a logical device table
1 Open the Logical Device Table task for the required topology.
2 Select the rows you want to export.
3 Click the Export icon [[&.
4 Navigate to the folder where you want to save the file.
5 Click Save.

Selecting all Devices in the Logical Device Table for Export

You can select all devices in the logical device table, for example, to export the Device
Table’s configuration data to a csv file.
To select all the devices and save their configuration data

1 Open the Logical Device Table task for the required topology.

2 Click the Select All icon [ .

3 Click the Export icon [[&.

4 Navigate to the folder where you want to save the file.

5 Click Save.

Create Logical Devices with Shuffled Audio

You can define the audio configurations for logical sources by selecting any audio sub-
stream (from a MADI stream or an AES67 stream from an Audio Live device for example) in
the Logical Device Table and change its pre-assigned level directly in the table.

Audio live permits the breakaway of audio feeds. To do this, add an Audio Live device to
your network and to your topology. See Configuring a Device that Supports Audio
Breakaway/Shuffling such as Audio Live, on page 184. The audio channels for the sources
become available under the Channel Browser for those streams (see Stream Browser /
Channel Browser, on page 65).
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For example:

« You may have audio embedded on the first 8 audio channels for English-language
program and the last eight channels for French-language program. In this scenario, the
first logical source would have the implicit stream for audio in only the first 8 audio
logical levels (that is, associated to audio levels 1 to 8) and the second logical source
would have those same first 8 logical levels of audio explicitly defined with the same
stream, but the audio logical levels are associated to audio levels 9 to 16.

- A user defined destination logical device may include MADI audio. In order to define
the destination as utilizing the logical source audio from logical levels audio 1 and
audio 2 onto logical levels audio 11 and audio 12, it is necessary to place the
destination device stream under logical levels audio 11 and audio 12, but define the
source audio of the stream as coming from source logical levels audio 1 and audio 2,
respectively.

To create logical devices with shuffled audio

1 Create one or more new logical devices. See Adding a Source to the Logical Level Table,
on page 69.

2 Drag a stream from the stream browser (for example, an audio stream) and drop it on
its corresponding level on the newly created logical device (audio level, A). Once the
steam is dropped on its level, all the corresponding sub-levels will be automatically
filled in (A1 to A16). The table will show the main stream on the audio level and up to
16 other sub-levels contained in this level.

Stream Browser . Multilevel Table

Virtual XPTS Shuffle
Button

Camg4

Description X
camos

Camog Camera 98 Out 1

7 camg9 cam99
cams6 cam99 Camera 99 Out 1

o Cam100 Cam100 Cam100
Gy Cam100 Camera 100 Out 1 N " -

: A 73 oA
G 1 © CAM10001 cAM10001

Camg9 1@ CAM10002 CAM10002
(/]
Cam100 1@ P cAM10003

IS
¢
oA 10 ¥ Totol Sources: 103 Fitered: 103 Total levels: 25  Filtered: 2

& Logical ...ce Table [+]

If the selected row/cell is eligible for shuffling, a shuffle button K% will appear in the
column header.

3 Select the row and click the shuffle button to open a logical level selector with the
filtered compatible levels available for selection.

Logical Level Selector - audiol

audio2 audio3 audiod
Level ID5 Level ID 6 Level ID 7

audios audioé audio?
Level ID8 Level ID 9 Leve! ID 10

audio8 audio9 audiol0
Level ID 11 Level ID 12 Level ID 13

audiol1 audio12 audiol3
Level ID 14 Level ID 15 Level ID 16

audiol4 audiol5 audiol6
Level ID 17 Leve! ID 18 Leve! ID 19

Cancel
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4 Select a new level to assign to the stream. If for example, the stream is on audio1 and
you want to change it to audio9, select the audio9 level from the stream. Click OK.

See also Symbols for currently active Audio Breakaway and Shuffle, on page 72.

Configuring Virtual Crosspoints (XPTs)

Without virtual XPTs, only one route can be made for each task. Virtual XPTs are used when
multiple outputs are required to be switched to the same source in a single take.

Destination 1 Destination 2 Destination 1 coe Destination n

V7

Virtual XPT

1

Source Source

Virtual XPTs can be used to:

« Show user-friendly device names on the operators’ control panels. For example, the
name of the virtual XPT is shown on control panels when used.

« Hide implementation details from the operator(s). For example, in a transparent
fashion, an output signal is also sent to a monitor.
Virtual XPTs are used for the following two primary applications:

« Monitoring: to follow the source routed to a given destination and to route that same
source to other destinations as needed.

- Utility DA (distribution and amplifier): to allow for a configurable virtual
destination/source that can be routed to other real destinations.
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The following virtual XPT functional behaviors are by design:

A take with a virtual XPT will fail if the path to the source does not exist and as a
consequence the virtual source will fail. The status (Tally) will not reflect this.

A take with a virtual XPT’s destination will be ignored if the take fails.

A logical destination can only be added to one virtual XPT destination at a time. Once a
real destination has been added to a virtual XPT, it is no longer available to be used
with other virtual destinations. A pop-up message is shown if you try to add a logical
destination that has already been added to another virtual XPT. Click OK to remove the
logical destination from the previous virtual XPT and add to it the new virtual XPT.

You can only route virtual sources to unrelated virtual destinations that are not
associated with the same virtual XPT. This allows you to increase the number of logical
destinations devices that can be switched with a single route. Routing a logical source
device to the virtual destination of another virtual XPT will route said source to all
logical destination devices that the virtual source is routed to. Routing that virtual
source to another virtual destination, will mean routing the original logical source
device to all destination devices that the corresponding virtual source was routed to, as
well.

Destination 2-1 Y Destination 2-n

A

Destination 1-1 oo Destination 1-n coe Virtual XPT 2
Virtual XPT 1
Source

Routing a logical source device to the virtual destination of another virtual XPT

A virtual XPT can have up to 100 real logical destinations.

The status of a virtual XPT is shown in the Path Manager. See Accessing the Path
Manager, on page 197.

Adding a logical destination device to a virtual XPT changes the status of the
destination to the virtual source - with the logical source device content being routed
to the logical destination device(s). Removing the logical destination device from a
virtual XPT, will change the status of that destination to the logical source device.
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Virtual XPT Use Scenario 1

In this scenario, the physical level is set up so that any source routed to destination Z will be
taken to the following destinations: R, S, and T.

X: Z— X—- - - - X -7

Y x-=----- x =Y Y x-=----- x =Y Y X-=----- x =Y
X~ x-==n--- x |-X X~ x-==n--- x |-X X~ x-==n--- x |-X
Virtual XPT Setup Operator “takes” A to Z Result: Operator still

sees A as takento Z

If the operator takes A to Z, the software “discovers” that source Z is virtually routed to R, S,
and T. Therefore, it routes Ato R, S, and T as real routes.

Here, a source was taken to multiple destinations with a single take, and that fact was
concealed from the operator. The operator’s control panel reports that A was taken to Z.
The Path Manager can be used to know the actual path that was internally used by the
router; see the Path Manager Tasks, on page 196.

Other inputs can be taken to Z with a similar result: that source will be taken to destinations
R, S, andT.

Virtual XPT Use Scenario 2

In this scenario, the virtual XPT setup is the same as for scenario 2.

A— —P
B— —Q
cH —R
D4 =S
E— T
F— I V)
doe .
: :,:" “‘ :
y S VS v I
Y X------- x =Y Y X--mmm-- x =Y Y X------- x =Y
X X-=----- X =X X X-=----- X =X X X-=----- X =X
Virtual XPT Setup Operator “takes” A to Z Result: Operator still

sees A as takento Z

If the operator takes B to Z, the software “discovers” that source Z is virtually routed to R, S,
and T. Therefore, it routes B to R, S, and T as real routes.

The operator’s control panel reports that A was taken to Z. The operator executed a single
take.
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This scenario illustrates that any time an operator takes a source to virtual XPT destination
n, the router actually takes the source to the real destinations “connected” to virtual XPT
source n.

To create Virtual XPTs

Virtual XPTs are created in the Logical Device Table task.

1 In the Topology Configurator, activate the topology. See Activating a Topology, on
page 58.

2 Open the Logical Device Table task. See Accessing the Logical Device Table task, on
page 64.

3 Select the Virtual XPTs tab.
@ & Area  +£ KJTest © % $admin 4

Stream Browser 2 Multilevel Table =

) 4 Sources Destinations Virtual XPTS

G Logical ...ce Table {7 Topolog...gurator [+]
4 Click New [+]

Multilevel Table

Sources Destinations Virtual XPTS

Cancel

5 Enter a name for the new virtual XPT and click OK.

Optionally, a range of virtual XPTs can be created: The Name parameter is the prefix for
the generated virtual XPTs. The Start Index is the index starting value, and the End
Index is the last index value for the virtual XPT range.
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The new virtual XPT is added to the Multilevel Table under the Virtual XPTS tab.
@ & Area | = KJ Test ol &admm A

Stream Browser 0 Multilevel Table =

) 4 Sources Destinations Virtual XPTS
ACE M D

cam1
VXPT

cam2
cam3
Ccam4
cams

BB Router Control G Logical ...ce Table [+]

A new logical source and a new logical destination are created automatically in the
system with the name of the virtual XPT.

Virtual source and destination filters are available for you to filter on virtual XPTs when
configuring the panel, categories, and router control user interfaces. See Filtering Lists,
Table Columns, Sources, and Destinations, on page 88

6 Add the default destinations for the virtual XPT. Select the virtual XPT and then click
Destinations Ex.

@' & Area o KJ Test # $ admin A

Stream Browser 0 Multilevel Table =}

Sources Destinations Virtual XPTS
oW
Caml
Cam2
€am3
Cam4

cams

B Router Control G Logical ...ce Table [+]

A list of all currently available destinations appears.
7 Select the default destinations the virtual XPT will use and click OK.

Virtual XPT[ VXPT A— —Mon3
=] I= EE B— _M0n4
C_
Mon1 D

| | [ F

VXPT —
Y
X—

In this scenario, the physical level is set up so that any source routed to destination
VXPT will be taken to the following destinations: Mon5, Mon6, and Mon7.
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Once you have created one or more Virtual XPTs, you can start using them in Router
Control.

To perform a take with a Virtual XPT

You must first create and activate the topology in the Topology Configurator. You perform
takes with a Virtual XPT in Router Control. See also Performing a Take in Router Control, on
page 214.
1 In the Topology Configurator, activate the topology. See Activating a Topology, on
page 58.
2 Create a virtual XPT in the Logical Device Table task. See To create Virtual XPTs, on
page 82. As an example, in this procedure, the name of the virtual XPT is VXPT.
3 Open Router Control. See Accessing the Router Control Task, on page 214.

@' & Area = KJ Test # Qadmin 4

Logical Router & Router Control =3

BE BE ‘i ¥ ¥ Control Salvo Editor

Cam2 . o Take . Auto-Take . Salvos

Cam6 . Cancel Lock -

Cam10 VXPT
Virtual XPT - VXPT

Virtual XPT Source Virtual XPT Destination

The Current Virtual XPT Destinations:

A Router Control

The default virtual XPT destinations that were configured in the Logical Device Table
are shown by selecting the virtual XPT destination. See To create Virtual XPTs, on
page 82.

4 To route Cam1 to Mon5, Mon6, and Mon7 using the virtual XPT VXPT, perform a take
Cam1 to destination VXPT.

Cam1 — —Mon3
Cam2 — —Mon4
Cam3 — —Mon5
Cam4 — — Mon6
Cam5 — —Mon7
Cam6 — —Mon8
VXPT — = VXPT

Y X------- x =Y

X X-=m-n-- X =X
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First click the destination virtual XPT VXPT and then click Cam1 and finally click Take.

@' & Area =2 KJ Test

Logical Router

= B2 BN 1%

cam2
camé

cam10

B Router Control

o3 ‘admm A
0 Router Control =3

¥ Control Salvo Editor

o Take . Auto-Take ' Salvos

Take Cancel Lock -

Virtual XPT - VXPT
S: Current source
P: Pending source
D: Destination

The destination virtual XPT VXPT button shows the current source.

(=1 —— Virtual XPT Source

The Path Manager can be used to know the actual path that was internally used by the
router; see the Path Manager Tasks, on page 196.

To dynamically add a Virtual XPT destination

Destinations can dynamically be added to a virtual XPT. In this example, Mon8, and Mon9
are added to the virtual XPT VXPT’s destination.

1 In the Topology Configurator, activate the topology. See Activating a Topology, on

page 58.

2 First click the source virtual XPT and then click Mon8 and finally click Take.
3 First click the source virtual XPT and then click Mon9 and finally click Take.

@' & Area =@ K Test

Logical Router
oo A z
oo ‘z + A
Cam2 Cam3

Camé Cam?

Cami10 VXPT

B Router Control

fol ;admin A

& Router Control =}

¥ Control Salvo Editor

o Take . Auto-Take . Salvos
Take Cancel Lock -

Virtual XPT

The current destinations for the selected virtual XPT are updated.

Virtual XPT - VXPT
Ol

Click to revert to the
default virtual XPT
destinations configuredin
the Logical Device Table
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See also Performing a Take in Router Control, on page 214 for more information about
how to use the controls available in this window. The Path Manager can be used to

know the actual path that was internally used by the router; see the Path Manager
Tasks, on page 196.

To dynamically remove a Virtual XPT destination

Destinations can dynamically be removed from a virtual XPT. In this example, Mon9 is
removed from the virtual XPT VXPT's destinations. This is done by assigning the destination
to be removed to another source.

1 In the Topology Configurator, activate the topology. See Activating a Topology, on
page 58.

2 First click the destination Mon9 then click Cam9 and finally click Take.
@ & Area  +f KJ Test % $admin 4

Logical Router & Router Control =}

BB 42 43 » 2 ¥ Control  Salvo Editor

cam2 am . O Take @ AutoTake (@ Salvos

Camé 2 . . Take Cancel Lock -

Cam10
Virtual XPT - VXPT

Minimize and Expand Virtual XPT Destinations

In the Router Control Task, when a virtual XPT is routed to another virtual XPT, the second
virtual source is nested in the first virtual XPT. See Routing a logical source device to the
virtual destination of another virtual XPT, on page 80.

As shown below, when Minimize Virtual XPT [ is selected, the VXPT2 virtual XPT is shown
minimized.

3 Router Control

¥ Control Salvo Editor

o Take . Auto-Take . Salvos

Cancel Lock -

Virtyal XpT - VXPT
— = O
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As shown below, when Expand Virtual XPT &l is selected, all destinations are shown,
including the nested destinations of all other virtual XPTs.

& Router Control

¥ Control Salvo Editor

O Take . Auto-Take . Salvos

Cancel Lock -

Virtual XPT - VXPT

These are the now-visible
destinations of VXPT2

See also Performing a Take in Router Control, on page 214 for more information about how
to use the other controls available in this window.
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Filtering Lists, Table Columns, Sources, and Destinations

88

Virtual source and destination filters are available for you to filter on virtual XPTs when
configuring the panel and category configurator user interfaces. To show virtual XPT
sources or destinations only, enable the Show virtual setting in the filters dialog only.

Sources & Destinations

HF 5 b @ —— Click to open filter tool

Show automatic .
> Deselect these filters

Show custom
Show virtual — —— Select this filter

Reload filter []

The functions available in a filter are adapter to the screen where the filter is found. For
example, the Stream Browser has filters to allow you to filter streams that come from either
input or output ports.

Stream Browser

b — Click to open filter tool

Filter by D Filter text
{ Filter by Device

Filter by Port

Filter by Logical Level
L Show SDI (@)

Show IP

Show MADI i

Show Inputs

Select this filter only

<<« <« <|®O® ©® 0 O

Show Outputs

Reload filter []

Filter Parameter Description

Reload filter [] Reloads the previously-used filter.
Reset filter Clears the text in the filter function.
Filter by Stream Filter by the stream’s name.

Filter by Device Group | Filter by the device group’s name.

Filter by Device Filter by the device’s name.

Filter by Port Filter by the port’s name.
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Filter Parameter

Description

Filter by Logical Level

Filter by the Logical Level’s name.

Show SDI

Show results where the connection type is SDI.

Show IP Show results where the connection type is IP.

Show MADI Show results where the connection type is MADI.

Show Inputs Show results where the connection direction is an input.
Show Outputs Show results where the connection direction is an output.

Show automatic

Show automatically-created sources and destinations.

Show custom

Show user-created sources and destinations.

Show virtual

Show virtual XPTS.
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Category Configurator Tasks

Use the Category Configurator to make it easier to manage the sources in your topologies.
Creating groups or categories, based on type or use, is useful when you have multiple
resources.

Categories are used to group sources and destinations together thereby allowing them to
be accessed quickly on a panel, either by adding a category button or by using keyboard
shortcuts.

Accessing the Category Configurator

To access the Category Configurator Task
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
2 Select an area. See Selecting an Area, on page 22.
3 Select a topology. See Selecting a Graph, on page 23.
4 Select Configuration > Category Configurator.

%y Configuration

Area Configurator

Logical Level Editor

Topology Configurator

Logical Device Table

Category Configurator

Panel Configurator

GPIO Configurator

The Category Configurator task opens:
@' & Area = 2- IP-to-IP % Qadmin g

s & Destin... 0 Category Configurator for Topology: 2 - IP-to-IP Keystroke Label Editor

& Yy iE O =

Home Category Labels
&€ Sources

99 Destinations

Category Content Keystroke Editor
= E o © o)

% No keystroke in selection

il Category...gurator (+]
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See the following Category Configurator procedures:
- Creating a Category for the Sources in Your Topology, on page 91
« Assigning a Keystroke Label to a Source or Destination, on page 93
« Creating a Keystroke Label, on page 95

Sources & Destinations Menu

The Sources & Destinations menu has the following menu options.

Icon Description

Eﬂ Select All Select / deselect all source or destination items.

E Select Alias Select the Alias you want to use to identify Source and Destination
streams in GV Convergent’s interface.

Sources & Destinations o =

1] =
LU " Sources Alias 2

Home | Sourc |Bestinations None

c_ IQAMD Alias 1

Alias 2
(= 10AMD4010In7.2

Alias 3
(= 10AMD4010In7.3

(= 10AMD4010In7.4

Aliases are created in the Alias Editor. See Adding Aliases, on page 211.

Creating a Category for the Sources in Your Topology

When you first open the Category Configurator, the Home tab appears in the Sources and
Destinations tab.

Home

ee Sources 99 Destinations

To create a category for your sources

1 Open the Category Configurator task for the required topology. See Accessing the
Category Configurator, on page 90.
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2 Click Add [#]).
@ ane [ Prw

Sources & Destin... & =  Cateaorv Configurator for Topology: 2 - IP-to-TP
[+

Home Category

1 Ladmin A

ee Sources

59 Destinations

Category Content = Keystroke Editor

yiE O o]

% No keystroke in selection

il Category...gurator

3 The Enter a name for the new category window appears:

Enter name for new category
Camera Group 1|

Cancel

4 Enter a name for the new category and click OK.
The new category is added to the top of the Category Configurator column.
5 Click Sources or Destinations to view the available sources / destinations.

All the sources / destinations in the selected topology are displayed. This includes the

logical sources you created in the Logical Device Table task. See Logical Device Table
Tasks, on page 64.

6 Select the newly created category.
@' & Area = Device Graph

Sources & Destinations (=3 Category Configurator for Topology: Device Graph
(] H

Home ' Sources Category
Cam1001 B Cm
Cam1002
Cam1003
Cam1004

Cam1005

Category Content

S2X-1

S2X-2

S2X-3

S2X-4
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The category is added to the lower part of the center column under Category Content.

7 Drag the sources / destinations from the Sources & Destinations column to the
Category Content area.

@' & Area i Device Graph

Sources & Destinations (=3 Category Configurator for Topology: Device Graph

(] H

Home | Sources Category

Cam1001 B Cm

Cam1002
Cam1003
Cam1004

Cam1005
Category Content
B S2X-1 -
=
e S2X-2 Cam
Cam1002
L & % 1-002

B S2X4

B 501

e 592

v

Alternatively, you can drag a source/destination to the created Category button.
8 Click Home to toggle between Sources (Green) or Destinations (Orange) as necessary.

Sources & Destinations

m =
um 3
Home

ec‘ Sources

99 Destinations

Assigning a Keystroke Label to a Source or Destination

A keystroke label can be added to sources and destinations once they have been added to
a category. Assigning a keystroke label to a source or destination allows a user to bring up
categories by using a keypad on a panel. For example, if you have 100 categories in your
system, a panel can bring up category 37 by pressing 3 then 7 instead of browsing through
dozens of panel pages. This also applies to selecting sources or destinations. For instance,

Cam17 can be directly accessed by pressing 1 then 7 on the panel instead of searching for
the Cam17 button.

To add a keystroke label to a source or destination

1 Open the Category Configurator task for the required topology. See Accessing the
Category Configurator, on page 90.

2 Click a Category to show sources and destinations that have been configured for that
category, shown in Category Content.
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3 From the Keystroke Label Editor drag one or more labels onto a source or destination to
create a unique sequence for that source or destination.

Category Configurator for Topology: Device Graph Keystroke Label Editor

Category Content Keystroke Editor
E
Cam

Cam1001 Cam1002
% 1-00-1 @ 1-0-0-2

Cam1003
$ 1-0-03

The Keystroke Editor shows the current keystroke label for the selected source or
destination.

Edit a Source or Destination Keystroke Sequence

The Keystroke Editor allows you to change the selected source or destination’s keystroke
label. Setting for automatically assigning keystroke labels to a source or destination can
also be set.

Keystroke Editor

= +]
1. $ 1

0]

2. & 0
3. § 0
4. & 1

Set Auto Add to automatically assign a keystroke to a source or destination as it is added to
a category. Click Options to configure this feature.
Proceed as follows to delete a keystroke.

1 Select a source or destination shown in Category Content.

2 Select a keystroke in the Keystroke Editor and click Delete.

Proceed as follows to delete all keystrokes.
1 Select a source or destination shown in Category Content.
2 Click Clear All in the Keystroke Editor.
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Creating a Keystroke Label

You can assign custom keystrokes to a source or destination. Create a keystroke label to do
so.
To creating a keystroke label

1 Open the Category Configurator task for the required topology. See Accessing the
Category Configurator, on page 90.

2 In the Keystroke Label Editor, click New .
The Create a new keystroke label window opens.

Create a new keystroke label

Cancel

3 Set the keystroke label as required and click OK.
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Panel Configurator Tasks

This allows you to add buttons and behaviors to a panel. Those buttons represent sources,
destinations, levels, groups and various operations that can be saved under specific
configurations and then pushed to a software or hardware panel.

Accessing the Panel Configurator

To access the Panel Configurator Task
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
2 Select an area. See Selecting an Area, on page 22.
3 Select a topology. See Selecting a Graph, on page 23.
4 Select Configuration > Panel Configurator.

%y Configuration

Area Configurator

Logical Level Editor

Topology Configurator

Logical Device Table

Category Configurator

Panel Configurator

GPIO Configurator

The Panel Configurator task appears:
@ & Test2 o Device Graph @ # & admin A
d

Editor (=

Tool Resources for Topology: Device Graph =  Property Editor
; e g
Home ||Behavior | Built-In E nae

Home
D Blank

o @e Sources 99 Destinations
Cancel

i Categories % Keystrokes

D Category
o . SaNos
o Colors E Salvos
D Clear

D Destination

D Destination Ttem

ED Panel Co...gurator (]
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Page Editor Menu

The Page Editor menu has the following menu options.

Icon Description

E Manage Creates multiple templates for hardware or software panels of various
models. Then, you can add the template to a panel that you have
added to the topology. A pre-existing panel can be duplicated; see
Duplicating a Pre-Existing Panel, on page 99.

Add Page Adds a page to the panel’s layout.

[€] Previous Page

Returns to the panel’s previous page, when the panel configuration
has two or more pages.

B NextPage

Goes forward to the panel’s nest page, when the panel configuration
has two or more pages.

Delete Page

Removes the currently-selected page from the panel’s configuration.

Cut

Cuts the contents from the panel’s currently selected button(s).

Copy

Copies the contents from the panel’s currently selected button(s).

Paste

Pastes the clipboard contents to the panel’s currently selected button.

E Copy Category
Properties

Copies the properties of another category to the panel’s currently
selected category. First configure a category’s properties according to
your needs, and then copy the properties to other categories using
this feature as needed. See Copying the Properties from one Category
to Another, on page 106.

Refresh

Reloads the Panel’s contents.

Ea Select All

Selects all the panel’s contents.

oo
aa] Clear All

Deselects all the panel’s contents.

Clear

Removes all the selected panel’s contents.

Creating a New Panel

You can create multiple templates for hardware or software panels of various models. Then,
you can add the template to a panel that you have added to the topology. A pre-existing
panel can be duplicated; see Duplicating a Pre-Existing Panel, on page 99.

To create a new panel

1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.

2 Select an area. See Selecting an Area, on page 22.

3 Select a topology. See Selecting a Graph, on page 23.
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4 Select Configuration > Manage.
& & Tes2 - Device Graph €

Page Editor

Tool & Resources for Topology: Device Graph

= n &

Home | /Behavior | Built-In T

A | Home

D Blank

&€ Sources 29 Destinations

D Cancel

i Categories % Keystrokes

D Category
Oy Colors

D Clear
D Destination
D Destination Item

ED Panel Co...gurator [+]
5 Click Manage.

A secondary window opens.
& ol - DeviceGraph 9

B (]

6 ClickNew ).
The New window appears.

New
NV9640 Panel 1
Studio A NV9640 Panel 1

Studio A \Preprodu(tion

o
= m m mmomm = EEEEEYE

NV9616*
EEEAEEE

NVOB40* |

NVO641*

Panel Selected: NV9640

Create Cancel

7 Enter meaningful text in the Name, Summary, and Description fields to identify the

panel.
8 Select the required model from the list.
9 Click Create.
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The new panel is added to GV Convergent.
&P aTest2 -4 DeviceGraph ©

Page Editor: Home

E = 0

# Ladmin A

=3

Tool

Resources for Topology: Device Graph = Property Editor

: [
Home || Behavior || Built-In c2 nE NV9640

Zones[1]
D Blank Name NV9640
ee Sources 99 Destinations # Zones 1
D Cancel
Alias group (Destinations)
£ Levels Ml Categories
D Category

Alias group (Sources)

Comment
o % Keystrokes «i5* Zones
Clear

Description

. Display 24 characters
Oy Colors E Salvos
Multi-Select

D Destination

Panel Definition
D Destination Item

Select Persist

E3 Panel Co...gurator ©

10 Configure the panel’s properties; see Configuring a Panel’s Properties, on page 100.

Duplicating a Pre-Existing Panel

A pre-existing panel can be copied to reuse that panel’s configuration properties and then
you only need to modify the necessary panel properties as required for the new
application. The new panel configuration will have a new name and any changes to that

configuration will not affect the original panel configuration that you chose to base its
configuration on.

To duplicate a Pre-Existing Panel

1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
2 Select an area. See Selecting an Area, on page 22.

3 Select a topology. See Selecting a Graph, on page 23.

4

Select Configuration > Manage.
&P ~te2 5 DeviceGraph

Page Editor

% Qadmn 4

=}
=

Tool 0, Resources for Topology: Device Graph Property Editor

Home | |Behavior | Bullt-Tn T ® Hr

A | Home

D Blank

€ Sour > Destinati
G urces 5) inations
D Cancel

i ‘Categories % Keystrokes

D Category
Oy Colors ﬁ Salvos
o Salvos
D Clear

D Destination

D Destination Item

E3 Panel Co...gurator (]

5 Click Manage.
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A secondary window opens.
@ & Area  »f topo2 © # & admin A

X Cancel S Load © Add B Duplicate | & Delete

MyPanel 2018-06-21

Being edited by:

Topology: topo2

ED Panel Co...gurator [+]

6 Click on a pre-existing panel that you want to duplicate and then click Duplicate E .
The New Name window appears.
@ & Area of topo2 §) # Qoadmin 44

X Cancel S Load © Add B Duplicate & Delete
MyPanel Studio €

Being cawca oy~

Topology: topo2

EB panel Co...gurator ©

7 Enter a name to identify the panel.
8 Click Ok.
9 Configure the panel’s properties; see Configuring a Panel’s Properties, on page 100.

Configuring a Panel’s Properties
Set the basic parameters to configure the panel.

To Configure a Panel’s Properties
@' & Test2  »f Device Graph § # & admin A

Page Editor: Home (=7

Tool Resources for Topology: Device Graph = Property Editor

c - 2
Home || Behavior || Built-In c® nE NV9640
Zones[1]

D Blank Name NV9640
ee Sources 99 Destinations # Zones 1
D Cancel .
Alias group (Destinations)
F = .
D ey £ revels il Categories e —
Comment
% Keystrokes ii" Zones o
D Clear Description
D
D

- Display 24 characters
B salvos
Destination Multi-Select

Oy Colors

Panel Definition

Destination Item Select Persist

E3 Panel Co...gurator
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1 Click 1 next to Zones [1].

The following properties can be configured for the panel. See also Description of
Common Device Properties, on page 122.

Parameter

Description

Name

The name or identifier for this panel

# Zones

Sets the number of zones available for the selected panel. The default
is 1, however you can add more as needed.

Buttons can be assigned to any zone. Each zone can then act as an
separate panel. For example, you can have two zones on a panel, and
each zone has its own sources, destinations, and take button.
Selection and take in one zone will not affect the other zone. Zones
can be assigned to the button in the Property Editor when the button is
selected in the Resources for Topology.

Alias group
(Destinations)

Alias group (Sources)

Shows the currently selected destination / source alias to use on the
panel button’s / interface to use in place of the short labels. See Using
Source and Destination Aliases with a Panel, on page 104.

Comment

An optional comment about this panel.

Description

An optional description for this panel.

Display 24 characters

When deselected, panel button labels are limited to a maximum
length of 8 characters.

When selected, panel button labels are limited to a maximum length
of 24 characters. This option is useful when using source / destination
aliases that usually are longer than 8 characters. This will disable the
destination status on the destination buttons. The display will only
show the system names. The level buttons will only show the system
names. To create source / destination aliases, see Alias Editor Tasks, on
page 210. See also Using Source and Destination Aliases with a Panel,
on page 104.

Multi-select

When deselected, the panel will allow multiple selection of
destination buttons. This enables an operator to take a single source
to multiple destinations at once.

When selected, only one destination can be selected at a time.

Panel Definition

The current panel’'s model number that was added in step 6 on
page 98.

Select Persist

When deselected, the source and destination selections are cleared
when a take is complete.

When selected, the source and destination selections are maintained
when a take is complete.

This is parameter is selected by default. This parameter is not zone-
specific.

See also Setting the Properties for Panel Resources, on page 105.
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Adding Actions to a Panel

A panel can support a number of actions that must be added to it before the action
becomes available to the user. For example, add a Take button to a panel as follows.

1 Open the Panel Configurator task for the required topology. See Creating a New Panel,
on page 97.

2 Select the required Panel.

3 Drag the Take tool from the Tools column onto a panel button.
@' & Test2 s+ Device Graph @

Page Editor: Home

# Qadmn 4

=3

D Take

Tool Resources for Topology: Device Graph 0 & wroperty Editor

c m e
Home | |Behavior | Built-In e & NV9640
Zones [1]
D Reset Panel Home
Description
D salvo &€ sources 59 Driunations Display 24 characters

Multi-Select

D Select % Levels i Categories

Panel Definition
Select Persist
D Select Persist & jofEtokes o T ShortLabel

- Zone1
D Source o Colors g Salvos © Name
G Description
D Take G Short Name
ED Panel Co...gurator (-]

4 If the panel has a display, drag the Page Up and Page Down tools from the Tools

column onto panel buttons (some panels have two dedicated buttons set apart for this
purpose next to the display).
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Adding Resources to the Panel

The Resources for Topology menu has the following menu options.

Icon Description
Quick Source This is shown only when Sources is selected. When enabled, the

sources that are dragged onto the panel are quick sources, meaning
the operator does not need to press the take button to do the take.
The take is done as soon as the source is selected on the panel.

FH select All Selects all the available resources.
a1a] Clear All Deselects all the available resources.
E Select Alias Select the Alias you want to use to identify Source and Destination

streams in GV Convergent's interface.

&

Sources Alias 2

Sourc | Destinations

None
oK
IQAMD Alias 1

Alias 2
IQAMD4010In7.2

Alias 3

Aliases are created in the Alias Editor. See Adding Aliases, on page 211.

To add panel resources
1 Open the Panel Configurator task for the required topology. See Creating a New Panel,
on page 97.

2 Select the required Panel.
&P & Tetr o DeviceGraph D

Page Editor: Home

= O

# Qadmn 4

(=]

Tool Resources for Topology: Device Graph Property Editor

Home | |Behavior | Built-In 3 V9640

ones[1]
D Reset Panel Home
Description
D Savo &€ sources 5° Destinations Display 24 characters

Multi-Select

D Select £ Levels i (Categories

Panel Definition
Select Persist
D Select Persist % Keystrokes «i2* Zones e

one 1
D Source Oy Colors Bl saivos 5 Name
3 Description
D Take 3 Short Name
= Panel Co...qurator ©

The resources that can be added to the panel are displayed in the lower section of the
center column under Resources for Topology.

3 Click on resource type to begin adding individual resources to the panel such as
Sources, Destinations, or Levels.
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For example, click Sources to add cameras and other types of sources.

esources for Topc : Device Graph

Home | Sources

B Caml

M« Cam3

e Cam5

M Cam7

B« Cam9

All the sources available in the topology are listed. This includes the logical sources you
created in the Logical Device Table task. See Logical Device Table Tasks, on page 64.

Select a resource and drag it to one of the panel buttons at the top of the column. More
than one resource can be added at a time; to add to a selection, use Shift or Ctrl to
select a range of resources or to add another resource to the selection.

@/" & Test2 s Device Graph @ #  Qadmn 4

Page Editor: Home =3

= Q X% M

Tool Resources for Topology: Devicd Graph = Property Editor

c H I S NV9640
Zones[1] a 1

Home | /Behavior | Built-In

Home  Sources
Description

D Lock

e Caml Display 24 characters

D Multi-Gelect Multi-Select
B Cam3 Panel Definition

D Next Select Persist
B Cam> Shortiabel

D Page Down Zonel
B Cam7 © Name

D Page Up ~ @0 © Description
© short Name

EB Panel Co...gurator [+]

For each panel button you have added a resource to, select it individually and set the
properties for it in the Property Editor. For a Category, see Setting the Properties for
Panel Resources, on page 105.

6 Add resources from Destinations, Levels, and Keystrokes to the panel as required.

Note:

Only use the video+ancillary (V-ANC) logical level button unless you are switching
in SMPTE ST 2110 mode. For SMPTE ST 2110 mode, you can individually use the
Video or the Ancillary logical level buttons.

To directly control a GV Node’s internal matrix, you must use the video + ancillary
logical level button for video breakaway.

Using Source and Destination Aliases with a Panel

Aliases can be used for a panel to change the name of sources and destinations from short
labels to the labels of the corresponding alias. First you must create one or more source and
destination aliases; to create an alias, see Alias Editor Tasks, on page 210.
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1 Under Resources for Topology, click Sources or Destinations.

2 Select from the Select Alias drop-down list the alias to use for this panel instance.

Resources for Topoloay: Device Graph

e

Home | Sources

M« Caml

e Cam3

B Cam5

e Cam7

e Cam?

c B &% none

3 If the aliases are longer than 8 characters, consider setting the Display 24 characters
option for the panel in the Panel’s Property Editor. See Creating a New Panel, on

page 97.

Setting the Properties for Panel Resources

When a resource has been added to a panel’s button, you can select the button to then
configure the properties for it.

Property Editor
Category
Category
Category filter
Display Mode
Exit Mode

Name

Page

Z-A

cam
Both
Keystroke

Never

Parameter

Description

Category

Selects the category instance for the selected button.

Typically this should be the category that was dragged onto the panel
in Resources for Topology. It can be changed here for another
category.

Category filter

A category can contain sources and/or destinations. Select the ones
you want to be displayed.

Both: display sources and destinations.

Destinations: display destinations only.

Sources: display sources only.

Display Mode

Keystroke: if the category item has keystrokes assigned to it, you
can select this option.

List: if not select List; this will list all sources/destinations in the
category.
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Parameter

Description

Exit Mode

Select how the page is to be displayed when pressing the category
button is removed from view.

Never: the page is never removed.

Preset: the page is removed when a source is preset

Take: the page is removed when a take is done.

Name

Set the name that will appear in the category button instead of the
category name.

Page

Sets the page to display when the category button is pressed. It
should typically contain either List Item buttons or Keystroke buttons.

Z-A

If the list display mode is selected, this will place the
sources/destinations in reverse alphabetical order.

Next

Previous

These options are present for the List Item buttons. If the list of
sources/destinations in the category is greater than the number of list
item buttons added to the page, some buttons will be used as next or
previous buttons. This is determined automatically by GV Convergent,
but you can override the default by specifying that a button can be
used as a next or previous button if need be.

Keystroke

This parameter is available with the Keystroke button. It specifies the
keystroke associated with the button.

Zone

Select the zone for the category button.

Buttons can be assigned to any zone. Each zone can then act as an
separate panel. For example, you can have two zones on a panel, and
each zone has its own sources, destinations, and take button.
Selection and take in one zone will not affect the other zone. Zones
can be assigned to the button in the Property Editor when the button is
selected in the Resources for Topology.

Copying the Properties from one Category to Another

Copies the properties of another category to the panel’s currently selected category.

To copy the Properties from one Category to Another

1 Add two or more categories to the panel. See Adding Resources to the Panel, on

page 103.

2 Configure the properties of one of the categories according to your needs. See Setting
the Properties for Panel Resources, on page 105.

3 Select the category from which you want to copy the properties from.
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4 Click E Copy Category Properties to copy the properties of the selected category to

other categories.

Category Selector - Copy properties from Caml to ...

ER OO
ER OO

Cam2

Cancel

5 Select one or more categories to which you want to copy the properties to. Click OK.

Changing a Button’s Color used to Represent a State

Some panel buttons support the display of more than one color. For buttons that support
colors, the button’s color is used to show the current operating state. The color used for a
button to represent any one of the given states can be changed as follows.

1 Click a button that has a behavior previously associated to it (a blank button will not
work). See Adding Actions to a Panel, on page 102 and Adding Resources to the Panel,

on page 103.
@ & Area »( Device Graph ©

Page Editor: Home

E = © % &

Tool 0 Resources for Topology: Device Graph
H—} cl [ 1] =

Home | |Behavior | Built-In | ¥ | i€ e L S

4r Frevious

A | Home

D Protect € Sources 59 Destinations

D Quick Source

i Categories % Keystrokes

Reset Panel 95 Colors g Salvos
Salvo
Select

Select Persist

Source

% Qadmin 4

Property Editor (=
Source

Zone

Levels

== Zones
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2 Click on the Colors resource type.
Resources for Topology: Device Graph
Lol

Home | | Colors

Oy Amber Oy Blue Oy Gray

Oy Green Oy off Oy Purple

DD e _

State colors for selected button.  Drag/Drop from Caffs to replace. Double-click to
reset.

( Source ) ( Source )
Source o Connected

All available state colors for the selected button are shown on the lower half.

3 Drag a color from the color pallet (shown on the upper half) onto any one the state
colors on the lower half.

State colors for selected button.  Drag/Drop from Colors to replace. Double-click to
reset.

o Purple

( Source ) ( Source ) D ( Source )
Source In Error 2. Connected
f

A Def bar appears on the state color which indicates the default color. Double-click the
state color to revert to this default color.

Changing a Button’s Default Color used to Represent a State

The default color used by all buttons for a behavior state can be changed when an across
the system change is necessary.

1 Click the Custom Color Settings icon [z1.
2 Click a behavior that you want to configure, for example, Destination.

Resources for Topology: Device Graph
[l I

Home |/ Colors

DD At DD green DD e DD £ _

DD Purple DD Gray DD Off
Default Colors ger Behavior States

Reset to factory defaults Reset to factory defaults

B 8 Color Buttons ZColor Buttons 3 Color Buttons 2 Color Buttons

( Destination ) ( Destination ) ( Destination ) ( Destination )

2D Destination
D) Destination [tem

D) Indexed Take
) ( Destination ) ( Destination ) ( Destination ) ( Destination )
) Keystroke Selected Selected Selected Selected

D) Level

( Destination ) ( Destination ) ( Destination ) ( Destination )
In Error In Error In Error In Error

D) Level Map
D) Load Page

D) Lock

3 Drag a color from the color pallet (shown on the upper half) onto any one the state
colors on the lower half.
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Certain panel buttons support fewer colors. The 7, 3, and 2 Color Buttons columns will
show how your color choice will be implemented for these reduced color-range
buttons.

Adding the New Panel to the Topology

After you have configured one or more templates for your software or hardware panels, you
can add a panel to your topology.

To add a panel to the topology

1 Add the Panel to the Topology: from the Device Library, Virtual Device, find the Panel
bubble. See To add a Virtual Device to a topology, on page 43.

A € IpgTopology
@ Topology: IpgTopology
AT O Select S Link O Refr... | @ Delete ‘ @ Adive| & Lok | D
n
Devices ]
e P

- =

1PG12 (1) ) MONL (5)

& Area Configurator - System Status & Area Configurator & Path Manager @ Logical ...ce Table anel urator il Category...qurator  “\~ System Status

2 Select the bubble for the panel device to configure the panel’s Device Group Properties
in the Property Editor. See also Description of Common Device Properties, on

page 122.
Parameter Description
Name The name or identifier for this panel instance.
# Devices The number of panel instances in this device group.

Network Host Name | When one or more panels are managed by DCNM through the media
network, set a unique network identifier for these panels so as to be
able to push policies to them.

Advanced > An optional description for this panel’s control port.
Description

Advanced > Logical | The logical level for this panel. See Logical Level Editor Tasks, on
Level page 29.

Advanced > Default | The panel’s connector type.
Connector Type

3 Select Device Properties and click New [+] next to Control Port at the top of the
Property Editor and select NV96XX Panel Control from the list.
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The Panel Control Port tab appears. See also Description of Common Device
Properties, on page 122.

Parameter Required® | Description

Name The name or identifier for this panel instance.
Description An optional description for this panel instance.
Logical Level The logical level for this panel. See Logical Level Editor

Tasks, on page 29.

Panel Behavior

Select the name of the panel you used when you
created the panel (see Creating a New Panel, on
page 97) from the drop-down list.

Panel Definition

When you have selected the Panel Behavior parameter,
this is the panel’s model number that was selected when
you created the panel. It is read-only.

Panel User

Select the panel’s user name from the drop-down list.
For further information, see Administration Tasks, on
page 219.

Reset Device

When the topology is inactive (see Making an Active
Topology Inactive, on page 60), click to reset the device.

a.This parameter must be configured in order for the panel to become functional.

4 Select Panel Control Port tab to make the following properties visible. See also
Description of Common Device Properties, on page 122.

Parameter

Required®

Description

Panel Control Port >
Name

The panel’s control port name.

Panel Control Port >
Description

An optional description for this panel’s control port.

Panel Control Port >
Connection State 1/2

Connection State 1 shows the connection status of the
panel with the primary server of a server group.
Connection State 2 shows the connection status of the
panel with the secondary server of a server group. See
Configuring a Controller Group, on page 18.
unknown: the topology is inactive (see Activating a
Topology, on page 58) or the panel does not have
network connectivity to the GV Convergent server(s).
offline: the panel does not have network connectivity to
the GV Convergent server(s).

online: the panel is connected to the GV Convergent
server(s).

Panel Control Port >
PanellD

Each control panel must have been configured with a
unique Panel ID number.

Enter the Panel ID that corresponds with the physical
panel that is to be used with this panel instance.
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a.This parameter must be configured in order for the panel to become functional.

5 In the hardware or software panel, ensure you have configured the Panel ID number
and the Controller 1 IP address.

When the panel is online, you can control GV Convergent from the panel.

T4 NVISION - NV9654V : PanellD = 12: Controller IP = 1037.72.25 = [ E [

You can view the health of the panel in the System Status task. See System Status Task,
on page 202.

&P & studon = IpgTopology & $jomack A
GV Controlers @ Panels Communicaton Status o
Ve ontrller 1 Ve contrller2

Actve

{3 Topolog...gurator & nfigurator - System Status & Area Configuralor

The green bar indicates the health of the panel is good.

6 Click the Panel ID at the top of Panel Communication Status column to view data on the
panel. This appears at the bottom of the interface.
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GPIO Configurator Tasks

Tally devices you connect to the panel’s inputs can trigger events in the router control
system such as a salvo or it can route a source to a destination.

In reaction to pressing a panel button, to a GPl input, or to a XPT status, the router control
system can trigger events through the panel’s relay outputs to switch your tally devices.

SUPPORTED PANELS: the following panels that support GPIO; NV9605, NV9606, NV9607,
NV9609, NV9646, NV9649 (configured as a NV9609 panel model), NV9640, and NV9642.

PREREQUISITES: The following must have been configured:
- aTopology (Topology Configurator Tasks, on page 38) including:

.

« Panel Configuration: see Panel Configurator Tasks, on page 96
« Sources and destinations: see Methods to Link Devices in a Topology, on page 48.
a router: see Configuring Router Devices, on page 176

Accessing the GPIO Configurator

112

To access the Panel Configurator Task

1

2
3
4

Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
Select an area. See Selecting an Area, on page 22.
Select a topology. See Selecting a Graph, on page 23.

Create and configure a Panel. See Creating a New Panel, on page 97, Configuring a
Panel’s Properties, on page 100, Adding Actions to a Panel, on page 102, and Adding
Resources to the Panel, on page 103.

If a salvo is to be triggered by a GPI, create one or more salvos. See Creating Salvos, on
page 215.

If aliases are to be used, create them. See Adding Aliases, on page 211.
Add a panel to the topology. See Adding the New Panel to the Topology, on page 109.
Select Configuration > GPIO Configurator.

%y Configuration

Area Configurator

Logical Level Editor

Topology Configurator

Logical Device Table

Category Configurator

Panel Configurator

GPIO Configurator
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The GPIO Configurator task appears:
&P & hes -t DeviceGraph © & Qadmin A

GPIO Rules =]
Errors Script Help
v

Description panel 1d

Take Camera 1 572

GPIO Rules

Errors log and Script Help

Take Camera 1
= GPI = GPO No Error
E @ = mpu: -
Input transition from ON to OFF Input transition from OFF to ON
@ Bt a salvo @ EBxeaute a salvo
GPI Rules and GPO Rule Edito
jon Or n

5% GPIO Configurator

The GPIO Configurator has the following main sections shown above:
« GPIO Rules
+ GPI Rules and GPO Rule Editor
« Errors log and Script Help

GPIO Rules Menu

The GPIO rules menu has the following menu options.

Icon Description

New Create a new rule in the rules list. See Adding a GPIO Rule, on
page 114.

E Duplicate Make a copy of the currently-selected rule. See Duplicating a Rule, on
page 119.

Delete Remove the currently-selected rule. See Deleting a Rule, on page 120.

E Alias Select the Alias to use for all rules. See Choosing an Alias for all Rules,
on page 120.

GPI / GPO Rule Editor Menu

The GPIO rule editor has the following menu options.

Icon Description

Delete Remove the configuration for this rule.

=] Select GPI Select the GPlinput to be configured. See Configuring a GPI to Trigger
an Event, on page 115.

Select GPO Select the GPO output to be configured. See Configuring a Script to
Trigger a GPO, on page 116.

Validate Verifies if the rule is valid
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Adding a GPIO Rule

Create one or more rules to control your tallies. Rules can be enabled and disabled as
needed.

Note:

Itis possible to create two or more rules can that act upon the same GPO, thereby
creating a conflict. No error or warning will be flagged in this case. When two or
more rules conflict, you must deactivate rule(s) such that only one rule controls a
GPO at a time. See Activating / Deactivating a Rule, on page 119.

To add arule

1 Click New

Cﬁ, & Area  + Device Graph

GPIO Rules

2 Enter meaningful text in the Name and Description fields to identify the rule.

OV Convergent Cieat

The Panel Selector window appears showing the panels that have been previously
configured. See Panel Configurator Tasks, on page 96.

4 Select the panel which has GPIO connections made to it that you want to configure.

0K Cancel

5 Click OK.

The Panel Id is shown for the GPIO rule and the Status is green.
@ & Area * Device Graph

GPIO Rules
EO0h @ &

A4
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Configuring a GPI to Trigger an Event

Tally inputs (called GPIs) can be configured to trigger an event when the input transitions
from OFF to ON and to trigger another event on a transition from ON to OFF. Events include:
« Execute a salvo. The salvo must have been previously created. See Creating Salvos, on

page 215.
+ Route a source to a destination. The source and destination must have been previously

created. See Logical Device Table Tasks, on page 64.

A Input Transition from  Input Transition from
ON to OFF OFF to ON
w |
oL L — oo
S
3
2 -0 o o -0
A GPI Contact GPI Contact ' GPI Contact
6 Closed (ON) Open (OFF) Closed (ON)

Time
Separate actions are triggered depending on whether the transition is from ON to OFF or
the transition is OFF to ON as shown above.

Take Camera 1

= GPI =N

E == Inputl v

Input transition from ON to OFF Input transition from OFF to ON

@ Ex=cute a salvo @ Ex=cute a salvo

o Route a source to a destination o Route a source to a destination

Source: Caml Source: Cam2

Destination:  Monil Destination:  Monl

To configure a GPI state transition to route a source to a destination or trigger a salvo
1 Add aRule if necessary. See To add a rule, on page 114. Select the rule you want to
configure. Ensure the rule is de-activated.
(&P & nea - DeviceGraph O

GPIO Rules

2 Click the GPI tab.
3 Select the panel’s GPlinput to be used as a trigger.
4 Select the action to execute when this input transitions from ON to OFF:
- Execute a salvo: select the salvo to be executed from the list.
- Route a source to a destination: select a source and a destination from the lists.
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5 Select the action to execute when this input transitions from OFF to ON:

- Execute a salvo: select the salvo to be executed from the list.

+ Route a source to a destination: select a source and a destination from the lists.
6 Repeat for the remaining GPl inputs to be used as a trigger for an action.

7 Click Validate to check the syntax and semantics with respect to the current
configuration and it then saves the script.

8 Activate the rule. See To activate a rule, on page 119.

Configuring a Script to Trigger a GPO
Relay outputs can be configured to activate on a number of Boolean true or false
conditions that form a script:
« One or more routes occurring on specific levels.
« Conditions involving output ports (destination, level).
« A transition on one or more of the panel’s tally inputs.
Take Camera 1

=

Tally(Cam1, Mon1, SDSDI) AND (GPI(1, ON) OR GPI(8, ON))

Term Term Term
Operator  Operator

In this dialog, you create a Boolean script involving sources, destinations, port status, and
GPI (input) status. When the conditions of the entire Boolean script evaluates as true, the
relay output closes. When the conditions are not met, the relay output opens. Names of
sources, destinations, levels and so on are case sensitive.

Boolean expressions comprise terms and operators. The operators include those shown
under the Script Help tab. Expressions can be parenthesized to control the order of
evaluation. Operator precedence is normally NOT > AND > OR. All parenthesized
expressions are evaluated first; expressions in nested parentheses are evaluated before
those in outer parentheses.

Function Description

AND,OR, NOT,() Logical AND, OR, NOT, and precedence. Note that && (AND), || (OR), !
(NQOT) are also supported.

Tally(SRC,DST) Returns true when the specified source is tallied on the specified
destination for the SDI level.

Tally(SRC,DST,Level) Returns true when the specified source is tallied on the specified
destination for the specified level.

Tally(SRC,DST,Levels...) | Returns true when the specified source is tallied on the specified
destination for the specified level shuffles. Level shuffle arguments are
in pairs.
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Function Description

Locked(DST) Returns true when the specified destination is locked.

LockReleased(DST) Returns true when the specified destination is unlocked.

Protected(DST) Returns true when the specified destination is protected.

ProtectReleased(DST) | Returns true when the specified destination is unprotected.

GPI(GPI#, STATUS) Returns true when the GPI status is equal to the specified STATUS.
STATUS value could be ON or OFF.

For example, the following script is true when Cam1 is tallied on Mon1 for the SDSDI level
and GPI1 inputis on or GPI8 input is on:
Tally(Caml, Monl, SDSDI) AND (GPI(1, ON) OR GPI(8, ON))

Click a function to see an example script of how to use the function under Example.

Errors Script Help

h g

Function

AND, OR, NOT, () Legical AND, OR, NOT and precedence. Note that &&, ||, | are also supported.

Retums true when the sp n nation for the SDI level.

. DST, L

Locked(DST)

ased(DST)

GPI(GPI#, STATUS) IS value could be ON or OFF.

Examples

Tally{Cam1, Mon1) AND (Tal

To configure a script to control GPOs

1 Add a Rule if necessary. See To add a rule, on page 114. Select the rule you want to
configure. Ensure the rule is de-activated.
@ & Area * Device Graph @

GPIO Rules

Oh ¥ &

hd

Name.

Take Camera 1

2 Click the GPO tab.
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3 Select the panel’s GPO output to be used as a trigger.
Take Camera 1

= GPI

% Output 1

11, Monl, SDSDI) AND (GPI{1, ON) OR GPI(8, ON)]

4 Create a script that when true will close the output relay’s contact.
Take Camera 1

—
= Output1

nl, Monl, SDSDI) A

5 Click Validate & to check the script’s syntax.
Any errors are shown in the Errors tab. Correct the script as necessary. Click the Script
Help tab for how to use script arguments.

Errors Script Help

Time Detail
2019-03-06 10:52:09
2019-03-06 10:52:09

2019-03-06 10:52:09

2019-03-06 10:52:09 | GPO 1 - Pane GPI(12, ON) : Expected gpi number from 1 to

2019-03-06 10:52:09 | GPO 1 - Panel 223 - (Cam1, Monl, SDSDI1) : Unknown level: SDSDI1

2019-03-06 10:52:090 | GPO 1 - Panel 223 - GPI{12, ON) : Expected api number from 1 to 8. Got: 12

6 Activate the rule. See To activate a rule, on page 119.
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Deleting a GPI or GPO Action Configuration

To delete a GPI or GPO action configuration
1 Click the GPI or GPO tab.
Take Camera 1
= GPI =
B = mpu: -

Input transition from ON to OFF Input transition from OFF to ON

@ Bxccute a salvo @ Bxccute a salvo

o Route a source to a destination O Route a source to a destination

Source: Caml Source: Cam2

Destination:  Monl Destimation:  Monl

2 Select an Input or Output to be deleted.
3 Click Delete [3].

Activating / Deactivating a Rule
To activate a rule
1 Set Active in the rule’s row.
GPIO Rules

Oh W &
4

Name Description

Take Camera 1

The rule’s configuration becomes read only and cannot be modified. The rule’s status
becomes a green circle to indicate that the rule is valid.

To deactivate a rule
1 Deselect Active in the rule’s row.

Duplicating a Rule

To duplicate a rule
1 Select the rule to be duplicated.
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2 Click Duplicate E .

GPIO Rules

B
e b Rule set to duplicate Take Camera 1

Name Take Camera 2 h g
Nam: Description | Panel Id

sdaas Ok Cancel

Take Camera 1 223, 67, 222

3 Set the name and description of the new rule.
4 Click OK.

Deleting a Rule
To delete a rule
1 Select the GPIO rule to be deleted.
GPIO Rules
O Bl 9| &
b 4
Narme Description

Take Camera 1

2 Click Delete [3].

Choosing an Alias for all Rules

The source and destination aliases must have been previously created. See Adding Aliases,
on page 211.The alias selection applies to all current rules.

To set an alias
1 Click Alias 5.

GPIO Rules

B z
e L E & Source: PanelSRC

T Destination: PanelDST

Name Cancel

Take Camera 1 223, 67, 222

2 Set the Source and Destination aliases to use for all rules.
3 Click OK.
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The configuration of certain features for a specific device require an in depth explanation
which is provided here.
These special device are described under the following headings:

- Configuring a GV Node Device, on page 123

« Configuring an IPG-3901 / IPG-4901 Device, on page 134

« Configuring an IQMix or IQUCP25 Device, on page 140

+ Configuring 4K/ UHD Quad-Link Streams for use with an IQMix or IQUCP25 Device, on
page 142

« Configuring an MV-820-IP Multiviewer Device, on page 145

- Configuring a Kahuna IP Production Switcher Device, on page 149
« Configuring a K-Frame Production Switcher, on page 152

+ Adding NMOS Devices to a Topology, on page 158

« Using SDP Parameters to Take a Stream from a non-NMOS Device to an NMOS Device,
on page 163

« Configuring Cisco DCNM Network Switch Devices, on page 166
- Configuring Network Switch Redundancy to Support SMPTE 2022-7, on page 172
« Configuring Router Devices, on page 176

- Configuring a Device that Supports Audio Breakaway/Shuffling such as Audio Live, on
page 184

«+ Configuring an IQAMDA40 Device, on page 191
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Description of Common Device Properties

The description for certain device properties are universal.

122

Parameter

Description

# Input Connectors

The number of physical input port connections made to the device.
This shows the current status for information purposes.

# Output Connectors

The number of physical output port connections made to the device.
This shows the current status for information purposes.

# Streams Per Input

The typical number of streams available on each physical input
connection. This shows the current status for information purposes.

# Streams Per Output

The typical number of streams available on each physical output
connection. This shows the current status for information purposes.

# Streams The actual number of streams available on the selected physical input
/ output connection. This shows the current status for information
purposes.

Automatic Set to automatically create a destination by the system for the

Destination specified streams. See also About Automatic Sources or Destinations,

Automatic on page 67.

Destinations on

Inputs

Automatic

Destinations on

Outputs

Automatic Source
Automatic Sources on
Outputs

Automatic Sources on
Inputs

Set to automatically create a source by the system for the specified
streams. See also About Automatic Sources or Destinations, on
page 67.

Description

An optional description for the related input, output, or device.

Enabled

This shows the current status for information purposes.

Expose Streams

When set, it displays the streams for this device in the Logical Device
Table. See Logical Device Table Tasks, on page 64.

Quick Config can be used to set or clear this parameter; see Using
Quick Config, on page 47.

Logical Level The logical level for this input or output. See Logical Level Editor Tasks,
on page 29.

Name The name or identifier for this device instance.
The name or identifier for this input or output port.

Short Name The nickname by which the input, output, or device is referred to
everywhere in the system.

SSM Address Enabled | Shows if the source specific multicast address is enabled.

SDP See Using SDP Parameters to Take a Stream from a non-NMOS Device

to an NMOS Device, on page 163.
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Configuring a GV Node Device

To configure a GV node Device

1 Add the GV Node device to the Topology: from the Device Library, Virtual Device, find
the GV Node device bubble. See To add a Virtual Device to a topology, on page 43.
@ A Test2 = DeviceGraph & # Qadmn A
Device Library 0 ogy: Device Graph & Property Editor (=3

virtual D: v Edit F Select S Link ... Device Properties

~

I Encoder

Frame
Synchroniz

FY Graphics

GV Node.

=) P Device [l GV Node

|;| Monitor
=) Multiplexer

BB Multiviewer _

=7 Topolog...gurator [+
2 Select the GV Node bubble and configure the Device Properties in the Property Editor.
Property Editor

Device Properties
GV Node-A

Slots[16] -3
SDI Qutputs[144] @
Stream SDP Config [18]
Inputlanes[48]
SDIInputs[i44] @

Output Lanes (48] =

~
~
v
v
~
~
v
v

-

Name GV Node-A
Short Name GVN
Frame IP Address
Network Host Name

Slot 1

© card Enabled Option

Advanced
Description GV Node-A
2022-7 Mode

6 HD Mode

Card Enabled Option

See also Description of Common Device Properties, on page 122.

Parameter Description

Frame IP Address The network IP address for the associated GV Node frame.

Network Host Name | The hostname is the unique name by which the associated GV Node
CPU-ETH3 is known on the network.

Advanced > An optional description for this GV Node's control port.
Description
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Parameter

Description

Advanced > 2022-7
Mode

When the IFM-2T-OPT-40G-6 option is active, you can choose to
enable 2022-7 Low Latency redundant, high-bit-rate streams on the
aggregation ports, using the GV Node manager.

If this option has been enabled in the GV Node Manager, then enable
it here.

Advanced > 6 HD
Mode

This no redundancy, low bitrate option reduces each channel from
3Gbps to 1.5Gbps, allowing all 144 channels to be sent on aggregation
ports 1-6, and leaving aggregation ports 7-12 unused.

If this option has been enabled in the GV Node Manager, then enable
it here.

Advanced > Card
Enabled Option

This option controls audio embedding / de-embedding.

For example, the XIO-4901 3G/HD/SD SDI input/output card supports
audio embedding/de-embedding, as a software option (MDX):

MDX: the GV Node Manager allows you to enable or disable audio
embedding/de-embedding on a card’s SDI inputs and outputs.

None: if your system is monitoring MADI signals (supported at the
X10-4901 card’s inputs/outputs 8 and 9), then disabling the MDX
option lets you select MADI at the inputs and outputs matching your
physical configuration. See Configuring MADI support with a GV Node
Device, on page 129 for more information.

Advanced > Card
Mode

Set the signal type.

Advanced > Gateway
Connection State 1

Advanced > Gateway
Connection State 2

Gateway Connection State 1 shows the connection status of the GV
Node frame with the primary server of a server group.

Gateway Connection State 2 shows the connection status of the GV
Node frame with the secondary server of a server group. See
Configuring a Controller Group, on page 18.

unknown: the topology is inactive (see Activating a Topology, on
page 58) or the GV Node frame does not have network connectivity to
the GV Convergent server(s).

offline: the GV Node frame does not have network connectivity to the
GV Convergent server(s).

online: the GV Node frame is connected to the GV Convergent
server(s).

Advanced > Gateway
NP16 Connection
State

This shows the NP16 connection status of the GV Node frame with a
server of a server group.

unknown: the topology is inactive (see Activating a Topology, on
page 58) or the GV Node frame does not have network connectivity to
the GV Convergent server(s).

offline: the GV Node frame does not have network connectivity to the
GV Convergent server(s).

online: the GV Node frame is connected to the GV Convergent
server(s).

Advanced > IFM-2T
Version

The IFM-2T Fabric Module User Interface version number.
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Parameter Description

Advanced > Internal | Shows if the internal modeling of the GV Node is complete.
Wiring Done

Advanced > Join When GV Convergent is used with a GV Node version 1.3.0, to allow a
Timeout (ms) clean switch that will not be reported as a fail, we recommend this
parameter to be set to 2 ms.

Advanced > Router Router Connection State 1 shows the connection status of the router
Connection State 1 with the primary server of a server group.

Router Connection State 2 shows the connection status of the router
with the secondary server of a server group. See Configuring a
Controller Group, on page 18.

unknown: the topology is inactive (see Activating a Topology, on
page 58) or the router does not have network connectivity to the

GV Convergent server(s).

offline: the router does not have network connectivity to the

GV Convergent server(s).

online: the router is connected to the GV Convergent server(s).

Advanced > Router
Connection State 2

3 Configure the card in each slot and configure the inputs and outputs for each card by
making a selection at the top to make the related parameters become available below.

Property Editor

Device Properties
GV Node-A
Slots[16] g 1

< <>

SDI Qutputs[144] ©
Streams [1] 2 1
Stream SDP Config [:8] 1
Input Lanes[48] o
SDIInputs[144]

Output Lanes[48] @

DREEE S

Slot 1
G card Enabled Option None

Out 1

G Name

G Description

Out1

GV Node-A Physical Out Port 1

G # streams

1

G Port Identifier 1
Number

Direction

To configure the properties exposed below

Select the under
Card by its slot number in Slots Slot #
Card’s SDI output number in SDI Out #
Outputs. GV Node-[instance] Out #

Then select the Card’s SDI Output Stream
Configuration number in Streams

Card's Stream SDP Configuration number | IP Stream Prototype #
in Stream SDP Config
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To configure the properties exposed below

Select the under

Card's Input Lanes number in Input Eth In #.#

Lanes. GV Node-[instance] Eth In#.# Stream #
Then select the card’s stream number in

Streams.

Card’s SDI Input number in SDI Inputs. | In#
Then select the card’s stream number in | GV Node-[instance] In#

Streams.

Card’s Output Lanes number in Output | Eth Out #.#

Lanes. GV Node-[instance] Out#.# Stream #
Then select the card’s stream number in

Streams.

Configure the GV Node Card Properties in the Property Editor. See also Description of
Common Device Properties, on page 122.

Parameter Description

Slot #

Card Enabled Option | This option controls audio embedding / de-embedding.

For example, the XIO-4901 3G/HD/SD SDI input/output card supports
audio embedding/de-embedding, as a software option (MDX):

MDX: the GV Node Manager allows you to enable or disable audio
embedding/de-embedding on a card’s SDI inputs and outputs.

None: if your system is monitoring MADI signals (supported at the
card’s inputs/outputs 8 and 9), then disabling the MDX option lets you
select MADI at the inputs and outputs matching your physical
configuration. See Configuring MADI support with a GV Node Device,
on page 129 for more information.

Out #

Name The name or identifier for this SDI output.

# Sreams The number of streams for this SDI output.

Port Identifier An input lane is specified as QSPFport.lane which in turn corresponds
to a physical port on the router. The number property specifies which
physical port it is. The port identifier is how you name it so that you
can refer to it.

Number Set the port number on the router.

Direction This shows the current status for information purposes.

Connector Type

Capacity (bps) The stream’s data rate.

IP Address The stream’s network IP address.
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Parameter

Description

Mods-Out to IFM

This option sets the expected output signal type:

SDI: the output signal is a standard SDI video signal with embedded
audio.

MADI: the output signal is a MADI signal (supports 64 audio channels).
See Configuring MADI support with a GV Node Device, on page 129
for more information.

Redundancy Port

This output can be duplicated onto another output port for
redundancy.

GV Node-[instance] Out #

Name

The name or identifier for this SDI output.

Automatic Source

Set to automatically create a source by the system using the specified
stream.

Bandwidth (bps)

The stream’s data rate.

IGMPv3 SSM Address

Source Specific Multicast address as per IGMPv3 (Internet Group
Management Protocol) protocol.

IP Stream Prototype #

Name The name or identifier for this SDI output.

Flow Type Set the content type for this stream: Audio, Data, or Video.

SDP The Session Description Protocol is a format for describing streaming
media communications parameters.

Eth In #.4

Name The name or identifier for this IP input.

# Sreams The number of streams for this IP input.

Port Identifier

An input lane is specified as QSPFport.lane which in turn corresponds
to a physical port on the router. The number property specifies which
physical port it is. The port identifier is how you name it so that you
can refer to it.

Number Set the port number on the router.

Direction This shows the current status for information purposes.
Connector Type

Capacity (bps) The stream’s data rate.

GV Node-[instance] Eth

In#.# Stream #

Name

The name or identifier for this IP input.

Flow Type

Set the content type for this stream: Audio, Data, or Video.

Automatic Source

Set to automatically create a source by the system using the specified
stream.

SDP

The Session Description Protocol is a format for describing streaming
media communications parameters.
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Parameter Description

IGMPv3 SSM Address | Source Specific Multicast address as per IGMPv3 (Internet Group
Management Protocol) protocol.

IP Address The stream’s network IP address.

IP Port Port number for the stream.

In#

Name The name or identifier for this IP input.

# Sreams The number of streams for this IP input.

Port Identifier

An input lane is specified as QSPFport.lane which in turn corresponds
to a physical port on the router. The number property specifies which
physical port it is. The port identifier is how you name it so that you
can refer to it.

Number Set the port number on the router.

Direction This shows the current status for information purposes.
Connector Type

Capacity (bps) The stream’s data rate.

Bandwidth Usage The stream’s data rate.

(bps)

IP Address The stream’s network IP address.

Mods-In to IFM This option sets the expected input signal type:

SDI: the input signal is a standard SDI video signal with embedded
audio.

MADI: the input signal is a MADI signal (supports 64 audio channels).
See Configuring MADI support with a GV Node Device, on page 129
for more information.

Redundancy Port

This input can be received on a second input port for redundancy.

GV Node-[instance] In#

Name

The name or identifier for this IP input.

Automatic Source

Set to automatically create a source by the system using the specified
stream.

IGMPv3 SSM Address | Source Specific Multicast address as per IGMPv3 (Internet Group
Management Protocol) protocol.

Eth Out #.#

Name The name or identifier for this IP input.

# Sreams The number of streams for this IP input.

Port Identifier

An input lane is specified as QSPFport.lane which in turn corresponds
to a physical port on the router. The number property specifies which
physical port it is. The port identifier is how you name it so that you
can refer to it.

Number

Set the port number on the router.
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Parameter Description

Direction This shows the current status for information purposes.
Connector Type

Capacity (bps) The stream’s data rate.

Bandwidth Usage
(bps)

The stream’s data rate.

IP Address

The stream’s network IP address.

Redundancy Port

This input can be received on a second input port for redundancy.

GV Node-[instance] Out#.# Stream #

Name The name or identifier for this IP input.

IP Address The stream’s network IP address.

IP Port Port number for the stream.

Flow Type Set the content type for this stream: Audio, Data, or Video.

Automatic Source

Set to automatically create a source by the system using the specified
stream.

SDP The Session Description Protocol is a format for describing streaming
media communications parameters.

Bandwidth (bps) The stream’s data rate.

IGMPv3 SSM Address | Source Specific Multicast address as per IGMPv3 (Internet Group

Management Protocol) protocol.

Configuring MADI support with a GV Node Device

To support a MADI input on a GV Node frame, this option must be configured both in
GV Convergent and the MADI input must have been previously configured in iControl
Navigator; locate the GV Node Manager associated with your GV Node and double-click its
icon. For example, the following figure shows the 9™ input XI0-4901 card in slot 16 is set to
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accept a MADI input. Within GV Convergent, the same setting must be made wherever a
MADI input has been configured in iControl Navigator for a GV Node frame.

Provisioning | Agg Format |
Module Inputs -Tx Streams || Module Outputs -Rx Streams |

] Module Inputs (Mod-n) to Internal Fabric Module (IFM) 1l
Slot#]| Main Module Rear panel Enabled Options 2 2 3 2 3 S 7 3 9 I

1 Xo-2201 | X10-4201-45RP-0 | mox w [|Mpx w|[moX w [mDX w |MDXx w ||mMDx w DX w [MDx w ||MDx - wiORT+
2 KIMX-4211 | RMx-2N1-3x2-4 | mox >||so w[so w

3 KMX-4911 | KWD-£3N1-3x2-4 | MDX *||sm w|so -

4 Ho-4301 | x10-4301-45RP-0 | Mox ¥ ||mox w||mox w |mox w||mox w||mpx w [mox w|[MDx w|mDx w ||mox w
5 Empty

L] Empty

7 Empty

8 Empty

9 SME-1811
10 Empty
ilil XVP-2801
ilre Empty
13 HDA-3331
14 *10-4301 X10-4301-45RP-0 | MOX w |[|mox w|mox w|wox w||mox w||mox w wox w[[mDx w | mDx w||MOx w
A5 Empty

A6 XI0-4901 X1D-2901-45RP- | Nen= '\|SD| w|so wl[so w|sm w|so w|sm w|sm  w|[so w|mao =]
IFM-2T IFM-2T-RP1 e ke Module Inputs (Mod-In) to Aggregation Poris {(Agg-Tx)
Redundancy Mode:| 20227 Low Latency
Marimum Steam Bivais] 205008 25 = Video Streams Ancillary Data Streams Audio Streams
Stream Format] VideotAudioiData ¥ Modin | AggTx Modin | AggTx Modin | AggTx
| 28 [ 72 27 [ 72 21 [ 72

Fig. 4-1: A GV Node in iControl Navigator

The above iControl Navigator configuration is used as an example configuration for the
following procedure.
To configure a GV node MADI input in GV Convergent

1 Select the required Area. See Selecting an Area, on page 22.

2 Select the required topology. See Selecting a Graph, on page 23.

3 Add and configure a GV Node device. See Configuring a GV Node Device, on page 123.
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4 In the Property Editor for the GV Node device, make the same setting as in GV Node
Manager for Enabled Options for the card: in the GV Node’s properties, in Slots, select
16, then set None in Card Enabled Option.

Property Editor

Device Properties
GV Node-A

SDI Qutputs[144] @

Stream SDP Config [t8] 1

Input Lanes[48] @

SDI Inputs[144]

Output Lanes[48]

(=]
Streams [64] o
Q
(=]

Streams [3]

Name
Short Name
Frame IP Address
Network Host Name
Advanced
Description
2022-7 Mode

6 HD Mode

Card Enabled Option

Card Mode

Expose Streams

11

1

Gateway Connection State 1

GV Node-A

GVN

GVN-A

GV Node-A

05 | 05 | ) | s | sl | e

>

5 Use the following table to identify the SDI input number used by GV Convergent from
the card’s slot and input number for the next step. Only the eighth and ninth inputs of
each slot support MADI input signals. For example, the ninth input of the card in slot 16

is 144.

Matrix Input from Fabric Number for each GV Node Frame Slot

Card’s Input GV Node Frame Slot Number

from GV Node

Fabric 112 |3 |4 |5 |6 (7 |8 |9 |10 |11 (12 |13 |14 |15 |16
First Input 1110 |19 |28 |37 |46 |55 |64 |73 |82 |91 [100 [109 | 118 |127 | 136
Second Input |2 |11 |20 |29 (38 |47 |56 (65 |74 (83 |92 (101 [110 |119 | 128 | 137
Third Input 3 (12|21 |30 |39 |48 |57 |66 |75 |84 |93 [102 [111 [120 [129 | 138
Fourth Input 4113 |22 |31 [40 |49 |58 |67 |76 |85 |94 [103 |112 [121 [130 | 139
Fifth Input 5(14 |23 |32 |41 |50 (59 |68 |77 |86 |95 [104 [113 |122 | 131 | 140
Sixth Input 6 |15 |24 |33 [42 |51 |60 |69 |78 |87 |96 | 105 |114 [123 | 132 | 141
Seventh Input |7 |16 |25 |34 (43 |52 (61 (70 |79 (88 |97 [106 (115 |124 |133 | 142
Eighth Input 8 (17 |26 |35 |44 |53 |62 |71 |80 |89 |98 (107 |116 | 125 [134 | 143
Ninth Input 9 (18 |27 |36 |45 |54 |63 |72 |81 |90 |99 [108 [117 |126 |135 | 144
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6 In the Property Editor for the GV Node device, make the same setting as in GV Node
Manager for the card’s input: in the GV Node's properties, in SDI Inputs, select 144, then
set MADI in Mods-In to IFM.

Property Editor

Device Properties
GV Node-A
slots[16] (-
SDI Outputs[144] =
Stream SDP Config [18]

Inputlanes[48] o

R E R

(-3

SDI Inputs[144]

Streams[1] (=%

OQutput Lanes[48] @

Streams([3] o

S Port Identifier

Number
Direction
Connector Type HD/SDI
© capacity (bps) 1,485M
Bandwidth Usage (bps) 1,485M
Enabled
S Expose Streams

MDX
G 1P Address

Srwmorm ¢

S Redundancy Port

S SSM Address Enabled

For each MADI input, 64 audio streams are shown in Streams and the logical level is
MADI for each stream. These 64 streams are made available within the Logical Device
Table for use on manually created logical devices. If you choose the Automatic
source/destination option for the MADI, then 4 devices of 16 channels of audio are
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created in the Logical Device Table on the appropriate tab. See Logical Device Table
Tasks, on page 64.

Property Editor

Device Properties

GV Node-A 10.37.73.211
Slots[16] 2 1

Stream SDP Config [t8] 1

SDI Qutputs [144] @

Input Lanes[48] @

@

SDI Inputs[144]
streams [64]

Output Lanes[48]

© Redundancy Port

© 5SM Address Enabled

GV Node-A 10.37.73.211 In 144 Stream 1

C3 Name GV Node-A 10.37.73.211 In 144 Stream 1

C3 Description GV Node-A 10.37.73.211 In 144 Stream 1

e

O AULOIIAUL SUUrCE

© Automatic Destination
Enabled

© Expose Stream

IGMPv3 SSM Address

© 5SM Address Enabled
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The Densité IP Gateway (IPG-3901) plug-and-play module is a 3 RU module for the Densité
3 frame, which provides bidirectional IP/SDI conversion. The Gateway operates with 10
GigE audio/video video-over-IP, supporting 4K UHD/3G/HD/SD-SDI formats.

The GV Node IP Gateway (IPG-4901) plug-and-play module is a 3 RU single slot module for
the GV Node frame, which provides bidirectional fiber IP connectivity to provide conversion
to and from other equipment that cannot be handled directly by the GV Node aggregation
ports (GV Node’s receivers and transmitters). This card allows the user to expand the
receivers available on the GV Node, as well as it brings more flexibility to the allowed audio
profiles that can be accepted through the IPG-4901

PREREQUISITES: All IPG-3901 and IPG-4901 devices must have been previously configured
in iControl Navigator. GV Convergent reads this configuration information from iControl
through the GV Node / Densité Manager.

To configure an IPG-3901 / IPG-4901 Device

1 Add the IPG-3901 or IPG-4901 device to the Topology: from the Device Library, Virtual
Device, find the IPG-3901 or IPG-4901 device bubble. See To add a Virtual Device to a
topology, on page 43.

@' & Area = Device Graph © fod ‘admm A
Device Library & opology: Device Graph z Property Editor [}

~ | Edit Dk Select S Link = Device Group Properties  Device Properties
v IPG-4901

~ Name 1PG-4901
1PG-3901

# Devices 1

1PG-4901 S/ S Short Name 6

~
[ ]
—
-

1PG-4901 [.1:‘ Network Host Name: IPG-4901
Master Control Switcher

g Monitor

. Description IPG-4901
=) Multiplexer

Logical Level

# Input Connectors 0
# Output Connectors 0
Advanced

% Multiviewer Default Connector Type:
# Streams Per Input

i2::] v

B Multiviewer + Router S —

L I v Automatic Destinations on Inputs

Autnmatic Courrac an Nutnute

{7 Topolog...gurator [+
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2 Select Device Group Properties. Configure the GV Node IP Address / Frame IP
Address and Slot Number properties.

Property Editor

Device Group Properties Device Properties

IPG-4901

Name

# Devices

Short Name

Network Host Name

# Input Connectors

# Output Connectors
Advanced

Description

Logical Level

Default Connector Type

# Streams Per Input

# Streams Per Output

Automatic Destinations on Inputs

Autnmatic Enurcoc an Dedniste

IPG-4901

1

PG

IPG-4901

IPG-4901

See also Description of Common Device Properties, on page 122.

Parameter

Description

# Devices

The number of panel instances in this device group.

Network Host Name

The hostname is the unique name by which the associated
IPG-3901 or IPG-4901 is known on the network.

# Input Connections

The current status for information purposes, once the GV Node

# Output Connections

IP Address and Slot Number parameters are configured and
the topology is activated. See Activating a Topology, on

Advanced > Default
Connector Type

page 58.

Advanced > # Streams Per
Input

Advanced > # Streams Per
Output

Advanced > Receive Stream
IP Pattern

Advanced > Send Stream IP
Pattern

3 Activate the topology. See Activating a Topology, on page 58.

The card configuration is read from Densite Manager and applied to the device.
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4 Select the Device Properties tab and then select IPG next to Devices. See also
Description of Common Device Properties, on page 122.

Parameter

Applies to

IPG-3901

IPG-4901

Description

Network Host Name

The hostname is the unique name by which the
associated IPG-3901 or IPG-4901 is known on
the network.

GV Node IP Address

IP Address of the CPU-ETH3 for the GV Node
frame into which the IPG-4901 card is installed.

Frame IP Address

IP Address of the CPU-ETH3 for the Densité
frame into which the IPG-3901 card is installed.

Slot Number

The slot in which the IPG-3901 or IPG-4901
device is located in the GV Node frame.

Connection to
Controller 1

Connection to
controller 2

Connection to Controller 1 shows the
connection status of the IPG device with the
primary server of a server group.

Connection to Controller 2 shows the
connection status of the IPG device with the
secondary server of a server group. See
Configuring a Controller Group, on page 18.
unknown: the topology is inactive (see
Activating a Topology, on page 58) or the IPG
device does not have network connectivity to
the GV Convergent server(s).

offline: the IPG device does not have network
connectivity to the GV Convergent server(s).
online: the IPG device is connected to the

GV Convergent server(s).

Firmware Version

Shows the firmware version installed on the
IPG-3901 or IPG-4901 card. This shows the
current status for information purposes.

Internal Wiring Done

Shows if the internal modeling of the IPG-3901
or IPG-4901 is complete.

Operation Mode

Shows the operation mode of the ETH2 port of
the IPG-3901 or IPG-4901 card for information
purposes:

Redundancy: ETH 2 is redundant to ETH 1.
Aggregation: Both ETH 1 and ETH 2 are
available simultaneously.

OFF: ETH 2 is disabled.
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5 Select ETH# next to Ethernet Ports. These are the network configuration parameters
for the IPG-3901 or IPG-4901 card’s Ethernet ports. See also Description of Common
Device Properties, on page 122.

Parameter Description

IP Address The network IP address for this Ethernet port.
Gateway The network gateway IP address.

Subnet Mask The IP network’s subnet mask.

6 Select one of the streams next to Gateways (by default labelled as OUT# or IN#). See
also Description of Common Device Properties, on page 122.

Parameter Description

Direction This shows the current status for information purposes.

Logical Level on SDI Stream | To force a stream to use the IPG-3901 or IPG-4901 device,
create a new level (see Duplicating a Logical Level, on page 32)
that you will use to select these specific streams at the source
and destination ports. Set the logical level that will be used for
this here.

For example, create a logical level called IPG-SDI from the SDI
logical level. Now use this level to send and receive streams to
and from this device.

7 Select 1 or 2 next to Streams. See also Description of Common Device Properties, on
page 122.

Parameter Description

Ethernet Port The Ethernet port this gateway is assigned to (ETH 1 or ETH 2).
This shows the current status for information purposes.

Format The gateway format: SD, HD, or 3G for video streams, or AES67
profile for audio streams. This shows the current status for
information purposes.

IGMPv3 Source For a receiver gateway, this is the address of the joined stream’s
port when SSM Address is enabled on the device.

IP Address The stream’s network IP address.

Logical Level on ETH stream | The Logical level to apply on the ETH side of the gateway. By
default for the video stream, this value is SDI and for the audio
stream, this value is SDI audio.

Port The stream's network port.

Redundant IGMPv3 Source When the IPG-3901 or IPG-4901 card is in Redundancy mode:
for a receiver gateway, this is the address of the joined stream'’s
port when SSM Address is enabled on the device.
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Parameter Description

Redundant IP Address When the IPG-3901 or IPG-4901 card is in Redundancy mode:
the stream’s network IP address.

Redundant Port When the IPG-3901 or IPG-4901 card is in Redundancy mode:
the stream's network port.

Connecting an IPG-4901 device

The IPG 4901 has 9 SDI input ports, 9 SDI output ports, and 2 bidirectional ETH ports. The
SDI ports must be connected to the SDI ports of the GV Node in which the IPG-4901 is
slotted in. This rule is not enforced in GV Convergent. GV Convergent allows you to use an
IPG-4901 like an IPG-3901, however this is not a valid use case and will not work.

The 9 SDl input ports short labels are called OUT for OUT from fabric, and the 9 SDI output
ports short labels are called IN for In to fabric to follow iControl’s behavior.

Device properties
« Itis possible to assign a logical level to SDI ports by changing the Logical Level of SDI
stream at the Gateway level.

« Itis possible to assign a logical level to IP streams by changing the Logical Level on ETH
stream on Stream level, under the Gateway.

« Itis possible to change the multicast address for SDI to IP gateways (called OUT) by
changing the IP Address, Port, Redundant IP Address and Redundant Port properties
on Stream level, under Gateway. These changes are propagated to iControl.

+ In OFF or Redundancy mode, gateways OUT 6 to 9 and IN 6 to 9 are disabled and not
visible in Property Editor. They become visible only if card is in Aggregation mode.
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Example Topology Using an IPG-4901

Camera (4) : Monitor-A (4)

Camera-A (4) IPG-3901 (1) Monitor (4)

Panel (1)
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The IQMIX / IQUCP25 series is a range of multi-channel video over IP transceiver modules
developed for use within low latency, high bandwidth Ethernet IP networks, capable of
encoding / decoding multiple SDI signals. They provide both compressed and
uncompressed modes of operation.

The inputs and outputs of an IQMIX / IQUCP25 are called spigots. There are a variety of
spigot configurations that are available; for example, 6 inputs / 6 outputs, 12 inputs / 0 outputs,
0 inputs / 12 outputs, 8 inputs / 0 outputs. See also How to Know if a Spigot is an Input or an
Output, on page 141.

WARNING

The spigot configuration is set through RollCall and then GV Convergent reads it
from the IQMIX / IQUCP25 card. For any given spigot, you must know which mode
(input or output) has been configured to connect the spigots correctly in

GV Convergent.

There is no offline configuration of the IQMIX / IQUCP25 device. It must first be discovered
on the network by GV Convergent.

The IQMIX / IQUCP25 device must have been previously configured with RollCall before
being integrated into GV Convergent as most configuration parameters shown in

GV Convergent are for information purposes only (GV Convergent reads it from the IQMIX /
IQUCP25 devices). See the IQMIX / IQUCP25 User Manual for more information.

PREREQUISITES: The Domain ID of the IQMIX / IQUCP25 device(s) must be set in the System
Controller Group Properties under Domain Ids. See Configuring a Controller Group, on
page 18.These devices must be on the same subnet that the GV Convergent server is
connected to.

Note: An IQMix using VC2 video compression format is not currently supported
by GV Convergent.

Related Topics
« How to Know if a Spigot is an Input or an Output, on page 141

+ Configuring 4K / UHD Quad-Link Streams for use with an IQMix or IQUCP25 Device, on
page 142
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To configure an IQMIX / IQUCP25 Device

1 Add the IQMIX/IQUCP25 device to the Topology: from the Device Library, Discovered,
find an IQMIX / IQUCP25 device bubble that you want to control. See To add a
Discovered Device to a Topology, on page 45.

@' & Exposed Streams % IPG-4901 setup @)

Device Library 3  Topology: IPG-4901 setup

Discovered v _# Edit Fk Select S Link £+ Refresh W& Delete fi‘ Active
T

__ IQMIX4010 )
B 10.1.3.50 ~

IQMIX4010 (1)

={3 Topolog...gurator [+]

2 Configure the IQMIX / IQUCP25 properties. See also Description of Common Device
Properties, on page 122. The IQMIX / IQUCP25 device should be first configured with
RollCall before being integrated into GV Convergent as most configuration parameters
shown in GV Convergent are shown for information purposes only.

Parameter Description

Network Host Name | The hostname is the unique name by which the associated IQMIX /
IQUCP25 is known on the network.

Domain ID Set the same Domain IDs on all IQMIX / IQUCP25 devices that are to
communicate with each other on the network.

The default value for Grass Valley equipment is 101.

Valid range: 0 to 232.

See also Configuring a Controller Group, on page 18.

Internal wiring Shows if the internal modeling of the IQMIX / IQUCP25 is complete.

3 Create and connect the edge devices (SDI and IP devices) that are connected to the
IQMIX / 1QUCP25. See Methods to Link Devices in a Topology, on page 48.

How to Know if a Spigot is an Input or an Output

To know if a spigot In GV Convergent is an input or output, proceed as follows:

1 Select the device bubble on the Topology Configurator. See Selecting a Graph, on
page 23.

2 Expand Ip Spigots in Device Properties and select a spigot from the list.
3 For each spigot, interpret the Mode property as follows:

« SRC =Output

+ DST =Input
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Configuring 4K / UHD Quad-Link Streams for use with an IQMix or
IQUCP25 Device
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To support 4K streams, a quad-link (square division) configuration is used. That is, the 4K
image is divided into four HD quadrants, and each quadrant is sent as four separate
streams. These four streams must:

« each be individually represented by four logical levels; one level for each quadrant. For
example, SDI, SDI2S14k2, SDI2S14k3 and SDI2S14k4.

- The first logical level is the base SDI logical level. This logical level carries the video,
audio, and ancillary data.

« The SDI4k2, SDI4k3 and SDI4k4 logical levels are video only.

+ be logically linked together so that they are switched together at once ensuring that
there is no switching delay between the four streams that would create visible glitches
between the four quadrants.

The following shows the typical video stream composition of a 4K quad-link display with
the associated logical levels used in this procedure.

T
Quadrant 1, Link 1 | Quadrant 2, Link 2
HD Logical Level SDI | HD Logical Level
SDI4k2
Quadrant 3, Link 3 Quadrant 4, Link 4

|
HD Logical Level | HD Logical Level
SDI4k3 I SDI4k4
1

4K/ UHD Composite Image

PREREQUISITES:

- The IQMix / IQUCP device(s) must already be configured in GV Convergent. See
Configuring an IQMix or IQUCP25 Device, on page 140.

« Configure the IQMix / IQUCP device spigots to be used for 4K in RollCall by enabling the
4K Links parameter in the Link Control Page for all quad-link signal spigots.

Link Control Information

TPG

FEC

Ethernet 1

Ethernet 1 RTP Sender
Ethernet 1 RTP Receiver

m|»

4K Links

Spigots Enable

1-4 ]

5-8 ]

9-12

13-16 ]

Enahble 4K SMPTE352 Insertion (]
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To configure 4K / UHD Quad-Link Streams

Create the logical levels necessary to support quad-link sources and destinations.

1 Create the following 4K logical levels from the Logical Level Editor from the pre-
existing SDI logical level: SDI4k1, SDI4k2, SDI4k3 and SDI4k4. See Duplicating a
Logical Level, on page 32.

Logical Level Editor

s 5a

Level To Duplicate

SD| Name Prefix

Level ID 1
Name Suffix

audi
Level D 4 SHOTEESBELRSine

. Short Label Suffix
audi

Level ID 7 Starting Level ID

oL 0] Cancel
Level ID 10

audiol0 audioll audiol2
Level ID 13 A10 Level ID 14 A1l Level ID 15

2 From the Multilevel Table of the Logical Device Table, click the Levels icon . See
Accessing the Logical Device Table task, on page 64.

3 Select the levels you want to display in the table. As shown below, a filter SDI4k was
applied and then you can select the 4 SDI 4k levels and click OK.

Logical Level Selector

= NN 00
= EE OO0

SDI4k1 SDI4k2 SDI4k3
Level ID 136 SDI4k1 Level ID 163 SDI4k2 Level ID 190 SDI4k3

SDI4k4
Level ID 217 SDI4k4

Cancel

The logical device table will show 4 items (SDI14k1, SDI4k2, SDI14k3, and SDI4k4), each
with a 4K level representing one quadrant of a of a quad-link signal.

4 Add IQMix / IQUCP device(s) to the topology and configure them in GV Convergent.
See Configuring an IQMix or IQUCP25 Device, on page 140.

5 Link the IQMix / IQUCP device(s) to the logical sources and destinations in
GV Convergent. See Methods to Link Devices in a Topology, on page 48.
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The following topology will be used as an example, where the IQMix is used as the 4K
stream sources (called 4K7 and 4K2) and the IQUCP is used as the 4K stream destination
(called DEST-4K).

IQUCP25_SDI (1)

6 In the Logical Device Table, map streams with levels: Configure the 4K sources and
destinations by assigning quad-link IP streams to each level.

Stream Browser & Multilevel Table
Sources Virtual XPTS
e e e s oW
. mxznl weenl
e T Tz
e o
. mmm
Spigotd. ‘Spigot10. . . . .
P S Select the row before dropping a destination onto it
L) ‘Spigot12 (] Spigot13
1 © KMxa001 12 @ 1ovixaoon s
Spigot1s. [ Spigot1s.
14 @ 1QMix4000 1 15 @ 10MDx4000 1

Total levels: 110 Filtered: 106

cal L...| Editor @ Logical ..ce Table [ Router Control

7 Repeat step 6 for destinations.

8 Test the configuration by making takes between a logical source and destination that
use the quad-level link streams. See Performing a Take in Router Control, on page 214.
See in Pathfinder that the correct quad-level link streams are received by each
destination. See Viewing Information about the Destinations, on page 199.
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Configuring an MV-820-IP Multiviewer Device

The MV-820-IP multiviewer has 48 IP inputs and 12 IP outputs in a 2 RU chassis, making it
ideal for high-density IP monitoring applications. Internally, the MV-820-IP multiviewer is
an MV-820 SDI multiviewer wrapped inside four IQMix cards to provide IP connectivity
through a rear panel that supports the QSFP network interface adapters (refer to the MV-
820 Multiviewer User Manual, where this is referred to as the Video IP Circuitry). These four
IQMix cards are used to convert the IP network input streams to feed the 48 x SDI inputs of
the MV-820 cards, and uses three of the four same IQMix cards to also convert the 12 x SDI
mosaic outputs of the MV-820 cards into IP stream outputs. These IQMix cards are labelled
as MV-820-1P-REAR in RollCall and GV Convergent. See Configuring an IQMix or IQUCP25
Device, on page 140 for more information about how to configure an IQMix.

The inputs and outputs of an MV-820-IP are called spigots that, within GV Convergent, are
provided by four MV-820-IP-REAR devices with the following spigot configuration: 48 input
spigots across four MV-820-IP-REAR devices and 12 mosaic output spigots across three
MV-820-IP-REAR devices. The third MV-820-IP-REAR device has no output spigots.

MV-820-IP-REARA": 12 Input Spigots —» —» MV-820-IP-REARA": 4 Output Spigots

MV-820-IP-REAR ‘B": 12 Input Spigots—» | MV-820 SDI |—» MV-820-IP-REAR‘B": 4 Output Spigots

MV-820-IP-REAR‘C: 12 Input Spigots —» | Multiviewer MV-820-IP-REAR ‘C": 0 Output Spigots

MV-820-IP-REAR‘D’": 12 Input Spigots —» —» MV-820-IP-REARD’: 4 Output Spigots

For each MV-820-IP-REAR device, the spigots are used as follows. The third MV-820-IP-REAR
device has no output spigots. See also How to Know if a Spigot is an Input or an Output, on

page 141.
Input: Spigot 5 1 —» Mosaic Output: Spigot 1
. 1 IQMix —» Mosaic Output: Spigot 2
. o> —» Mosaic Output: Spigot 3
Input: Spigot 161 —» Mosaic Output: Spigot 4

There is no offline configuration of the MV-820-IP device. It must first be discovered on the
network by GV Convergent.

The MV-820-IP multiviewer must have been previously configured with RollCall before
being integrated into GV Convergent as most configuration parameters shown in

GV Convergent are for information purposes only (GV Convergent reads it from the
MV-820-IP cards). See the MV-820-IP User Guide for more information.

For example, in RollCall 2.5 the MV-820-IP is shown as 4 x MV-820-IP-REAR.

e e e s s 820 0000:30:00- 882 % MV-820-IP-REAR - 0000:30:00 - 852

PREREQUISITES: The Domain ID of the MV-820-IP devices must be set in the System
Controller Group Properties under Domain Ids. See Configuring a Controller Group, on
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page 18. These devices must be on the same subnet that the GV Convergent server is
connected to.

Note: An MV-820-IP using VC2 video compression format is not currently
supported by GV Convergent.

To configure an MV-820-IP Multiviewer
1 Select the required Area. See Selecting an Area, on page 22.
2 Select the required topology. See Selecting a Graph, on page 23.
3 The topology must be currently:
« Activated (see Activating a Topology, on page 58).
+ Unlocked (see Unlocking / Relocking a Topology, on page 61).
4 From the Device Library, on the left, select Discovered, from the drop-down list.

@' & Exposed Streams =2 IPG-4901 setup €

Device Library 3  Topology: IPG-4901 setup

Discovered v _# Edit Fk Select S Link £+ Refresh W& Delete fi‘ Active
b4

@, MV-820-1P-REAR
) 190.107.35.2

MV-820-1P-REAR

L —
2 -
~—

MV-820 (4)

MV-820-1P-REAR
B 190.107.34.6

={3 Topolog...gurator [+]

5 From the Device Library, Discovered, find the four MV-820-IP-REAR devices with the IP
addresses that correspond with those for the MV-820-IP multiviewer on your network:
select one of the MV-820-IP-REAR device bubbles and drag it into position on the
Topology and release the mouse button.

The device pulled from the Device Library, Discovered becomes greyed out and
another instance of the same device instance cannot be added again to the Topology.

6 Now create a device group by adding the remaining three MV-820-IP-REAR device
bubbles on top of the MV-820-IP-REAR already on the Topology:

a Select another MV-820-IP-REAR device bubble from the Device Library and drag it
on top of the first MV-820-IP-REAR device instance already on the Topology and
release the mouse button.

b Repeat this action for the third and fourth MV-820-IP-REAR device bubble in the
Device Library.

The four MV-820-IP-REAR device instances are shown as a single device on the
Topology and can be individually configured in the Property Editor, under Devices, by
clicking an instance.

7 Click on the name of the device underneath the bubble to name the device or device
group. See To name a device and set the number of devices in the group, on page 44.
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8 Configure the MV-820-IP multiviewer’s properties. See also Description of Common
Device Properties, on page 122. The MV-820-IP device should be first configured with
RollCall before being integrated into GV Convergent as most configuration parameters
shown in GV Convergent are shown for information purposes only.

Parameter Description

Network Host Name | The hostname is the unique name by which the associated MV-820-1P
is known on the network.

Domain ID Set the same Domain IDs on all MV-820-IP devices that are to
communicate with each other on the network.

The default value for Grass Valley equipment is 101.
Valid range: 0 to 232.
See also Configuring a Controller Group, on page 18.

Internal wiring Shows if the internal modeling of the MV-820-IP is complete.

9 Create the logical sources and destinations in GV Convergent for the MV-820-IP by
adding SDI devices to the topology and then linking them. See Methods to Link
Devices in a Topology, on page 48. An example is shown below.

QE W
\ ~
N
N

IP Device (2) /
/

~L /"\//

B | GG 1 &=

@ &
MV-Out (12) MV-820 (4) MV-IN (48)
Logical Sources Logical

Represent the Destinations
Multiviewer’s SDI Represent the
Mosaic Outputs Multiviewer’s SDI

Inputs

These logical sources and destinations represent the SDI inputs and outputs of the
MV-820 multiviewer that will be used when making a take.

a From the Device Library, Virtual Devices, find the SDI Device bubble and drag it
into position on the Topology and release the mouse button.
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@' & Area 2 Device Graph §

Topology: Device Graph

4 Edit Sk Select % Link

) satellite

ﬂ Sat Return
£ SDI Device 19

SDI Device (1)

(B server

b Click on the name of the device underneath the bubble to name the device or

device group. See To name a device and set the number of devices in the group, on
page 44. For example, Enter MV-Out in both the Name and Short Name fields,
then enter 12 for the number of device instances. These parameters can also be set
in the Property Editor.

From the Device Library, Virtual Devices, find the SDI Device bubble and drag it
into position on the Topology and release the mouse button.

Click on the name of the device underneath the bubble to name the device or
device group. For example, Enter MV-In in both the Name and Short Name fields,
then enter 48 for the number of device instances.

Interconnect the SDI source and destination devices to the proper IQMix spigot SDI
inputs and outputs as shown above.

If needed, contact support for more information as how to configure this device. See
Grass Valley Technical Support, on page 230.
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Configuring a Kahuna IP Production Switcher Device

The Kahuna IP is a production switcher. Internally, the Kahuna IP production switcher is an
Kahuna SDI production switcher wrapped inside two IQMix cards to provide IP
connectivity. These two IQMix cards are used to convert the IP network input streams to
feed the 12 x SDI inputs of the Kahuna, and the other IQMix card to convert the 12 x SDI
outputs of the Kahuna into IP stream outputs. These IQMix cards are labelled as
KahunalPI10 and KahunalPO10 in GV Convergent. See Configuring an IQMix or IQUCP25
Device, on page 140 for more information about how to configure an IQMix.

The inputs and outputs of a Kahuna IP are called spigots. There are 12 input and 12 output
spigots. In the GV Convergent Device Library, the Kahuna IP switcher is discovered as two
separate IP devices: the first represents the IP inputs (device type: KahunalPI110) and the
second represents the IP outputs (device type: KahunalPO10).

Kahuna SDI

Switcher | KahunalPO10: 12 Output Spigots

KahunalPI10: 12 Input Spigots —»

See also How to Know if a Spigot is an Input or an Output, on page 141.

There is no offline configuration of the Kahuna IP device. It must first be discovered on the
network by GV Convergent.

The Kahuna IP device must have been previously configured with RollCall before being
integrated into GV Convergent as most configuration parameters shown in GV Convergent
are for information purposes only (GV Convergent reads it from the Kahuna IP device). See
the Kahuna IP User Guide for more information.

PREREQUISITES: The Domain ID of the Kahuna IP device(s) must be set in the System
Controller Group Properties under Domain Ids. See Configuring a Controller Group, on
page 18. These devices must be on the same subnet that the GV Convergent server is
connected to.
To configure a Kahuna IP Device
1 Select the required Area. See Selecting an Area, on page 22.
2 Select the required topology. See Selecting a Graph, on page 23.
3 The topology must be currently:
« Activated (see Activating a Topology, on page 58).
+ Unlocked (see Unlocking / Relocking a Topology, on page 61).
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4 From the Device Library, on the left, select Discovered from the drop-down list.

@' & Exposed Streams =& 1PG-4901 setup &)

ice Library 0 Topology: IPG-4901 setup

_# Edit DK Select S Link £ Refresh & Delete 'E Active

.

KahunalPI10 (1)

-

—_—

KahunalPO10
(1)

={; Topolog...gurator (+]

The Kahuna IP is discovered as two separate IP devices: the first represents the IP inputs
(device type: KahunalPI110) and the second represents the IP outputs (device type:
KahunalPO10).

From the Device Library, Discovered, find the Kahuna IP input device that you want to
control: select the KahunalPI10 device bubble and drag it into position on the Topology
and release the mouse button.

The device pulled from the Device Library, Discovered becomes greyed out and
another instance of the same device instance cannot be added again to the Topology.

From the Device Library, Discovered, find the matching KahunalPO10 device bubble
and drag it into position on the Topology and release the mouse button.

For each Kahuna IP device (IP inputs device type: KahunalPI10 and IP outputs device
type: KahunalPO10) Click on the name of the device underneath the bubble to name
the device. See To name a device and set the number of devices in the group, on
page 44.

Configure the Kahuna IP properties. See also Description of Common Device
Properties, on page 122. The Kahuna IP device should be first configured with RollCall
before being integrated into GV Convergent as most configuration parameters shown
in GV Convergent are shown for information purposes only.

Parameter

Description

Network Host Name

The hostname is the unique name by which the associated Kahuna IP
is known on the network.

Domain ID

Set the same Domain IDs on all Kahuna IP devices that are to
communicate with each other on the network.

The default value for Grass Valley equipment is 101.

Valid range: 0 to 232.

See also Configuring a Controller Group, on page 18.

Internal wiring

Shows if the internal modeling of the Kahuna IP is complete.
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9 Create and connect the edge devices (SDI and IP devices) that are connected to the
Kahuna IP. See Methods to Link Devices in a Topology, on page 48. An example is
shown below.

Logical Sources
Represent the

Switcher’s SDI

Mosaic Outputs

Switcher Qut Ka_hun’éiPOlD
= (1)

< R
R — e

Main Redhuhi dant

=

KahunalPI10 (1§ Switcher In (12)

Logical Destinations
Represent the
Switcher’s SDI Inputs

These logical sources and destinations represent the SDI inputs and outputs of the
Kahuna switcher that will be used when making a take.

a From the Device Library, Virtual Devices, find the SDI Device bubble and drag it
into position on the Topology and release the mouse button.
Cc" & Area =3 Device Graph ©
Device Library 2 Topology: Device Graph

virtual Devices - " Edit Dk Select S Link

b4
) sateliite ~

ﬂ Sat Return
g SDI Device g

SDI Device (1)

(W) server

b Click on the name of the device underneath the bubble to name the device or
device group. See To name a device and set the number of devices in the group, on
page 44. For example, Enter Switcher-Out in both the Name and Short Name fields,

then enter 3 for the number of device instances. These parameters can also be set
in the Property Editor.

¢ From the Device Library, Virtual Devices, find the Monitor Device bubble and drag
it into position on the Topology and release the mouse button.

d Click on the name of the device underneath the bubble to name the device or
device group. For example, Enter Switcher-In in both the Name and Short Name
fields, then enter 12 for the number of device instances.

e Interconnect the SDI source and destination devices to the proper IQMix spigot SDI
inputs and outputs as shown above.

If needed, contact support for more information as how to configure this device. See
Grass Valley Technical Support, on page 230.
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Configuring a K-Frame Production Switcher

The K-Frame is a series of production switchers, and certain models support IP connectivity.
The following frames are supported:

+ K-Frame-V Production Switcher has 4 slots each providing 8 inputs and 4 outputs to the
switcher, for a total of 32 inputs x 16 outputs.

« K-Frame-X Production Switcher has 14 slots. 10 slots each providing 16 inputs and 8
outputs to the switcher, followed by 4 slots each providing 8 inputs and 4 outputs of
the switcher, for a total of 192 inputs x 96 outputs.

The following diagram shows a K-Frame-V / K-Frame-X Production Switchers populated
with a typical assortment of 1/0 cards.

]
8x41/0 SDI Card
8 Inputs, 4 Outputs
P—

8x41/0 IP Card
8 Inputs, 4 Outputs, 4 SFPs

Inputs 1to 8
Outputs1to 4
SFPs1to4

Inputs 9 to 16
Outputs5to 8
SFPs5to 8

8x41/0IP Card
8 Inputs, 4 Outputs, 4 SFPs
P——

8x41/0IP Card
8 Inputs, 4 Outputs, 4 SFPs

Inputs 17 to 24
Outputs 9 to 12
SFPs 9 to 12

Inputs 25 to 32
Outputs 13 to 16
SFPs 13 to 16

There are two types of modules which can be used in the K-Frame Production Switcher

slots:

16 x 8 1/0 SDI Card
16 Inputs, 8 Outputs

16 x81/0 IP Card
16 Inputs, 8 Outputs, 8 SFPs

16 x81/0 IP Card
16 Inputs, 8 Outputs, 8 SFPs

16 x81/0 IP Card
16 Inputs, 8 Outputs, 8 SFPs

16 x 81/0 IP Card
16 Inputs, 8 Outputs, 8 SFPs

16 x81/0 IP Card
16 Inputs, 8 Outputs, 8 SFPs

16 x 81/0 IP Card
16 Inputs, 8 Outputs, 8 SFPs

16 x 8 1/0 SDI Card
16 Inputs, 8 Outputs

8 x41/0 SDI Card
8 Inputs, 4 Outputs

8x41/0 IP Card
8 Inputs, 4 Outputs, 4 SFPs

8x41/0IP Card
8 Inputs, 4 Outputs, 4 SFPs

8 x41/0 SDI Card
8 Inputs, 4 Outputs

+ SDl only card, equipped with BNC connectors.
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Inputs 1 to 16
Outputs1to 8
SFPs1to 8

Inputs 17 to 32
Outputs 9 to 16
SFPs 9 to 16

Inputs 33 to 48
Outputs 17 to 24
SFPs 17 to 24

Inputs 49 to 64
Outputs 25 to 32
SFPs 25 to 32

Inputs 65 to 80
Outputs 33 to 40
SFPs 33 to 40

Inputs 81 to 96
Outputs 41 to 48
SFPs 41 to 48

Inputs 97 to 112
Outputs 49 to 56
SFPs 49 to 56

Inputs 113 to 128
Outputs 57 to 64
SFPs 57 to 64

Inputs 129 to 144
Outputs 65 to 72
SFPs 65 to 72

Inputs 145 to 160
Outputs 73 to 80
SFPs 73 to 80

K-Frame-X Series

Inputs 161 to 168
Outputs 81 to 84
SFPs 81 to 84

Inputs 169 to 176
Outputs 85 to 88
SFPs 85 to 88

Inputs 177 to 184
Outputs 89 to 92
SFPs 89 to 92

Inputs 185 to 192
Outputs 93 to 96
SFPs 93 to 96
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+ IP only card, equipped with SFP connectors.

Here are some details about IP cards you will need to know to model your K-Frame
Production Switcher in GV Convergent:

« An SFP can receive two streams and transmit one. A stream is a group of the essence
flows (a 2022-6 stream has a single flow, a TR-04 stream has two flows and a 2110
stream has three flows)

« Each SFP stream maps directly to a switcher input or output of the slot. For example:
the IP card in the second slot of the K-Frame-V Production Switcher has 4 SFP pairs (for
redundancy) providing signals to inputs 9-16 of the switcher. The first SFP provides
streams for inputs 9-10, the second SFP provides streams for inputs 11-12 and so on.

« IP cards support SMPTE 2022-6, SMPTE 2110, and TICO.

« Redundancy in SMPTE 2022 and SMPTE 2110 is supported.

« For SMPTE 2110-30, the following profiles are supported: L16/48K/125us, L16/48K/1m:s,
L24/48K/125us, L24/48K/1m:s.

Note that GV Convergent only controls the K-Frame Production Switcher’s IP receivers and
transmitters. In consequence, The K-Frame Production Switcher must have been previously
setup and configured before being integrated into GV Convergent. See the K-Frame
Installation & Service Manual for more information.

PREREQUISITES: GV Convergent must have IP connectivity to the K-Frame Production
Switcher:

« to automatically detect the K-Frame Production Switcher’s model (K-Frame-V / K-
Frame-X) and its current configuration parameters that are needed by GV Convergent.

+ before making connections to the Production Switcher bubble in GV Convergent. See To
configure a K-Frame Production Switcher, on page 154.
K-Frame Production Switcher Nomenclature used in GV Convergent

The following diagram shows the nomenclature used in GV Convergent for the K-Frame-V
Production Switcher signal flow. A K-Frame-X Production Switcher’s signal flow uses a
similar architecture, with more inputs and outputs.

s =\

K-Frame-V
Video/Audio Routing & Processing
32 Inputs & 16 Outputs

pe
Slots Inputs 1to 8 Inputs 9 to 16 Inputs 17 to 24 Inputs 25 to 32
Outputs 1to 4 Outputs 5to 8 Outputs 9 to 12 Outputs 13 to 16

Board IP 1/0 Board IP 1/0 Board IP 1/0 Board IP 1/0 Board
oards SFPs 1to 4 SFPs5to 8 SFPs 9 to 12 SFPs 13 to 16
L )
System SFPs | 1 2 3 4 5 6 7 8 9 10| 12 ] 12 13| 14| 15] 16

Physical SFPs* [a|B|Aa|B|a[B|a|B[A|B|A[B[A|B|A|B]A[B|A]|B[A|B]|A[B|A|B[A[B]A]B[A]B

sl A A A

Video
Flows Audio

Ancillary

Port Number

VEICTNAVE-CI 1 17 2 18 3 19 4 20 5 21 6 22 7 23 8 24 9 25 10 26 11 27 12 28 13 29 14 30 15 31 16 32

in GV Convergent SMPTE 2022-7 Support: Ports shown in red are for the Red LAN. Ports shown in blue are for the Blue LAN
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* Note that GV Convergent's Short Name property for a port is composed of a combination
of the System SFP number and the Physical SFP letter in the following format:

SFP-[System SFP number][Physical SFP letter]

For example, SFP-1A is the first input port. This port is shown below in the K-Frame Menu
for reference.

I8 «Frame Men . - — - =3 %

Menu not in Node List for this frame. Frame Connected

System Board Redundancy
Input Input  Stream Format o Receive IP UDPPort  IGMPV3 SSM

Bulk :
Configuration i 1 ST 2022-6

Import/Export
Config File

ST 2022-6

Restore
Defaults

3 ST 2022-6
Outputs Audio 2.2, Restore

Settings

Port 2 -L.1. Apply
Config ST 20226 Settings
SFPs 2

Video 1/O Board

Mod 1/0
‘Conversion
Clear History

| Source Ports & || Switcher ClipStore || Video | Node || Install Acquire
- e Eng Logily Video 1O B o jvior, || QWU || pevices || Tally Router || “config || Settings || Settings || Options dalent | S

eDPM SWR. EEME

Timeline || Maqos Ops Keyer iDPM Wipes

When Redundancy Mode is Enabled in the K-Frame Menu, you must use a SMPTE 2022-7
network setup; see Configuring Network Switch Redundancy to Support SMPTE 2022-7, on
page 172.

To configure a K-Frame Production Switcher

1 Add the Production Switcher device to the Topology: from the Device Library, Virtual
Device, find the Production Switcher device bubble. See To add a Virtual Device to a
topology, on page 43.

@'I & Area o K-Frame ©

Device Library 3 Topology: K-Frame

virtual Dey ' Edit ’_'j( Select S Link

Patchbay

Processor

Production
Switcher

Production
Remote Feed Switcher (1)

Router

Satellite
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2 Click on the name of the device underneath the bubble to enter a meaningful name to
identify this device in the Name field. See To name a device and set the number of
devices in the group, on page 44.

These parameters can also be set in the Property Editor.
3 Select Device Properties and click New next to Control Port at the top of the
Property Editor and select K-Frame CPL TCP/IP from the list.
Property Editor

Device Group Properties Device Properties
Production Switcher

Devices [1] =] Swr

Control Ports[1] 03 €| K-Frame CPLTCP/IP

C3 # Streams Per Output

C3 Automatic Destinations on Inputs
C3 Automatic Sources on Outputs
C3 Expose Streams

G SSM Address Enabled

K-Frame CPL TCP/IP

S Name K-Frame CPL TCP/IP
C3 Description K-Frame CPL TCP/IP
IP Address

Connection State 1

The K-Frame CPL TCP/IP tab appears. To remove the control port, click Delete.

4 Configure the K-Frame Production Switcher properties. See also Description of
Common Device Properties, on page 122.

Parameter Description

Network Host Name | The hostname is the unique name by which the associated K-Frame
Production Switcher is known on the network.

IP Address The IP address of the K-Frame Production Switcher to be controlled.

Once connected, GV Convergent automatically detects the K-Frame

Production Switcher’s model (K-Frame-V / K-Frame-X) and K-Frame

Production Switcher’s configuration parameters that are needed by
GV Convergent.
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Parameter Description

Connection State 1 K-Frame Production Switcher Connection State 1 shows the
Connection State 2 connection status of the K-Frame Production Switcher with the
primary server of a server group.

K-Frame Production Switcher Connection State 2 shows the
connection status of the K-Frame Production Switcher with the
secondary server of a server group. See Configuring a Controller
Group, on page 18.

unknown: the topology is inactive (see Activating a Topology, on
page 58) or the K-Frame Production Switcher does not have network
connectivity to the GV Convergent server(s).

Reconnecting: the topology has been activated and GV Convergent is
learning the K-Frame Production Switcher’s current configuration.
offline: the K-Frame Production Switcher does not have network
connectivity to the GV Convergent server(s).

online: the K-Frame Production Switcher is connected to the

GV Convergent server(s).

Frame Model Once the topology has been activated, this shows the frame model.
This is shown for information purposes only.

5 Activate the topology. See Activating a Topology, on page 58.

The current K-Frame Production Switcher input and output ports are read into

GV Convergent and become available to be connected within GV Convergent.
According to the type of streams configured in K-Frame Production Switcher, the
corresponding logical levels are created in the Logical Device Table. See Logical Device
Table Tasks, on page 64 for more information.
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When a port is selected, see the Short Name property to see the K-Frame Production
Switcher’s internal port reference. For more information, see K-Frame Production
Switcher Nomenclature used in GV Convergent, on page 153.

Property Editor

De Group Properties Device Properties
Production Switcher
Devices [1] o Swr

Control Ports(i] @ &) | k-Frame cPLTCP/IP

Redundancy Port
G s5M Address Enabled
Production Switcher In-1A-Vid

_ Production Switcher Tn-1A-Vid

Cj Description Production Switcher In-1A-Vid
Logical Level video
1P Address
IP Port

Flow Type

Each input port supports two sources. When a stream is selected, see the Short Name
property to see the stream type currently configured in the K-Frame Production
Switcher.

Streams | Description Short Name

1 This is the video stream for the first source. Swr-In-1A-Vid
2 This is the audio stream for the first source®. Swr-In-1A-Aud
3 This is the Ancillary stream for the first source?. Swr-In-1A-Anc
4 This is the video stream for the second source. Swr-In-2A-Vid
5 This is the audio stream for the second source®. Swr-In-1A-Aud
6 This is the Ancillary stream for the second source?. Swr-In-1A-Anc

a.This stream is not shown if the selected port is configured as SMPTE 2022-6.

The K-Frame Production Switcher can now be used to make takes. See Router Control Tasks,
on page 214 for more information.
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Adding NMOS Devices to a Topology

GV Convergent supports Networked Media Open Specifications (NMOS) AMWA 1S-04 for
device discovery and registration and IS-05 for connection management. Furthermore, it
supports AMWA BCP-002-01 for the natural grouping of NMOS resources.

GV Convergent has a built-in NMOS registry (see below) that can be used to register NMOS
devices. To be able to discover NMOS devices, you must point GV Convergent to use its
internal NMOS registry, or you must point GV Convergent to an external NMOS registry.

PREREQUISITES:

+ A working NMOS registry must be available on the same subnet that the
GV Convergent server is connected to. If multiple NMOS registries are found, then the
registry with highest priority (the lowest number) is used.

- GV Convergent’s automatic discovery of the NMOS registry is disabled by default.
Contact technical support for more information for how to enable this configuration. If
the NMOS media server is not on the same subnet as the GV Convergent server, contact
technical support for more information for how to support this configuration.

Notes

« GV Convergent listens for changes to any of the nodes in the registry. As it receives
updates, it automatically updates any device that is dropped onto any topology
that is associated with that node.

« If the registry is shut down, or the node is stopped and is removed from the
registry, the devices will disappear from the device list. The devices you already
have dropped will remain on the topology, but will no longer receive updates.

« If the registry is restarted or the node is restarted, GV Convergent will continue to
update the devices on the topology (assuming the devices have the same UUID).

To use GV Convergent’s built-in NMOS Registry

To use GV Convergent's built-in NMOS registry, you must first enable it.

1 Open the System Controller Group Properties. See Configuring a Controller Group,
on page 18.
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2 Set the following parameters.

Property Editor

System Controller Group Properties  Properties

System Controller

Name
# Controllers
Short Name

Advanced
Description
Virtual IP Address
Reference IP
Enable NMOS Registry
NMOS Registry Priority
NMOS Discovery Registry
Domain IDs for IP Routing

Domain IDs for Data Import

System Controller
1

System Controller

System Controller

0.0.0.0

0.0.0.0

v

0

http://10.37.72.47:4041
o 101

g 105

Parameter

Description

Enable NMOS Registry

Set to start GV Convergent’s NMOS registry located on the system
controller.

Once enabled, this NMOS registry is available at the current system
controller’s IP address®, on port 4041. If redundancy has been
configured for GV Convergent, use the Virtual IP Address, on port 4041
to access the NMOS registry.

NMOS Registry
Priority

Sets the priority of GV Convergent’s built-in registry that is started
when the Enable NMOS Registry option is enabled. If GV Convergent’s
built-in registry is going to be the primary NMOS registry, set this value
to 0. Avoid having more than one registry on your network with the
same priority level.

NMOS Discovery
Registry

Sets the NMOS Registry Query API URL (hostname / IP address and
port number).

If the above Enable NMOS Registry is enabled, and you want to use
GV Convergent'’s built-in registry, set this URL to the local host IP
address for this service: http://127.0.0.1:4041

a.This is the same IP address as for GV Convergent’s administration interface. This is shown as IP
Address in step 6 on page 20.

3 To be able to discover NMOS devices in GV Convergent, you must point GV Convergent
to use its internal NMOS registry, or you must point GV Convergent to an external
NMOS registry. To do so, set the IP address and port number for the NMOS registry in
the NMOS Discovery Registry parameter (see table above).

Update the server’s Host file

In order for GV Convergent to communicate with the NMOS registry to retrieve a list of all
its resources, retrieve update notifications, download SDP files and perform connection
management, GV Convergent must be able to reach the host where the registry is running
by its hostname. In order to do this, an entry for the NMOS host MUST be added to the

server’s hosts file.
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« InLinux: /etc/hosts
« InWindows: C: \Windows\System32\Drivers\etc\hosts

Sample entry:
10.37.80.177 <registryHostName>

Once the server for the NMOS registry has been added to the hosts file, the GV Convergent
service needs to be restarted. See GV Convergent Server Shutdown and Reboot in the
GV Convergent Quick Tour of Admin Tasks.

Note that this applies even if you use the registry's IP address when specifying the URL of
the NMOS Discovery Registry. Once the entry in the hosts file is added, the NMOS
Discovery Registry parameter can be either http://10.37.80.177:4041 or
http://<registryHostName>:4041

NMOS Node control port status in GV Convergent

GV Convergent pings the NMOS node to keep the connection active using the URL
http://XXX.XXX.XXX.XXX:4041/x-nmos/node/v1.2/self.GV Convergent uses the
success of the ping to determine the node’s control port status (Online/Offline).

Note: If the NMOS node’s status is offline, check if the node’s URL contains only
a hostname (as opposed to a numeric IP address). If GV Convergent cannot
resolve the hostname, then you need to add an entry into the server’s hosts file
and then restart GV Convergent. GV Convergent must be able to resolve the
node’s hostname in order to report the control port status as being online,
download SDP files, and perform connection management. See Update the
server’s Host file, on page 159 and GV Convergent Server Shutdown and Reboot in
the GV Convergent Quick Tour of Admin Tasks.

How to test the NMOS registry

Test the registry as follows: in a web browser, enter the following address into the browser’s
address bar: http://XXX.XXX.XXX.XXX:4041/x-nmos/query/v1.2/

Where XXX. XXX.XXX. XXX is the IP address of GV Convergent’s NMOS registry. This can be
either GV Convergent’s system controller IP address (for its internal NMOS registry), or the
query API IP address of an external NMOS registry, if available. For external NMOS registries,
see the NMOS registry’s documentation as it may use a number of different IP addresses;
one for the query APl and another for the registration API for example.

File Edit View Histery Bookmarks Tocols Help

10.37.72.28:4041 fx-nmos/query/vl. X

< c o ® 10.37.72.28:4041/x-nmos/query/v1.2/

JSON Raw Data Headers

Save Copy Collapse All Expand All
subscriptions/
nodes/

devices/

senders/

The following NMOS registry switches show the current NMOS registry’s content:
subscriptions
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nodes
devices
senders
receivers
flows
sources

This is accessible by, for example, entering the following address into the browser’s address
bar:http://XXX.XXX.XXX.XXX:4041/x-nmos/query/vl.2/nodes

As the NMOS registry has just been started, it is normal that it is empty of content. Wait for
devices to discover the NMOS registry and to publish their resources to the registry.

Note: If nodes are not published to the registry and are not listed under
http://XXX.XXX.XXX.XXX:4041/x-nmos/query/vl.2/nodes,they will notbe
discovered by GV Convergent. Further device troubleshooting will be required to
identify why a device is not publishing to the NMOS registry.

About the grouphint tag

AMWA BCP-002-01 makes use of the grouphint tags to identify senders and receivers. When
a discovered device publishes grouphint tag information in senders / receivers to the NMOS
registry, GV Convergent will automatically create the related logical sources and
destinations for the device, once the NMOS device has been added to the topology. If a
discovered device does not publish grouphint tags to the NMOS registry, then you will have
to create the logical sources and destinations for the device manually in GV Convergent.

To add an NMOS device to a topology
PREREQUISITES:
« There is an operational NMOS registry on GV Convergent’s subnet.
« This NMOS registry has been configured for use by GV Convergent.
Proceed as follows.

1 Add the NMOS device to the Topology: from the Device Library, Discovered, find an
NMOS device bubble that you want to control. See To add a Discovered Device to a
Topology, on page 45.

@ & Area  »f topo2 fol &admm A
Device Library & ilogy: topo2 & Property Editor =]

¥ ¥ Edit '%( Select S Link G ... | Device Group Properties Device Properties g

mtlinmosvm
101

=) GV Kaleido-TP

&) GV Kaleido-IP &

Grass Valley iTX
=) GV Kaleido-TP (6]

&) GV Kaleido-IP
=) GV Kaleido-TP
&) GV Kaleido-IP

2B v walsidn 1D =

& Area Configurator && Area Configurator {7 Topolog...gurator "é- Path Manager
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2 Click on the name of the device underneath the bubble to name the device or device
group. See To name a device and set the number of devices in the group, on page 44.
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Using SDP Parameters to Take a Stream from a non-NMOS Device
to an NMOS Device

In order to use IS-05 connection management, Session Description Protocol (SDP)
information is required to be sent as part of the command. GV Convergent can create SDP
type parameters that a receiving NMOS device requires in order to successfully complete a
take made from devices that do not generate and publish their own information.

The SDP information is now generated by GV Convergent and is included in the connection
management commands to allow discovered AMWA NMOS receivers to join non-
discovered senders, or source devices created within the GV Convergent client. This SDP
information is not currently published to the AMWA NMOS registry.

Within GV Convergent, a number of default SDP parameter templates are built-in and are
selected according to the stream’s Logical Level parameter. The SDP parameters can be
tweaked if necessary as these SDP parameters must represent the current details and
specifications of the source’s stream.
The following device bubbles support SDP parameters:

+ IP Device

+ GV Node

+ |Q-family type IP devices, for example, IQMix, IQUCP25, IQAMD, MV-820-IP, Kahuna IP,

and soon

« Audiolive

PREREQUISITES: To customize the SDP parameter, you must know how to form a valid SDP.

This is beyond the scope of this document. For more information about SDP specific
parameters, see RFC 4566. See also SDP.
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The SDP parameters are configured in the device’s Property Editor, under the Device Group
Properties tab and in the Device Properties tab. See Defining Device Properties, on
page 55 for more information about these tabs.

Property Editor

Device Group Properties Device Properties
1w

Devices [1]

S Expose Streams

192.168.1.10

out2
IP Qut 1 Stream 1

S Name IP Out 1 Strealh 1
S Description IP Qut 1 Stream
S Short Name IP-Outl.1

video

239.10.10.7

10000
Flow Type
© Automatic Source v
S Automatic Destination
v=0

o0=- ${s\juence]\i IN IP4 ${portipAddress}
s=grassujlley 1

fcli @ =TELE 1588-2008:08-00-11-FF-FE-21-CF-EE:domain-nmbr=0

o
a=group:DUP{main réndant

eo ${streamPorl{lumber} RTP/AVP 112
€=IN 1P4 ${streamIpAddress}/1
a=rtpmap:112 raw/90000

S Bandwidth (bps) 3,333,333,333

Certain SDP parameters have been enhanced with new GV Convergent variables which
allows for better device control integration within GV Convergent. These variables are
available for SDP parameters configured under the Device Group Properties and the
Device Properties tab, output stream property. Variables always start with a dollar sign ($)
and are enclosed in curly brackets {} as shown in the example below.

See Defining Device Properties, on page 55 to know more about how parameter values in
the Device Properties tab inherit their values from the corresponding parameter values in
the Device Group Properties tab.

Example of SDP parameters used in GV Convergent
The following is a typical example of the SDP parameters used in GV Convergent.
v=0
o=- ${sequence} 0 IN IP4 ${portipAddress}
s=grassvalley 1
t=0 0
a=recvonly
a=ts-refclk:ptp=IEEE1588-2008:08-00-11-FF-FE-22-04-00:127
a=mediaclk:direct
m=video ${streamPortNumber} RTP/AVP 98
c=IN IP4 ${streamlpAddress}/1
a=rtpmap:98 SMPTE2022-6/27000000
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Special GV Convergent SDP Variables

The following table lists the supported special GV Convergent variables for use anywhere
within the SDP parameter. These variables reference parameters that are configured
elsewhere in GV Convergent, thereby automatically keeping stream information up-to-
date.

GV Convergent SDP

Variable Description

${sequence} This SDP file’s ID

${portIpAddress} The sending port’s IP address.
The source for this variable comes from the Port’s IP Address
parameter for this stream.

${streamIpAddress} The transmit (sending) stream’s multicast IP address.
The source for this variable comes from the stream’s IP Address
parameter.

${streamPortNumber} The transmit (sending) stream’s IP port number.
The source for this variable comes from the stream’s IP Port
parameter.

$ {redundantIpAddress} |The transmit (sending) stream’s redundant multicast IP address.
The source for this variable comes from the stream’s IP Address
parameter used for the redundancy port. See the Redundancy
Port parameter to identify the current redundancy port.

$ {redundantPortNumber} | The transmit (sending) stream’s redundant IP port number.
The source for this variable comes from the stream’s IP Port
parameter used for the redundancy port. See the Redundancy
Port parameter to identify the current redundancy port.

Editing SDP Parameters

Any of the above variables can be substituted with a fixed equivalent value so that it is hard
coded. For example, the variable $ {portIpAddress) represents a multicast IP address and
it can be replaced with an IP address such as 230.7.17.7.

When you edit any SDP parameter:

+ The SDP becomes fixed and will no longer automatically update when you make a
change elsewhere in the Property Editor. For example, changing the logical level
parameter will not update the SDP parameters with the logical level change. You will
have to further edit the SDP to adapt it to any such change.

« The SDP becomes orange to indicate that its default value has been overridden. See
Defining Device Properties, on page 55 to know more about how to reset a parameter
to its default value.
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Configuring Cisco DCNM Network Switch Devices

Networks that use Cisco Data Center Network Manager (DCNM) to manage LAN fabric can
be controlled by GV Convergent.

PREREQUISITES:
« GV Convergent v1.8 or higher
« DCNM build 11.0(1) or higher
« Switch'’s firmware: NXOS 9.2(1) or higher for 9200, 9300-EX, and 9500-R switches.
« Switch’s BIOS: version 07.64, compile time: 05/17/2018
- Configure the required DCNM network switch’s flow policies. See below.

Configuring the Network Switch’s Flow Policies
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If you are using a network switch with DCNM control port, flow policies must be manually
set in the DCNM web interface, before you configure GV Convergent to use the network
switch.

Each flow policy sets the maximum bandwidth that can be allocated to a type of traffic flow.
See the table below. Only the flow policies for bandwidths you will use in your network
need to be created.

Each flow policy must have a multicast IP address range associated to it, according to your
network addressing pattern, as GV Convergent uses a different multicast IP range for each
type of traffic flow and bandwidth (audio, video 3G, Video HD, ANC / metadata, and so on).
Class D IP addresses are multicast addresses. By default, IP address 239.255.0.1 may be
reserved for use by certain Grass Valley equipment for DDS discovery and should not be
allocated for any other purpose.

Review documentation for all equipment you are going to use on your network for any
specific IP addressing and bandwidth requirements.

Establish the Customer Multicast IP Addressing Pattern

All network IP devices must be assigned an IP address, and each network traffic type is
assigned to a IP address range according to its bandwidth requirement.

For example, the following table shows a typical multicast IP addressing pattern and the
bandwidth allocation required by traffic flow type.

Traffic Flow Typical IP address range Recommended

Type Flow Policy From To Bandwidth Allocation

Video SMPTE2022-6(3G) 230.1.1.1 230.255.255.255 |3.2Gbps
SMPTE2022-6(HD) 229.1.1.1 229.255.255.255 | 1.601Gbps
SMPTE2022-6(SD) 228.1.1.1 228.255.255.255 | 0.27Gbps
SMPTE2110-20(3G) |238.1.1.1 238.255.255.255 | 2.703Gbps
SMPTE2110-20(HD) |237.1.1.1 237.255.255.255 | 1.401Gbps
SMPTE2110-20(SD) |236.1.1.1 236.255.255.255 | 0.23Gbps

Audio SMPTE2110-30(AES) |234.1.1.1 234.255.255.255 | 61Mbps
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Traffic Flow Typical IP address range Recommended

Type Flow Policy From To Bandwidth Allocation
ANC SMPTE2110-40(ANC) | 235.1.1.1 235.255.255.255 | 2Mbps

(metadata)

Default? * 150Kbps

a.This allows any general network management data to pass through the network while
guaranteeing that it will not take up any significant amount of total network bandwidth. When
needed, this bandwidth allocation is also used for DDS discovery when such equipment uses a
multicast address that is outside of any other pre-existing flow policy you have created (this must be
the case).

Delete Pre-existing Flow Policies

If your switch has been previously configured, you may need to remove any pre-existing
flow policies. These flow policies have the status Create under Deployment Action.

© U Data Center Network Manager @ admn I3

A | Media Controller / Flow / Flow Policies

Flow Policies Selected 0/Total 4 (J
+ Xan 8 & #& Deployment v Show | All | Y
O Policy Name 4 Multicast IP Range Bandwidth QoS/DSCP Deploy Action Deploy Status In Use Last Updated
[ Audio View 61 Mbps cs1 Create ~ Success (4/4) true Tue Sep 25 2018 22: .
[] Default * 150 Kbps Cs1 Create ~/ Success (4/4) false Mon Sep 17 2018 19...
[] Metadata View 2 Mbps cs1 Create v Success (4/4) true Tue Sep 25 2018 22
[l Video3G View 3.2 Gbps CS1 Create /' Success (4/4) true Tue Sep 25 2018 22:

To delete pre-existing current flow policies
1 In the Deployment drop menu, select Undeploy All Custom Policies.

© . Data Center Network Manager @ amin I3

f | Media Controller / Flow / Flow Policies

Flow Policies Selected 0/ Total 4 ()
+ Xan & & Show | All v Y
\:\ Policy Name 4 Multicast IP, JeRRy SRR Deployment Action Deployment Status In Use Last Updated

Deploy All Custom Policies

[] Audio View +/ Success (4/4) true Tue Sep 25 2018 22:..
[[J Defaut /' Success (4/4) false Mon Sep 17 2018 19..
] Metadata View ~/ Success (4/4) true Tue Sep 25 2018 22:

[] Video3G View Deployment History Create v/ Success (4/4) true Tue Sep 25 2018 22

2 The Deployment Action column will show Delete instead of Create.

3 Select all flow policies from the list, but exclude the Default flow policy: do not remove
the Default flow policy as it will be needed.

4 Use the delete (X) button to delete the selected flow policies.

Add New Flow Policies Using Your IP Addressing Pattern

According to the IP addressing pattern shown in the above table, create the new flow
policies for each traffic flow type you are going to use.
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To add new flow policies
1 Click New (+).

Add/Edit Flow Policy X
* Policy Name | Video_3G * Multicast IP Range | 239 255.0.2 - 239255 255 255 -
* Bandwidth | 3.2 @® Gbps (O Mbps () Kbps Selected 0/ Total 2
“QoS/DSCP | 31 v X Show | Al v| Y
I Deploy I Cancel | Begin IP Address End IP Address
[ 239.0.0.0 239.266.0.0

239.255.0.2 239.255.265.255

2 Set the parameters for the flow policy. The setting for QoS/DSCP is CS1.

3 Click Deploy.

4 Repeat to create all necessary flow policies.

5 In the Deployment drop menu, select Deploy All Custom Policies.
The status under Deployment Action becomes Create and the Deployment Status
becomes Success.

f | Media Controller / Flow / Flow Policies

Flow Policies

+ Xan 5 &2 # Deployment w

O Policy Name Multicast IP Range Bandwidth QoS/DSCP Deployment Action
[ ] Default 150 Kbps Ccs1 Create

I:\ Audio View 61 Mbps cs1 Create

] Metadata View 2 Mbps Cs1 Create

I:\ Video_3G View 3.2 Gbps cs1 Create

] DDS_discovery View 150 Kbps Ccs1 Create
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Configuring a DCNM Network Switch Device

To configure a DCNM Network Switch Device
1 Add the Network Switch device to the Topology: from the Device Library, Virtual
Device find the Network Switch device bubble. See To add a Virtual Device to a
topology, on page 43.

@' & Area = KJ Doc

Device Library . Topology: KJ Doc
virtual A _# Edit q‘ Select S Link
T

~

Multiviewer +
Router

o
C4.Y

Network Switch

Network Switch
Panel

= Patchbay
ﬂ Processor

Production
Switcher

Mouse: NfA Zoom: 1.0

=[3 Topolog...gurator G Logical ...ce Table

2 Click on the name of the device underneath the bubble to enter a meaningful name to
identify this device in the Name field. See To name a device and set the number of
devices in the group, on page 44.

These parameters can also be set in the Property Editor.

3 Set the number of physical input and output connectors being used on the network
switch in # Input Connectors and # Output Connectors.

Property Editor

Device Properties
Network Switch

Control Ports[0] = @
N

Ports[10]

out

Ports[10]

Short Name Switch
Network Host Name Network-Switch
# Input Connectors 10

# Output Connectors 10

The configuration for these ports become available as Ports under IN and OUT.
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4 Select Device Properties and click New [+] next to Control Port at the top of the
Property Editor and select Cisco DCNM from the list. Dummy Network Switch should
be used when the DCNM network manager is not being used for the network switch.

Property Editor

Device Properties
Network Switch

Control Ports[1] 2| @) Cisco DCNM

IN
Ports[10]
out
Ports[10]

Cisco DCNM Delete

S Name Cisco DCNM
Virtual IP Address
C3 Exclusive Policy Control v

S Username admin

S Password

The Cisco DCNM tab appears. To remove the control port, click Delete.

5 Select Cisco DCNM tab (next to Control Port at the top of the Property Editor) to
configure the Device Properties in the Property Editor. Only the properties shown
below should be used. See also Description of Common Device Properties, on
page 122.

Parameter Description

Network Host Name | This the unique name by which the Network Switch is identified within
GV Convergent. This value is used to construct the input/output port
label.

Cisco DCNM parameters

Virtual IP Address This is the virtual IP address to communicate with DCNM cluster. This
IP is used to address any active member of the two nodes that are
operating in High Availability (HA) mode. If DCNM is not operating in
HA mode, use the DCNM node IP address.

Exclusive Policy When set, GV Convergent operates in exclusive mode: any change to
Control the host aliases, host policies or flow policies (through DCNM web
interface for example) will be overwritten and restored by GV
Convergent. This is the supported mode to be used.

Only deselect this parameter under the guidance of Grass Valley
Technical Support.

Username Set the administrator’s username to access the DCNM network.

Password Set the administrator’s password to access the DCNM network.
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Parameter

Description

Connection State 1/2
Note: Connection
State 2 is not used.

This shows the current status for information purposes.
Unknown: The Virtual IP is not configured yet or the topology is
inactive.

Online: GV Convergent is connected to DCNM.

Offline: The topology is active and GV Convergent is unable to
communicate with DCNM.

Reconnecting: GV Convergent is trying to reach DCNM.

Active Host Name

Active IP Address

Standby Host Name

Standby IP Address

In a redundant High Availability network architecture, one node (in
standby mode) provides failover protection to another node (currently
active).

Host Name: The hostname is the unique name by which the active /
standby node is known on the network.

IP Address: The network IP address for the active / standby node.

6 Do not configure any parameters found under Ports or Streams. These are shown for
information purposes only.
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Configuring Network Switch Redundancy to Support SMPTE

2022-7
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This topic describes the theory of how to implement network redundancy, and as such,
information is provided as an example that can be used for any SMPTE 2022-7 compatible
equipment.

To make streaming more reliable over an IP network, the implementation of SMPTE 2022-7
seamless protection switching depends on stream redundancy. This protection scheme
transmits two identical packet streams over physically separate network routes (shown as
Red LAN and Blue LAN in the figure below), so that if packets from one route are lost, the
data can be reconstructed using packets from the second stream. This process is seamless
because switching between the streams is instantaneous and does not impact content.

Network
Switch'Red’ \

GV Node A

Red LAN

—

IPG-4901 A

IPG-3901 A

GV Node B

IPG-3901 B

4 b

IPG-4901 B

)\. Blue LAN
Network
Switch‘Blue’ \

PREREQUISITES:

« At least two DCNM-compliant switches must be used for this application. Contact Grass
Valley for more information about switch compatibility. See Grass Valley Technical
Support, on page 230.

+_

- For any GV Node frame:

a IniControl’s GV Node Manager, make sure to set redundancy to ON. See the GV
Node User Manual for more information.

b In GV Convergent, set 2022-7 Mode and configure the Redundancy Port parameter.
See Configuring a GV Node Device, on page 123.
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+ For any IPG-4901 / IPG-3901 card

a IniControl’s Network panel, Settings tab, for the ETH 2 Port, make sure to set the
Operation Mode to Redundancy. See the IPG-4901 Guide to Installation and
Operation for more information.

b In GV Convergent, set the Operation Mode to Redundancy. See Configuring an
IPG-3901 / IPG-4901 Device, on page 134.
To configure SMPTE 2022-7 example

1 Add the following devices to the Topology: from the Device Library, Virtual Device,
add the following device bubbles to the Topology. See To add a Virtual Device to a
topology, on page 43.

Quantity Device

2 Network Switch
2 IPG-3901

2 x 3 instances in a group Camera

2 x 3 instances in a group Monitor

Arrange the devices on the Topology as shown below.

u
4.

Network Switch
RED

e -

Camera (3) IPG-3901 (1) IPG-3901-A (1) Monitor (3)

N
[ 4.

Network Switch
BLUE

2 Activate the topology. See Activating a Topology, on page 58.
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3 Configure the devices on the Topology:

Device To configure the device, see

GV Node Configuring a GV Node Device, on page 123

IPG- 3901 Configuring an IPG-3901 / IPG-4901 Device, on page 134
IPG-4901

1QMix Configuring an IQMix or IQUCP25 Device, on page 140
IQUCP25

MV-820-IP Configuring an MV-820-IP Multiviewer Device, on page 145

Kahuna IP Production
Switcher

Configuring a Kahuna IP Production Switcher Device, on page 149

K-Frame Production
Switcher

Configuring a K-Frame Production Switcher, on page 152

NMOS

Adding NMOS Devices to a Topology, on page 158
Using SDP Parameters to Take a Stream from a non-NMOS Device
to an NMOS Device, on page 163

Cisco Network Switch

Configuring Cisco DCNM Network Switch Devices, on page 166

Routers

Configuring Router Devices, on page 176

Audio Live

Configuring a Device that Supports Audio Breakaway/Shuffling
such as Audio Live, on page 184

Any other device

Adding Devices to a Topology, on page 43

4 Click Quick Connect to link the devices as shown below. See Using Quick Connect to
Link all Devices in a Topology, on page 48. See also Methods to Link Devices in a
Topology, on page 48.

Camera (3)
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Monitor (3)

N
N

Network Switch
BLUE
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Much more elaborate systems can be configured. The objective is to connect all SMPTE
2022-7 IP devices (#2 to #9) to both network switches (RED and BLUE).

5 If you are manually making the connections between the devices, select the links
between devices, one at a time, to make the connections between devices as shown
below. See Manually Setting the Link’s Physical Connection Parameters (Sources and
Destinations), on page 51. If you use Quick Connect, this is not necessary.

Link Make the following connections
# |From To From To
1 |Camera IPG-3901 Cam1 SDIto 1 (Input Port Id: 3)
Cam2 SDI to 2 (Input Port Id: 4)
Cam3 SDI to 3 (Input Port Id: 5)
2 |IPG-3901 Network Switch | ETH1 Switchin1
RED
3 |IPG-3901 Network Switch | ETH2 Switchin1
BLUE
4 | Network Switch |IPG-3901 SwitchOut1 ETH1
RED
5 | Network Switch |IPG-3901 SwitchOut1 ETH2
BLUE
6 |IPG-3901-A Network Switch | ETH1 SwitchIn2
RED
7 |IPG-3901-A Network Switch | ETH2 SwitchIn2
BLUE
8 | Network Switch |[IPG-3901-A SwitchOut2 ETH1
RED
9 | Network Switch [IPG-3901-A SwitchOut2 ETH2
BLUE
10 | IPG-3901 Camera SDI to 1 (Output Port Id: 3) | Mon1
SDI to 2 (Output Port Id: 4) | Mon2
SDI to 3 (Output Port Id: 5) | Mon3
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Configuring Router Devices

The following procedure configures a router device. Routers use a range of control
protocols that GV Convergent uses to control the router. Each router control protocol is
individually covered in follow up procedures: see also Configuring a Router’s Control Port,
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on page 179.

To configure a Router Device

1 Add the Router device to the Topology: from the Device Library, Virtual Devices, find
the Router device bubble. See To add a Virtual Device to a topology, on page 43.

2 Add and configure router control port(s) according to the router model you want to
control. Control port(s) must be configured to allow communication with the router
thereby permitting GV Convergent to control the router; see Configuring a Router’s
Control Port, on page 179.

3 Select the router’s tab (next to Control Port at the top of the Property Editor) to
configure the Device Properties in the Property Editor. See also Description of
Common Device Properties, on page 122.

Parameter

Description

Network Host Name

The hostname is the unique name by which the associated router is
known on the network.

Physical Level ID

Set the Physical Level ID value that has been configured for the
corresponding router to be controlled by this device instance. To
obtain this value, use the router’s native configuration interface.

Advanced > Default
Connector Type

The router’s physical interface port connector: HD/SDI, IP/RJ-45,
MADI.

Controller Starting
Input

The starting input port number from which you want to control the
router’s physical level.

Controller Starting
Output

The starting output port number from which you want to control the
router’s physical level.




GV Convergent Version 2.1.0
User’s Manual

4 Set the number of physical input and output connectors being used on the on the

router in # Input Connectors and # Output Connectors.

Property Editor

Device Properties

Router

Control Ports[1] = €D

IN

Ports [10]

ouT

Ports [10]
Name
Short Name
Network Host Name
# Input Connectors

# Output Connectors

NV9000 TCP/IP

3

Router

Rir

Router

10

10

The configuration for these ports become available as Ports under IN and OUT.
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5 Select each input or output port to configure it. These are the configuration parameters
for each of the router’s ports. See also Description of Common Device Properties, on
page 122.

Property Editor

Device Properties

Router

ControlPorts[1] 2 €| nNvoooo Tcp/1p

IN
Ports [10]
Streams [10]
out
Ports [10]
In1l
C3 Name Inl
C3 Description Router Physical In Port !
G short Name RirInl
C3 # Streams 10
G Port Identifier 1
Number
Direction
C3 Logical Level
Connector Type
G capacity (bps)
Bandwidth Usage (bps)
Enabled
C3 Expose Streams
G 1P Address

C3 Redundancy Port

Parameter Description

Port Identifier This is the generic identifier of the port within GV Convergent.

Number This shows the current status for information purposes.

Direction

Connector Type

Capacity (bps) The stream’s data rate.

Bandwidth Usage This shows the current status for information purposes.

(bps)

IP Address This is the interface IP address of the selected port. This is currently not
used in the router virtual device.

Redundancy Port Associate this port with another port to create a redundant network
traffic flow path for failover protection. The associated port will not be
available to carry other traffic.
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6 Select each steam found under each port to configure it. These are the configuration
parameters for the individual streams carried on a network port. See also Description of
Common Device Properties, on page 122.

Property Editor

Device Properties

Router

ControlPorts[1] 2 €| nNvoooo Tcp/1p

IN
Ports [10]
Streams [10]
out
Ports [10] =]
Router In 1 Stream 1
C) Name Router In 1 Stream 1
C) Description Router In 1 Stream 1
G short Name RirInl.1
C) Logical Level
C) Automatic Source
C) Automatic Destination
Enabled

C) Expose Stream

Configuring a Router’s Control Port

Control port(s) must be configured to allow communication with the router thereby
permitting GV Convergent to control the router. There are many types of control ports
suited to the router’s individual model or control protocol. First, you must add a control port
to the router’s configuration in GV Convergent and then configure it.

PREREQUISITE: Add a router device to the Topology Configurator. See To configure a Router
Device, on page 176.

To add a router control port

1 Select the Router bubble on the Topology Configurator and then select Device
Properties and click New [+] next to Control Port at the top of the Property Editor and
select the router’s model / control protocol from the list. Dummy can be used for
testing purposes (or pre-deployment) when the actual router model is unknown.

A tab for the selected router model appears. The control port(s) must be configured to
allow communication with the router thereby permitting GV Convergent to control the
router.

To delete a control port, scroll-down the router’s Device Properties list to the control
port and click Delete.

2 Configure the control port. See below.
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Supported router control protocols

The following router control protocols are supported.

Router Control Protocol |See

NP0016 Compact Router | NP0016 Compact Router Control Port Configuration Parameters,

on page 180
NP0016 Enterprise Router | NP0016 Enterprise Router Control Port Configuration Parameters,
on page 180
NS-BUS NS-BUS Control Port Configuration Parameters, on page 181
NV9000 TCP/IP NV9000 TCP/IP Control Port Configuration Parameters, on

page 182

SAM SW-P-08 TCP/IP

SAM SW-P-08 TCP/IP Control Port Configuration Parameters, on
page 182

NP0016 Compact Router Control Port Configuration Parameters

See also Description of Common Device Properties, on page 122.

Parameter

Description

IP Address

The network IP address for the associated router.

Connection State 1

Connection State 2

Connection State 1 shows the connection status of the router with the
primary server of a server group.

Connection State 2 shows the connection status of the router with the
secondary server of a server group. See Configuring a Controller
Group, on page 18.

unknown: the topology is inactive (see Activating a Topology, on
page 58) or the router does not have network connectivity to the

GV Convergent server(s).

offline: the router does not have network connectivity to the

GV Convergent server(s).

online: the router is connected to the GV Convergent server(s).

Connections From
Multiple Servers

Set this if the router supports multiple concurrent connections to it.
When set, this allows GV Convergent main and backup servers to
connect at the same time to the router, thereby increasing system
availability.

IP Port

Port number for the control port stream used by the router. The
default is 5194.

NP0016 Enterprise Router Control Port Configuration Parameters

See also Description of Common Device Properties, on page 122.

Parameter

Description

IP Address

The network IP address for the associated router.
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Parameter

Description

Connection State 1

Connection State 2

Connection State 1 shows the connection status of the router with the
primary server of a server group.

Connection State 2 shows the connection status of the router with the
secondary server of a server group. See Configuring a Controller
Group, on page 18.

unknown: the topology is inactive (see Activating a Topology, on
page 58) or the router does not have network connectivity to the

GV Convergent server(s).

offline: the router does not have network connectivity to the

GV Convergent server(s).

online: the router is connected to the GV Convergent server(s).

Connections From
Multiple Servers

Set this if the router supports multiple concurrent connections to it.
When set, this allows GV Convergent main and backup servers to
connect at the same time to the router, thereby increasing system
availability.

IP Port Port number for the control port stream used by the router. The
default is 5194.

Use Coherent Take Set for GV Convergent to use the protocol's 'Coherent take' command

Message when performing multiple crosspoint changes at the same time for

this router.

NS-BUS Control Port Configuration Parameters

See also Description of Common Device Properties, on page 122.

Parameter

Description

Connection State 1

Connection State 2

Connection State 1 shows the connection status of the router with the
primary server of a server group.

Connection State 2 shows the connection status of the router with the
secondary server of a server group. See Configuring a Controller
Group, on page 18.

unknown: the topology is inactive (see Activating a Topology, on
page 58) or the router does not have network connectivity to the

GV Convergent server(s).

offline: the router does not have network connectivity to the

GV Convergent server(s).

online: the router is connected to the GV Convergent server(s).

IP Address

The network IP address for the associated router.

IP Port

Port number for the control port stream used by the router. The
default is 37800.

Multiple Connections
Capable

Set this if the router supports multiple concurrent connections to it.
When set, this allows GV Convergent main and backup servers to
connect at the same time to the router, thereby increasing system
availability.
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NV9000 TCP/IP Control Port Configuration Parameters

See also Description of Common Device Properties, on page 122.

Parameter Description
IP Address The network IP address for the associated router.
Connection State 1 Connection State 1 shows the connection status of the router with the

primary server of a server group.

Connection State 2 shows the connection status of the router with the
secondary server of a server group. See Configuring a Controller
Group, on page 18.

unknown: the topology is inactive (see Activating a Topology, on
page 58) or the router does not have network connectivity to the

GV Convergent server(s).

offline: the router does not have network connectivity to the

GV Convergent server(s).

online: the router is connected to the GV Convergent server(s).

Connection State 2

Connections From Set this if the router supports multiple concurrent connections to it.

Multiple Servers When set, this allows GV Convergent main and backup servers to
connect at the same time to the router, thereby increasing system
availability.

Protocol The IP connection protocol.

TCP: a point-to-point connection protocol.
UDP: a stateless connection protocol that can also broadcast data to
more than one device.

SAM SW-P-08 TCP/IP Control Port Configuration Parameters

Grass Valley/Pro Bel devices including the Sirius router that use the Pro Bel SW-P-08
switcher protocol can be controlled by GV Convergent through an IP network. These
devices use two control ports to control them.

LIMITATION: GV Convergent control of a Sirius router is limited to a maximum of 11522
crosspoints using single-level X-Y control.
To connect the GV Convergent server to the router

1 Add two control ports in GV Convergent. See To add a router control port, on page 179.

2 Configure both control port configuration parameters. See also Description of
Common Device Properties, on page 122.

Parameter Description

IP Address The network IP address for the associated router.
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Parameter

Description

Connection State 1

Connection State 2

Connection State 1 shows the connection status of the router with the
primary server of a server group.

Connection State 2 shows the connection status of the router with the
secondary server of a server group. See Configuring a Controller
Group, on page 18.

unknown: the topology is inactive (see Activating a Topology, on
page 58) or the router does not have network connectivity to the

GV Convergent server(s).

offline: the router does not have network connectivity to the

GV Convergent server(s).

online: the router is connected to the GV Convergent server(s).

Connections From
Multiple Servers

Set this if the router supports multiple concurrent connections to it.
When set, this allows GV Convergent main and backup servers to
connect at the same time to the router, thereby increasing system
availability.

IP Port

Port number for the control port stream used by the router. The
default is 14000.

Matrix ID

A SW-P-08 device can have multiple matrices, each with multiple
physical levels. Set the Matrix ID value that has been configured for the
corresponding router to be controlled by this device instance. To
obtain this value, use the router’s native configuration interface.

Refer to your router’s documentation for more information about this
parameter.

Polling

Set this to poll the crosspoint status at regular intervals.

Protocol

The IP connection protocol.

TCP: a point-to-point connection protocol.

UDP: a stateless connection protocol that can also broadcast data to
more than one device.

Use Extended Mode

Set this for GV Convergent to try to use the extended command set of
the SW-P-08 protocol with the router first. Extended commands allow
routers larger than 1023 x1023 to be controlled. If the router does not
support extended commands, the GV Convergent will fallback to the

standard command set and with it, the associated control limitations.
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Configuring a Device that Supports Audio Breakaway/Shuffling
such as Audio Live

Audio breakaway and shuffling can be done by Audio Live and by GV Node. Audio Live is
designed specifically for audio processing.

About Audio Live

184

Input Streams

29

Audio Live is an IP-only device that manages audio feeds only. It accepts a number of AES67
streams as inputs. Internally, it demultiplexes these inputs to obtain a series of mono PCM
audio channels which then go through an audio router. Outputs from the router get
multiplexed in accordance with the required output configuration. This allows Audio Live
to perform breakaway and/or shuffling of mono channel audio feeds, in addition to audio
format conversion.

Demultiplexers Multiplexers Output Streams
/— Channel 1 —— 1 —p — 1 —— Channel 1 —|
— Channel 2 =—— 2 - — 2 — Channel2 =
- Chamnel 16 —— 16
/— Channel 1 —— 17—
— Channel 2 =—— 18 -
\— Channel 16 =——— 32 - — 32 Channel 32 —}/
Internal Audio Matrix
2048 x 2048
}— 2017 == Channel 1 =3
— 2018 =—— Channel 2 —
AES
. Stream
Channel 1 2031 =P . 64
Channel 2 2032 =P
Channel 16 =——— 2048 =P — 2048 Channel 32 —}/

Example Audio Live configuration with 128 x 16 matrix for the input and 64 x 32 matrix for the output

The inputs and outputs of an Audio Live are called spigots. There are a variety of spigot
configurations that are available. See also How to Know if a Spigot is an Input or an Output,
on page 141.

GV Convergent is able to detect the number of channels in the input spigots and will assign
one of the AES67 levels to the input stream for each spigot (for example, AES67-4, AES67-8,
AES67-16, AES67-32 or AES67-64). This is conditional on having configured the input
spigots in Rollcall to not use the Auto setting for the number channels. This is shown in the
procedure below (Required Audio Live Configuration in the RollCall Control Panel, on

page 185).
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GV Convergent will detect the number of channels in the output spigots and one of the
AES67 logical levels will be automatically assigned to the output stream of each output
spigot (for example, AES67-4, AES67-8, AES67-16, AES67-32 or AES67-64).

Audio Live can accept audio packets with any packet time on the input. Audio Live can
convert audio packet times as well as the number of channels in the streams. For example,
an input spigot accepts an AES67 stream with 8 channels and packet time of 1 millisecond,
and route the signals to an output spigot with 16 channels and packet time of 250
microseconds. When using audio streams with different packet times however, extra
configuration steps are required: see Required Configuration for Audio Streams with
Different Packet Times, on page 188.

About the Routing Path of Audio Channels

If there are multiple devices on the topology that can perform audio shuffling, Audio Live
will not necessarily always do the shuffle. For example, if the first device reached along the
path (from destination to source) is a GV Node, then the GV Node may do the shuffle. Itis
GV Convergent that determines whether and when Audio Live is required for a given route.
To know if an Audio Live or GV Node device is currently in use for a given route, use the Path
Manager to see if there are tie-line connections to the Audio Live / GV Node device. See
Path Manager Tasks, on page 196.

Prerequisites

Audio Live v1.5 or higher must be connected to the network, licensed, and has been
previously configured with RollCall.

Required Audio Live Configuration in the RollCall Control Panel

In the Audio Live User Guide, see the following topics that must be configured according to
your needs.

1 In RollCall, set the size of Audio Live's audio matrix (Maximum Supported Channel
Count) and the number of channels per AES input and output streams. This setting is
found under Audio Live > Setup> System Configuration > Input Configuration and
Output Configuration.

2 Stop the Audio Live server in Agent Configuration; under Available Agents, select
Audio Live and click Stop.
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[&] RoliCall Contral Panel = B 2

gent Configuration
+ = GVLive nnguration
L EF @ Audio Live (1)

Audio Live

Running

- FFF

Connected Units  Custom Groups

3 Once the Status under Selected Agent becomes Stopped, click Start.

4 In RollCall, set the Channels parameter to the maximum number of channels available
for each stream. This setting is found under Audio Live > Input> Source Flows >
Channels.

Input

For each available stream, you
must...

04
FCM

Set the number of channels to
the maximum available in this
dropdown. Note: the default
Auto setting will not work.

Auto

[
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Setting the maximum number of channels is necessary as GV Convergent expects that
all channels be available for it to use at any time.

5 Click Take.
6 In RollCall under Audio Live > Output> Dest Flows:

- Set the Channels parameter to the maximum number of channels available for
each stream. This setting is found under Audio Live > Output> Dest Flows.

- Set the Packet Time parameter according to the number of channels configured
for each stream. See table below. This setting is found under Audio Live > Output>

Dest Flows.
Packet Time Maximum number of channels that the stream can carry
125us up to 64 channels
250us up to 32 channels
500us up to 16 channels
Tms up to 8 channels
4 ms up to 2 channels
7 Click Take.

Logical Levels that specifically support Audio Live

To support Audio Live's ability to support a range of audio channels per AES stream, the
following logical levels are used according to the number of channels in the AES stream.
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See also Logical Level Editor Tasks, on page 29 and Setting the Logical Levels to be
Displayed in the Multilevel Table, on page 68.

@' & Area off 3- 64 channels ©

Logical Level Editor

#

SDI

Level ID 1 Level ID 2

SDI audio

Level ID 3 Level ID 4

Level ID 5 Level ID 6

audiol6 ancillary

Level ID 19 Level ID 20

video-ancillary
Level ID 21 V-ANC Level ID 22

AES67-8
Level ID 24

AES67-4
Level ID 23

AES67-16 AES67-32

Level ID 25 AES67-16 Level ID 26 AES67-32

AES67-64
Level ID 27 AES67-64

& Logical ...ce Table Logical L...| Editor

Logical Level Description

AES67-4 4 mono audio channels

AES67-8 8 mono audio channels

AES67-16 16 mono audio channels

This logical level is interchangeable with the SDI audio logical level.

AES67-32 32 mono audio channels

AES67-64 64 mono audio channels

To see the number of audio channels a given logical level supports, see Editing a Logical
Level, on page 33.

Required Configuration for Audio Streams with Different Packet Times

If for a given topology, all audio streams have the same packet time, then the automatically
assigned levels to the output spigots will work. If the topology has audio streams with
different packet times, you will have to configure the packet times on Audio Live's output
spigots. Currently GV Convergent is unaware of these settings in Rollcall, so you must
proceed as follows: duplicate the SDI audio level as many times as there are different packet
times. To duplicate an SDI audio level, see Duplicating a Logical Level, on page 32.

For example, to accommodate a 1 microsecond audio packet time, you duplicate the SDI
audio level with the -1 suffix. To accommodate a 250 microseconds audio packet time, you
again duplicate the SDI audio level with the -250 suffix.
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You also need to set the proper AES67 levels on the Audio Live output streams in
GV Convergent. For example:

« If output spigot 1 has been configured with 16 channels at 250 microseconds, then the
streams for output spigot 1 should be assigned the AES67-16-250 level.

- If the output spigot has been configured with 8 channels at 1 ms, then the streams for
that spigot should be assigned the AES67-8-1 level.

Note: You will need to set the level on all output streams of the Audio Live

configuration in GV Convergent if your topology uses more than one packet time
value.

Configuring an Audio Live device in GV Convergent

To add an Audio Live device to a topology

1 Add the Audio Live device to the Topology: from the Device Library, Discovered, find

an Audio Live device bubble that you want to control. See To add a Discovered Device
to a Topology, on page 45.
@ anen 2 3-Gachamels ©

Device Library 2 Topology: 3 - 64 channels

Discoverec v _/ Edit D select S Link efr... | W Delete | € Active

& @

1PSrc64 (2)

-
T
-
&
-

1PDst64 (1)

G Logical ...ce Table 2= |ogical L...| Editor {3 Topolog...gurator

2 Click on the name of the device underneath the bubble to name the device or device
group. See To name a device and set the number of devices in the group, on page 44.
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3

5

Connect the Audio Live device to the network switches. See Methods to Link Devices in
a Topology, on page 48.
@ & Area i 3-64 channels ©

Device Library 2 Topology: 3 - 64 channels

/' Edit D select S Link O Refr... | @ Delete | © Active

&
&~

RED

W W
S S

y \ =1 g

1PSrc64 (2) Aydio Live (1) 1PDst64 (1)

LR
.~

BLUE

G Logical ...ce Table 2= |ogical L...| Editor {3 Topolog...gurator [+)

By default, the Audio Live device is created according to the configuration defined in
RollCall. The streams are assigned the appropriate AES67 levels, based on the number
of channels. The Audio Live can be used as is, without a need to modify the device
properties in the Property Editor, unless you need to modify the streams to use custom
levels.

Create the sources and destinations. See Automatically Creating AES67 Audio Channels
for Sources and Destinations, on page 192.

Test the configuration by making takes between a logical source and destination that
use the AES67 audio levels. See Performing a Take in Router Control, on page 214.

Known Audio Live limitations
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When choosing an Audio Live spigot to use for the take, GV Convergent will only use an
output spigot that has the same number of channels as the destination, and only use
an input spigot that has the same number of channels as the source. If no such spigot is
available, the take will fail. It will not try to use multiple spigots (for example, if the
source/destination is 16 channels, it will not try to use 2 spigots, each with 8 channels),
and it will not try to use part of a spigot (for example, if the source/destination is 8
channels, it would not try to use the first 8 channels of a 16 channel spigot).

In the Audio Live configuration, the channel count of an Input Configuration and
Output Configuration cannot be set to Auto as GV Convergent does not support this
setting. See Required Audio Live Configuration in the RollCall Control Panel, on

page 185.

The number of channels on the input stream must match the number of channels on
the source stream, and the number of channels on the output stream must match the
number of channels on the destination stream.

For streams that have an AES67-X level, the logical source/destination that is
automatically created is not usable. Instead, you must create custom logical sources
and destinations, and place the streams in the SDI Audio or audio1 to audio16 level
columns instead. See Required Configuration for Audio Streams with Different Packet
Times, on page 188.
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Configuring an IQAMDA40 Device

About IQAMD40

The IQAMDA40 provides multichannel MADI-to-IP interfacing, and has been developed to
allow high-density audio integration into Ethernet IP networks. Using industry standard
AES67 encapsulation and an IP interface enables the IQAMDA40 to interface directly with
many common audio desks and systems.

PREREQUISITES: IQAMDA40 must be connected to the network, licensed, and has been
previously configured with RollCall.

IQAMDA40 Integration in GV Convergent

GV Convergent supports the routing of audio signals through an IQAMDA40 card.

To add an IQAMD device to a topology

1 Add the IQAMD device to the Topology: from the Device Library, Discovered, find an
IQAMD device bubble that you want to control. See To add a Discovered Device to a
Topology, on page 45.

& :ne ci0AD

Device Library 2 Topology: IQAMD

Discovered i Vs Ek (<) oW et &

—
B 191.12.6.2
—
191.13.6.2
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IQMIX4000
IQMIX4010
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4
-~
=
4
-~
.
4
-~
=
4
-~
=
4
-~
=
4
-~
=
4
-~

MV-820-IP-REAR
Mouse: NJA Zoom: 0.8

& Logical ...ce Table {7 Topolog...gurator [+]
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2 Connect the IQAMD device to the network switches. See Methods to Link Devices in a
Topology, on page 48.

% — ;
=6 Il <
; -

i IQI.ICPZS_SE\I‘EI) 1QUC
i Out

Automatically Creating AES67 Audio Channels for Sources and Destinations

GV Convergent routes multiples of 16 audio channels by default. As a result, if you want to
send 64 audio channels to a destination, you create four destinations with 16 audio
channels each.

An automation shown in the procedure below allows you to add the all the Stream’s AES67
audio channels to the Multilevel Table in the Logical Device Table at once for AES67 sources
and destinations.

To automatically create the AES67 audio channels for sources and destinations
1 In the Logical Device Table, Multilevel Table, select the Sources tab.

2 Select one or more streams in the Stream Browser (using <CTRL> + click) for which you
want to create all the source / destination audio channels.

& anea 10D # Qadmn A

Stream Browser & Multilevel Table

v Sources Destinations Virtual XPTS
1QAMD401UIN/ 10AMD40101n8 A dYrY
10A...In7 1[99 10A..1n8 10
1QUCP25_SDI-AIn1 1QUCP25_SDI-ATn2
1QU..Int 1 @ 1Qu.In2 10 ipti #
1QUCP25_SDI-AOUE3 1QUCP25_SDI-AQut4
1QU..ut3 1@ 1QU.u4 10
1QUCP25_SDI-AIn5 1QUCP25_SDI-AInG
1QU..Ins 1 @ 1Qu..In6

<
v v

1QUCP25_SDI-AOUt? 1QUCP25_SDI-AOUtS
1QU..ut7 1@ Qu.us

Channel Browser

Source Table Empty.

— R (From Filtering or no Sources in Topology)

10A..In7 1@ 1a.1n7
10AMD40101n7.C3 1QAMD4010In7.C4.

10A..In7 1@ 1a.1n7
10AMD40101n7.C5 1QAMD40101n7.C6.

10A..In7 1@ 1a.1n7
1QAMD40101n7.C7 1QAMD40101n7.C8.

10A..In7 1@ 1a.1n7

T0aMDan1TN7 CO T0aMDanITn7 C10 ¥ Total Sources: 16 _ Filtered: 0 Total levels: 27 Filtered: 6

G Logical ...ce Table {3 Topolog...gurator [+)

3 Click [ to show the Channel Browser in the Stream Browser of the Logical Device
Table. See Stream Browser / Channel Browser, on page 65.

4 Click Eﬂ to select all in the Channel Browser.
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5 Click automated sources / destinations in the Channel Browser to create the
selected streams in the multilevel Table.

@ s nen 2 1AMD

Stream Browser

1QAMD4010In7
10A..In7
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1@ I0A.In7

T0aMDanITN7 C10

& Multilevel Table

1QAMD4010In7.1

IQAMD40101n7.2

1QAMD4010In7.3

IQAMD40101n7.4

<
¥ Total Sources: 20 Filtered: 4

Destinations

Virtual XPTS

EJd %Y <

A

I8
1QAMD4010In7.C1
1QA..In7
IQAMDA4010In7.C17
10A...In7
1QAMD4010In7.C33
1QA..In7
IQAMDA40101In7.C49
10A...In7

Total levels: 27 Filtered: 6

n

10A..In7
IQAMDA4010In7.C18
10A...In7
1QAMD4010In7.C34
10A..In7

A

x

X TQAMD4010In7.C2
1

x

1

x

1

x

1

IQAMDA4010In7.C50
10A...In7

£ Qadmin A

53

A 4
x
[N
X IQAMD4010In7.C3
1 IQA..In7
X TIQAMD4010In7.C19
1 IQA.In7
X IQAMD4010In7.C35
1 IQA..In7
X
1

IQAMDA4010In7.C51
10A...In7
IR ERI

@G Logical ...ce Table {3 Topolog...gurator [+)

The 64 audio streams are created as four sources / destinations with 16 audio channels
each.

6 Select the Destinations tab and repeat from step 2.

7 Test the configuration by making takes between a logical source and destination that
use AES67 levels. See Performing a Take in Router Control, on page 214.

193



Special Device Configuration Tasks
Automatically Creating AES67 Audio Channels for Sources and Destinations

194



Monitoring Tasks

Overview

The Monitoring tasks in GV Convergent Client are used to view information about tie line
use and the source to destination path of the streams and to monitor the health of the
GV Convergent Controllers and the devices in the selected topology.

@' & Area = Device Graph @ % & admin A

¥y Configuration & Monitoring = Control W3 Administration
Area Configurator *G= Path Manager &= Alias Editor &\ User Management

Logical Level Editor “\ System Status BH Router control

Topology Configurator

Logical Device Table

Category Configurator

Panel Configurator

= GPIO Configurator

The GV Convergent Monitoring Tasks include:
« Path Manager Tasks, on page 196
«+ System Status Task, on page 202
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Path Manager Tasks

196

Use the Path Manager task to view information about the tie-line use and the source to
destination path of the streams. Tie-lines also show the current percentage of bandwidth
used.

When a topology includes a DCNM Network Switch, the Path Manager shows:
« Technical information that can be used to help diagnose network connectivity and
path issues (no signal or wrong signal at the destination).

- The overall health status of each Network Switch device.
@ & Area = Device Graph

Topology o

& Refresh

Camera (4)

Click to view more DCNM
DelIM Network Switch device

Network Network Switch Network Switch detail
Switches RED BLUE
The DCNM Network

Switch is currently offline

e — Percent of currently-used
bandwidth

( =

GV Node Monitor (4)
10.37.73.211

Mouse: X = 430, ¥ = 611 Zoom: 1.0

Network Switch devices have a blue bubble that when clicked provides more information
about the internal status of the DCNM Network Switch that is shown in the Status tab.

@ & Area | Device Graph # & admin A

Expanded Topology <Network Switch> Path Management =3

=} Overview & Refresh 52 Destinations “r Status

RED_Leaf-1_9236C: 94% healthy &

Managed by: Network Switch RED (10.37.72.135)

Errors

RED,SD'\J’;ELQSO-‘} No errors
/R

Disabled ports
Ethel

RED_Leaf-2_9318 RED_Leaf-3_9272 RED_Leaf-1_9236
XY Q c

¢
Mouse: X =305, ¥ = 451 Z00m: 1.0 qor) o 114 Disabled: 15

"8+ Path Manager
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Interpreting DCNM Network Switch Symbols

The following DCNM network switch symbols are used to represent the Network Switch
device’s health.

Symbol | Description

The DCNM network switch device is healthy.

To diagnose: Select this device and select the Status tab to view more technical
information that can be used to troubleshoot the issue in the DCNM Web interface
(by looking at the host policy / flow policy / flow status).

Connection to the DCNM network switch device is offline.

For a system-level health status, see System Status Task, on page 202.

Accessing the Path Manager

To access the Path Manager Task
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
2 Select the required Area. See Selecting an Area, on page 22.
3 Select the required topology. See Selecting a Graph, on page 23.
4 Make the topology active. See Activating a Topology, on page 58.
5 Select Monitoring > Path Manager.

& Monitoring

'5.' Path Manager

"V‘ System Status

The Path Manager task opens:

(@& & sudoa |« IpgTopology

Topology
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Under Path Management, click any of the following tabs for more information:
« Tie-lines
+ Streams
+ Destinations
« Status

Viewing Information about the Tie-lines

To view information about the tie-lines

1 Open the Path Manager for the selected topology. See Accessing the Path Manager, on
page 197.

2 Click Overview if available.

The tie-lines show their currently-used capacity in percent.

3 Select a tie line in the Topology.
&P & nea o Device Graph # Qamn A

Topology ©__Path Management

& Refresh F Tie-lines s Streams 5 Destinations - Status

Tie-line Source Tie-line Destination

Tie-line
Name

Capacity  BW

Device port B (bps  Deviee

<
Total: 240.06bps Used: _Free: 240.0Gbps

In the Tie-lines tab, the source and destination information is displayed under the
following headings:

+ Tie line Name

- Tie line Source: Device, Port, Capacity (bps), BW (bps)

« Tie line Destination: Device, Port, Capacity (bps), BW (bps)
» Source

+ Destination

Viewing Information about the Streams

To view information about the streams

1 Open the Path Manager for the selected topology. See Accessing the Path Manager, on
page 197.

2 Click Overview if available.

3 Select a tie line in the Topology.
4 Select the Streams tab.
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5 InTie-lines, select a tie-line that you want more information on its streams.
The stream information is displayed under the following headings:
+ Stream
+ IP address
« BW (bps)
+ Source
+ Destination

Viewing Information about the Destinations

This tab shows the path for a signal to a destination. If a destination is showing the wrong
signal, use this tab to trace the destination signal back to the source or to start fault-finding.

When a topology includes a DCNM Network Switch, this tab shows operational status
information about the path used by a signal to a destination through the DCNM Network
Switches, GV Node senders and receivers for example. When you select a Network Switch
device that is in alarm, more information about the internal status of the DCNM Network
Switch is shown in the Status tab.

To view information about the destinations

1 Open the Path Manager for the selected topology. See Accessing the Path Manager, on
page 197.

2 Select the Destinations tab.

&P & sudon < IpaTopology

Topology

CAM1-5 > MON1-1

& Area Configurator & Path Manager @ Logical ...ce Table © ®@ Panel Co...qurator

All the destinations are listed on the right.
3 Select a destination. The path details to that destination are shown.

If the topology includes a DCNM Network Switch, the path details will include the spine
and leaf connections within the DCNM network. This can be used to diagnose issues
with the DCNM network switch or any other signal path issue. For example, the figure
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below shows that the RED network is in alarm and as such no signal is passing through
this part of the switch’s fabric.
Detailed Path to Destination <Monitor 1 In 1> (=3

=3 Overview < Refresh

Out 1 Ini ) EthOut14 ETH1/17/4 . 2 ETH1/50/1  EthInid Out 1 Ini
] Ethout 4.4 EthiTa.1 (1w

Caml GV Node RED_Leaf-1_9236 Network Switch RED_Leaf-3_9272 GV Node Mon1l

10.37.73.210 C RED - 722 Q 10.37.73.211

ETHY23/4 | ..;!?‘ ETH1/2 ETH1/26 ‘ql?‘ ETH1/4 ETH1/4 iql?ijjm;mail

BLUE_Leaf-1_923 BLU SW9 BLUE_Leaf-3_927
6C 2Q

Mouse: X = -148, Y = 369 Zoom: 1.0

To know more about the DCNM Network switch symbols that are used for health
monitoring, see Interpreting DCNM Network Switch Symbols, on page 197

4 If a DCNM network switch is in alarm, select it and more specific diagnostic information
for the related flow shown under the Path Management, Status tab.

% Qadmin 4
Path Management )

52 Destinations Ar Status

Network Switch RED - 222 52

Managed by: Network Switch RED (10.37.72.135)

Errors

Failed to establish flow [sender Ip:192.107.17.7; multicast:239.107.17.11; receiver Ip:192.109.50.1]

Use this information to diagnose path issues, for example, through the switch’s or
GV Node’s native configuration interface.

5 Click Overview to view a highlighted path between the source, shown in
green, and the destination, shown in brown.

Viewing Information about the Status

When a topology includes a DCNM Network Switch, this tab shows more technical
information about the DCNM Network Switches such as the Network Switch device’s
operational status that can be used to diagnose the issue in the path issue, for example,
through the switch’s or GV Node’s native configuration interface.

To view information about the status

1 Open the Path Manager for the selected topology. See Accessing the Path Manager, on
page 197.

2 Select the Status tab.
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The flow status of the DCNM Network Switches are displayed, if applicable.
@ & Area =2 Device Graph

Topology o

< Refresh

Camera (4)

Click to view more DCNM

Network Switch device
Network Switch Network Switch i
E'W);{EDW\(V QW%:LUEW\(\ detall

DCNM
Network
Switches

The DCNM Network
Switch is currently offline

EEEEEmmemas — Percent of currently-used
bandwidth

(1 =

GV Node Monitor (4)
10.37.73.211

Mouse: X = 430, V = 611 Zoom: 1.0

Network Switch devices have a link [BJ] that when clicked shows the exploded network
switch showing more information about spine and leaves, and the bandwidth capacity
for each specific link.

EF & nea & Device Graph 1 admin

Expanded Topology <Network Switch> & Path Management =3

= Overview < Refresh 92 Destinations Ar Status

RED_Leaf-1_9236C: 94% healthy &

RED_Sp'\J’;e_‘}SOS— No errors
R

Disabled ports
Ethernet1/33

RED_Leaf-2_03 RED_Leaf-3_9272 RED_Leaf-1_9236
oX Q C

<

Mouse: X =305, ¥ =451 Zoom: 1.0 ooy novee: 114 Disabled: 15

'&- Path Manager
Click each switch to see its health of the switch (as report by the switch itself).

Disabled Ports shows a list of all the switch’s disconnected or unused ports that are
currently disabled by the switch.
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System Status Task

Use the System Status Task to monitor the health of the GV Convergent Controllers and the
devices in the selected topology. You can also perform a manual failover from this task.

Accessing the System Status Task

To access the System Status Task
1 Open GV Convergent Client Stage. See Navigating Back to Stage, on page 10.
2 Select the required Area. See Selecting an Area, on page 22.
3 Select the required topology. See Selecting a Graph, on page 23.
4 Select Monitoring > System Status.

& Monitoring

.5.' Path Manager

V System Status

The System Status task opens

@ & Area =it Device Graph # Qadmin 4

GVC Controllers Devices =

Parameters

“\r System Status

In this configuration, Controller 1 is the active controller and Controller 2 is not present.
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The System Status task displays the following information for both GV Convergent
controllers: GVC Controller 1 and GVC Controller 2.

Parameter Description

IP The current controller’s IP address.

Status The current status of GV Convergent GVC Controller 1 and GVC
Controller 2 (if equipped):
Active: All GV Convergent task are being processed by this controller.
Inactive: This controller is in hot standby. It is ready to take over from
the active controller.
Force Active: Make this controller the active controller. See Forcing the
Inactive Controller to be the Active Controller, on page 203.

Health The current controller’s health metric:
A green bar indicates that the controller’s overall health is good.

CPU and Memory | The current controller’s CPU and memory usage show the current level
of controller activity.

Fans The current controller’s cooling fan health:
A green box indicates that the controller’s fans are operating correctly.

PSU Green: the PSU is plugged and detects power.

Red: the PSU doesn't detect power. Possibly the power cable is
unplugged.

Gray or no status: the server doesn't detect correctly the PSU unit
because the unit is physically removed or the initialization isn't done. In
this second case, shutdown the server, disconnect both power cables,
physically remove both power supply units, re-insert them both and
apply power to both. Then start the server.

Network Interface

The current controller’s Ethernet interface names and health:
A green box indicates that the controller’s Ethernet interfaces are
operating correctly.

Devices The current status of the devices:
Active: This device is in active operation.
Standby: This device is in hot standby. It is ready to take over from the
active device.

Faults A list of any current faults.

For more information about the health status of a DCNM Network Switch device, see Path
Manager Tasks, on page 196.

Forcing the Inactive Controller to be the Active Controller

If two controllers are configured in a redundant configuration, then during the normal
course of operations, one controller is active and the other is inactive at all times.

If a problem occurs, such as network loss or connectivity issues, the inactive controller
(Controller 2) becomes the active controller. The controller that was formerly active
(Controller 1) reboots. This is an automatic failover. You can perform a manual failover if you
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have administrator rights in the selected Area. See Viewing Permissions by Role, on
page 226.

To perform a manual failover

1 Open the System Status task for the required topology. See Accessing the System
Status Task, on page 202.
&P & nea ot Device Graph & Loimin A
GVC Controllers . Devices (=3

Health 0 Router Standby

- GV Node 2 Y Standby

U 0% 0% G\ S@ndby

Actual Memory

Standby

etho [ ethl

A System Status

2 Click the Force Active button for the Inactive Controller.

A confirmation message appears.

Confirm

Are you sure you want to force the activation of

this controller?

Cancel

3 Click OK to continue.
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The controllers switch states. The formerly inactive controller (Controller 2) becomes
active. The formerly active controller (Controller 1) reboots. As it shuts down, the
following changes occur and are reflected on the System Status task.

«2 TpgTopology

A System Status & Path Manager G Logical ...ce Table ©

« The Status of the Controller 1 is now Inactive.

- Ared bar is displayed for the Health of Controller 1, indicating it is not good.
+ The CPU and Memory are at 0%.

+ The Fans and Network Interface are blank.

+ The Status of the Controller 2 is now Active.

- Agreen bar is displayed for the Health of Controller 2, indicating it is good.

« The CPU and Memory fields show their level of activity.

+ The Fans are green, indicating health.

- The Network Interface displays the Management Interface port name (em1).
« The status of all devices controlled by Controller 1 is unknown.

- The status of all devices controlled by Controller 2 is active.
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When Controller 1 comes back, the following changes occur and are reflected in the
interface.

A+ TogTopology & $iomak A

Gve Controller 1

& Area Configurator Status - System Status & Path Manager € Logical ...ce Table ©

.

The status of Controller 1 is now Inactive.

The health field for Controller 1 displays a green bar indicating it is good.

The CPU and Memory fields for both controllers show the current level of activity.
The fans for both controllers show green boxes indicating health.

The Network Interface port of both controllers is displayed, em1.

The status of the devices on Controller 1 is unknown.

The status of the devices on Controller 2 is active.

Finally, when Controller 1 is fully rebooted, the following changes occur:

Studio A =& IpgTopology # Qicomack M\

2

A System Status & Area Configurator A s atus *&¢ Path Manager
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Permissions

Only users who are assigned to Administrators role in the selected area have View, Edit, and
Delete permissions in the System Status task. Users who are assigned to Engineers,
Operators, and Maintenance roles have view rights only. See Viewing Permissions by Role,
on page 226.
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Overview

@' & Area = Device Graph % & admin A

¥y Configuration

Area Configurator

Logical Level Editor

@ Monitoring

*G= Path Manager

“\ System Status

= Control

& Alias Editor

W3 Administration

A} User Management

E Router Control
Topology Configurator

Logical Device Table
Category Configurator
Panel Configurator

GPIO Configurator

The GV Convergent Monitoring Tasks include:
« Alias Editor Tasks, on page 210
+ Router Control Tasks, on page 214
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Alias Editor Tasks

Use the Alias Editor to assign aliases to sources and destinations. More than one set of
aliases can be created to allow the source / destination naming conventions to be changed
on the fly, for example, to change the interface for different programs or production staff, or
to support another language(s).

Accessing Alias Editor Tasks

To access the Alias Editor
1 Open GV Convergent Stage. See Navigating Back to Stage, on page 10.
2 Select the required Area. See Selecting an Area, on page 22.
3 Select the required topology. See Selecting a Graph, on page 23.
4 Select Control > Alias Editor.

% Control

& Alias Editor

@ Router Control

The Alias Editor task opens.
@ & Test2 = Device Graph % Qadmn A

Alias Fdifor Sources for Tonology "Device Graph” =
Sources | Destinations
TaEE » O0W

100 / 100 l Show External ID Columns < Re-Index Ext. IDs

Name External ID | External Label PanelSourceStudioA

Cam1 Cam1 StudioA-Cameral
camz StudioA-Cam
cam3 2 StudioA-Cam
Cam4

cams

Camb.

cam7

camg

Cam9.

cam10

Cam11

cam12

Ccam13

Cam14

Cam1s 6 Studio-Cameral5

& Alias Editor

The Alias Editor has tabs for Source and Destination IDs.

Alias Editor Menu

The Alias Editor menu has the following menu options.
Icon Description
Refresh Reloads the Alias Editor’s contents.
Cut Cuts the selected contents from an alias column.
Copy Copies the selected contents from an alias column.
Paste Pastes the clipboard contents to the alias column.
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Icon Description

Restore default | When a selected alias has been renamed, this resets the name to its
label original label.

New Adds an alias column. See Adding Aliases, on page 211.

Delete Removes the selected alias column.

About External IDs and Northbound Control Interfaces

External IDs are shown by setting Show External ID Columns. External IDs are used for
Northbound control interfaces that use ID-based protocols.

Certain control protocols require that the numbering of external IDs must be contiguous. In
this case, if they are not sequential, click Re-Index Ext. IDs.

External IDs that are larger than the total number of sources or destinations will not status
northbound.

GV Convergent must have status for all destinations within GV Convergent or they will not
report northbound for that external ID. For example, if a take has never been made to a
destination, that destination will not have its status set. This behavior is different from a
physical router where all destinations have a status set by default.

Adding Aliases

These aliases can be used in router control to change the name of sources and destinations
from short labels to the labels of the corresponding alias. The alias can be composed of up
to 24 characters to create a more descriptive name than its equivalent short label. Aliases
can also be used with panels; see Creating a New Panel, on page 97. See also Using Source
and Destination Aliases with a Panel, on page 104.

Once an alias column has been added, you can also copy/paste a list of values from an
Microsoft Excel spreadsheet column into the alias column to bulk name the sources and
destinations.

Aliases created here can be selected in GV Convergent'’s user interface where sources and
destinations are used with the Select Alias option. For example, in the Category
Configurator; see Category Configurator Tasks, on page 90.

To Add Aliases
1 Open the Alias Editor. See Accessing Alias Editor Tasks, on page 210.
The Alias Editor task opens.
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Renaming Source and Destination Labels

@' & Test2 s Device Graph @ # Qadmn A

Alias Editor: Sources for Topology "Device Graph” =

Sources  Destinations
cx@BBE % O0W

100/ 100 J Show External ID Columns € Re-Index Ext. IDs

Name External ID | External Label PanelSourceStudioA

Cam1 cami
cam2 cam2
Cam3 2 Cam3
Cam4 8 Camé
cams Ccams
camé 3 Camé
Cam7 cam7
Cam8 Camg
cam9 6 cam9
cam10 cam10
Camii ) Camit
Ccami12 9 Ccam1z
cam13 5 cam13
Cami14 3 Cam14

&= Alias Editor
The Alias Editor has tabs for Source and Destination IDs.
2 Select Show External ID Columns columns if necessary.

3 You can add one or more columns to create an aliases for the sources. Click New [+] at
the top of the Ul to add a column for the aliases. Enter the corresponding aliases in this
column or paste a list of values from an Microsoft Excel spreadsheet column into the
alias column to bulk name the sources.

The aliases are now available to be used with router control and panels. If aliases are used
with a panel and they are longer than 8 characters, consider setting the Display 24
characters option for the panel in the Panel’s Property Editor. See Creating a New Panel, on
page 97.The alias to be used in the Category Configurator can be selected; see Sources &
Destinations Menu, on page 91.

Renaming Source and Destination Labels

212

Source and destination labels can be renamed. You can also copy/paste a list of values from
an Microsoft Excel spreadsheet column into the Name or Alias columns to bulk rename the
sources and destinations. Or you can copy the content of one column and paste it into
another column.
To rename Source and Destination Labels
1 Open the Alias Editor. See Accessing Alias Editor Tasks, on page 210.
The Alias Editor task opens.
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@ & Test2 = Device Graph © # & admin A

Alias Editor: Sources for Topology "Device Graph”
Sources || Destinations

o x@BE % O0W

100/ 100 J Show External ID Columns £ Re-Index Ext. IDs

Name External ID | External Label PanelSourceStudioA

Cam1 1 cami StudioA-Cameral
cam2 cam2
cam3 2 Ccam3
camd 8 Ccam4
Cam5 Cams
Camé 3 camé
cam7 cam7
Camg Cams
camg 6 camg
cam10 cam10
cami1 ) Cam11
Ccam12 0 Cam12
Cami3 5 Cam13
Cam14 3 Ccam14

&= Alias Editor
The Alias Editor has tabs for Source and Destination IDs.

2 Rename the source or destination by slow clicking it twice. Or paste a list of names from
an Microsoft Excel spreadsheet column into the Name or Alias column to bulk rename
them.
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Router Control Tasks

Use the Router Control task to control the sources and destination in an active topology.

Accessing the Router Control Task

To access the Router Control task
1 Open GV Convergent Stage. See Navigating Back to Stage, on page 10.
2 Select the required Area. See Selecting an Area, on page 22.
3 Select the required topology. See Selecting a Graph, on page 23.
4 Select Control > Router Control.

% Control

& Alias Editor

@ Router Control

The Router Control task opens
@' & Area = Device Graph % Qadmn A

Logical Router Router Control =3
= mm oo z
E 5= B2 R
Cam1 Cam2
EBG 4 XPT ENG 3XPT

Feed3 Feedd PDevOutLl  IPDevOutl2

1PDevOut1.3 Mylp

G Logical ...ce Table B Router Control {3 Topolog...gurator [+]

The sources are listed on the left under Logical Router. The destinations are listed in the
center. The right hand column displays the actions you can perform.

Performing a Take in Router Control

You can perform a take in Router Control as follows.
1 Under Logical Router, select a source, shown in green.
2 Select a destination, shown in brown.
3 Under Router Control, Control tab, click Take.
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@ & Area =2 Device Graph

Logical Router

= oo 48z

EBG4XPT | ENG3XPT

# Qadmin A

& Router Control =

BE 32 47 & 3 ¥ Control  Salvo Editor

O Take @ AutoTake (@ Salvos

T |

EBG 4 XPT

IPDevOutt.l  IPDevOutl.2

IPDevOUtL3

Virtual XPT

G Logical ...ce Table B Router Control = Topolog...gurator [+)

Parameter

Description

Take / Auto-Take /
Salvos radio buttons

Sets the router control mode:

« Take: Once the source and destination has been selected, you then
click Take to make the take.

« Auto-Take: Once the source and destination has been selected, the
take is automatically made.

« Salvos: Trigger previously-configured salvos. See also Creating
Salvos, on page 215.

Take button

Makes the connection between the currently selected source and
destination. In salvo mode, it triggers the selected salvo.

Cancel button

Cancels the current selection.

Lock button

Will lock the current destination to not allow the source to be changed
by any user. High Tally when enabled on selected destination.

Protect button

Will protect the current destination to not allow the source to be
changed by a user other than the current user. High Tally when
enabled on selected destination.

Release button

Releases lock or protect on the selected destination.

Virtual XPT >
Minimize Virtual XPT?

To minimize the destinations within the selected virtual XPT®.

Virtual XPT > Expand

To show all the destinations within the selected virtual XPT, including

Virtual XPT? the nested destinations of all other virtual XPTs.
Virtual XPT > Reset Initialize the selected virtual XPT. This will route the appropriate virtual
XPT? source to the logical destinations that were configured for the virtual

XPT in the logical device table.

a.This becomes available when virtual XPTs have been previously configured (see Configuring Virtual
Crosspoints (XPTs), on page 79). You must select a destination that is part of a virtual destination in
the router control grid or select a virtual destination in the router control grid.

b.See Minimize and Expand Virtual XPT Destinations, on page 86 for more information.

Creating Salvos

When a salvo is triggered, it executes a list of pre-configured actions. You can create a salvo

as follows.

1 Under Router Control, Salvo Editor tab, click New .
2 Enter a name and description for the salvo in the Salvos list.
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&P & nea -2 Device Graph

Logical Router
== oo z
BR BB 42 % &
cam1 cam2 am3

EBG4XPT | ENG3XPT Feed1

# Qadmin 4

& Router Control (=]

5 <t Alias Control  Salvo Editor

Ccam4

Feed?

Feed3 Feedd IPDevOutLl  IPDevOutl2

IPDevout1.3 Mylp

Salvos

Salvo Action
List

B8 Router Control {3 Topolog...gurator ©

Icon Description
I-I_-_-] New Create a new salvo and associated salvo action list.
1= Duplicate Make a copy of the currently-selected salvo.
Delete Remove the currently-selected salvo / take.
EEEE Take Add the currently-selected source and destination as a take action to

the salvo list. The following functional behaviors are by design:

« If multiple destinations are selected, then there will be
multiple take actions added to the salvo list.

- If there is only one source and multiple destinations selected,
then that source is routed to all destinations.

« If multiple sources are selected (for example, Source1, Source2,
Source3) and multiple destinations are selected (for example,
Destination1, Destination2, Destination3, and Destination4),
then the takes added to the salvo list are Source1 to
Destination1, Source2 to Destination2, Source3 to
Destination3.

m Lock

Lock the currently select destination.

[ﬁ Protect

Protect the currently select destination.

E Release

Release the currently select destination.

@ Pause

The wait time in milliseconds that can be added to the list of
operations.

E Append

In this mode, any new salvo operation will be added to the end of the
salvo action list.

! Insert

In this mode, any new salvo operation will be inserted at the currently

selected spot in the salvo action list.
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Icon Description

ﬁ Replace In this mode, any new salvo operation will replace the currently-
selected salvo action from the salvo action list.

E Move Up Move the selected salvo action up in the salvo action list.

H Move Down Move the selected salvo action down in the salvo action list.

3 Under Logical Router, select a source, shown in green.
4 Select a destination, shown in brown.
5 Under the salvo action list, click Take.

Selecting the Name of Sources and Destinations

When a source or destination has been assigned an alias, you can select the alias to be
shown through the Alias drop-down menu. To create aliases, see Alias Editor Tasks, on
page 210.

1 Select a source or destination under Logical Router.
2 Click the alias drop-down menu and select an alias option.

Logical Router

‘=-. None

Cam1001 Cam1002 s Mlon 11004 Cam1005

Alias 1

The label for the selected source or destination changes to the selected option.
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Administration Tasks

User Management is the only Administration task. Only administrators have access to it.

@' & Area s Device Graph @ 1 &admin A

¥y Configuration 3, Monitoring = Control W3 Administration
Area Configurator ‘&- Path Manager &= alias Editor A\  User Management

Logical Level Editor "\r System Status EH Router control

Topology Configurator

Logical Device Table

Category Configurator

Panel Configurator

= GPIO Configurator

User Management Task

As an administrator, you have access to the User Management Task. This is used for:
- Creating, editing, and deleting user profiles. See Creating User Profiles, on page 221.

« Managing access rights to the areas in your system. See Granting Access Permissions to
an Area, on page 223.

- Viewing and assigning permissions according to predefined user roles. See Viewing
Permissions by Role, on page 226.
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The User Management Task Overview

220

Note: Before you assign access permissions, you must create areas in your system.
For details, see Area Configurator Tasks, on page 16.

When you first log in to the User Management Task, the admin tile appears in the Users
section.

&P asudon < DevieGraph © & Qadmin A

Users

& Permissions (=
© Add o Edt

Area Configurator Logical Level Editor
wsw 2 s e
Topology Configurator Category Configurator
wsd & s
Logical Device Table. Panel Configurator
wsE = /g
User Management Path Manager
s E G )
System tatus Alias Editor
w0/ & w0/ d
Router Control Maintenance & Deployment
/W B e /@
Force Unlock Force Unprotect
s B s E
External 1D
s g

ator & User Management & User Management {3 Topolog...qurator =3 Topolog...qurator & User Management & User Management & Area Configurator & Area Configurator G Path M v

The User Management Task Ul has four columns:

« Users: The column displays a tile for each user who has access to your system. See
Creating User Profiles, on page 221.

« Areas: The column displays a tile for each area defined in your system. See Granting
Access Permissions to an Area, on page 223.

+ Roles: The column displays a tile for each of the predefined roles: Administrator,
Engineer, Operator, Maintenance, and Guest.
Permissions to view, edit, and delete within each client task vary by role. These
permissions can be seen when you select the role in the Roles column; i.e., Administrator
is selected in the screen shot above. The permissions granted to the administrator role
are shown in the Permissions column. (Members of the administrator role have full
access permissions to all areas in the system). See Viewing Permissions by Role, on
page 226 for a list of the permissions available to each role.

« Permissions: The column displays a tile for the tasks that users can perform within the
areas in your system according to the selected User, Area, and Role. View, edit and
delete icons show the current user’s rights for the task.
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Creating User Profiles

The first step is to create your user profiles.

Note: To access the user profiles, you must belong to the administrator role.
Otherwise, Administration tasks are not visible in GV Convergent Client Stage.

To create a new user account:
1 Launch GV Convergent Client.
2 Login as an administrator.
3 Select Administration > User Management.

The User Management window appears.
& anea 4 DevceGraph § $admin A

Users ©  Permissions

© Add / Edit

Area Area Configurator
Administrator & ]
Logical Level Editor
o
Topology Configurator
o /@
Category Configurator
-]
Logical Device Table
A
Panel Configurator
|
User Management
s
Path Manager
8
System status
v -]
Alias Editor
& Ea -]
Router Control
::] s
Maintenance & Deployment
s
Force Unlock
B -]
Force Unprotect
::] -]

& Area Configurator &R User Management &R User Management {3 Topolog...qurator »{% Topolog...qurator < &R User Management &R User Management == @

4 Click the Add button in the top left corner.

The user configuration window appears.

jcormack

Jane
Cormack

[Ty

011004

Cancel

5 Enter the required information in the User ID, First Name, Last Name, Password, and
Confirm Password fields.

6 Click oK.
A new tile representing the new user account appears in the Users section.
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@ & Area  » Device Graph §)

Users

© Add / Edit

admin

Jcormack

Jane Cormack

& Area Configurator & User Management

In addition, you can perform the following procedures in the Users section:
- Edit: Select the icon for the user and click Edit to modify the user’s credentials.
+ Delete: Select the icon for the user and click Delete to remove the user account. There is
no confirmation when you click Delete. The user profile is immediately removed.
See also
« Switching User Profiles, on page 11
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Granting Access Permissions to an Area

Users are granted access to each area via a predefined role. The procedure is as follows:

To grant access to an area
1 Launch GV Convergent Client.
2 Login as an administrator.
3 Select Administration > User Management.

The User Management task appears.
&P aswdon - Device Graph © % Qadmin A

Users C  Permissions @

© Add

ator & User Management &\ User Management {3 Topolog...gurator opoloy ato & User Management &% User Management &% Area Configurator & Area Configurator v

The Users column displays tiles for all the users who have access to the system.
4 Select the applicable user tile in the Users section.
7 StudioA ¢ Device Graph © ; ) % Qadmin A

Users @ Permissions =

© Add 2/ Edit @ Delete

fator & User Management &% User Management < {3 Topolog...gurator ={3 Topolog...gurator & User Management &\ User Management &% Area Configurator & Area Configurator v

The Areas column displays tiles for all the areas defined in your system.
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# Qadmin A

=S

& & sudoh 4 DeviceGraph ©

Users

@ Roles o Permissions

© Add / Edit W Delete

admin

& Area Configurator & Area Configurator -

fator & User Management & User Management ={§ Topolog...gurator {3 Topolog...qurator & User Management & User Management

5 Select an area tile in the Areas section while keeping the user tile selected.
The Roles column displays tiles for all the roles when both the user tile and the area tile
are selected, at the same time.
6 Select arole tile and drag it on top of the area tile.
@ & StudioA & Devi ] ] -

Users

# Qadmn A

o Areas G Roles Permissions

© Add / Edit W Delete & Delete

admin dio A
r Administrator

Scormack . Logical Level Editor

Jane Cormack Soinese s w0/
R —

-~ LR ]

Category Configurator
w s

Logical Device Table
ERa |

Panel Configurator
-

Path Manager
&

System Status
&

Alas Editor
-l

Router Control
R |

ment g\ User Management & Area Configurator < & Area Configurator v

& User Management & User Management

This action gives the user all the permissions defined for the role in the selected area.
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& asudoA - DeviceGraph © # Qadmin A
Users & Permissions

© Add / Edit W Delete

Studio A
Administrator

Studio B oo LogicalLevel Editor
ngineer -~ 5
s wsg
Studio C ‘Topology Configurator
operator
o w8
Category Configurator

Maintenance
CFA |

Logical Device Table

Guest

Path Manager
&

System Status
&
Alias Editor
& LR |
Router Control
::] s d

fator &\ User Management & User Management =3 Topolog...gurator {3 Topolog...gurator A& User Management A\ User Management & Area Configurator & Area Configurator v

When you select the user tile in the Users section, the user’s role in the area is displayed
at the bottom right of the Area tile.

Studio A

& Engineer

The permissions granted to the selected role; i.e., view, edit, delete, are displayed on the
Permissions tile in the Permissions column.

Topology Configurator

= o /W

These are listed in the next section.
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Viewing Permissions by Role

Users are granted access to the areas in the system via their assigned roles. The following
rules apply:

- Users can be assigned to different roles in different areas.
« Users cannot be granted permissions as individuals, only according to role.

- The roles are predefined, as follows: Administrator, Engineer, Operator, Maintenance,
and Guest. The roles cannot be modified.

- Administrators have full access to all tasks in all areas. Guests have the least
permissions. The Engineer, Operator, and Maintenance roles have various permissions,
as listed in the following table:

The permissions granted to each role can be viewed on the tiles in the Permissions list book
of the User Management task. These can be viewed when the user, the area, and the role
are all selected at the same time.

Task Role Permissions

226

Area configurator

Area Configurator

&

g
~,
o

Administrator

View, Edit, Delete

Engineer No access
Operator No access
Maintenance No access
Guest No access

Logical Level Editor

Administrator

View, Edit, Delete

Logical Level Editor Engineer View, Edit, Delete
= = Operator No access
Maintenance No access
Guest No access
Topology Configurator Administrator View, Edit, Delete
Topology Configurator Engineer View, Edit, Delete
= = Operator View
Maintenance No access
Guest No access
Category Configurator Administrator View, Edit, Delete
Category Configurator Engineer View, Edit, Delete
. = Operator No access
Maintenance No access
Guest No access

Logical Device Table

Logical Device Table

(c]

g
~,
o

Administrator

View, Edit, Delete

Engineer View, Edit, Delete
Operator No access
Maintenance No access
Guest No access




GV Convergent Version 2.1.0
User’s Manual

Task

Panel Configurator

Panel Configurator
=] s /@

Administrator

Role

Permissions

View, Edit, Delete

Engineer View, Edit, Delete
Operator No access
Maintenance No access
Guest No access

User Management

Administrator

View, Edit, Delete

Az bEismEE Engineer No access
- el | Operator No access
Maintenance No access
Guest No access
Path Manager Administrator View
Path Manager Engineer View
G bd
Operator View
Maintenance No access
Guest No access

System Status

Administrator

View, Edit, Delete

System Status Engineer View
L R Operator View
Maintenance View
Guest No access
Alias Editor Administrator View, Edit, Delete
Alias Editor Engineer View, Edit, Delete
& LRV |
Operator View, Edit, Delete
Maintenance No access
Guest No access
Router Control Administrator View, Edit, Delete
Router Control Engineer View, Edit, Delete
- = /6 Operator View
Maintenance No access
Guest No access

Maintenance & Deployment

Maintenance & Deployment

o3 CERN

Administrator

View, Edit, Delete

Engineer No access
Operator No access
Maintenance View

Guest No access
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Task

Router Force Unlock

Force Unlock
R |

Administrator

Role

Permissions

View, Edit, Delete

Engineer No access
Operator View, Edit, Delete
Maintenance No access
Guest No access

Router Force Unprotect

Administrator

View, Edit, Delete

Force Unprotect Engineer No access
- G Operator View, Edit, Delete
Maintenance No access
Guest No access
External ID Administrator View, Edit, Delete
External ID Engineer View, Edit, Delete
& =8 Operator No access
Maintenance No access
Guest No access
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Contact Us

Grass Valley Technical Support

For technical assistance, contact our international support center, at
1-800-547-8949 (US and Canada) or +1-530-478-4148.

To obtain a local phone number for the support center nearest you, consult the Contact Us
section of Grass Valley’s website (www.grassvalley.com).

An online form for e-mail contact is also available from the website.

Corporate Head Office

Grass Valley
3499 Douglas-B.-Floreani
St-Laurent, Quebec H4S 2C6

Canada
Telephone: +15143331772
Fax: +1514 3339828

www.grassvalley.com
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