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Instructions

These release notes contain the most recent information and supersede previous
publications, as of June 23, 2010. Check the Grass Valley website at
www.thomsongrassvalley.com/docs for an updated version that contains additional
important information.
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Grass Valley Product Support

Grass Valley Product Support

To get technical assistance, check on the status of a question, or to report new issue,
contact Grass Valley Product Support via e-mail, the Web, or by phone or fax.
Web Technical Support

To access support information on the Web, visit the product support Web page on the
Grass Valley Web site. Y ou can download software or find solutions to problems.

World WideWeb: http://www.grassvalley.com/support/
Technical Support E-mail Address. gvgtechsupport@grassvalley.com.

Telephone Support

Use the following information to contact Product Support by phone.

International Support Centers

Our international support centers are available 24 hours a day, 7 days a week.

Support Center Toll free In country
France +800 80 80 20 20 +33148 252020
United States +1 800 547 8949 +1 530 478 4148

Authorized Local Support Representative

A local support representative may be available in your country. To locate a support
center during normal local business hours, refer to the following list. Thislistis
regularly updated on the website for Grass Valley Product Support
(http://www.grassvalley.com/support/contact/phone/).

After—hours local phone support is also available for warranty and contract

customers.

Region Country Telephone

Asia China +86 10 5883 7575
Hong Kong, Taiwan, Korea, Macau +852 2531 3058
Japan +81 3 6848 5561
Southeast Asia- Malaysia +603 7492 3303
Southeast Asia- Singapore +65 6379 1313
India +91 22 676 10300

Pacific Australia 1300 721 495
New Zealand 0800 846 676
For callers outside Australia or New Zealand +61 3 8540 3650

Central America, All +55 11 5509 3440

South America

North America North America, Mexico, Caribbean +1 800 547 8949

+1 530 478 4148
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About this document

Region Country Telephone
Europe UK, Ireland, Israel +44 118 923 0499
Benelux — Netherlands +31 (0) 3562 38 421
Benelux — Belgium +32 (0) 233490 30
France +800 80 80 20 20
+33148 252020
Germany, Austria, Eastern Europe +49 6150 104 444
Belarus, Russia, Tadzhikistan, Ukraine, Uzbekistan +7 095 258 09 20
+33(0) 23349030
Nordics (Norway, Sweden, Finland, Denmark, Iceland) | +45 40 47 22 37
+32 23330002
Southern Europe — Italy Rome:
+39 06 872035 28
; +39 06 8720 35 42.
Milan:
+39 02 48 41 46 58
Southern Europe — Spain +34 91512 0350
Switzerland +41 56 299 36 32
Middle East, Middle East +971 4299 64 40
Near East, Africa -
Near East and Africa +800 80 80 20 20
+33148252020

About this document

This document contains the latest information about the Aurora Browse system. For
the complete description and instructionsfor Aurora Browse, read the AuroraBrowse
application online Help and the Aurora Browse I nstal lation and Configuration Guide.

Aurora Browse 6.5.1.17 features

Aurora Browse creates various |ow-resol ution proxy formats for high-resolution
material, both HD and SD. The high-resolution material resideson aK2 system. You
can use the Edit LD application to edit stories using the low-resolution proxy, which
is accessible from your PC. Aurora Browse also provides arich metadata search
engine that allows you to search for clips using various criteria.

Aurora Browse integrates with the Aurora Edit system for further editing.

Y ou can archive and restore high-resolution material. Archived assets are still visible
from the Edit LD application.

June 23, 2010
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What'snewin 6.5.1.17

What's new in 6.5.1.17

Thisversion of Aurora Browse software includes several improvements, in addition
to correcting some problems that were present in earlier releases.

K2 Summit compatible— the Aurora suite of software, including Aurora Browse, is
now compatible with the K2 Summit software.

Changes in previous releases
The following sections describe the changesin past releases.
Version 6.5.1

The MediaFrame Config tool — the MediaFrame server can now be configured with an
application that facilitates the various MediaFrame setup.

Aurora Browse client installed locally on client PCs — The Aurora Browse application
is no longer a web-based application. In previous versions, it was installed on the
MediaFrame server and served to individual client PCsviaHTTP. In AuroraBrowse
6.5.1, itisaWindows executable, likethe AuroraEdit LD application, and isinstalled
locally on each client PC.

Support for archives — Aurora Browse is now compatible with version 6 of the SGL
FlashNet archive product and version 6 of the DIVA archive product, aswell asthe
Avalon archive, version 3.2

Round robin archiving of assets — Aurora Browse supports around robin method for
distributing transfers requests from a K2, News, M-Series or Profile MDI server to
multiple transfer servers.

Condor NAS — Aurora Browse is now compatible with the Condor NA S used with
K2 Storage Systems.

EDLs — Aurora Edit is now handling EDLs.

Collections —avirtua folder workspace allowsyou to create public or private folders
so that you and others can contribute references to the assets. Some of the uses for
Collections include selecting clips for projects, selecting clips to be archived or
restored, and requests for the media manager, all without actually moving or
duplicating assets.

TransferTool now integrated — In the Aurora Browse Client, you can drag and drop
files and monitor transfer progress between devices.

Pinnable Windows — the M ediaFrame panel s are now pinnabl e and rel ocatable so you
can customize and resize M ediaFrame tools within the application

Extended Custom Metadata types — Custom Metadata now supports fields that are
variable- and unlimited-sized text fields, date, pick list, and numbers

Enhanced Search — use filtersfor flexible and efficient searches. Y ou can now
search device metadata and save commonly used searches for private or global use.

Expanded results window, with dynamically positioned columns — you can customize
aview using the column picker to show technical, general, or custom metadata when
viewing search results.
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Version 6.3.0

Dynamic Keyword and Keyframe marking — FeedClip features are now included as
standard functions. Thisincludes AutoMark for single button capture of events with
preset duration. These automatic cal culation features enable easy capture of sports
highlights, sound bites, or shots of interest for development of stories from live
footage or material in shared storage.

Version 6.3.0

June 23, 2010

Support for 720p — With this release, Aurora Browse creates proxy for HD 720p
material. Featuresthat support HD in the Aurora Browse application and the Edit LD
application apply to 720p assets as well.

AxiomTek PC not supported — The AxiomTek PC is nho longer supported as a
MediaFrame server platform. This machine was a part of some early NewsBrowse
systems. If you use a AxiomTek PC as your Aurora Browse (MediaFrame) server,
you must upgrade to the Dell 2950 or the HAAR platform as part of the upgrade to
Aurora Browse 6.

Dell platforms — The following platforms are now shipping with updated models:
» Dell 1950 replaces Dell 1850

» Déll 2950 replaces Dell 2850

K2 Nearline — The K2 Nearline Storage System is supported.

Browse-controlled ingest not supported — This release is not compatible with the
legacy Profile XP and Open SAN system architecture, where the Browse application
controlsingest. Ingest Scheduler and other features related to ingesting and/or
recording mediawith the Browse application are not available. For Browselicensing,
the roles of Ingest Manager and Ingest View are not available.

Aurora Browse Release Notes Version 6.5.1.17 5



Aurora Browse version compatibility

Aurora Browse version compatibility

Versions quaified for compatibility with this 6.5.1.17 release of Aurora Browse
software are summarized in the following tables.

Aurora Browse devices

Aurora Browse devices are compatible with this 6.5.1.17 release of Aurora Browse
software as follows:

Browse device

Component

Version

Comment

Aurora Browse Windows Operating Windows XP SP3
Client System Windows Vista Vista Business Edition
MediaFrame Windows Operating Server 2003 SP2
server System
SQL Server 2005 SP2 Service Pack 2 isrequired on
MediaFrame servers that have
SQL 2005.
Internet Information Version 6 Under Web Service
Services (11S) Extensions, make sure
ASP.NET isalowed.
Microsoft .Net 3.5SP1 Install after 11S
Web Services 3.0
Enhancements
Sabretooth 2.0.1.10 Grass Valley licensing
software
MDI server Windows Operating Server 2003 SP2 Depending on the size of your
System or system, the MDI server might
Server 2000 SP4 be the same machine asthe
MediaFrame server. (For
legacy systems, News MDI is
supported on Server 2000
SP4.)
Aurora Proxy Windows Operating Server 2003 SP2
(Advanced) System
Encoder
SmartBin Encoder ~ Windows Operating Server 2003 SP2

System

Single-channel
encoder

Not supported

Sequential
Encoder

Not supported

Image Support
Server

Not supported

MediaFrame
server on Axiom
platform

Not supported

Aurora Browse Release Notes Version 6.5.1.17
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Aurora Browse devices

Browse device Component Version Comment

Router Gateway Not supported

NAS on Serial Not supported
ATA network

platform

NAS on Linux Not supported
Fastora platform

June 23, 2010 Aurora Browse Release Notes Version 6.5.1.17 7



Installing software on new Aurora Browse systems

Grass Valley products

Grass Valley products are compatible at the time of this 6.5.1.17 release of Aurora
Browse software as follows:

Component or system Version Comments

Aurora Browse Client software 6.5.1.1

MediaFrame Server software 6.5.1.17

Aurora Proxy Encoder software 6.5.1.2

Aurora Transfer software AuroraTransfer isnow part of the Aurora
Browse/MediaFrame system

Aurora Suite: 6.5.1.440

- Aurora Edit software

- Aurora Edit LD software

- Aurora FTP software

- SmartBins Service software
- RMI Core software

Conform Server software 6.5.1

NewsShare (DSM) software 6.5.1

Aurora Ingest software 6.5.1.132

Aurora Playout software 6.5.1.62

K2 Summit software 7.0.11.1081

K2 system software 3.2.74.967 or With SNFS software version
3.2.74.1028 3.1.2_RC25225 6138

Profile XP system software 5.4.8.1248 or Profile XP standalone only.
newer

uiM 2.1.0.216

M-Series system software 2.0.13.567

DIV Archive software 6

FlashNet software 6

Avalon software 32

IngestStation Not supported, use Aurora Ingest instead.

News Q Pro Not supported, use Aurora Playout instead

Installing software on new Aurora Browse systems

Aurora Browse software version 6.5.1.17 isinstalled on new Aurora Browse devices
as they come from the factory. If you have anew Aurora Browse system, you should
not need to install or upgrade software. For general information about Aurora Browse
software, refer to the Aurora Browse I nstallation and Configuration Guide.

8 Aurora Browse Release Notes Version 6.5.1.17 June 23, 2010



Browse system upgrade considerations

Browse system upgrade considerations

Browse systems that were built with previous versions of Browse software have
special considerations for upgrading to version 6.5.1.17 software, as follows:

« Upgrade for all systems with less than 4GB RAM — The MediaFrame server, version
6.5.1, requires 4GB of RAM. The Dell documentation describes how to install
memory for your Dell-based server (either 2850 or 2950).

e Upgrade considerations for systems built with software version 2.7a or 3.1 — Most
of the Browse system devices originaly built with version 3.1 or lower are not
qualified with version 6.5.1.17 software. If your system is currently running with
version 2.7aor 3.1, or isusing one or more devices originally used with version
2.7a0or 3.1, you need to upgrade to version 6.0b and then upgrade to version 6.5.1.

* Upgrade considerations for systems built with software version 6.00 — If you have
aBrowse system originally built with version 6.0b, you will need to upgrade to
version 6.5.1. If you have version 6.0b, depending on the design of your system,
you might have some devicesthat are not supported by version 6.5.1.17 and so can
not be upgraded.

The following devices can not be upgraded to version 6.5.1.17:

Single-channel Encoder
Sequential Encoder
Image Support Server

Router Gateway

Also refer to “ Aurora Browse version compatibility” on page 6 for alist of
compatible devices and their software versions.

If your system uses one or more devicesthat are not supported by version 6.5.1.17,
your system must be reconfigured beforeit can be upgraded. For example, asystem
with Browse controlled ingest to Profile XP/Open SAN using Single-channel
Encoders must be reconfigured to use Aurora Proxy Encoders instead of
Single-channel Encoders, and a Profile X P standalone or else aK2 or M-Series
system.

Systems built only with supported devices may by upgraded to version 6.5.1.17
using the upgrade procedure in these release notes. Refer to “ Aurora Browse
version compatibility” on page 6 for the list of compatible devices and their
software versions.

If NetBIOS has been disabled in the network properties, make sureit is enabled
before performing an upgrade.

Inaddition, if you are upgrading from aBrowse system that hasversion 6.0b, you'll
need to back up the database and config files, and save them to the NAS or some
central server. MDIs no longer have transfer targets on archives.

Y ou cannot use the old configuration file, except as areference. The dataisthe
same, but you need to go into the MediaFrame Config tool and specify the transfer
target in the News, K2, M-Series or Profile MDI.

If the MediaFrame server does not have the Windows operating system and SQL
database versions specified in “ Aurora Browse version compatibility” on page 6,
you will need to backup the database and re-import it after you have upgraded the

June 23, 2010 Aurora Browse Release Notes Version 6.5.1.17 9



Browse system upgrade considerations
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system. For more information, refer to “Upgrading Aurora Browse systems”.

The Aurora Browse Client now runson a user’s PC rather than through awebsite.
User licenses are now handled through Active Directory. Administrators need to
create licenses for Aurora Browse Client users. Roles need to be specified. For
more information, refer to the Aurora Browse Installation & Configuration
Guide.

Upgrade considerations for systems built with software version 6.3 — If you have a
Browse system originally built with version 6.3, you'll need to back up the
database and config files, and save them to the NAS or some central server. MDI
devices no longer have transfer targets on archives.

Y ou cannot use the old configuration file, except as areference. The dataisthe
same, but you need to go into the MediaFrame Config tool and specify the transfer
target in the News or K2 MDI.

The Aurora Browse Client now runson auser’s PC rather than through awebsite.
User licenses are now handled through Active Directory. Administrators need to
create licenses for Aurora Browse Client users. Roles need to be specified. For
more information, refer to the Aurora Browse Installation & Configuration
Guide.

If the MediaFrame server does not have the Windows operating system and SQL
database versions specified in “ Aurora Browse version compatibility” on page 6,
you will need to backup the database and re-import it after you have upgraded the
system. For more information, refer to “Upgrading Aurora Browse systems”.

Upgrade considerations for systems built with software version 6.4 — If you have a
Browse system originally built with version 6.4, you might need to manually enter
the new location of the roles.xml file,

c: \ Thonson\ Medi aFr ane\ Conf i gur ati on intheLocation text field.

5K Lae:
’VHustname [localhost Part: [9010 ‘

MDI Registraion | MDI Configuation | Assets | Rules £F

o
| Use the controls below to modify and manage lice
ficense usage

 License Server Location

Fiimary Hestname. [locahost

[Optional Secondary Hastname: [

Currertly using privary license serve.

[~ Authorization Manager Policy Store
Store Type  LocdXMLFile (" Active Directory

Localion: [&:\T hamsanisHewsBrowse\Configuration'voles. sl
™ Delete Old Store

s provide the logon detais for an account with the sppropriate credentials to delete and/or creale
eali et stores on the speciied Active Directory server. Typicaly. this s a domain

Validate ok | coe |

J awrora-sur-1 10.16.41.62
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Upgrading Aurora Browse systems

Upgrading Aurora Browse systems

NOTE: These upgrade instructions assume that current Browse softwareis at
version 6.0b or higher. If you have a lower version of software, you will need to
upgrade to version 6.0b before upgrading to version 6.5.1.

The following installation steps provide information specifically for upgrading an
Aurora Browse system to version 6.5.1.17 software. Read the information in these
sections carefully before attempting the upgrade.

To upgrade software on the system, work through the following procedures
sequentially.

. “Prepare for system upgrade’

. “Upgrade K2 software’

. “Upgrade the M ediaFrame server”
. “Upgrade the MDI server”
“Upgrade Encoders’

. “Restart devices’

N~ o o0 W N R

. “Install Browse client PC application”

Prepare for system upgrade

Do thefollowing to gather information and put the system in the state required for the
upgrade:

Step 1: Identify components to upgrade

June 23, 2010

For your particul ar system, you must know what software componentsarein use, their
current versions, on what devices those software components are installed, and their
configuration.

CAUTION: You must fully back up the SQL database and
configuration files before upgrading the system.

If you have not yet clearly identified software components in thisway, do so as
follows:

1. View the MediaFrame server’s configuration page at Software Versions.

Aurora Browse Release Notes Version 6.5.1.17 11
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AuroraBrowse Application

/2 MediaFrameConfig - Windows Intemet Explorer O] x|
M e oo P L AR N R AN S A AN S R N I N S A N T RS Y
(Sl IE http: A elnn_gwr-1:280/ j ""? A IGnogIe p'
A & MediaFrameCanfig | H i&% - - EIH'I = =2k Page = n.?j‘ Tooks = 7
MediaFrame Product Configuration B
e -
IP:192.168.16.60 -
IP-10.16.41.100 AuroraBrowse Version 6.X

AuroraBrowse Application  Version B XX

Software Versions

MediaFrame Version 6.X
MediaFrame Core  Wersion B XX
ASK Location Mseries MDl  Version 5.3
NTFS MDI  Version B3 XX
IMediaFrame Core Proxy MDl  Version B.XXX

Managed Devices

~ g

Aurora Browse Release Notes Version 6.5.1.17

This page lists the components installed on the server and their versions.
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Prepare for system upgrade

2. View the server’s configuration page at MediaFrame Core | ASK.

If_"; MediaFrameConfig - Windows Internet Explorer

=10] ]
@_\T\ - |g http:/ felm_gve-1: 280/ j | X IGnogIe L |-
f.? ake lféMediaFrarmaCc'nfig | | J f-} - - [H!; - l-_l-._‘ange - :f_} Tools = i
MediaFrame Product Configuration &
i rane Coro Contguation B
IP:192.168.16.60
[P:10.16.41.100 SK
Domain:  DEFAULTDOMAIN
Software Versions Aol Monoiar Port: 9010
ASK Location Rules Automation
MediaFrame Core
MDI/Encoder Name:
AuroraBiowse Application MDI/Encoder Type: |Advanced Encoder [
Managed Devices Host Mame or IP:
Port:
Add MDVEncoder |

MSeries MDI (M-Series, elm swr-1:9140)
NTFS-1 (NTFS, elm_swr-1:9115)

PROXY-1 (Proxy, elm_swr-1:9110)

MNews-1 (News, elm-dsm-1:9150)

ADV-1 (Advanced Encoder, elm_adv-1:9230)

L I I B e I e R L e T A L TR

4 | _rll

“ B

Existing MDIs/Encoders lists software components, the devices on which they are
installed, and the configuration of the devices they control.

June 23, 2010 Aurora Browse Release Notes Version 6.5.1.17 13
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3. At each device in the Browse system, view the Windows Add/Remove Programs
control panel.

% Add or Remove Programs i (] ]

Currently installed programs: [T shaw updates Sork bry: IName vl

-

Change/Remove

{E) Ethereal 0.99.0 Sie  52.31ME
5 Generic iSCST Instal Size  1.84ME
ﬁl ool AuroraBrowse Advanced Encoder Size  71.71MB
5 eva_MLib Size  7.39MB &

Identify the software installed on the device and determine what components must
be compatible. Depending on your system design, there can be software related to
K2 products, MediaFrame/Browse products, and other Aurora products all
installed on a single device.

4. When you have the complete list of al the components that need to be at
compatible versions on your system, proceed to “ Step 2: Verify versions of
supporting systems”.

Step 2: Verify versions of supporting systems

Review the “ Aurora Browse version compatibility” on page 6, as well as
compatibility information in the most recent release notes for other products, to
determine version and upgrade requirements.

Depending on the system design, the M ediaFrame/Browse system requires that
components from other systems be upgraded.

* If your system does not have the following software versions, you will need get the
software upgraded in this order:

a. Windows 2003

b. Windows 2003 Service pack 2

c. Microsoft Web Services Enhancements (WSE) 3.0
d. 1S

e. SQL 2005

f. SQL Service pack 2
NOTE: After you have upgraded your system, you will needto import afully backed
up database. (Do not use an incremental backup.) For moreinformation, refer to
“Upgrade the MediaFrame server” on page 19.

» K2 systems, M-Series, or standalone Profiles must be running a compatible

Aurora Browse Release Notes Version 6.5.1.17 June 23, 2010



Upgrade K2 software

version.

» K2 systems must have a version of K2 software that has the SetRTIO service
running. (If not, SetRTIO.exe can be downloaded from the FTP site. Start the
service after ingtalling it.)

» Aurora Edit, Aurora Ingest, or Aurora Playout systems must be running a
compatible version.

» The Aurora FTP version must be compatible.

» Encoders must have software components upgraded as necessary to access shared
storage. For example, if accessing K2 shared storage, Encoders must have SNFS,
GenericiSCSI, and GVG_MLib software upgraded to compatible versions and be
ableto successfully accessthe shared storage. Theinstructionsfor upgrading those
K2 software components are provided in “Upgrade K2 software” later in this
Browse system upgrade procedure.

» Before upgrading an encoder, SmartBins (SmartBin encoder) or Aurora FTP
(Aurora Proxy encoder) must be installed on the machine. Before upgrading an
encoder on K2 BaseCamp Express, the Intel |PP files must be installed.

When you have verified that other systems are aready running compatible versions
or can be upgraded to compatible versions along with this Browse system upgrade,
proceed to “ Step 3: Stop all system use”.

Step 3: Stop all system use

1. Stop all media access on the Browse system and on connected systems. This
includes all ingest, playout, record, play, and transfer operations.

2. If itisnot aready on the system, install QuickTime.
3. Proceed to “Upgrade K 2 software”.

Upgrade K2 software
Skip this step if:

» None of your browse system devices are iISCSI clients on aK2 Storage System.
Skip ahead to “ Upgrade the MediaFrame server” on page 19.

Do this step if:

» Oneor more of your browse system devices are iSCSI clients on aK2 Storage
System.

Determine the devicesin your Browse system that are iSCSI clients. Depending on
your system design, the following devices can beiSCSI clients:

» AuroraProxy (Advanced) Encoders
* MDI server

A devicethat is part of another system, such as an Aurora conform server or DSM,
can also be an iSCSI client. Refer to documentation for these other products for
specific software upgrade instructions.

On your iSCSI clients, upgrade software in this order:

June 23, 2010 Aurora Browse Release Notes Version 6.5.1.17 15
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1. StorNext File System

2. Grass Valley Generic iSCSI Client Installation

3. GVG_MLib software

Refer to the following procedures to upgrade software on iSCSI clients.

Step 1: Install the StorNext File System
The StorNext File System software is located on the Aurora Suite CD-ROM.

NOTE: Usethe standard SNFSinstaller that is named according to the
“snfs2xxbxx.exe” convention. Do not usethe“simple” installer, which isdesigned

for K2 systems only.

Y ou can over-install software when you upgrade.

To upgrade the StorNext software:

1. Navigate to the directory that contains the software.
2. Double-click on the SnfsSetup32.exefile.

3. Install the software following these instructions:

On this screen...

Do this...

Welcome (2 screens)

Click Install then Next.

License Agreement

Click Yes.

Choose Destination
Location

Accept the default location and click Next.

StorNext File System
Components

Select Help Files and Client Files; do not select Server Files.

StorMext File System

StorNext File System Components

=

Selsct any or all of the components

Help Files
I Server Files
Client Files:

295K
oK
3BHE

Destination Folder

’VC.\SNFS

Space Required on C,

Space Awvallable on C,
Irstal B hield

238E K
1475708 K.

Disk Space.

< Back Mext > I

Concel |

Select Program Folder

Accept the default location and click Next.

Start Copying Files

Click Next.

Choose Optionsto Complete
the Installation

Leave the checkbox blank and click Next.

File System Name Service
Locations

Enter the name or IP address of the K2 Media Server and

click Next.

Aurora Browse Release Notes Version 6.5.1.17
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Upgrade K2 software

On this screen... Do this...

Confirm File System Name | Click Next.

Services Host List

Establish StorNext File Click No; thiswill be configured automatically whenyourun
System Drive Mapping and | the K2 Configuration application later.

Credentials?

StorNext File System Setup | Click Finish.

4. Reboot the Encoder when prompted.
5. Proceed with “Step 2: Install Generic iSCSI Client Software”.

Step 2: Install Generic iSCSI Client Software

The Generic iSCSI Client software islocated on the Aurora Suite CD-ROM. Refer to
the Aurora Edit rel ease notes to verify the version.

Toinstall the software:
1. Navigate to the directory that contains the software.

2. Double-click on the setup.exefile.

The Microsoft iSCSI Initiator software also installs. When the Microsoft iSCS|
Initiator software install completes, the Generic iSCSI Client software install
continues.

3. Once the Generic iSCSI software isinstalled, restart the machine.
4. When the machine comes back up, check the services asfollows:

» (GO0 to Start | Settings | Control Panel | Administrative Tools | Services. The
Services Control Panel opens

Services (Local)

Grass Yalley K2 Config

%Event Log Enables ev... Started Automatic
Fast User Switching... Provides m...
Enables vo...

Stop the service

X Manual
Restart the service

%Help and Support Enables He...
S HTTP 551 This servic... Manual
%Human Intetface D... Enables ge... Disabled
%IIS Admin Allows adm..,  Started Aukomatic
%IMAPI CD-Burning C... Manages C... Manual

%Indexing Service Indexes co... Manual
%Intel MCS NetService  Supports L., Manual
%IPSEC Services Manages I...  Started Automatic
%ListenerManager Manual
%Logical Disk Manager  Detects an... Manual
%Logical Disk Manage... Configures... Manual
%Machine Debug Man... Supports lo... Started Automatic
Messenger Transmits ... Disabled

%Microsoft iSCSI Iniki... ManagesI... Started Automatic

%MS Software Shado... Manages s... Manual i
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» Make sure that the service named “Grass Valley K2 Config” is started.
5. Proceed with “Step 3: Install GVG_MLib Software”.

Step 3: Install GVG_MLib Software

The GVG_MLib software is located on the Aurora Suite CD-ROM. Refer to the
Aurora Edit release notes to verify the version.

To install the software:
1. Insert the Aurora Edit CD into your CD drive.
2. Navigate to Software Installs | GV_MLib.

3. Double-click on Setup.exe.
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Install the software following these instructions:

On this screen... Do this...
Welcome Click Next.
Setup Type

@ G¥G_MLib

FSM Server Names

Supply the names of the FSM Servers

F
FSM Server 1t
IFSM-SENE“ Enter the name of the K2 file
system server.
FaM Server 2; If you have aback-up server, enter

that nameaswell; otherwise, leave
I the second entry space blank.

Click Next.

< Back 1 [ext > 1 Cancel !

Ready to Install

Ready to Install the Program

The wizard is ready to begin installation.

Click. Install to begin the installation,

IF you want to review or change any of your installation settings, click Back, Click Cancel to
exit the wizard,

Toreview or changeyour settings,
click Back.

To begin the installation process,
click Install.

< Back Cancel ’

Installation Complete Click Finish. The workstation
prompts you to reboot so the new
settings take effect.

4. Proceed with “Upgrade the MediaFrame server”.

Upgrade the MediaFrame server

Do the following to upgrade software on the MediaFrame server:

Step 1: Back up database and configuration

Y ou should make sure that you have recent backups of the M ediaFrame database and
the Browse configuration file before upgrading software.

To back up the database and configuration files, perform the following steps:
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1. Verify that the database maintenance plan on the MediaFrame server is running
correctly. Refer to the Aurora Browse Installation and Configuration Guide for a
complete description and procedures for the database maintenance plan.

2. Back up the database

a. Open Microsoft SQL Server Management Studio.
b. Right-click on MediaFrame database.

C. Select Tasks

o] 0] = B | change Type -

Connect~ | & m T [&]

| Backup.

R, Microsoft 5QL Server Management Studio

Fle Edt Yiew FProject QueryDesigner Tosls Window Community Help

Blyewausry | [y | fhih S| B| Swcl @ d B EERBES

'R 7]@&

=l

BVTHSL_SVR-2... dbo.URNZURT* * Dbject Explorer Details |

laEaT

) [ Databases
[ System Databases
[ Database Snapshots

Bl | BVTNSL_SVR-21 (SQL Server 8.0.304

| | MediaFrame

o |

Il

BVTNSL_SVR-21iDatabasesiMediaFrame & Item(s)
o
[ Securtt Hew Database. ..
[ Server Wew Quary & i
[ Replics Seript Database as » fatabase Diagrams
[ Manag bl
[ Motificd Tasks » Detach...
B saLse
Reports v Take Offine
Rename Bring Online
Delete Shrink. 4
Refresh Back Up...
Froperties Restore 4
Miror...
Launch Database Mirroring Manitor...
Ship Transaction Logs...
Generats Scripts...
Import Data...
Export Data...
Copy Database. ..

d. Select Full as the Backup type; click Add and select a destination location.

tabase - MediaFrame

Server
BWTNSL_5WR-21

Connection:
BWTHNSL_5YR-214nhadmin

3 View connection propertes

Feady

=10l x|
5 Seript + [ Help
Souree
Dalabase: | MediaFrame =l
Recovery model, [SMPLE
Eackup type: [Fun =

Eackup component

& Database

€ Files and fileqroups: |

E

Backup set

Mame: [MediaFrame-Ful D atsbsss Backup

Description |
Backup set wil expie:
& Afer -
oo [t =

Destination

Back up to: & Disk ] Tiape

Add.
Bemove
Contents

RN

e. Click oK.
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3. Copy the C:\Thomson directory to a different location. This directory containsthe
configuration files for the locally installed software components.

4. After copying the C:\Thomson directory, delete the configuration filesin the
C:\Thomson\M ediaFrame folder except for Medi aFr anmeCor e. Confi g file.

5. Proceed to “ Step 2: Install “High Priority” Windows updates’.

Step 2: Install “High Priority” Windows updates
This step isrequired if:

* You have a server that was originally installed with version 3.1 Browse software
and you have not done any Windows updates since the original installation. In this
case you must update the Windows operating system to support the version
6.5.1.17 installation program.

This step is recommended if:

* You have aserver that originally installed with version 3.1 Browse software and
you have done subsequent Windows updates

» You have aserver that you received from Grass Valley with aversion of Browse
software higher than version 3.1 pre-installed.

Install Windows “High Priority” updates for version 6.5.1.17. While you have the
MediaFrame/Browse systemin an offline state to upgrade software, you should check
to seeif there are any new updates that you need to install. Use standard Windows
procedures.

CAUTION: Install only “High Priority Updates’. Do not install other
A Windows or driver updates.

Proceed to “ Step 3: Install Web Services Enhancements 3.0”.

Step 3: Install Web Services Enhancements 3.0
1. Double-click on the Microsoft WSE3.msi installation file.
2. On the Welcome page, click Next.

3. On the License Agreement page, select the | accept the terms in the license
agreement radio button and click Next.

4. Select the Administrator radio button on the Setup Type page and click Next.
5. On the Ready to Install the Program page, click Install.
6. Proceed to “ Step 4: Install 11S version 6”.

Step 4: Install IIS version 6

Internet Information Services (11S) is a component of the Windows 2003 Server
software.

If 1Sisalready installed, skip to “Step 5: Install Microsoft .Net 2.0” on page 22.
1. Install 11S, version 6.

a. Open Add/Remove programs.
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b. Select Add/Remove Windows Components.
c. Open Application Server | Internet Information Services (IIS).
d. Select Ccommon files.
€. Open the World Wide Web Service Internet Information Services Manager.
f. Select World Wide WebService.
2. Proceed to “ Step 5: Install Microsoft .Net 2.0”.

Step 5: Install Microsoft .Net 2.0

NOTE: Install Microsoft .Net 2.0 after 11S has been installed. This avoids
performing extra steps to make the ASP.Net 2.0 extensions register properly with
I1'S. Microsoft .Net needs to be installed before configuring 11S.

1. Install Microsoft .Net 2.0 SP2. (This s shipped with the MediaFrame servers and
Encoders.)

2. Proceed to “ Step 6: Configure [IS version 6”.

Step 6: Configure IS version 6

1. Open the windows Control Panel | Administrative Tools | Internet Information
Services (which may also be named Internet Services Manager).

2. Verify that the version running is 1S V6.0.

‘_'_“g File Action Yiew ‘Window Help |;|i|l|

o mB 28> =

Internet Information Services Computer | Local | ‘ersion | Status
A0 AURCRA-SWR-2 (lacal computer | S50 ALRORA-SYR-2 (local computer) Yes 115 ¥6.0

[ g} FTP Sikes (Service is disable
£l Application Poals

[ ";!.;- DefaultappPool

# MediaFrameServices
-‘}_} Grass Valley Mediaf
o PESAPRPoOl

";!.;- ReportServer

+-__| Web Sites

_,_J Web Service Extensions

|;I_I 3| Kl | | | ©i

3. Under Web Service Extensions, enable ASP.NET (by default, it is prohibited).
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[ e [0

ices {IIS) Manager [_ (O] =]
View window Help | =181 x|
| (2] » m 0
?!g Internet Information Services Web Service Extensions
-0 AURORA-SYR-Z (local com)
iy FTP .Site.s {Service is di /| web Service Extension | Status
-~ Appllca.tlon Paals @ All Unknown CGI Extensions Allowed
- web Sites Al oy “@ Al Unknown ISAPT Extensions Allowed
| Web Service Extensior .
Prohibit @ Active Server Pages Allowed
LoAL! [a8 asP.NET v1.1.4322 Allowed
Properties
Indexing Service Prohibited
@ Internet Data Conneckor Allowed
Tasks Phone Book Service Allowed
@ RPC Procy Server Extension Allowed
1 4dd & new Yeb service extension... @ Server Side Includes Allowed
WebDay Allowed
& Allows all web service extensions For a
specific application...
i prohibit all Yeh service extensions
@ Open Help
< | E

Extended 4 Standard /

4, Under Web Sites, select the Default Web Site.

O computer Management ;|g|5|
=) Ele Action Yiew ‘Window Help |;|i|1|
o AE XERR QE 2] ma
B % Shared Folders || Hame | Path | Status
Local Users and Groups “ad AMLIT Chinetpubsansroot AMUTY
Performance Logs and Al "bnvalonManagedDevice ChinetpublwanrootiAvalonManage. .
: Device Manager '},}LicenseManager Chinetpublwew oot LicenseManager,
= & Storage "bMediaFrameWebAPI CihinetpublwwrootiMediaFramesy,
Remavable Storage BymultisiteMDI_Config CHijnetpublwmroctiMultiSitsMDI_C. ..
Disk Defragmenter Bt CohinetpublwsmraotiHEUT
Disk Management 1 o ™
& & ervices and Applications "fNewsBrowseAppllcatlon C.'l,!netpub'l,wwwroot‘l,NewsBrowseA...
[]"'8 DHCP “upt MewsBrowseHelp CihinetpublwwrootiNewsBrowseH, .,
[]"'8 Telaphony @Rpc COWINDOWS) System32\RpcProsy
Services @ RpowithCert COWINDOWS) System32\RpcProsy
% WHMI Cantral "bSettingsManager Cihinetpublwenrooti SettingsManager!,
-8 5QL Server Configuratior _J aspret_client
- Indesing Service | | iisstart. htm
EI--?Q Internet Information Ser |=| pagerror.gif
) FTP Sites
_| Application Poals —
Web Sites
g Defaul Sik:
- ) ‘Web Service Extensi.T
¥ Dy _>l_I | | L

5. Right click and select Properties. Set the ASP.net version as shown in thefollowing

illustration.
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Default Web Site Properties e |
‘Weh Site I Performance I ISAPI Filters I Home Directory | Documents |
Directory Security I HTTP Headers I Custarn Errars ASP.NET
Migrosoft
A§P, net
ASP.NET version: R
Wirtual path: I Default Web Site
I-{IIS metabase path of the current object, I—
File location: e PO AT OO AT COTTTI
File creation date: I Date not available.
File last modified: I Date not available.
Edit Global Configuration. .. | Edit Configuration. .. |
OF I Cancel | Apply | Help |

6. Click on the Web Site tab and verify that Enable Logging is unchecked.
(Otherwise, 11S1og files will accumulate and not get deleted.)

7. From the command line, navigate to the following path:
C:\WINDOWS\Microsoft.NET\Framework\v2.0.50727

8. Enter the following command:
ASPNET regiis.exe -i

INDOWS' system32h cmd.exe

osoft Windows [Uersion 5.2.37981
(C> Copyright 1985-2083 Microsoft Corp.

C:SUINDOWS“Microsoft .NET“Framework w2 @0._.58727>ASPHET _regiis.exe —i

9. From the command line (or the Run command on the Windows Start menu) enter
the following command:

iisreset

10.Exit out of I1S.
11.Proceed to “ Step 7: Close al programs’.

Step 7: Close all programs
On the MediaFrame server, do the following:

1. Close all applications, windows, and any other program. Check the Windows
taskbar and make sure that it is empty.

2. Proceed to “ Step 8: Uninstall software”.
Step 8: Uninstall software

CAUTION: At this step, do not delete the database from the system if
prompted to do so.
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On the MediaFrame server, do the following:
1. Open Windows Add/Remove Programs.

2. Locate the server software. Depending on your version of Browse software, it is
named one of the following:

» Thomson NewsBrowse Server
» Thomson Aurora Browse Server
3. Select the server software and click Remove.
4. When prompted “Y ou must restart...”, click Yes. The MediaFrame server restarts.

5. When startup processes complete, log on to Windows and then proceed to “ Step 9:
Install SQL Server 2005"

Step 9: Install SQL Server 2005

June 23, 2010

NOTE: SQL Server 2005 must be running on the same server asthe MediaFrame
Services.

Skip this step if:
Y our system is currently running Microsoft SQL Server 2005.

 If you need to install SP2, skip to “Step 10: Install SQL 2005 Service Pack 2" on
page 26.

 If your system is currently running Microsoft SQL 2005 with SP2, skip to step 9.

If you are currently running SQL Server 2000 on this machine, you heed to uninstall
2000 and back up the M ediaFrame database before installing 2005.

Install SQL Server 2005 using a default instance and default administrator username
and password. The following instructions guide you through the installation.

1.Under the Install heading, click on Server components, Books Online and samples.

6. On the licensing agreement page, check the box to agree with the terms and
conditions and click Next.

7. In the Microsoft SQL Server 2005 installation window, click Install.
8. When the prerequisites complete installation, click the Next button.
9. On the Welcome to the Microsoft SQL Server Installation Wizard, click Next.

10.At the System Configuration Check window, ensure there are no errors and click
Next.

11.0n the Registration Information window, enter the product key in the fields
provided, and click Next.

12.0n the Components to Install window, check the SQL Server Database Services
and Workstation components, Books Online and development tools checkboxes;
then click Next.

13.0n the Instance Name window, select the Default instance radio button, and press
Next.
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14.0n the Service Account page, make sure the Use a domain user account radio
button is checked, and input a set of credentials with administrative privilegesin
the appropriate boxes; then click Next.

15.0n the Authentication Mode page, if it is needed for your system select the Mixed
Mode radio button. For the administrator username, you can enter SA, and for the
password, you can enter astrong password such as P@55word. Click Next.

16.0n the Collation Settings page click Next.
17.0n the Error and Usage Report Settings page click Next.
18.0n the Ready to Install page, click Install.
19.Proceed to “ Step 10: Install SQL 2005 Service Pack 2”.

Step 10: Install SQL 2005 Service Pack 2
Skip this step if:
* Your MediaFrame server has SQL 2005 with Service Pack 2.
Do this step if:
» Your MediaFrame server has SQL 2005.
Toinstall SQL 2005 SP 2, do the following:
1. If you are currently running SQL 2000, uninstall this version.

2. Procure the SP 2 installation file. Find information at the following:
http://support.microsoft.com/kb/913089

Follow linksto obtain SQL Server 2005 SP2 (not Express) and download
SQL Server2005SP2-K B921896-x86-ENU.exe

3. On the MediaFrame server, close al applications, windows, and any other
program. Check the Windows taskbar and make sure that it is empty.

4. Open the SP 2 installation file and work through the installation wizard.
5. If aFeature Selection window displays, check all features.
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Microsoft SQL Server 2005 Service Pack 2 Set

Feature Selection

This zetup program detected the following SOL Server 2005 features. Select the program
features that you would like to update. To see the details of a feature, click on the feature.

Setup Support Files
MSSOLSERVER Language Eno

D atabase Services Platform T
SOL Server Mative Client -
Client Campanents Edition
MSHML 6.0 Parser Status Upgraded
SOLXMLY

Backward Compatibility
Microzoft SOL Server Y55 Wiiter

Detail
|7 Thiz iz a required update. ;I

Cancel |

Help | << Back |

6. In the Authentication pane, select wWindows Authentication.
7. Restart the MediaFrame server
8. Proceed to “ Step 11: Upgrade the database”.

Step 11: Upgrade the database

June 23, 2010

Make sure you have backed up the database and configuration before upgrading the
database.

CAUTION: Upgrade the database before installing the MediaFrame
software on this system. If the MediaFrame software is already
installed on this machine, uninstall before proceeding.

The upgradeDatabase utility automatically backs up and upgrades the database. A
database install log provides information about the upgrade as it progresses.

After you have backed up the database and configuration, upgrade the database as
follows:

1. Back up the database.
2. Perform the necessary upgrade(s):

* If your system has Windows 2003, but you need to upgrade to SQL 2005,
upgrade SQL now

* If you need to upgrade to Windows 2003 and SQL 2005, upgrade Windows and
SQL now

3. Restore the database.
a. Open SQL Server Management Studio.

b. Right-click on System Database.
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C. Select Restore Database.

Selectapage
27 General
27 Options

Connection

Server
BWTNSL_5WR-21

Connection:
BWTHNSL_5YR-214nhadmin

3 View connection propertes

Feady

B Restore Database - mediaframe:

d. Click the From Device radio button.

e. Usethe... icon to specify the backup media and location.

f. Click Add, and then click OK.

4. Proceed to “Running the database utility upgrade’.

Running the database utility upgrade

_loi x|
5 Seript + [ Help
Destinalion for restore
Select or type the name of @ new o existing database for pou restore operation
Tg database: [mecdiaframe |
To apoint in time: [Most recent possitle :
Source for restore
Specify the source and lovation of backup sels to restore
© From database: [MediaFrame =
& From device: |
Sglect the backup ses to restare:
Restore | Name | Component | Type | Sewver | Datab:
W= Specify Backup x|
S pecily the backup media and its [acation for your restore operation.
Backup media &
Backup Jocation:
D mediframe_6.0_10_22_2008.bak Add
Remove
Contents

NOTE: You cannot run the upgradeDatabase.exe file from a remote location.

1. Run the upgradeDatabase.exefile. A dialog box displays.

Upgrade Path

I oK

| [ Cancel

Before pressing 'OK! to beqin this process, be sure that:
- the MediaFrame database has been backed up
- the database is not in use by another process, and
- all proxy MAS storage devices are online

& An existing, out-of-date MediaFrame database was detected.
\l‘) This database must be upgraded to v6.3.0. 1 of the database schema.
The upgrade toal will take the following actions:
- Upgrade w6.0.0.0 to v&,3.0.1

This process will take some time depending on the number of versions,
number of assets and the server's processing power,

NOTE: The dialog box describes version 6.3. However, the utility upgradesto

version 6.5.1.
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2. After verifying that the M ediaFrame database has been backed up, click OK.
The upgrade displays its progress.

Database Upgrade D

o= i

Flease watt - the database is being upgraded.
This operation may take an hour or more to complete.

BExecuting SGL Upgrade Queries

3. When the database upgrade has completed successfully, click oK.
4. Proceed to “ Step 12: License Sabretooth”

Step 12: License Sabretooth

Licenseinformation is stored in text files that you can manage just like any other file
on your system. Licenses are unique to the machine for which they are requested and
cannot be used on any other machine.

NOTE: Licenses are based on your system’s unique identifier, which is partially
derived from your system’s Media Access Control (MAC) address. If you change
your system’s MAC address by performing operations such aschanging the System
Processor card, or changing an Ethernet card, you must obtain a new license based
on the new MAC address.

1. Install Sabretooth from the software CD:
C:\ Sof t war e\ Sof t war e i nstal | s\ Sabr et oot h\ Set up. exe

2. On the encoder or MediaFrame server, click the Sabretooth License Manger icon
on the desktop.

3. Select File | Generate unique ID
4. Send an email to Auroralicenses@thomson.net with the following information:
a. Theunique ID
b. Your name
c. Your email address
d. Your company
e. Your address, country, and phone number (optional)
f. The name of the application
. The Sales Number

0 «Q

. The number of licenses:

Encoder —1 license needed for each encoder (licensed locally) aswell as
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licenses for the following:

- For SmartBin Encoder — Aurora-XRE-SBIN-GXF and
Aurora-XRE-SBIN-FTP

- For Aurora Proxy Encoder — Aurora-X RE-SBIN-FTP

» MediaFrame Server — need 1 license for each role per user.

An email will be sent to the specified email addresswith the Sabretooth license
number. Y our software license, Licenses < SalesNumber>.txt, is provided as a
text file. Y ou will receive onetext file per machine; it will have all the licenses
requested for that MAC address.

i. Toadd thelicense, access the SabreTooth License Manager.

j- ChooseFile | Import License and navigate to thefilelocation to open thetext file,
or drag and drop the text file onto the License Manager.

5. Proceed to “ Step 13: Install software”
Step 13: Install software

NOTE: If Sabretooth has not been installed, you will get an error message when
you attempt to install the software.

On the MediaFrame server, do the following:

1. Insert the Aurora Browse software CD or otherwise gain access to the Aurora
Browse software installation files.

2. Open C: \ Sof t war e\ Medi aFrane Server 6.5. 1\ Setup. exe. The
MediaFrame server installation wizard opens.

3. Click Next to progress through the wizard. When you arrive at the Custom Setup
screen, select the components that were previously installed on the MediaFrame
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server, as follows;

i'é'- Grass Yalley MediaFrame Server b.4 - InstallShield Wizard

Custom Setup k

Select the MediaFrame components waou want installed,

Click on an icon in the list below bo change how a Feature is installed,

MewsShare :I = Feature Description
NTES Services and deployment points

] for the Aurora Browse
Profile application,
Prosy

Kz

FTP This Feature requires QKB on

......... Ewent Yiewer your hard drive, It has 2 of 2
Corfiguration Tool subfeatures selected. The

subfeatures require 40ME on
E‘ Aurors Broise vour hard driveE!

c I =1 This Feature will be installed on local hard drive.

=18 This feature, and all subfeatures, will be installed on local hard drive, =

 Em  This Feature will be installed to run From network,
InstallShis —

138 B This Feature, and all subfeatures, will be installed to run from the network. J

¥ This Feature will not be available,

If acomponent that you want to install displaysared X, click the component and
select This feature will be installed on local hard drive.

If acomponent that you do not want to install does not display ared X, click the
component and select This feature will not be available.

4. When components to install are selected, click oK.

5. Specify the administrator name and password, click Next, and work through the
remainder of the installation wizard accepting the default values.

NOTE: Depending on your configuration, workgroup or domain, you must have the
same local or domain-supplied username and password (with administrative
privileges) across all the machinesin your Aurora Browse system. This account is
critical for most Aurora Browse proxy access. For more information, see “ About the
Administrator Account” in the Aurora Browse | nstallation and Configuration
Guide.

Configure IIS Application Pool and Authentication

June 23, 2010

After you have installed the M ediaFrame software, you need to configure the I1S
application pool and authentication.

The MediaFrameWebAPI web site must run with administrative privileges because it
makes event log entries. There are two waysto accomplish this; either configure the
default application pool to run as an account with administrative privileges, or create
anew application pool with administrative privileges and set the
MediaFrameWebAPI web site to run with this application pool. The instructions
provided are for the second method.

1. Open Internet Information Services Manager.

2. Navigate to the Application Pools tab.
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3. Right-click on the Application Pools and select New | Application Pool.

4. Provide aname for the application pool, and check the radio button which reads
Use existing application pool as template; ensure the application pool in the drop

down box is DefaultAppPool.

Add New Application Pool [ |

Application pool ID: I MediaFrameappPool|

Application pool settings
" Use default settings for new application poal

%' |Use existing application pool a5 kemplate

Application pool name: IDeFauItAppPool j

of I Cancel | Help |

5. Right-click on the new application pool and select Properties.

6. Click on the Identity tab.

7. Select the configurable radio button and enter credentials for an account with

administrative privileges and click OK.

NOTE: Thisaccount must also be a member of the IIS_WPG group. For more
information on adding usersto groups, see the Aurora Browse | nstallation and

Configuration Guide.

8. Navigate to Web Sites | Default Web Site | MediaFrameWebAPI. Right-click on

MediaFrameWebAPI and click Properties.

9. Select the Virtual Directory tab; use the Application pool drop-down list to select the

new application pool you have created.

MediaFrameWebAPI Properties
HTTF Headers Custom Errors I ASP.MET
Wirtual Directory Docurments I Directory Security

The content For this resource should come from:
' 4 directory located on this computer
" & share located on another computer
& redirection ko a LRL

[ Directory browsing

Local path: I CiinetpublwwrootiMediaFrameiweba Browse. .. |
r Script source access v Log wisits

v Read v Index this resource

[ wirite

Application settings

Execute permissions: IScripts only i

Application pool: IMediaFrameAppPooI j Unlad

Application name: I Thomson MediaFrame Server 6.3 Remove |
Starting point: <Default Web Site=\Medi...
J Configuration. .. |

OF I Cancel | Apply |

Help

10.Select the Directory Security tab and click the Edit button under Authentication and

access control.
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11.Ensure the Enable anonymous access checkbox is unchecked.

12.Check theIntegrated Windows authentication checkbox; the dialog box should ook
similar to the following illustration:

Authentication Methods [ |

Use the Following Windows user account for anonymous access:

User name: I IUSR_C52_SRY_1 Browse. .. |

Password: I sesssssssse

i~ Autherticated access
For the following authentication methods, user name and password
are required when:

- anonymous access is disabled, or

- access is restricked using NTFS access control lists
[V Integrated Windows authentication
[ Digest authertication For Windows domain servers
[ Basic authentication (password is sent in clear bext)

[~ .MET Passport authentication

Defaul domain: I Select,,, |
Feealms: I Select,,, |

OF I Cancel | Help |

13.Click ok and exit the Internet Information Services Manager.
14.Repeat steps 8. through 13. for the following:

a. Settings manager
b. License manager

15.Proceed to “Upgrade the MDI server”.

Upgrade the MDI server
Skip this procedure if:

* You do not have a separate MDI server as part of your MediaFrame/Browse
system. Thisisthe caseif your MDlIsareinstalled on the MediaFrame server. Skip
ahead to “Upgrade Encoders’.

Do this procedure if:

* You have a separate MDI server as part of your MediaFrame/Browse system.

Step 1: Back up configuration

Y ou should back up the MDI server’s configuration file before upgrading software,
asfollows:

1. Copy the C:\Thomson directory to a different location. This directory containsthe
configuration files for the locally installed software components.

2. After copying the C:\Thomson directory, delete the configuration filesin the
C:\Thomson\MediaFrame folder except for Medi aFr ameCor e. Conf i g file.

3. Proceed to “ Step 2: Close all programs’.
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Step 2: Close all programs
On the MDI server, do the following:

1. Closedl applications, windows, control panels, and any other program. Check the
Windows taskbar and make sure that it is empty.

2. Proceed to “ Step 3: Uninstall software”.

Step 3: Uninstall software
On the MDI server, do the following:
1. Open Windows Add/Remove Programs.

2. Locate the server software. Depending on your version of Browse software, it is
named one of the following:

» Thomson NewsBrowse Server
» Thomson Aurora Browse Server

3. Select the server software and click Remove.

4. When prompted “Y ou must restart...”, click Yes. The MDI server restarts.

5. When startup processes complete, log on to Windows and then proceed to “ Step 4:
Install software”.

Step 4: Install software
On the MDI server, do the following:

1. Insert the Aurora Browse software CD or otherwise gain access to the Browse
software installation files.

2. Open C: \ Sof t war e\ Medi aFrane Server 6.5. 1\ Setup. exe. The
MediaFrame server installation wizard opens.

3. Click Next to progress through the wizard. When you arrive at the Custom Setup
screen, select the components that were previously installed on the MDI server, as
follows:
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{ii Grass Valley MediaFrame Server 6.4 - InstallShield Wizard x|

Custom Setup ‘

Select the MediaFrame components you want installed.

Click on an icon in the lisk below to change how a Feature is installed,

== ,I Managed Devices ;I [ FEabure Description
et (= | FlashMET Archive

e = | M Series
o (= - | MewsShare
e = | NTFS
- This Feature requires 120KE on
o =20+ | Prozey vour hard drive,

E Kz
s = v | FTP

--------- = v| Event Yiewsr hd
1 | B

Installshield

i

Help I SEAECE | < Back I Mext = I Cancel |

If aMDI that you want toinstall displaysared X, click the component and select This
feature will be installed on local hard drive.

If aMDI that you do not want to install does not display ared X, click the component
and select This feature will not be available.

4. When componentsto install are selected, click ok and work through the remainder
of the installation wizard.

Do not restart the MDI server or manually start any services.

NOTE: Configuring the MDI devicesis described in the Aurora Browse
Installation and Configuration Guide.

5. Proceed to “Upgrade Encoders’.

Upgrade Encoders

A prerequisite for this procedure is that components related to supporting systems,
such as K2 shared storage, SmartBins, or Aurora FTP, are upgraded. Refer to “ Step
2: Verify versions of supporting systems’ on page 14.

NOTE: If you need to uninstall the SmartBin encoder application, make sure the
SmartBins softwar e has been installed on the machinefirst.

On each of the Advanced Encoders or SmartBin Encodersin your system, do the
following to upgrade software:

Step 1: Back up configuration

June 23, 2010

Y ou should back up the encoder’ s configuration file before upgrading software, as
follows:
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1. Copy the C:\Thomson directory to a different location. This directory containsthe
configuration files for the locally installed software components.

2. Proceed to “ Step 2: Close all programs’.

Step 2: Close all programs
On the encoder, do the following:

1. Closedl applications, windows, control panels, and any other program. Check the
Windows taskbar and make sure that it is empty.

2. Proceed to “ Step 3: Uninstall software”.

Step 3: Uninstall software
On the encoder, do the following:
1. Open Windows Add/Remove Programs.

2. Locate the encoder software. Depending on your version of Browse software, itis
named one of the following:

» ...NewsBrowse Advanced Encoder
* ...AuroraBrowse Advanced Encoder
e ... SmartBin Encoder

3. Select the software and click Remove.

4. Restart the Encoder.

5. When startup processes complete, log on to Windows and then proceed to “ Step 4:
License Sabretooth”.

Step 4: License Sabretooth
Sabretooth must be licensed locally on the encoder.

Licenseinformation is stored in text files that you can manage just like any other file
on your system. Licenses are unique to the system for which they are requested and
cannot be used on any other machine.

NOTE: Licenses are based on your system’s unique identifier, which is partially
derived from your system’s Media Access Control (MAC) address. If you change
your system’s MAC address by performing operations such aschanging the System
Processor card, or changing an Ethernet card, you must obtain a new license based
on the new MAC address.

1. Install Sabretooth from the software CD:
C.\ Sof t war e\ Sof tware | nstal | s\ Sabr et oot h\ Set up. exe.

2. On the encoder or MediaFrame server, click the Sabretooth License Manger icon
on the desktop.

3. Select File | Generate unique ID

4. Send an email to Auroralicenses@thomson.net with the following information:
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a. TheuniquelID

b. Your name

. 'Your email address
. Your company

. Y our address, country, and phone number (optional)

- D o O

The name of the application
. The Sales Number

. The number of licenses:

o0 «Q

Encoder —1 license needed for each encoder (licensed locally) aswell as
licenses for the following:

- For SmartBin Encoder — Aurora-X RE-SBIN-GXF and
Aurora-XRE-SBIN-FTP

- For Aurora Proxy Encoder — Aurora-XRE-SBIN-FTP

» MediaFrame Server — need 1 license for each role per user.

An email will be sent to the specified email address with the Sabretooth license
number. Y our software license, Licenses < SalesNumber>.txt, is provided as a
text file. Y ou will receive onetext file per machine; it will have all the licenses
requested for that MAC address.

i. Toadd the license, access the SabreTooth License Manager.

j. ChooseFile | Import License and navigate to thefilelocation to open thetext file,
or drag and drop the text file onto the License Manager.

k. Proceed to “ Step 5: Install software’.

Step 5: Install software

June 23, 2010

On the Encoder, do the following:

1. Insert the Aurora Browse software CD or otherwise gain access to the Browse
software installation files.

2. Open the installation program:
C.\ Sof t war e\ Advanced Encoder 6.5. 1\ Set up. exe.

NOTE: The SmartBins Serviceis part of the Aurora Suite installation.

The installation wizard opens.
3. Click Next to progress through the wizard.

4. When prompted for a user name and password to run the MediaFrame services,
make sure the account has the “Log on as Service” security setting.

5. Click Next and Finish to close the installation wizard.
Do not restart the Encoder or manually start any services.

6. Repeat these steps to upgrade software on the remainder of the Aurora Proxy
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Encoders or SmartBin Encodersin your system.
7. Proceed to “Upgrade NAS'.

Upgrade NAS
To upgrade the Condor NAS, refer to the K2 Storage System I nstructional manual.
Once you have finished the NAS installation, proceed to “ Restart devices’.
Restart devices

When software upgrades are complete on all the devices of the MediaFrame/Browse
system, restart devices as follows:

1. Restart the MediaFrame server. While restart isin process, you can proceed to the
next step.

2. If you have aMDI server, restart the MDI server.

3. Wait until restart processes are complete on servers.

4. Restart Encoders.

5. Proceed to Configuring a*“ Install Browse client PC application”

Install Browse client PC application

The AuroraBrowse client application now runson the user’ sPC. Beforeinstalling the
client application, make sure that the user has been licensed for their particular role.
See the Aurora Browse I nstallation and Configuration Guide for specific
instructions on roles and licensing.

1. Direct the user to the location of the Browse installation file on the MediaFrame
server. The path is:

\'\ <Medi aFr anmeSer ver Nanme>\ Aur or aBr owse\ Aur or aBr owse. appl i cati on

2. Once the user has installed the Browse client software, they will need to enter the
name of the MediaFrame server.

NOTE: Any upgraded software on the MediaFrame server is automatically detected
and a message box prompts the user to upgrade their client software.
Logging in to the Aurora Browse client PC

1. Tologinto AuroraBrowse, select Programs | Grass Valley Aurora Browse | Aurora
Browse. AuroraBrowsewill check your settings before the user interface displays.

2. If thisisthefirst time you have accessed Aurora Browse, a dialog box displays
asking you for the name of the Aurora Browse server. If you need to change this
name later, select File | Connect to server.

For information on using the Aurora Browse client application, see the Aurora
Browse User Guide or the Help menu of the Aurora Browse client application.
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Operational considerations - Aurora Browse Client

Tooltip behavior — Once a button/control has been clicked/pressed/selected, its
tooltip is not shown again. Thisis dueto the way the Microsoft Windows Ul was
designed.

Display setting — Aurora Browse needs to be run on machines that have a display
setting of 96 DPI.

Using “Offline Status is set” search filter — Thisfilter searches assets that are only
offline (in the archive). It does not search assets that are both online and offline.

Operation considerations - MediaFrame

SmartBin Encoder record duration — Because of the size limit on the cache drive
(232GB), the longest duration that can be recorded is 10 hoursfor 50Mbs, 6 hoursfor
75Mbs and 5 hours for 100M bs.

EDL locations — As of 6.5, EDL operations are handled by Aurora Edit.
Flashnet job priority set to above normal — Set the Flashnet job priority to normal.

Programs, playlists, and complex movies — Programs, playlists and complex movies
are not supported. (K2 and Profile.)

Creation filter searches — The CreationDate filter compares ‘is or ‘is between’
creation dates only.

Operation considerations - Aurora and K2 Summit

Asset and Bin name limitations — When using Aurora products with a K2 Summit
system, clip asset and bin names need to be 32 characters or less.

Non-hierarchical bins — When using Aurora products with aK2 Summit system, only
non-hierarchical (non-nested) bins are supported.

3rd party archive considerations

June 23, 2010

FlashNet and Profile/lUIM — The FlashNet archive installer needs to make
accommodations when connecting to a Profile/UIM system. In the comm_methods
file, UIMs are configured exactly the same way as a Profile XP system, except that
the UIM becomesthe“FC” entry inthe“@" clause, asfollows:

For aProfile XP system on its own...

Profile_IP_Address 6 @profile_ FC_Addressmovie
AndaUIM...
Profile_IP_address 6 @UIM_IP_Addressmovie

Thisisbecausethe CONTENT (directory listing) of the system is picked up through
aProfile“sdss’ client, whilethe DATA is moved via Fibre Channel.
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With the UIM again the clipnames are found via 100Bt interface from a Profile, then
the DATA is moved via the GigE interface on the UIM.

Avalon frame synch — Partia File Restore assets from Avalon in NewsFTP/Aurora
FTP systems can have high-res and low-res out of synch by two frames. To solvethis
problem, contact Avalon for assistance.

Diva tape or disk archives — To explore disk-based or tape-based archives, the Diva
MDI configuration must specify the name of the archive(s) in the Disk Array Names
field of the MediaFrame Configuration tool. For moreinformation on configuring the
DivaMDI, see the Aurora Browse Installation and Configuration Guide.

FlashNet clip deletion — There can be a problem where the FlashNet archive does not
reclaim space after clips are deleted. To solve this problem, contact SGL for

assistance.

Restoring assets to SmartBins or Scavenge bins from an archive — not recommended.
To avoid creating disassociated assets, restore to a non-scavenge bin instead.

Unicode characters — Only Diva supports unicode characters.

Known problems

K2/M-Series systems

Description

Workaround

Description

Workaround

Description

Workaround

If the LAN cableis pulled out while a datatransfer isin progress, the
Flashnet archive MDI does not automatically reconnect. (CR86834)

After you reconnect the LAN cable, stop the Flashnet MDI and restart
it to ensure future archives and restores will occur. (To start or stop the
service, select Start | Settings | Control Panel | Administrative Tools |
Services. The Services Control Panel opens. Select Thomson Flashnet
MDI, and right click Start or Stop.)

For 720p material, the timecode displayed with the storyboard is one
second ahead of the actual timecode. (CR83667)

Thetimecode below the VGA is correct. Ignore the timecode displayed
with the storyboard.

When doing arestore operation from NLS, the restore is not
automatically made higher priority than other archive or transfer
operations currently underway. (CR83521)

To make arestore operation from NLS a high priority, make sure there
are no archive or transfer operations underway.
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Description

Workaround

Description

Workaround

Description

Workaround

Description

Workaround

Description

Workaround

Description

Workaround

K2/M-Series systems

FastoraNAS randomly locks up after afew weeks or months.
(CR80997)

Thisis caused by the Local Display Manager Service, whichisa
Windows operating system service. This service should not be started
on a FastoraNAS. Refer to the Aurora Browse Installation &
Configuration manual to correctly configure this service.

DIVA transfersfail if the IP addressis not used for the configured
SourceName/DestinationName. (CR78273)

This setting isin the DIV Archive Configuration Utility, not the
MediaFrame DIVA MDI configuration page. In the utility, the source
and destinations name configured must be the same asthe | P address of
the servers they are referring to.

Event Viewer can crash with an “invalid value for machine name”
message. (CR75795)

Restart Event Viewer.

Thereisan occasional benign error message in Browse server logs:
“Collection was modified: enumeration operation may not execute”.
(CR75285)

Ignore this message. It does not indicate a problem.

In Aurora Transfer, during batch transfer operationsto K2 systems, the
% done status of transfers occasionally freezes. Also, some of the clips
might not appear in the destination bin displayed in Transfer Tool.
(CR74733)

Thisisauser interface display problem only. The transfers are
successful. Refresh the user interface to see the clipsin the destination
bin.

If apartial file restorefails mid-transfer, a proxy/metadata-only asset is
created in the system. (CR73408)

Manually delete the proxy/metadata-only asset.
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Workaround

Description

Workaround

Description

Workaround

Description

Workaround

Description

Workaround

Description

Workaround

DIV Archive and FlashNet restore operations fail if the destination
folder has clips with the same base name as the clip to berestored. This
occurs even if duplicate name handling is enabled. The specific
condition that causes the failure is when the name of the clip to be
restored is clipname, and the destination folder has a clip named
clipname and a clip named clipname_0. (CR50770)

Users must restore to adifferent destination folder or delete/rename the
clipsin the destination folder that have the same basename astheclip to
be restored.

If aFlashNet partid filerestoreisinterrupted (for example, if the
network cable is disconnected mid-transfer), Browse incorrectly
receives a“DONE” message from the archive and subsequently
displays a complete status. The asset will have low res but no actual
high res. (CR71891)

Ignore the “DONE" message, reconnect the network, restore again.

After you manually abort atransfer to the Flashnet archive system, the
Archive Status page incorrectly reports that the transfer is complete.
(CR72212)

None.

During FlashNet archive transfers, the status messages show an
incorrect % done messages, even though the transfer is correct. The
incorrect message goesfrom 0% straight to 100%, or it staysat 0% even
when done. Restore status messages are correct. (CR71921)

Thisisauser interface display problem only. Ignore the % done
messages.

Partial File Restore assets from older versions of FlashNet, have
high-res and low-res out of synch randomly 8-15 frames. (CR71923)

Check with Grass Valley Serviceto confirm correct version of
FlashNet.

Aurora Browse shows invalid archived asset/group/volume(s) for
FlashNet. (CR69678)

Restart Thomson FlashNet MDI. This re-synchronizes the Aurora
Browse database with the FlashNet archive file system. The problem
occurs when you modify (add/delete) the FlashNet archive file system
using sometool other than AuroraBrowse. For example, if you label the
FlashNet group/volume(s) using dtool.exe (supplied by SGL) or
archive/delete an asset using testapi.exe or any other SGL supplied tool,
you cause the problem. Since Aurora Browse does not support
bi-directional synchronization with FlashNet archive, the Aurora
Browse database goes out of sync with FlashNet.
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K2/M-Series systems

NTFS MDI cannot detect if aremote machineisonline. This occurs if
NetBIOS has been disabled. (CR75426)

On machines monitored by the NTFS MDI, such as the Proxy NAS or
the MediaFrame server, NetBIOS is enabled by default at the factory.
Do not change this configuration. The NTFS MDI uses port 139, which
becomes unavailable when NetBIOS is disabled.

Aurora Edit LD audio files cannot be deleted. This occursif the NTFS
MDI is not monitoring the machine that stores the audio files.
(CR75428)

Make sure the NTFS MDI monitors at |east one directory on the
machine that stores Aurora Edit LD audio files.

On Encoders, uninstall failsif Thomson Proxy Transfer serviceis
selected in the Services window. (CR72735)

Close the Services window before uninstalling. If the Services window
isopen and the uninstall fails, complete the uninstall process asfollows:
-Manually remove filesthat are |eft over from the uninstall from the
C:\ Program Fi | es\ Thonson folder.

-Manually remove service entries from the registry at:

HKLM Syst em Current Cont r ol Set\ Servi ces\ ProxyTr ansf er Servi ce

June 23, 2010

Description

Workaround
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Workaround

Description

Workaround

Description

Workaround

Linksin related tab won’t work for any asset with asingle quote (*) in
the name. (CR56657)

No workaround available. This should not affect normal operations, as
the related tab is only required for system diagnostics.

Aurora Browse Advanced/SmartBin Encoders support 16 bit audio,
matching the rest of the News products. They will not encode other
audio configurations. (CR56678)

Configure the audio settings in the ingest serversto 16 bits.

GXF import (from within Aurora Edit) into a scavenge bin fails.
(CR58258)

Import file into non-scavenge folder. When the import is complete,
move the clip to the scavenge folder.

If one Aurora Browse user attempts to delete an asset at the same time
another Aurora Browse user is viewing the clip, the High-resolution
material will be deleted, however the proxy will remain. (CR57788)

After the other user is no longer viewing the clip, retry deletion of the
asset.
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Workaround
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Sometimes, the NewsM DI does not del etethe source clip (amaster clip)
when the clip is being archived and the “ del ete online mediafollowing
archive” is selected. (CR59065)

Delete the online media manually using either the Aurora Browse or
Aurora Edit applications.

If the name of an M-Series MDI has not been first added to the ASK
Configuration Page, it cannot be added to the list of M-SeriesMDls
within the M-Series MDI Configuration Page. In this case, when the
“Add M-Series Managed Device” buttonisclicked, the following error
message will appear: “Following fields are invalid: MDI Name”.
(CR59274)

Add the M-Series MDI Name to the ASK configuration page before
adding the M-Series MDI Name to the MDI Configuration page.

On certain systems, occasiona delayed write popup windows occur
during Smart Bin Ingests. Both High-resolution Aurora Edit material
and proxy are successfully created, however the popup dialog windows
remain on the Smart Bin Encoder computer. (CR59288)

Periodically, the Smart Bin Encoder should be monitored and these
windows closed.

Occasionally aUIM transfer fails, but the Aurora Browse application
automatically retries and the transfer is successful. An error is reported
in the log, but in this case it can be ignored, since the transfer is
successful. (CR50533)

No workaround required.

Though the UIM supports six simultaneous transfers, on rare occasion
it behavesasif it supportsonly four simultaneoustransfers and thefifth
transfer fails. (CR49987)

Restart the UIM.

Very large batch delete (~10K) causes NAS to get very slow.
(CR50796)

Reboot NAS. The system will recover after about 20 minutes when the
deletions are compl ete.

When Event Viewer is opened, software installation automatically
starts with a“ Service already exists’ message. (CR69690)

Thisonly occursthe first time that the Event Viewer is run after
installation of the MediaFrame server software. To avoid this problem,
do the following:
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K2/M-Series systems

1. Start Event Viewer (first attempt).

Theinstall program automatically starts.

2. Oncetheinstal program has completed running, when prompted to
restart the server, enter No. No restart is necessary.

An Explorer window opens, displaying the drives on the local server.
3. Close the Explorer window.

4. Restart Event Viewer (second attempt).

Thistime the install program does not start.

If ahi-resclip has one or more spaces at the end of its name, the low-res
proxy for that clip might not be created. (CR73873)

End al clip names with a character, not a space.

Aurora Browse will not scavenge audio-only assets. (CR58568)
No workaround available.

If you transfer a single asset to an archive that already has an asset of
that name, adial og box appears asking if you want to rename the asset.
If you transfer a batch of archives without enabling auto-rename, no
dialog box promptsyou to rename the assets; instead Browse returns an
error message. (CR92283)

Specify auto-rename before archiving the batch of assets.

Cannot create anew sub-folder with generic FTP. Inthe AuroraBrowse
Explorer tab, if you right click on the generic FTP MDI, you can select
New folder to create a sub-folder. However, creating sub-folders on an
archiveis not supported in Aurora Browse.

To create an archive sub-folder, create it on the archive machine itself
rather than attempting to create it through Aurora Browse.

When archiving to SGL 6, the status page does not show transfer
updates. The status jumps from 0% to 100%. (CR86742)

No workaround available.

If foreign metadata is deleted, the URI remains in the URN2URI table.
(CR97357)

Run a SQL query to purge these URIs:

del ete fromURN2URI where URI Format = N <your type here>'
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Description

Workaround

Occasionaly alog file (.EVT file) will not open in Thomson Event
Viewer. (98729)

If you have trouble viewing alog file (a.EVT file) in Thomson Event
Viewer, try opening thefilein Windows Event Viewer. If thefile opens,
save as another name (with the .EV T extension) and try opening itin
Thomson Event Viewer again. If you still cannot open it, reboot and try
again. If the file does not open in Windows Event Viewer, reboot the
system and try opening the file again.

Encoder software will not install unless Aurora FTP softwareis
installed first. (CR98907)

Install Aurora FTP software before installing encoder software.

If you reboot a standalone K2 Media Client when using Transfer Smart
Bins, the SmartBins encoders and SmartBins folders are affected.
(CR96498)

Restart the SmartBins service on the affected machines.

If you record a new asset, the video compression or broadcast video
format displayed in the K2 or News MDI might differ from the values
displayed in the K2 Media Server. (CR 102544)

To confirm the video compression or broadcast video format of a new
asset, verify the asset’s settings as displayed in K2 AppCenter.
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